Api info:

USER DB = Authuser

POST

/authuser/user – new user (NIP and PASSWORD fields are required; NIP must be unique)

nip: Number

name: String,

firstname: String,

lastname: String,

phone: Number,

email: String,

password: String,

role: [] – eg: ‘admin’, ‘vendor’, ‘office’

POST

/authuser/login – login user (NIP and PASSWORD fields are required)

Headers: Key: Content-Type

Value: application/json

Body: raw

{ "nip": 7542111000, "password": "Zosia17@ok" }

JSON (application/json)

Login time can be limited with variable: expirationTime

GET

/authuser/users – get user data

Headers: Key: Authorization

Value: JWT +key\_get\_from\_POST\_login

Admin will see all of the users, other users will see only their own data.

PUT

/authuser/user/:userid – change user’s data

Headers: Key: Authorization

Value: JWT +key\_get\_from\_POST\_login

Key: Content-Type

Value: application/json

Body: raw

{ "nip": 7542111000, "password": "Zosia17@ok" }

JSON (application/json)

Admin can change all of the data, other users can change only their own data.

DELETE

/authuser/user/:userid – change user’s data

Admin can delete all users, other users can delete only their own account.

Headers: Key: Authorization

Value: JWT +key\_get\_from\_POST\_login

Key: Content-Type

Value: application/json