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# 文档简介

## 特别声明

未得到本公司的书面许可，不得为任何目的、以任何形式或手段（包括但不限于机械的或电子的）复制或传播本文档的任何部分。对于本文档涉及的技术和产品，本公司拥有其专利（或正在申请专利）、商标、版权或其它知识产权。除非得到本公司的书面许可协议，本文档不授予这些专利、商标、版权或其它知识产权的许可。

本文档因产品功能示例和描述的需要，所使用的任何人名、企业名和数据都是虚构的，并仅限于本公司内部测试使用，不等于本公司有对任何第三方的承诺和宣传。

## 阅读对象

贵公司的技术部门的开发、维护及管理人员，应具备以下基本知识：

1. 了解HTTPS/HTTP协议等内容。
2. 了解信息安全的基本概念。
3. 了解计算机至少一种编程语言。

## 产品说明

本开发手册对该系统功能接口进行详细的描述，通过该指南可以对本系统有全面的了解，使技术人员尽快掌握本系统的接口，并能够在本系统上进行开发。

## 名词解释

|  |  |
| --- | --- |
| **名词缩写** | **名词定义** |
| 商户 | 本文档中的商户为接入系统商户。 |
| 商户编号 | 在该系统中唯一的商户标识。 |
| 模块依赖 | 本系统中模块中的耦合关系。 |

## 接口签名算法

1. Sign的计算采用RSA2算法。
2. Sign的参数计算方法如下：
   1. 将所有参数（包含Sign本身）按照下面接口定义中参数从上到下顺序排列；
   2. 将这些参数的值连接成一个字符串；
   3. 将该字符串作为源字符串，将商户密钥作为 key，通过RSA2算法计算出Sign值；
   4. 将Sign值添加到参数列表中，参数名称为 `sign`。
3. 请求报文加密的数据拼装完成。

## 回调应答机制

1. 应答机制：应答机制是指当商户收到支付成功数据通知（服务器点对点通讯形式）时，必须回写 `success` (不区分大小写)的响应，支付系统收到该应答，便认为商户已收到；否则通知 3 次，每次间隔 5 分钟。
2. 回调机制：所有回调只有在成功时才会发起回调，失败不回调（如交易成功回调，失败不回调）。
3. 不可靠机制：回调为不可靠回调（可能由于网络或者商户服务器问题导致回调失败），商户最好在回调的基础上主动查询订单状态。

# 使用流程

1. 准备阶段：
   1. 申请测试号等信息；
   2. 取得开发手册（本文档）等资料；
2. 开发阶段：
   1. 根据提供的 DEMO 结合开发文档快速熟悉对接接口；
   2. 根据本系统提供的接口，在商户自己的系统上进行开发，实现所需要的业务功能；
   3. 对自己系统的业务功能进行全面测试；
   4. 与测试环境进行联调。
3. 生产使用：
   1. 使用系统提供的正式资料。

# 接口说明

1. 在未特别注明的情况下，所有的接口均可采用HTTP的POST提交方式发起请求，采用Application/json提交方式提交数据。
2. 所有接口全部采用HTTPS请求方式。
3. 数据返回格式为JSON串。

# 接口列表

1. 在未特别注明的情况下，所有的接口均可采用HTTP的POST提交方式发起请求，采用Application/json提交方式提交数据。
2. 所有接口全部采用HTTPS请求方式。
3. 数据返回格式为JSON串。

# 生产环境资料

## 如何获取服务器地址

以阿里云为例，登录阿里云后台找到 ECS 控制台，找到公网地址，复制保存即可。

## 如何获取公钥和私钥

登录系统服务商的后台，或者联系相关的技术指导人员进行获取。

（关于密钥的保管：贵公司一定要保证密钥仅能被少数可靠的授权人知晓，严防密钥被不可信的人获取，如密钥泄露需立即进行修改同时替换程序中的密钥。）

# 接入导入

## 如何快速导入

1. 获取 DEMO 压缩包：
2. 将请求地址改为测试环境请求地址；
3. 目前仅有 PHP 范例；
4. 将范例部署到您的应用服务器，并运行；
5. 在测试环境上请调通接口；
6. 请求和响应都调通后，便可在范例中加入您系统本身的业务逻辑，并再次在测试环境进行调试，直至通过；
7. 将您正式的密钥配置到程序中，并将请求地址改为正式环境请求地址后便可上线。

## 签名无效的解决方案

解决方法：

首先检查配置中的密钥是否与系统上提供的密钥一致,是否有中文。

其次处理中文转码问题,有两个需要正确转码的环节：

1. 涉及中文的参数在传入生成sign的方法时，不能是乱码。
2. 生成请求参数后，涉及中文的参数的值不能是乱码，当前仅支持UTF-8的编码格式。

# 附录

## 返回码列表

|  |  |
| --- | --- |
| **返回码** | **说明** |
| SYS\_API\_0000 | 成功！ |
| SYS\_API\_999 | 注册参数校验失败/抱歉,白名单参数有误！/ 抱歉,冻结天数超出范围！/ 传入的参数有误！ |
| SYS\_API\_998 | 调用接口失败。 |
| SYS\_API\_997 | 附件大小不符合规范。 |
|  |  |
|  |  |
|  |  |
|  |  |