**Política de Privacidad para Usuarios y Visitantes del Sitio de Joinku**

**1. Responsable del Tratamiento y Datos de Contacto  
La presente política de privacidad se aplica a Joinku.it y a los servicios relacionados, y es gestionada por FAST SIMPLE SL, que actúa como responsable del tratamiento de vuestros datos personales. FAST SIMPLE SL se compromete a garantizar que vuestros datos sean recogidos, conservados y tratados de forma segura y transparente, en conformidad con el Reglamento General de Protección de Datos (GDPR 2016/679) y las demás leyes europeas e italianas aplicables.**

**Información sobre el Responsable del Tratamiento**

* **Razón Social: FAST SIMPLE SL**
* **Domicilio Legal: CALLE FELIPE ASENJO 1, FUENLABRADA, MADRID, España**
* **NIF: B75835231**
* **Correo Electrónico: privacy@yine.it**
* **Sitio Web: www.joinku.it**

**Responsable de la Protección de Datos (DPO)  
En virtud del Artículo 37 del GDPR, FAST SIMPLE SL ha designado a un Responsable de la Protección de Datos (DPO) para supervisar las actividades de tratamiento y actuar como principal punto de contacto entre las autoridades de control y los interesados.**

* **DPO: CHEN ZHIYONG**
* **Correo Electrónico de Contacto: privacy@yine.it**

**Cómo Ejercer Vuestros Derechos sobre los Datos  
Si tenéis preguntas sobre el tratamiento de vuestros datos personales o deseáis ejercer vuestros derechos en materia de protección de datos (por ejemplo, acceso, rectificación, supresión, etc.), podéis contactarnos a través de:**

* **Correo Electrónico: Escribir a privacy@yine.it**
* **Correo Postal: Enviar una carta a FAST SIMPLE SL, CALLE FELIPE ASENJO 1, FUENLABRADA, MADRID, España, con el asunto "Solicitud de Protección de Datos".**

**FAST SIMPLE SL se compromete a responder en un plazo de 30 días. En casos excepcionales, podría ser necesario un período adicional de 60 días, en cuyo caso se os informarán las razones del retraso.**

**📌 Si no estáis satisfechos con nuestro tratamiento de los datos, podéis presentar una reclamación ante la Autoridad de Control de Protección de Datos de Italia (**[**https://www.garanteprivacy.it**](https://www.garanteprivacy.it)**).**

**2. Información Recogida y Modalidades de Tratamiento**

**Recogemos las siguientes categorías de información para proporcionar y mejorar nuestros servicios, garantizando seguridad, legalidad y transparencia en el tratamiento de los datos.**

**a. Información Recogida Directamente del Usuario  
Cuando registráis una cuenta en Fast Simple, utilizáis nuestro sistema de pedidos, accedéis al e-commerce o interactuáis con nosotros, podemos recopilar:**

* **Datos personales: Nombre y apellido, nombre de la empresa, número de IVA de la sociedad, dirección de la sociedad, información sobre la sociedad, correo electrónico y número de teléfono.**
* **Información de la cuenta: Datos de registro, ID de usuario, contraseña (almacenada solo de forma cifrada).**
* **Datos de pago:  
  Fast Simple no almacena los datos de las tarjetas de pago.  
  Los pagos se procesan a través de proveedores como Mastercard, Visa, Maestro, PagoBancomat, VPay, UnionPay, Diners, JCB, Google Pay, Apple Pay, SEPA.  
  En caso de reembolsos, podríamos solicitar los datos de la cuenta bancaria para completar la transacción.**
* **Datos sobre los pedidos (incluidos los realizados en el e-commerce de Fast Simple):  
  Historial de transacciones, productos adquiridos, hora del pedido, método de pago, dirección de facturación y dirección de entrega, devoluciones, reembolsos y registros del servicio al cliente.**
* **Registros del servicio al cliente:  
  Solicitudes enviadas por los usuarios (por ejemplo, problemas con pedidos, asistencia técnica) y el contenido de las comunicaciones (correos electrónicos, llamadas, chats en línea).**

**b. Información Recogida Automáticamente (Sitio Web y Aplicación)  
Durante el uso del sitio web o la aplicación Fast Simple, podemos recoger automáticamente los siguientes datos para mejorar nuestros servicios y garantizar mayor seguridad:**

* **Información del dispositivo:  
  Sistema operativo (iOS, Android, Windows, macOS), tipo y versión del navegador, modelo del dispositivo, resolución de pantalla, dirección IP (utilizada para detectar la ubicación y mejorar la seguridad).**
* **Datos de registro (logs):  
  Fecha y hora de acceso, páginas visitadas e interacciones (clics, tiempo de permanencia), tiempos de respuesta, errores del sistema o fallos.**
* **Datos de geolocalización (solo con consentimiento explícito):  
  Si se autoriza, utilizamos datos GPS para optimizar la gestión de pedidos, sugerir restaurantes cercanos o facilitar la introducción de la dirección de entrega.**
* **Cookies y tecnologías de seguimiento:  
  Utilizamos cookies y tecnologías similares (píxel tag, SDK) para mejorar la experiencia del usuario y analizar los datos.**
  + **Tipos de cookies:**
    - **Cookies necesarias: Para el correcto funcionamiento del sitio/aplicación.**
    - **Cookies de rendimiento: Para analizar el tráfico y optimizar el sitio.**
    - **Cookies publicitarias (solo con consentimiento): Para personalizar los anuncios.  
      Podéis gestionar las preferencias de cookies en cualquier momento (véase nuestra Cookie Policy).**

**c. Información Recogida de Terceros  
Podemos recibir datos de fuentes externas para mejorar el servicio:**

* **Acceso mediante cuentas sociales: Si os registráis utilizando Google, Apple u otros proveedores, recibimos información básica (nombre, correo electrónico).**
* **Socios publicitarios:  
  Datos analíticos de plataformas como Google, Meta (Facebook), TikTok, WeChat (clics en anuncios, comportamiento del usuario).**
* **Socios logísticos (para pedidos del e-commerce):  
  Actualizaciones sobre el estado de la entrega por parte de servicios de mensajería o delivery, datos de seguimiento y confirmación de entrega.**

**📌 La recogida de datos se realiza conforme al GDPR. No tratamos información innecesaria sin el consentimiento del usuario.**

**3. Finalidades del Tratamiento de Datos**

**Tratamos vuestros datos personales para las siguientes finalidades, de acuerdo con las bases jurídicas previstas en el GDPR, garantizando conformidad y transparencia:**

**a. Ejecución de un contrato (Art. 6.1(b) GDPR)  
Utilizamos vuestros datos para proporcionar los servicios principales de Fast Simple, que incluyen:**

* **Procesamiento y entrega de pedidos:  
  Gestión de pedidos de productos/servicios (incluidos los del e-commerce) para garantizar el pago, el procesamiento y el envío.**
* **Gestión de pagos y reembolsos:  
  Procesamiento de transacciones, reembolsos y conciliación de pagos.**
* **Gestión de la cuenta de usuario:  
  Mantenimiento de los datos de acceso, autenticación e historial de pedidos.**
* **Asistencia al cliente:  
  Soporte online o telefónico para resolver problemas técnicos, solicitudes de pedidos, devoluciones o reembolsos.**
* **Gestión de pedidos en restaurantes:  
  Optimización del sistema de pedidos para clientes y restaurantes, mejorando la experiencia de reserva y pago.**

**b. Cumplimiento de obligaciones legales (Art. 6.1(c) GDPR)  
Para cumplir con las normativas vigentes, estamos obligados a tratar ciertos datos, entre ellos:**

* **Conformidad fiscal y financiera:  
  Conservación de registros de transacciones para cumplir con obligaciones contables en Italia y la UE.**
* **Normativas locales:  
  En España, cumplimiento de las normativas TicketBAI y Veri Factu para garantizar la conformidad de las facturas electrónicas.**
* **Requisitos legales y solicitudes de autoridades:  
  Comunicación de información a fuerzas del orden, tribunales o autoridades fiscales, conforme al GDPR y las leyes locales.**
* **Normativas sobre e-commerce y pagos digitales.  
  (Este tratamiento es obligatorio por ley.)**

**c. Interés legítimo (Art. 6.1(f) GDPR)  
Para mejorar y proteger los servicios de Fast Simple, tratamos datos basándonos en nuestro interés legítimo, que incluye:**

* **Prevención de fraudes y abusos:  
  Monitorización de pedidos anómalos e identificación de actividades fraudulentas para proteger las cuentas de usuario.**
* **Análisis de datos y optimización de la experiencia:  
  Estudio de interacciones para mejorar la funcionalidad y usabilidad del sitio/aplicación, así como para detectar y resolver problemas técnicos.**
* **Seguridad informática:  
  Protección de sitios, aplicaciones e infraestructuras IT contra ataques cibernéticos mediante medidas de encriptación y protección contra violaciones de datos.  
  (El usuario puede oponerse a este tratamiento, salvo que existan motivos legítimos prevalentes).**

**d. Consentimiento del usuario (Art. 6.1(a) GDPR) – Para marketing y personalización  
Con vuestro consentimiento expreso, podremos:**

* **Marketing personalizado:  
  Enviar ofertas, promociones y recomendaciones a través de:**
  + **Correo electrónico**
  + **SMS**
  + **Notificaciones push en la app**
  + **Mostrar publicidad personalizada (por ejemplo, sugerencias basadas en el historial de compras)**
* **Análisis para publicidad comportamental:  
  Colaborar con socios publicitarios (Meta, Google, TikTok, WeChat, etc.) para analizar intereses y preferencias, optimizando campañas y registrando interacciones (clics, tiempo de visualización) para mejorar la relevancia de los anuncios.**

**📌 Derecho de revocación:  
Podéis retirar el consentimiento en cualquier momento:**

* **A través de la configuración de la cuenta**
* **Haciendo clic en el enlace "Cancelar suscripción" en correos promocionales**
* **Contactándonos a través de privacy@yine.it  
  La revocación no afecta la licitud del tratamiento previo.**

**4. Compartición de Datos y Acceso de Terceros**

**No vendemos vuestros datos personales, pero podríamos compartirlos con socios terceros en los siguientes casos, para garantizar el correcto funcionamiento de los servicios, la conformidad normativa y una experiencia óptima:**

**a. Socios para el procesamiento de pagos  
Para completar las transacciones, colaboramos con proveedores de pago como DOJO, Mastercard/Maestro, VISA, PagoBancomat, VPay, UnionPay, Diners, JCB, SEPA, Google Pay, Apple Pay, etc.  
📌 Datos compartidos: Número de pedido, importe del pago, fecha/hora de la transacción y método de pago. (Fast Simple no almacena los datos de la tarjeta de crédito).**

**b. Socios publicitarios y de marketing (solo con el consentimiento del usuario)  
Para mejorar la relevancia de los anuncios y optimizar estrategias de marketing, podríamos compartir datos con:**

* **Meta (Facebook, Instagram)**
* **Google (Google Ads, YouTube)**
* **TikTok (Bytedance)**
* **WeChat (Tencent Advertising)**
* **Douyin (Bytedance)**
* **Rednote (Xiaohongshu)**
* **LinkedIn  
  📌 Datos compartidos (solo si se autoriza):  
  Información del dispositivo, comportamiento de navegación, interacciones con anuncios (clics, duración de visualización), historial de pedidos (para recomendaciones personalizadas, sin datos sensibles de pago) y preferencias en la plataforma Fast Simple.  
  🔹 Nota: La compartición se realiza conforme al GDPR y las preferencias del usuario, pudiendo revocar el consentimiento en cualquier momento.**

**c. Socios logísticos y de entrega (para e-commerce)  
Para completar el envío de productos, compartimos datos con servicios de mensajería:**

* **Empresas de envío: DHL, UPS, FedEx u operadores regionales.**
* **Servicios locales: Entregas exprés en determinadas ciudades.  
  📌 Datos compartidos: Nombre, dirección y teléfono del destinatario, número de pedido, detalles de productos y estado del envío.**

**d. Autoridades fiscales y organismos de supervisión financiera  
Para cumplir con obligaciones fiscales (especialmente en España/UE), podemos transmitir datos a:**

* **TicketBAI (sistema fiscal de los Países Vascos)**
* **Veri Factu (sistema de facturación electrónica español)**
* **Agencia Tributaria (Italia)**
* **Otros organismos fiscales de la UE o internacionales, según corresponda.  
  📌 Datos compartidos: Transacciones, facturas, importes pagados e información societaria (según sea relevante).**

**e. Socios para asistencia al cliente y soporte técnico  
Para mejorar el servicio, utilizamos:**

* **Plataformas CRM (Joinku) para gestionar solicitudes de asistencia.**

**📌 Datos compartidos: Solicitudes de asistencia, detalles de pedidos (solo cuando sean pertinentes para el soporte).**

**f. Obligaciones legales y solicitudes de autoridades  
En casos excepcionales, compartimos datos para:**

* **Órdenes judiciales o solicitudes de autoridades reguladoras.**
* **Proteger los derechos legítimos de Fast Simple, de los usuarios o de terceros.**
* **Prevenir fraudes o amenazas cibernéticas.  
  📌 Datos compartidos (cuando se requiera): Información de la cuenta, historial de pedidos, registros de acceso y logs de seguridad.**

**🔹 Todos los intercambios se realizan en cumplimiento del GDPR y las leyes locales. Los usuarios serán informados (cuando sea posible) salvo que existan obligaciones legales.**

**5. Conservación y Seguridad de los Datos**

**Adoptamos medidas de seguridad estrictas para garantizar la confidencialidad, integridad y disponibilidad de los datos de los usuarios, en conformidad con el GDPR y las normativas aplicables.**

**a. Medidas de Protección  
Para proteger vuestros datos implementamos:**

* **Cifrado avanzado:**
  + **Encriptación de extremo a extremo (E2EE): Pagos protegidos con AES-256 y TLS 1.2/1.3.**
  + **Contraseñas: Almacenadas de forma hasheada con el algoritmo Bcrypt (nunca en texto plano).**
* **Control de accesos:**
  + **Permisos limitados: Solo personal autorizado puede acceder a datos sensibles.**
  + **Autenticación multifactor (MFA) para el acceso.**
  + **Gestión de roles (RBAC) para evitar abusos.**
* **Seguridad de los servidores:**
  + **Alojamiento en centros de datos europeos conformes al GDPR, con certificación ISO 27001.**
  + **Auditorías de seguridad periódicas y pruebas de penetración para identificar y corregir vulnerabilidades.**
  + **Firewalls, protección DDoS y sistemas IDS/IPS contra ataques cibernéticos.**
* **Monitorización continua:**
  + **Seguimiento 24/7 de actividades sospechosas.**
  + **Registro de logs para análisis forense.**

**b. Periodos de Conservación  
Hemos establecido políticas de conservación estrictas según el tipo de datos, garantizando el cumplimiento normativo y evitando conservar los datos más allá del tiempo necesario:**

* **Pedidos y transacciones: 10 años (por obligaciones fiscales de la UE/Italia).**
* **Datos de pago: Fast Simple no almacena los detalles de las tarjetas.**
* **Marketing: Hasta 24 meses (para anuncios/promociones); cancelación inmediata a solicitud del usuario.**
* **Logs de acceso y seguridad: 12 meses (para fines diagnósticos).**
* **Cuentas inactivas: Eliminadas después de 6 meses.**
* **Atención al cliente: 24 meses (con posibilidad de solicitud de cancelación anticipada).**
* **Cookies: Tiempo máximo de 13 meses (gestibles a través de la configuración del navegador).**

**c. Eliminación y Anonimización  
Al vencerse el período de conservación:**

* **Eliminación definitiva: Supresión irreversible de los datos de los servidores.**
* **Anonimización: Eliminación de identificadores personales, conservándose únicamente datos agregados (por ejemplo, para análisis de ventas).**

**📌 Garantizamos que los datos se conservarán únicamente el tiempo estrictamente necesario, en conformidad con el GDPR.**

**6. Cookies y Tecnologías Similares**

**Utilizamos cookies y tecnologías de seguimiento para mejorar la experiencia del usuario, analizar el tráfico, optimizar campañas publicitarias y garantizar el correcto funcionamiento de la plataforma Fast Simple.**

**Los cookies son pequeños archivos de texto almacenados en vuestro dispositivo que nos ayudan a reconocer las preferencias de los usuarios, almacenar el estado de acceso y mejorar el rendimiento. Otras tecnologías similares incluyen:**

* **Pixel tag: Para seguimiento de conversiones.**
* **SDK: Para integraciones con aplicaciones móviles.**
* **Local Storage: Para guardar datos temporales en el navegador.**

**Tipos de Cookies Utilizadas:**

* **a. Cookies Necesarias (siempre activas):  
  Esenciales para el funcionamiento básico del sitio/aplicación, permitiendo la navegación, el carrito de compras, la autenticación, garantizando la seguridad en los pagos y previniendo fraudes.**
* **b. Cookies de Rendimiento (opcional):  
  Ayudan a optimizar el sitio analizando el origen del tráfico, el comportamiento de los usuarios, tiempos de carga y errores técnicos, y permiten realizar pruebas A/B para mejorar la interfaz.**
* **c. Cookies Funcionales (opcional):  
  Mejoran la personalización y usabilidad al recordar el idioma, región y preferencias de la cuenta, y habilitan funciones de compartición social y acceso mediante terceros (por ejemplo, inicio de sesión con Google/Facebook).**
* **d. Cookies Publicitarias (solo con consentimiento):  
  Utilizadas con socios como Google, Meta, TikTok, WeChat, etc., para mostrar anuncios personalizados basados en intereses, limitar la frecuencia de los anuncios y mostrar, mediante retargeting, productos ya vistos o sugerencias similares.**

**Gestión de Preferencias:  
Podéis controlar las cookies en cualquier momento a través de:**

* **Configuración del navegador: (Chrome, Safari, Firefox, Edge) para gestionar, eliminar o bloquear determinados tipos de cookies.**
* **Centro de Preferencias de Privacidad: Fast Simple ofrece una interfaz en su sitio para gestionar las preferencias de cookies.**
* **Revocación del consentimiento:  
  Gestionad las preferencias de cookies publicitarias a través de YourOnlineChoices o mediante las configuraciones de Google Ads, y ajustad las opciones de publicidad personalizada en las plataformas sociales.**

**Duración de las Cookies:**

* **Necesarias: Hasta 12 meses o durante la sesión.**
* **De Rendimiento/Funcionales: Máximo 13 meses.**
* **Publicitarias: Hasta 24 meses (revocables en cualquier momento).**

**📌 Respetamos el GDPR y la Directiva ePrivacy, garantizando transparencia y control para los usuarios. Vuestras elecciones no afectarán la prestación de servicios esenciales.**

**7. Vuestros Derechos (GDPR)**

**En conformidad con el Reglamento General de Protección de Datos (GDPR), disponéis de los siguientes derechos, los cuales nos comprometemos a respetar plenamente:**

**a. Derecho de Acceso (Art. 15 GDPR):  
Podéis solicitar información sobre:**

* **Los datos personales que tratamos.**
* **Las finalidades del tratamiento.**
* **Los destinatarios de los datos (incluidos terceros).**
* **El período de conservación.**
* **El origen de los datos (si no nos han sido proporcionados directamente).**

**b. Derecho de Rectificación (Art. 16 GDPR):  
Si vuestros datos son inexactos o incompletos, podéis solicitar su corrección.**

**c. Derecho a la Supresión ("Derecho al Olvido", Art. 17 GDPR):  
Podéis solicitar la supresión de los datos si:**

* **Ya no son necesarios para los fines originales.**
* **Retiráis el consentimiento y no existen otras bases legales.**
* **Los datos han sido tratados de forma ilícita.**
* **Existe una obligación legal de supresión.  
  ⚠️ Excepciones: Si los datos deben conservarse por obligaciones fiscales o legales (por ejemplo, registros de transacciones), os comunicaremos las razones.**

**d. Derecho a la Limitación del Tratamiento (Art. 18 GDPR):  
Podéis solicitar el bloqueo temporal del tratamiento de datos si:**

* **Cuestionáis la exactitud de los mismos (durante la verificación).**
* **El tratamiento es ilícito, pero preferís no que se cancelen.**
* **Los datos ya no son necesarios, pero los necesitáis para acciones legales.**
* **Os habéis opuesto al tratamiento (pendiente de evaluación).**

**e. Derecho a la Portabilidad de los Datos (Art. 20 GDPR):  
Tenéis derecho a recibir una copia de vuestros datos en un formato estructurado, de uso común y legible por máquinas (por ejemplo, CSV, JSON) y a transferirlos a otro proveedor, si es técnicamente factible (por ejemplo, migrar el historial de pedidos a otro e-commerce).**

**f. Derecho de Oposición (Art. 21 GDPR):  
Podéis oponeros al tratamiento de vuestros datos cuando:**

* **Se base en un interés legítimo (por ejemplo, la segmentación para análisis de mercado).**
* **Se utilice para marketing directo (publicidad/promociones).**
* **Se lleve a cabo un proceso de decisión automatizada (por ejemplo, anuncios personalizados basados en algoritmos).  
  📌 Si os oponéis al marketing, interrumpiremos el envío de comunicaciones promocionales y vuestros datos no se utilizarán para fines publicitarios.**

**g. Revocación del Consentimiento:  
Si el tratamiento se basa en vuestro consentimiento (por ejemplo, cookies, marketing), podéis revocarlo en cualquier momento mediante:**

* **Configuración de la cuenta: Desactivando las preferencias de seguimiento.**
* **Correos promocionales: Haciendo clic en "Cancelar suscripción".**
* **Solicitud directa: Contactando a privacy@yine.it.  
  📌 Efectos de la revocación: La revocación no afecta la licitud de los tratamientos realizados con anterioridad; sin embargo, los datos ya procesados para otros fines legítimos (por ejemplo, pedidos) podrán conservarse.**

**8. Transferencia de Datos fuera de la UE**

**a. Necesidad de la Transferencia:  
Para proporcionar los servicios de Fast Simple a nivel global, podríamos transferir vuestros datos a países fuera de la UE, entre ellos:**

* **China: (para almacenamiento de datos, procesamiento de pagos, soporte técnico).**
* **Otros países: (socios logísticos o de pago).**

**📌 Garantizamos que todas las transferencias cumplen con los estándares del GDPR en materia de privacidad y seguridad.**

**b. Mecanismos de Protección:  
Para las transferencias extra-UE, adoptamos las siguientes medidas:**

* **Cláusulas Contractuales Estándar (SCCs): Aprobadas por la Comisión UE para garantizar que los destinatarios de los datos cumplan el GDPR, obligatorias para todos los proveedores fuera de la UE.**
* **Decisiones de Adecuación: Si los datos se envían a países con niveles de protección reconocidos por la UE (por ejemplo, Reino Unido, Suiza, Japón, Corea del Sur), no se requieren garantías adicionales.**
* **Normas Corporativas Vinculantes (BCRs): Aplicadas por algunos socios globales (por ejemplo, plataformas de pago o servicios en la nube) para alinearse con el GDPR.**
* **Cifrado y Controles de Acceso:**
  + **Transmisión: Protegida con TLS 1.3+ (cifrado de extremo a extremo).**
  + **Almacenamiento: Datos cifrados con AES-256 y accesibles solo al personal autorizado.**

**c. Escenarios Específicos de Transferencia:**

* **Datos de Pago: Procesados por DOJO, PAGOBANCOMAT, Mastercard, MAESTRO, VISA, Google/Apple Pay, Diners, JCB, etc.; algunos datos pueden ser transmitidos a instituciones fuera de la UE.**
* **Cloud e Infraestructuras IT: Utilizamos proveedores como AWS, Google Cloud, Alibaba Cloud, con servidores conformes al GDPR.**
* **Marketing y Publicidad: Plataformas como Meta (Facebook/Instagram), Google, TikTok, WeChat, Xiaohongshu, etc., pueden transferir datos a sus servidores globales.**
* **Asistencia al Cliente y IA: Servicios como Joinku, o sistemas de reconocimiento vocal pueden operar desde sedes fuera de la UE.**

**d. Derechos de los Usuarios y Protección de Datos:  
📌 Todos los traspasos se realizan en estricto cumplimiento del GDPR, con medidas adicionales para garantizar la seguridad.  
Para cualquier pregunta o aclaración sobre las transferencias internacionales, contactadnos a:**

* **Correo Electrónico: privacy@yine.it**
* **Correo Postal: FAST SIMPLE SL, CALLE FELIPE ASENJO 1, FUENLABRADA, MADRID, España**

**📌 Derecho de reclamación: Si consideráis que alguna transferencia infringe el GDPR, podéis presentar una reclamación ante el Garante de Protección de Datos de Italia (**[**https://www.garanteprivacy.it**](https://www.garanteprivacy.it)**).**

**📌 Todos los datos del e-commerce están protegidos por esta política. Fast Simple no vende vuestros comportamientos de compra ni los utiliza para fines comerciales no autorizados.**

**9. Actualizaciones de la Política de Privacidad**

**Actualizaremos esta política para reflejar:**

* **Nuevas leyes (por ejemplo, actualizaciones del GDPR, normativas nacionales).**
* **Cambios en los servicios (nuevas funcionalidades, métodos de tratamiento).**
* **Nuevos socios o modalidades de compartición de datos.**
* **Mejoras técnicas (seguridad, procesos).**

**a. Modalidad de Comunicación:  
La versión actualizada de la política estará siempre disponible en esta página, accesible en cualquier momento, y se indicará claramente la fecha de actualización para facilitar la identificación de cambios.**

**b. Notificación de Cambios Importantes:  
En caso de cambios sustanciales (por ejemplo, nuevas categorías de datos, finalidades, compartición con terceros o derechos de los usuarios), os informaremos a través de:**

* **Correo electrónico al domicilio registrado, con un resumen de las modificaciones.**
* **Notificación al acceder a la cuenta (pop-up o banner).**
* **Aviso en el sitio web o la aplicación (por ejemplo, en la página principal).**

**📌 Si la ley lo exige, os daremos un preaviso (por ejemplo, 15/30 días) antes de la entrada en vigor de los cambios, y en su caso, solicitaremos vuestro consentimiento expreso.**

**c. Aceptación Implícita y Derecho de Oposición:  
Si continuáis utilizando los servicios de Fast Simple después de la entrada en vigor de la nueva política, se entenderá que aceptáis la versión actualizada. Si no estáis de acuerdo con el contenido, podéis dejar de utilizar el servicio en cualquier momento y solicitar la supresión de vuestros datos personales.**

**10. Cómo Contactarnos**

**Para cualquier duda sobre esta política de privacidad, sobre el tratamiento de vuestros datos personales o para ejercer vuestros derechos según el GDPR (acceso, rectificación, supresión, oposición, portabilidad, etc.), podéis contactarnos a través de:**

**Responsable del Tratamiento:**

* **Razón Social: FAST SIMPLE SL**
* **Domicilio Legal: CALLE FELIPE ASENJO 1, FUENLABRADA, MADRID, España**
* **NIF: B75835231**
* **Sitio Web:** [**www.joinku.it**](http://www.joinku.it)
* **Correo Electrónico Dedicado a la Privacidad: privacy@yine.it**

**Responsable de la Protección de Datos (DPO):**

* **Nombre: CHEN ZHIYONG**
* **Correo Electrónico: privacy@yine.it**