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**Proposed title:** Data Encryption Using Efficient Combination of AES Cryptography and Compression Steganography Techniques

**Area:** Network security and Cryptography

**Aim:**To design a hybrid encryption algorithm which compresses the given data thus reducing the time of sending data over the Internet with a complete guarantee of encrypting this data and hiding it from intruders.

**Objectives:**

To implement the proposed approach in Python software.

* Data compression scheme:

Huffman coding

* Data encryption scheme :

RSA+ Vigenere Cipher Algorithm.

* Data embedding scheme :

LSB(Least Significant Bit) Technique.

* To evaluate the performance of the proposed model based on criteria such as Compression time,Compression Ratio,Savings Percentage,SSIM.
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