**User registration form to Public-nEUro**

Public-nEUro is a repository for sharing brain imaging research data. Such data are considered personal and thus the EU general data protection rules aply.

Upon registration, you personal information will be stored in our database on a basis of service for contract. Unless you register but never downloaded data, we cannot remove your personnal information from this database, as it is mandatory that we can provide audits of who dowloaded data. By registering, you accept those terms. Further information on your rights can be found in the information notice on our website.

**User Information**

Name: ...................................................... Surname: .................................................

Email address: ......................................... Professional Address: ...............................

.......................................................................................................................................

Proof of Identity: we will contact you for a video call checking your ID – you will have to show us either a passport, or ID card or driver license. A screen shot will be taken as a proof of verification.

**Signature:**

**Data Protection Impact Assessment**

As personal data are being transfered, some authors need to assess what impact this can have. This section would benefit signing by someone who assumes responsabilities in your institution (e.g. data protection officer, IT security officer, scientific manager, head of section/department, etc) as it can be re-used across users from the same department. If data go on your own secured computer, you can also be the signee.

1. Where will the data be stored and what security systems are in place to prevent data leaks? *(e.g. on our university server which seats behind firewalls and requires user logging, on my institution desktop with requires user logging, on my laptop with has hard drive encryption and user logging)*
2. Only people who have signed the data user agreement related to a given dataset can use this dataset ; which measures are in place to ensure no one else will access and process data*? (e.g. the data will be on my personal desktop that only me can log into, the data will be in folder on the server with access managment and only me can acess)*

**Name and contact information:**

**Position:**

**Signature:**