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**实物保护系统**：

实物保护系统是指利用实体屏障、[探测](https://baike.baidu.com/item/%E6%8E%A2%E6%B5%8B/322953)延迟技术及人员的响应能力，阻止盗窃、抢劫或非法转移[核材料](https://baike.baidu.com/item/%E6%A0%B8%E6%9D%90%E6%96%99/920381)以及破坏[核设施](https://baike.baidu.com/item/%E6%A0%B8%E8%AE%BE%E6%96%BD)行为的安全防范系统。

实物保护系统是**人防、物防**和**技防**的有机结合：人防由核电厂保卫、公安及武警负责组织实施响应；而物防是通过设置各级实体屏障达到有效延迟的目的；技防是通过出入口控制系统、防入侵探测系统、电视监视系统及保安通信系统等技术手段提供有效的探测。

**软件（系统）脆弱性定义：**

对于什么是软件脆弱性，目前没有形成一个一致接受的定义，由于软件脆弱性的复杂性和考虑的角度不同，对脆弱性存在着各种定义。

但总的说来有两类：一类是**精确定义**，试图对系统及其行为给出精确描述，并基于此给出系统脆弱性的精确定义，这对于形式化证明、计算机理论研究有较大的价值。第二类是**模糊定义**，通过描述性语言，对脆弱性的本质进行描述。这类定义通常出现在字典或各种脆弱性数据库中。

目前，软件脆弱性分类法很多，有一定影响的至少有2O多个，如基于引入原因、基于语法、基于错误分析、基于属性、基于起源、基于访问需求、基于利用难度、基于部件、基于影响、基于威胁、基于利用复杂性、基于攻击、基于生命周期、基于入侵检测和基于特定系统等。

**脆弱性评估技术：**

(1) 基于规则的脆弱性分析: 2005年，Vipin等提出提出一种基于规则的脆弱性分析方法。该方法定义了一种不干扰规则，单独攻击为一种基于规则系统的转移规则，用状态节点表示计算机网络的配置信息和攻击者的能力。根据规则集属性匹配关系，提供了一种有效的脆弱性分析算法，实现了网络中的攻击路径，具有较好的可扩展性。

(2) 基于贝叶斯网络的评估方法: 贝叶斯网络是将多元知识图解可视化的一种概率知识表达与推理模型，可以判断网络节点变量间的因果关系及条件相关关系。Marcel等提出用贝叶斯网络和攻击图度量网络安全风险，精确推理计算了攻击路径成功的概率。Xie等通过对脆弱性利用和攻击者实施攻击行为的不确定性建模分析了评估网络系统的安全风险，提出了一种基于贝叶斯网络的系统安全评估方法。针对攻击结构的不确定性、攻击行为的不确定性和报警的不确定性进行分析，引入本地检测模型描述安全检测行为。

(3) 基于脆弱点依赖图的脆弱性评估: 马俊春等为弥补目前网络脆弱性评估简单、评估结果不准确的缺陷，提出一种基于脆弱点依赖图的网络脆弱性评估方法，并开发了相应的评估系统。该方法将通用弱点评价体系和目标网络脆弱点依赖图结合起来，实现了对网络脆弱性的客观评价。此外，在计算时，脆弱性可利用性和脆弱性影响分别计算，与实际网络中的脆弱点依赖图结合，使计算值更有参考价值。
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