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For analyzing the Chen-Gao-Quantum-Algorithm, we make the same definitions as Chen-Gao,

and use the same numeration of definitions, remarks, Theorems etc., for easy reference, see [1].

Let be the field of complex numbers and the polynomial ring in the

indeterminates .

For a polynomial , denote

to be the total degree of f, the sparseness (the number of terms) of f, and the set of

monomials of f, respectively.

For , we use

to denote the common zeros of the polynomials in S ( the variety corresponding to S ).

Let

**Definition** 3.1 . [ Parameters ]

Without loss of generality, we may assume

and

Let

Let

Let

.

**Remark** 3.2

In this paper, the subscripts for a matrix or a vector always start from 0, because

the complexity analysis oft he algorithm in this paper depends on the representation of

the subscripts .

For a quantum attack on cryptosystems such as AES and eAES, it is necessary to solve

a polynomial equation system F as above, which in the case of AES is given in terms of

the AES-S-Box, see pages 32-34 in [1] . This polynomial equation system is solved by solving

an equivalent linear equation system, the so-called **Macaulay linear system** (6) of F,

and the Macaulay linear system of F is solved by the HHL quantum algorithm, see [2] :

is called the **modified Macaulay matrix** of the polynomial system F .

By the construction of Chen-Gao, is a matrix over C with number of rows resp. columns

with the parameters as given above .

Note that since .

**Remark** 3.3

The only important fact for us , is the existence of 0 columns in the Macaulay matrix.

**Remark** 3.4

Again, the only important fact for us , is the existence of 0 rows in the Macaulay matrix.

See also **Example** 3.5 for a small, but typical example of the Macaulay matrix.

**Definition** : [ condition number ]

.

**The singular values** of A ,

are defined to be the positive square roots of the eigenvalues of

written ,

and those of

**The condition number** k(A) , is defined to be

,

We need the following standard result from Linear Algebra:

**The Dimension-Formula for Linear Maps** :

**Definition** :

Our result is :

**Theorem** :

**Proof** :

Concerning the Chen-Gao algorithm in general,

But also the condition number of the whole polynomial system F is infinite :

**Theorem** 4.3 in [1]. Algorithm 4.2 has the following properties : […]

,

Since, by their Lemma 4.5, there are at most n iterations in the loop, where the

matrices are used, and since all their condition numbers are infinite,

the condition number of the polynomial system is infinite, and so is the runtime

complexity of the Chen-Gao-Algorithm ( Theorem 4.3 ).

**Quantum algebraic attack on AES**

We shall show that in this case, A\_F,D is of dimension

, and that the number of entries not equal 0 is only , thus proving that there

exist at least one 0 row and at least one 0 column in the Macaulay matrix in this case.

**Calculation of parameters for the AES S-Box**

We use table 2 in [1], page 26, to calculate , see Definition [ Parameters ] above :

The S-Box is a **Boolean multivariate quadratic equation system** ( BMQ ), so that

,

that is

Also ,

that is

So ( overflow )

The number of entries ( not equal 0 = ‚1‘ ) is identical with the **T-Sparseness**

in Table 2 on page 26 : this is at most .

Now, even if we have 500 000 ‚1‘ in different rows, and 500 000 ‚1‘ in

different columns, certainly there exists at least one 0 row and one 0 column in

the Macaulay matrix attacking AES .

**Discussion**

The condition number being infinity implies by the complexity analysis of this quantum

algebraic attack on AES by the authors , that the complexity of the whole quantum

algebraic attack on AES equals infinity, too.

This in turn means, that the Chen-Gao-Algorithm constitutes no practically realizable

quantum attack neither on AES nor eAES, the complexity of eAES being larger than

that of AES, see the recent paper by X. Bogomolec, J. Underhill and S. Kovac [3].

**CAUTION**:

This is a **mathematical** Theorem and a corresponding mathematical proof, and

therefore, by no means can we make a statement or prediction about the potential

**physical** outcome of an actual attack on eAES with a quantum computer in the future.
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