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[[1]](#footnote-1) ***Abstract*—Fully Homomorphic Encryption (FHE) is a cryptosystem that supports arbitrary computation on encrypted data, making it highly valuable in the current cloud computing environment. In STOC 2012, López-Alt et al. proposed Multi-Key Fully Homomorphic Encryption (MKFHE), enabling homomorphic operations on ciphertexts encrypted with distinct keys. However, most existing FHE and MKFHE schemes achieve only IND-CPA security and rely on additional security assumptions such as circular security, which limits their security guarantees and impacts parameter settings and performance. In this paper, we introduce a novel hardness assumption, the Augmented Invertible Ring Learning with Errors (AIRLWE), improving upon the standard RLWE assumption. Based on AIRLWE, we present Key-Dependent Message (KDM)-secure Brakerski-Gentry-Vaikuntanathan (BGV) type and ring-based Gentry-Sahai-Waters (GSW) type single-key FHE schemes, with the latter supporting ring element plaintext. KDM security guarantees that encryption remains secure even when the messages being encrypted are functions of the secret keys themselves. We then develop a BGV type MKFHE scheme that upholds the same level of KDM security, illustrating the use of hybrid homomorphic multiplication to produce the necessary evaluation keys without imposing constraints on the coefficients of the secret keys. Additionally, we introduce the concept of “dynamic exit” for MKFHE schemes, explaining its straightforward implementation in our framework. By ensuring circular security in the evaluation key generation and key switching processes, our scheme achieves notable performance improvements compared to existing solutions.**

***Index Terms*—Multi-key fully homomorphic encryption, key-dependent message security, ring learning with errors, dynamic exit.**

# I. INTRODUCTION

F

ULLY homomorphic encryption (FHE) is a powerful cryptographic primitive that enables computations on encrypted data without revealing the underlying plaintext, thus providing strong privacy guarantees. This capability has significant implications for secure data processing in various domains, including cloud computing, secure multi-party computation (MPC), and privacy-preserving data analysis [1], [2], [3], [4], [5], [6], [7], [8], [9], [10]. However, traditional FHE schemes restrict computations to ciphertexts that are decryptable with a single key, which does not accommodate secure computation scenarios with various data providers, each with distinct keys.

Multi-key full homomorphic encryption (MKFHE) builds on the FHE concept by enabling operations on ciphertexts encrypted with distinct and separate keys. This extension is crucial for applications like on-the-fly MPC, where multiple parties need to compute jointly on their private inputs without prior coordination. In 2012, López-Alt et al. [11] presented the initial MKFHE scheme utilizing the NTRU cryptosystem [12]. This scheme, however, depended on a non-standard security assumption concerning polynomial rings.

Subsequent research has focused on developing MKFHE schemes based on the Learning with Errors (LWE) assumption [13] and the Ring Learning with Errors (RLWE) assumption [14], which are considered more standard and well-studied hardness assumptions in cryptography. Clear and McGoldrick [15] developed an MKFHE scheme grounded in the LWE problem, enabling the use of numerous secret keys through the Gentry-Sahai-Waters (GSW) FHE scheme [8], [16], [17]. Mukherjee and Wichs [18] later refined this approach and presented a threshold decryption protocol, further enhancing the practicality of MKFHE schemes.

Despite these advancements, the aforementioned MKFHE schemes have several limitations. Both the Clear and McGoldrick scheme [15] and the Mukherjee and Wichs scheme [18] require all parties to be predetermined prior to the start of homomorphic computation, which means new parties cannot join once the computation is underway. This restriction is known as the single-hop limitation in MKFHE [19]. Peikert and Shiehian [19] devised a multi-hop MKFHE scheme that addresses this issue by allowing dynamic addition of parties during the computation, albeit resulting in significantly increased ciphertext size. Brakerski and Perlman [20] introduced a fully dynamic MKFHE scheme that does not require a predetermined number of users during setup and achieves linear growth of ciphertext size proportional to the number of involved keys. However, their approach necessitates the use of extended refresh keys to bootstrap ciphertexts for allowing new users to join dynamically, resulting in comparatively inefficient performance due to the generally high cost of bootstrapping. Chen et al. [21] extend [22] by employing special GSW ciphertexts to create an efficient ciphertext extension algorithm, enabling effective extension of evaluation keys and linear growth of ciphertext length with the number of users.

## A. Related Work

In TCC 2017, Chen et al. [23] introduced the initial Brakerski-Gentry-Vaikuntanathan (BGV) [4] type multi-hop MKFHE scheme. This approach employs a modified version of the RLWE based GSW scheme, where plaintexts are treated as ring elements, to generate evaluation keys required for key switching. This scheme retains the advantageous features of BGV, supports ciphertext packing through the Chinese Remainder Theorem (CRT), and is applicable for developing two-round MPC protocols as well as threshold decryption protocols. In 2019, Li et al. [24] introduced a BGV type MKFHE scheme that reduces ciphertext size by nearly half compared to [23]. Additionally, they apply hybrid homomorphic multiplication between RLWE-based BGV and RLWE-based GSW ciphertexts to generate evaluation keys, significantly reducing the dimensions of public parameters and evaluation keys. Chen et al. [25] later optimized the relinearization process in BGV type MKFHE, creating an efficient scheme for privacy-preserving neural network computations. This work includes both BFV [6] type and CKKS [9] type MKFHE schemes. Kim et al. [26] further optimized [25] by redesigning the multi-key multiplication algorithm, achieving optimal complexity with linear growth in the number of keys. They introduced homomorphic gadget decomposition to enhance performance.

However, it should be emphasized that all the mainstream homomorphic encryption schemes mentioned above are limited to Indistinguishability under Chosen Plaintext Attack (IND-CPA) security. This means they cannot reliably guarantee privacy when encrypting information associated with any user’s secret key within the cryptosystem. Additionally, they often depend on extra security assumptions, like circular security, to implement essential techniques like bootstrapping and relinearization, which involve using the users’ public key to encrypt their own secret key. BGV type leveled fully homomorphic encryption (LFHE) schemes, such as [4], [23], and [24], avoid potential circular security issues during key switching by replacing all users’ secret keys at each layer of the Boolean circuit. This method, while ensuring rigorous security, leads to increased parameter sizes and degraded performance.

Key-dependent message (KDM) secure encryption schemes ensure confidentiality even if messages pertain to the secret key . This means that even when messages of the form , where is chosen from some function family , are encrypted, the scheme remains secure. KDM security is crucial in applications like hard disk encryption, encrypted key backups, formal proofs [27], [28], homomorphic encryption, and advanced cryptographic protocols [29], [30], [31], [32]. In 1984, Goldwasser and Micali [60] implicitly hinted at the risks of encrypting secret keys with cryptosystems. Camenisch and Lysyanskaya [29] presented the concept of circular security and designed a public key encryption scheme that is provably circular-secure in the random oracle model, allowing each user to securely encrypt their secret keys with one of their public keys. Black et al. [34] argued that merely semantically secure encryption is inadequate for messages linked to the underlying secret key and proposed KDM security as a stronger security notion. They observed that while KDM security implies CPA security, the reverse is not true, and in the asymmetric model, circular security is notably weaker than KDM security. Subsequently, numerous works [33], [35], [36], [37], [38], [39], [40], [41] analyzed this problem under various number-theoretic assumptions, demonstrating that even CPA-secure public-key bit-encryption schemes cannot directly satisfy circular security. Alamati and Peikert [42] further constructed specific counterexamples showing that encryption schemes secure against Chosen Ciphertext Attack (CCA) under the LWE and RLWE assumptions do not necessarily imply circular security.

Relying on the Decisional Diffie-Hellman (DDH) assumption, Boneh et al. [43] proposed the pioneering public-key encryption scheme achieving -key KDM security for affine transformations of the secret key within the standard model. Applebaum et al. [44] showed how to transform standard hard problems into their Hermite Normal Form (HNF) and achieved -key KDM security for affine functions in lattice-based cryptosystems. They proposed a public-key encryption scheme grounded in the LWE assumption and a symmetric encryption scheme relying on the Learning Parity with Noise (LPN) assumption, both featuring compact ciphertexts and post-quantum security. Barak et al. [45] were pioneers in achieving KDM security for bounded circuit size functions in the standard model, using standard assumptions like DDH or LWE. They also observed that given specific non-standard hardness assumptions, any fully homomorphic encryption scheme that possesses both circular security and circuit privacy can attain full KDM security. Applebaum [46] constructed an encryption scheme with -key KDM security for projection functions and proved the inaugural general KDM amplification theorem, relying exclusively on the base scheme’s KDM security and not requiring additional assumptions.

In CRYPTO 2011, Brakerski and Vaikuntanathan [47] proposed the initial KDM-secure somewhat homomorphic encryption (SWHE) scheme, leveraging the simplified RLWE assumption, capable of maintaining security when encrypting polynomial expressions involving the secret key. However, their scheme required that the dimensions of the ciphertexts and secret key vectors grow linearly with the degree of the polynomial expressions involving the secret key being encrypted. Despite a series of subsequent works [32], [48], [49], [50], [51] exploring methods to enhance the KDM security of encryption systems, no clear techniques have yet been identified that can be applied to fully homomorphic encryption schemes.

## B. Our Contributions

In this work, we expand the challenge function set from [47] and propose both a KDM-secure BGV type single-key scheme and a KDM-secure ring-based GSW type single-key scheme. Utilizing these two basic schemes, we further develop a BGV type multi-hop MKFHE scheme with equivalent KDM security. As far as we know, this is the first study since [47] to explicitly provide KDM-secure FHE schemes.

Firstly, we improve the standard RLWE problem by proposing a new variant called the Augmented Invertible Ring Learning with Errors (AIRLWE) problem and introducing a decisional assumption that is more natural for cryptographic applications. We ensure its reliability by proving that the difficulty of the AIRLWE problem can ultimately be reduced to that of the RLWE problem. We also present an intuitive reduction from the standard AIRLWE problem to its Hermite normal form (HNF) [52], allowing the secret to be selected from the error distribution. Additionally, we apply the noise scaling technique. These modifications do not affect its hardness.

Next, based on the AIRLWE assumption, we construct our two single-key basic schemes. Using the BGV type scheme as an example, we provide a detailed analysis of their correctness and security. Despite KDM security being widely recognized as a stronger security notion, we rigorously prove both the semantic security and KDM security of our schemes to ensure the thoroughness of our work. In contrast to [47], which lacked a strict proof of KDM security for their scheme, we adhere to the standard KDM security definition [34] and employ a hybrid argument [53] to demonstrate that for any adversary running in probabilistic polynomial time (PPT), encryptions of key-dependent messages within the challenge function set are computationally indistinguishable from encryptions of zero, thus reliably proving the KDM security of our schemes.

Then, we combine these two single-key basic schemes to propose a BGV type multi-hop MKFHE scheme, utilizing the GSW type basic scheme for generating evaluation keys. Building on the BGV type ciphertext extension method proposed by [23] and optimized by [24], our MKFHE scheme maintains KDM security and potentially offers more interesting applications. We show that our BGV type single-key and multi-key schemes feature circular-secure evaluation key generation and key switching processes, significantly optimizing the parameters and performance of both schemes. In our BGV type schemes, it is no longer necessary to prepare different secret keys for each user at every circuit level. Assuming a circuit depth of for homomorphic computation, we reduce the quantity of secret keys required per user from to 1, greatly optimizing the secret key size.

Finally, from a practical application perspective, we construct a distributed decryption protocol suitable for our MKFHE scheme. Inspired by [19] and [20], we propose the concept of “dynamic exit” for MKFHE schemes, allowing several participants to dynamically exit the homomorphic computation at any time. Participants who dynamically exit the homomorphic computation can leave their associated data and intermediate results in ciphertext form for the remaining participants to continue using in the joint computation. Once a participant exits the homomorphic computation, they are no longer required to be involved in any subsequent activities of the MKFHE scheme. We demonstrate how to easily implement dynamic exits for participants in our MKFHE scheme.

# II. Preliminaries

## A. Basic Notation

Throughout this paper, scalars appear as plain letters, like . Vectors are denoted by lowercase boldface letters, for example, , while matrices are expressed by bold capitals, such as . The -th entry of vector appears as , while refers to the entry located at the intersection of the -th row and -th column of matrix . To enhance clarity, the notation is sometimes employed to indicate the inner product of vectors and .

We define as the security parameter and as a function of that is negligible. Let be the -th cyclotomic polynomial, having a degree equal to where represents Euler’s function. We define the polynomial rings and for a prime integer . Operations within these rings, including addition and multiplication, are executed on their coefficients in a component-wise manner. The notation ​ signifies that the coefficients of are reduced to the interval (except for ).

*Definition 1 (Negligible Function):*A function is considered negligible, denoted as , if for each positive polynomial and large enough, the inequality holds. This implies that as increases, approaches zero faster than for any , where is a constant. In addition, a probability described by a negligible function is considered negligible. Conversely, a probability expressed as is termed overwhelming.

Let be a -bounded error distribution over , with coefficients within the range . The error distribution is specifically the discrete Gaussian distribution for some standard deviation . Drawing from this distribution results in a noise polynomial like . This discrete Gaussian distribution is -dimensional and employs the standard isomorphism that connects degree polynomials in to vectors in . This isomorphism allows these vectors to be interpreted as coefficient vectors of terms derived from the ring . We emphasize the use of spherical Gaussian distributions with consistent standard deviation across all dimensions.

For a vector , the norms are described as follows: the -norm captures the maximum absolute value among the components; the ​-norm sums the absolute values; the -norm represents the Euclidean length. For a polynomial sampled from ring , the norm corresponds to the norm of its coefficient vector. The -norm of is also referred to as the length of the polynomial.

## B. Ring Learning with Errors (RLWE) Problem

The RLWE problem operates over a ring , where is a power of two, and defines as the quotient ring modulo , with being a modulus associated with the security parameter. The task involves differentiating between samples derived from two distributions: In the first distribution, denoted as distribution , samples where each pair is generated from the equation , with uniformly sampled from , a secret uniformly sampled from , and a noise term sampled from an error distribution over . In the second distribution, samples are uniformly random pairs from . The RLWE assumption posits that it is computationally infeasible for any efficient algorithm to differentiate between these two distributions beyond a negligible advantage.

## C. Two Useful Subroutines

In FHE schemes, and are commonly employed, especially for managing the noise growth in operations such as ciphertext multiplication and key switching process. When the noise primarily depends on a specific vector , the vector can be expanded into binary form to diminish the noise magnitude. This involves decomposing each element of the vector into its binary representation, thereby effectively reducing the -norm of the vector from to , which substantially reduces the noise.

: For and the modulus , let such that , output .

After a vector is expanded into its bit representation, to ensure that the dot product between two vectors remains invariant, the other vector must be transformed as follows:

: For and the modulus , output .

It can be easily proved that for all and vectors of equal length, the following property holds:

.

## D. Modulus Switching

Modulus switching is a technique utilized in FHE schemes to reduce the noise term in ciphertexts after homomorphic computations. By changing the inner modulus of ciphertexts from a larger to a smaller , the noise is diminished approximately by the ratio while maintaining decryption correctness with the identical secret key.

: On input a ciphertext encrypted for modulus , the operation outputs , adjusted to the smaller modulus ​. The output is given by: .

*Lemma 1 [4]:* Suppose is a ciphertext encrypted with the key modulo and noise , where has length at most , and let message where is the plaintext modulus. Let be the output of and . Consequently, the new noise is at most in length, where is the expansion factor of . Assuming this new noise is less than , it follows that .

## E. Key Switching

The technique of key switching permits transforming a ciphertext encrypted with one secret key to be decryptable under a different secret key, without decrypting or altering the underlying message. Additionally, key switching is particularly used in FHE schemes to decrease the dimension of ciphertexts expanded following homomorphic operations, resizing them to a normal level that ensures efficiency in subsequent computations. Define , the key switching approach includes two steps:

: Generates some auxiliary information , commonly known as the evaluation key, that enables the switching. This function computes and produces .

: On input the evaluation key and ciphertext under the secret key , outputs a new ciphertext under the secret key .

The evaluation key fundamentally involves encrypting portions of the secret key (formatted in a specific way) using the secret key . For key switching to be correct, it is necessary that for a small norm . Furthermore, we emphasize that the use of key switching technology necessitates that all existing leveled FHE schemes either prepare different secret keys for each user at every level of the circuit or just assume that the scheme is circular-secure to avoid potential circular security issues. Lastly, the key switching computation involves multiplying a high-dimensional vector by a high-dimensional matrix, resulting in a new ciphertext whose noise level is slightly higher than that of the original ciphertext.

*Lemma 2 [4]:*Suppose is a ciphertext encrypted with the key modulo and noise , where has length at most , and let message where is the plaintext modulus. Let be the output of and . Consequently, the new noise is at most in length, where is the expansion factor of and is an upper bound indicating that ring elements sampled from the error distribution do not exceed this length. Assuming this new noise is less than , it follows that .

## F. Some Useful Lemmas

This section presents key lemmas and a corollary that support our work, including both prior results and new ones proven in this paper.

*Lemma 3 [54]:* Given , any real such that , and any vector with , the maximum statistical distance between the distributions and is .

*Lemma 4 [1], [55]:* Let , , and let , . For any , , and .

*Lemma 5 [56]:* For any , and , it holds that: . Specifically, when and , we have: .

*Lemma 6 [57]:* Given , any real such that , it holds that .

*Lemma 7:* Let and be two independent random variables in , with uniformly distributed over . Then, is also uniformly distributed over .

*Proof:* Since and are independent, for any , the probability that is given by: .

Given has a uniform distribution over , it follows that:

, thus, , confirming that is uniformly distributed over .

*Corollary 1:* Assume and are two independent random variables in the polynomial ring , with uniformly distributed over and following a discrete Gaussian distribution . The sum follows a distribution that is computationally indistinguishable from the uniform distribution over , denoted as , if .

*Proof:* Using the standard isomorphism presented in Section II-A, we first map the elements and from the polynomial ring to vectors in . This representation involves expressing an element as a vector of its coefficients .

Given that follows a discrete Gaussian distribution , according to Lemma 5, the value of each component of satisfies with probability approximately . Therefore, if , then the value of each falls within with the same probability . Utilizing Lemma 7, it can be concluded that the distribution of cannot be distinguished from the uniform distribution over in a computational sense.

Finally, applying the reverse of the standard isomorphism, the result is converted back to the polynomial ring , concluding that cannot be distinguished computationally from the uniform distribution on .

## G. KDM Security Definition

*Definition 2 (KDM Security [34]):* Consider a public-key encryption scheme that meets the standard correctness criteria. Let be defined as some polynomial, and let represent some family of functions. The scheme is termed as -KDM secure if for all PPT adversary , the following holds:

where refers to the output generated by in the game described below:

1) For each , the challenger generates and supplies with .

2) The adversary submits an unlimited number of KDM encryption queries:

1. chooses a pair with ranging over and drawn from .

2. The challenger returns , with the message specified by:

If , then set , in which represents the output length of .

If , then set .

The adversary is permitted by default to select constant-0 or constant-1 functions, resulting in encrypting 0 or 1, even if these functions are not formally included within the class .

# III. Variants of the RLWE Problem

This section aims to enhance the KDM security of lattice-based FHE schemes by improving the standard RLWE problem and introducing a new variant called the Augmented Invertible Ring Learning with Errors (AIRLWE) problem. We demonstrate the decisional assumption inherent in the standard AIRLWE problem along with its hardness reduction. Furthermore, we provide a compact reduction to its Hermite Normal Form (HNF). This reduction permits choosing secret keys within the error distribution when constructing a cryptosystem. Additionally, we employ the noise scaling technique to generate more practical AIRLWE samples.

## A. The Augmented Invertible Ring Learning with Errors (AIRLWE) Problem

In [58], Stehlé et al. introduced a modification to the RLWE problem by uniformly sampling the ring elements from , where represents the set of invertible elements in . This variation maintains the other parameters consistent with the standard RLWE problem, resulting in the distribution consisting of sample pairs . Hence, they introduced an invertible variant of RLWE, denoted as RLWE🞨. It is noted that when , the probability that a uniformly sampled element from is invertible becomes overwhelming. Consequently, the RLWE problem retains its hardness even when and the uniform distribution are replaced respectively by and , ensuring the difficulty of the RLWE🞨 problem. Inspired by the work in [58], we present a novel variant of the RLWE problem designed to enhance the KDM security of FHE schemes, termed the Augmented Invertible Ring Learning with Errors (AIRLWE) problem. The AIRLWE problem is formally defined as follows:

*Definition 3 (Augmented Invertible Ring Learning with Errors (AIRLWE) Problem):*Let the ring , where is a power of two, and defines as the quotient ring modulo , with being a modulus related to the security parameter . Set as an error distribution over , and denote as the set of invertible elements within . The AIRLWE problem involves distinguishing between two distributions: Within the first distribution, denoted as distribution , samples where each pair is generated from the equation , by sampling uniformly at random, and drawing , uniformly. Within the second distribution, samples are uniformly random pairs from . The AIRLWE assumption asserts the computational infeasibility for any efficient algorithm to distinguish between these two distributions with more than a negligible advantage.

*Lemma 8:*Let and be parameters for both AIRLWE and RLWE🞨. A probabilistic polynomial-time reduction can be established between the AIRLWE problem and the RLWE🞨 problem, ensuring the distribution remains computationally indistinguishable from . That is, the AIRLWE distribution and any polynomial number of elements within it are pseudorandom.

*Proof:* Consider a scenario where we randomly select a sample from a given RLWE🞨 oracle, with belonging to . Then we generate a new instance , with uniformly chosen from .

1) If the sample is taken from the uniform distribution , then within the expression , both and are uniformly sampled from . Hence, the instance is statistically indistinguishable from uniform.

2) If the sample is taken from the distribution , then according to the RLWE🞨 assumption, the instance is computationally indistinguishable from uniform. Additionally, according to Corollary 1, uniformly chosen from can effectively be transformed into the sum of an unknown secret and an unknown random noise , i.e., . Consequently, we have the expression , where is a small noise vector. Thus, the samples  from the AIRLWE distribution are computationally indistinguishable from uniform.

To summarize, in the case that the RLWE🞨 problem (thereby the RLWE problem) is infeasible, then so is the AIRLWE problem. Consequently, the distribution is computationally indistinguishable from the uniform distribution over , and arbitrary polynomial number of its elements are pseudorandom.

## B. A Generic Transformation

Similar to the approach in [47], to ensure that cryptographic schemes constructed under the AIRLWE assumption are KDM-secure, we transform AIRLWE into its Hermite Normal Form (HNF). In this variant, instead of having the secret uniformly distributed within , it is sampled from the error distribution . As explained in [14], [44], [47], this modified representation is equivalent to the original in terms of security, ensuring no loss in security strength. Furthermore, as demonstrated in [52], [59], HNF can also enhance the performance of lattice-based cryptosystems. Here, we present a straightforward and compact reduction of the standard AIRLWE problem into its HNF.

*Lemma 9:* Let serve as a prime modulus. Thus, a deterministic polynomial-time transformation exists, guaranteeing for any and error distribution , it maps the distribution to , where , and maps to itself.

*Proof:* The transformation can access a distribution on , where can be or . The transformation involves two phases:

1) Phase One: uniformly samples from distribution , obtaining a sample . When , , where .

2) Phase Two: converts the (fresh) samples from to ones that may come from a different distribution. For a sample picked from , outputs , where , , , , and inverses are computed in . Note that is invertible modulo , is uniform, so is also uniform. We now consider the two cases for :

If , since are uniform, and is pseudorandom according to the AIRLWE assumption, also follows the uniform distribution.

If , then for some , and we have , where , . Thus, is distributed according to as expected.

Building on Definition 3, we now concisely present the formal definition of the HNF for the AIRLWE assumption.

*Definition 4 (The AIRLWE Assumption - Hermite Normal Form):*The AIRLWE assumption with parameters defined under Definition 3 states that given any polynomial quantity of samples formatted as , in which each is uniformly selected from and both and are derived from the error distribution , it is computationally hard to distinguish these samples from randomly generated pairs within .

*Scaling the noise:* As explained in [47] and [4], employing the noise scaling technique to generate AIRLWE samples of the form is extremely practical in our schemes. Here, , , and are consistent with the parameters as defined in either Definition 3 or Definition 4, with being any element from that is relatively prime to . This approach not only facilitates the generation of AIRLWE samples but also ensures that these samples are small, with generation achievable in quasi-linear time. Moreover, in all our cryptographic applications, it is possible to pre-compute such samples off-line, for example, before the message to be processed is known. This variant maintains equivalence with the AIRLWE problem, ensuring that the generated variant samples remain pseudorandom and computationally indistinguishable from uniform.

*Proposition 1:*Let be relatively prime to , and let other parameters be consistent with those specified in either Definition 3 or Definition 4. Then for any , the AIRLWE assumption implies that,

,

where the ring elements are uniformly random over .

The AIRLWE problem inherits many of the outstanding features and properties of the RLWE problem. Note that as analyzed in [14] regarding the RLWE, in AIRLWE, if the chosen error parameters surpass the smoothing parameter of , the AIRLWE distribution becomes statistically indistinguishable from uniform, regardless of the secret value . Consequently, the AIRLWE problem becomes trivially impossible to solve.

# IV. Two Basic KDM-Secure Schemes

In this part, we introduce KDM-secure variants of the BGV [4] and ring-based GSW [23] schemes based on the AIRLWE assumption. A crucial point to note is that in most RLWE-based cryptosystems, such as those in [4], [23], [26], the message space is for some , while the secret key drawn from the error distribution does not always belong to the message space of the schemes. To address this issue, we replace the parameter in our schemes by a greater integer , ensuring that with overwhelming probability, . As a result, we obtain a larger message space for some integer . Additionally, we utilize the modulus switching and key switching techniques outlined within Section II-D and Section II-E.

## A. KDM-Secure BGV Type Scheme

**:** Considering the security parameter and a bound for the circuit depth, generate moduli decreasing as at each level. Additionally, select an integer that is relatively prime to each value. Define . Our operations are performed within the rings , , and , where is the set of invertible elements in . Let be a -bounded error distribution over for . Consequently, does not require adjustment across different circuit levels.

**:** Sample a ring element to be the secret key, then set the secret key vector as . For each circuit depth , generate and randomly, compute the public key , as well as the evaluation key where .

Note that since our scheme satisfies KDM security, each user only needs to generate and use one secret key throughout the entire scheme, unlike other LFHE schemes that avoid the circular security assumption, where a different secret key needs to be generated for each level of the circuit, requiring secret keys. Additionally, when , the generation of the evaluation key can be omitted.

**:** Given a message along with the public key , select random elements , compute the level- ciphertext .

**:** Given a level- ciphertext along with its corresponding secret key vector , compute and then output message .

**:** At level of the circuit, given two ciphertexts and with the same modulus and length under the same secret key vector (if necessary, apply key switching and modulus switching algorithms to achieve this).

1) Compute the ciphertext , which encrypts the sum of the two underlying messages under the secret key vector .

2) Compute under the secret key vector .

3) Compute and output .

Actually, due to our optimizations of BGV type schemes, both steps 2 and 3 can be omitted in this algorithm. We revisit and elaborate on this point in detail in Section V-A.

**:** At level of the circuit, given two ciphertexts and with the same modulus and length under the same secret key vector (if necessary, apply key switching and modulus switching algorithms to achieve this).

1) Compute their tensor product and obtain the ciphertext , which encrypts the result of multiplying the two underlying messages under the secret key vector .

2) Compute under the secret key vector .

3) Compute and output .

To show that our scheme features circular-secure evaluation key generation and key switching processes, consider the key switching parameter we utilize, which is produced using . Essentially, this parameter is , where . Here, represents the tensor of with its own, where each coefficient results from multiplying two coefficients of within .

In other words, each is a product of integer coefficients not exceeding and a term involving the secret key with a degree of at most 2. These are all included in the challenge function set of our schemes (presented and proven in Section IV-C). Consequently, encrypting these messages using the scheme remains KDM-secure. The generated evaluation key appears computationally indistinguishable from encryptions of zero and uniform.

Therefore, in our scheme, neither the evaluation key generation nor the key switching algorithms reveal any information about the secret key. Users do not need to change their secret keys as the circuit depth changes during homomorphic computations.

## B. KDM-Secure GSW Type Scheme

**:** For the security parameter , given a modulus and an integer coprime with , let . We work over rings , , and , where is the set of invertible elements in . Let be a -bounded error distribution over for .

**:** Sample a ring element as the secret key, pick random vectors and , then produce the secret key vector along with the public key .

**:** Taking a message along with the public key , sample a random element and an error matrix , and output the ciphertext:

where and denotes a identity matrix. It is observed that for some small .

**:** Two ciphertext matrices are added using regular addition within . Given two ciphertexts , the resulting ciphertext is computed as: .

**:** On input of two ciphertexts and , the algorithm first computes the bit decomposition of such that . Then, it presents the homomorphic multiplication as: .

**:** Given a ciphertext along with its corresponding secret key vector , compute and then output the message as:

where and is a identity matrix.

**:** This procedure produces the encryption of randomness employed in the GSW type ciphertext extension. Taking , draw along with two noise vectors stochastically, then generate the encrypted randomness:

where and .

It is observed that for some small .

**:** This procedure is used for ciphertext extension in the multi-key GSW scheme. Taking a ciphertext from the -th user, a ciphertext containing the randomness , along with the public keys for all participating users , produce the extended ciphertext as:

where , , , featuring the corresponding secret key vector .

*Correctness of Ciphertext Extension:* Following the correctness analysis of ciphertext extension in multi-key GSW schemes as presented in [15], [18], [23], to prove the correctness of our GSW type ciphertext extension, we need to ensure the -th row of (denoted by ) meets the following condition:

where represents a small noise vector. The analysis is detailed below:

Then we have:

where the length of is bounded by .

Finally, as a result of the correctness of the ciphertext extension, we can obtain:

where and is a small noise vector.

## C. Correctness and Security

Within this subsection, detailed proofs regarding the correctness and security of our proposed two basic KDM-secure schemes are presented. Due to the structural similarity between and , where they primarily differ in the utilization of matrices (higher-dimensional vectors) in , we will focus on as an example for the sake of brevity. The proof for can be easily adapted to without significant effort.

*1) Correctness:* First, we show the correctness of the decryption process in our scheme. Consider a level- ciphertext that encrypts a message under modulus , with the associated secret key vector . In the decryption algorithm , we compute the inner product . When , decryption is correct, and we can correctly compute and output the encrypted message .

Next, we examine the correctness of the homomorphic operations. Consider and with the same modulus and length, individually encrypting and under the identical secret key vector .

For homomorphic addition, we have and

.

The noise present in results from adding the noise components of and .

For homomorphic multiplication, we have and

.

The noise in is approximately the square of the noise in or .

*2) Semantic Security and Key-Dependent Message (KDM) Security:* To validate our scheme’s semantic security, we proceed in two steps, demonstrating that the public key as well as the ciphertext at each level of the circuit are pseudorandom, thereby establishing semantic security.

1. As defined and proven in Section III, AIRLWE samples taken from the distribution exhibit pseudorandomness, even in the HNF form where . Therefore, the public key is pseudorandom and can be replaced with uniformly random pairs.

2. Similar to classical public-key cryptosystems that utilize the standard RLWE assumption, our encryption algorithm includes a re-randomization process based on the public key . The re-randomization lemma follows.

*Lemma 10:*Let be relatively prime to , and let other parameters be consistent with those specified in either Definition 3 or Definition 4. Then for uniformly sampled and , under the AIRLWE assumption and the RLWE assumption, we have:

where the ring elements and are uniformly random over .

*Proof:* Let and . Then, the pairs form the complete view available to a passive adversary and are, respectively, an AIRLWE sample and a RLWE sample, both with the secret . Therefore, they are pseudorandom, resulting in the conclusion. Consequently, a ciphertext containing a message component is computationally indistinguishable from the uniform and is also pseudorandom.

The above two points imply semantic security, which equivalently means IND-CPA security.

In [47], Brakerski et al. proposed a -KDM-secure SWHE scheme with a challenge function set comprising arbitrary polynomial coefficient polynomial functions of the secret key . However, their approach requires continuous increase of the ciphertext length (dimension) to securely encrypt higher-degree terms of . Specifically, they need to produce a -element ciphertext to encrypt a degree- polynomial of . Due to the inherent limitations of SWHE, the ciphertext is capable of handling only a fixed number of homomorphic computations without bootstrapping.

We demonstrate that our scheme, by extending the challenge function set, can securely encrypt polynomial functions with both constant and polynomial coefficients, including quadratic terms of the secret key , utilizing a formal ciphertext without expanding the ciphertext length. Furthermore, as our scheme is a LFHE scheme, the ciphertext is capable of performing any polynomial number of homomorphic computations without bootstrapping, as defined in our scheme. Hereafter, we offer a more formal proof of KDM security using a hybrid argument than in [47].

*Theorem 1:*Assume as a discrete Gaussian noise distribution possessing a larger standard deviation, where . Based on both the AIRLWE and RLWE assumptions, for the function family , and with outputs in the plaintext space , where and and , our scheme is a -KDM secure public-key homomorphic encryption scheme.

*Proof:* Against each PPT adversary , we prove the -KDM security of our scheme through the ensuing series of hybrids:

**Hybrid 0**: This represents the -KDM security game for the scheme where the challenge bit . The procedure involves these steps:

1. The challenger creates a public-secret key combination , then hands over the public key for the adversary .

2. The adversary submits an arbitrary number of KDM encryption queries: chooses a circuit , and the challenger sets for the specific values of chosen by , and responds to with the ciphertext .

**Hybrid 1**: We now modify the challenger’s replies to ’s KDM encryption queries.

We can presume, without loss of generality, that the adversary selected a circuit . Following this in Hybrid 0, the challenger chooses the ciphertext , where , .

Within Hybrid 1, the challenger substitutes the response ciphertext by using , where . Notice that by Lemma 4 and Lemma 6, we have . Let , then . Hence, by Lemma 3, the error distribution is statistically indistinguishable from the distribution , so it follows that and . Observing and are both valid AIRLWE instances, we can easily have that , where the ring elements and are uniformly random over . Therefore, in Hybrid 1 is computationally indistinguishable from in Hybrid 0.

Furthermore, observing that . Similarly, by Lemma 4 and Lemma 6, we have . Let , then . Hence, by Lemma 3, the error distribution is statistically indistinguishable from the distribution , so we have and .

In conclusion, Hybrid 1 is computationally indistinguishable from Hybrid 0.

**Hybrid 2**: The challenger’s responses to ’s KDM encryption queries are modified once more.

Now, we assume that the adversary chose a circuit . Then in Hybrid 0, the challenger chooses the ciphertext , where , .

In Hybrid 2, the challenger sets the ciphertext , where and . Observing that is also a valid AIRLWE instance using noise scaling for the “secret” and “noise” , we have , where the ring elements and are uniformly random over . Thus, , which can be seen as an encryption of , is a completely uniform pair. Therefore, in Hybrid 2 is computationally indistinguishable from in Hybrid 0.

Furthermore, for , we have . The small noise vector is just the normal-sized noise contained in a fresh ciphertext and will become smaller during decryption.

In conclusion, Hybrid 2 is computationally indistinguishable from Hybrid 0.

**Hybrid 3**: The responses to KDM encryption queries are further adjusted.

In Hybrid 1, the challenger sets the ciphertext .

In Hybrid 2, the challenger sets the ciphertext .

In Hybrid 3, the challenger sets the ciphertext , where . Here, indicates the uniform distribution over .

It should be emphasized that in Hybrid 1, it has been established that cannot be distinguished computationally from a random ring element sampled uniformly. Moreover, is indeed a RLWE instance, which implies that is pseudorandom and .

Similarly, in Hybrid 2, it has been established that is likewise computationally indistinguishable from a random ring element sampled uniformly, and is indeed a RLWE sample encrypting the “message” , implying that is pseudorandom and .

In conclusion, and thus Hybrid 1, Hybrid 2 and Hybrid 3 are computationally indistinguishable from each other.

**Hybrid 4**: The method for answering the KDM encryption queries is adjusted once again.

In Hybrid 3, the challenger sets the ciphertext , where the ring elements and are uniformly random over .

In Hybrid 4, the challenger sets the ciphertext .

By Lemma 10, is computationally indistinguishable from , making Hybrid 3 and Hybrid 4 computationally indistinguishable.

Observe that Hybrid 4 corresponds with respect to the -KDM security game for the scheme under the challenge bit . The procedure is as follows:

1. The challenger creates a public-secret key combination , then hands over the public key for the adversary .

2. The adversary submits an arbitrary number of KDM encryption queries: chooses a circuit , and the challenger sets , and responds to with the ciphertext .

Thus, as previously established, the computational indistinguishability between Hybrid 0 and Hybrid 4 confirms the KDM security of the scheme as asserted.

To achieve -KDM security when encrypting higher-order polynomials of the secret key , utilizing homomorphic operations to generate ciphertexts that encrypt such polynomials is a straightforward and effective approach. As demonstrated in [47], we can modify our scheme’s encryption algorithm to directly construct ciphertexts in the format of homomorphic computation results, with gradually increasing lengths, to securely encrypt polynomials of degree of . However, overly long ciphertexts are detrimental to the efficiency of homomorphic computations and would cause a significant increase in the ciphertext length in our subsequent construction of a multi-key homomorphic encryption scheme. Therefore, considering space constraints, we leave out the detailed implementation of this approach.

# V. KDM-Secure BGV Type MKFHE Scheme

This part provides the detailed methodology for extending the two basic schemes introduced earlier into a KDM-secure BGV type multi-key scheme. We utilize the modulus switching technique from Section II-D and demonstrate the circular-secure evaluation key generation and key switching process, specifically tailored to our new scheme architecture based on the AIRLWE assumption. For clarity, we use the notation () to indicate a BGV (GSW) ciphertext, as described in Section IV, which might not be fresh and is decryptable via the secret key vector for obtaining the message .

## A. KDM-Secure Multi-Key BGV

**:** Considering the security parameter and a bound for the circuit depth, along with as the limit for the quantity of keys, generate moduli decreasing as at each level. Additionally, select an integer that is relatively prime to each value. Our operations are performed within the rings , , and , where is the set of invertible elements in . Let be a -bounded error distribution over for . Define , then randomly select public vectors corresponding to . The public parameter  is implicitly considered as part of the input for all subsequent algorithms. Consider  as an ordered set of user indexes associated with the ciphertext, sorted in ascending order and containing no duplicates. A ciphertext may then be represented as a ciphertext tuple .

**:** Based on the public parameter , create keys corresponding to circuit depth  for the -th party, with  ranging from  to 0.

1) Draw the secret key and set the secret key vector as .

2) Select at random, then calculate the public key intended for the -th party

.

3) Utilize to compute the evaluation key generation material

where for :

**:** Given a message together with the public key , randomly draw , then calculate a level- ciphertext , followed by outputting the ciphertext tuple .

**:** Given a ciphertext tuple associated with parties, where is an encryption of some message , along with an additional user set such that , the generated result is an extended ciphertext tuple . The extension method is described below:

1) Split the ciphertext as ordered sub-vectors indexed by , resulting in , with the associated secret key vector .

2) The extended ciphertext comprises ordered sub-vectors, indexed via . Specifically, .

Assign . If an index from also exists within , then assign ; if not, assign . The associated secret key vector used regarding decryption is .

It can be easily confirmed that , where is a small noise vector.

**:** On input a level- ciphertext where and its corresponding secret key vectors . Let , output the message .

**:** This algorithm is designed to evaluate Boolean circuits on encrypted inputs. Assume we have a series of ciphertexts for , in which every ciphertext resides at an identical level (if necessary, apply key switching along with modulus switching algorithms to achieve this). The ciphertext inputs may be either freshly generated or intermediate results from any homomorphic computation, as permitted through the multi-hop property. Let . The process for evaluating a Boolean circuit is detailed as described below:

1) Regarding each , execute to obtain an extended ciphertext that maintains the encryption of the same message with the extended secret key vector .

2) Produce the evaluation keys through computing:

where .

3) Process the circuit with the two fundamental homomorphic operations and . After each layer, or specifically after each multiplication layer (as addition increases noise at a much slower rate compared to multiplication, making it unnecessary to refresh after additions, even with high fan-in), the ciphertext refreshing procedure is invoked to diminish noise and transition the ciphertext to another level. This refreshing procedure includes two steps: and .

**:** On input two (extended) ciphertexts  at the same level- under the same secret key vector .

1) Compute under the secret key vector .

2) In standard BGV type schemes, we should now interpret as a ciphertext under and compute under the secret key vector . However, since our scheme satisfies circular security, none of the parties need to change their keys, and because the homomorphic addition operation does not lead to ciphertext dimension expansion, this step can be safely omitted.

3) Compute and output .

**:** On input two (extended) ciphertexts  at the same level- under the same secret key vector .

1) Compute , where the resulting ciphertext corresponds to the tensored secret key vector .

2) Compute , corresponding to the secret key vector .

3) Compute and output .

*Correctness and Security:*Benefiting from the straightforward ciphertext extension method of BGV type MKFHE schemes [23], [24], an extended BGV ciphertext is simply a concatenation of multiple single-key BGV ciphertexts. Therefore, it is straightforward to demonstrate that the correctness and security of our scheme are consistent with those of our basic scheme.

Our scheme maintains -KDM security for participating parties. Recall that an extended ciphertext , with which the associated secret key vector used for decryption is . For , -KDM security implies that messages of the form are also valid quadratic polynomials involving the secret keys within the challenge function set , even if ,, and are distinct. Formally, proving this necessitates an internal hybrid argument across every KDM encryption query, wherein such secret keys of the involved participants are substituted one by one in each query. Due to space constraints, the repeated demonstration of correctness and security for the scheme is omitted.

## B. Evaluation Key Generation and Key Switching under Circular Security

Here, we provide an elaborate explanation of the evaluation key generation algorithm . This algorithm receives the public keys and evaluation key generation materials belonging to the involved parties and produces the (extended) BGV type evaluation key. Additionally, we will also demonstrate the circular security associated with the evaluation key generation and key switching processes. This allows our scheme to let users compute throughout the entire Boolean circuit without needing to change their secret keys, independent of any other security assumptions.

Considering our summary and analysis of the evaluation key generation and key switching under Section II-E, and the structure of our scheme’s (extended) ciphertexts, the required evaluation key is given by:

where and such that:

where is a short noise vector. In essence, is a ciphertext that encrypts the message with the secret key vector .

In the process of computing the evaluation keys, we leverage the hybrid homomorphic multiplication defined in [61] and [24]. This technique is utilized for performing homomorphic multiplication (tensor product) between GSW type and BGV type ciphertexts, reducing the size of ciphertexts and noise, and enhancing the performance of homomorphic computation.

*Lemma 11 (Hybrid Homomorphic Multiplication [24], [61]):*The hybrid homomorphic multiplication is defined as

Let represent a valid ciphertext containing the message , while denotes a valid ciphertext containing the message . Let denote the noise contained in ciphertext , and denote the variance of . Then, is a ciphertext of the message , and the noise properties satisfy:

where denotes the degree of the cyclotomic polynomial, refers to an integer, indicates the upper limit for the noise coefficients, and represents the standard deviation of the error distribution . From the above lemma, it can be seen that the primary requirement is to control the norm of the message .

**:** Observe that comprises elements, thus includes a set of evaluation key generation materials , as well as the public keys associated with the parties in . To produce a level- evaluation key as outlined in (1), proceed with the following computation:

1) For each , use the GSW extend algorithm to generate the extended ciphertext corresponding to the secret key vector , which encrypts :

2) For each and , use the BGV extend algorithm to generate the extended ciphertext corresponding to the secret key vector , which encrypts :

3) For each , , and , we can compute with the above components:

Finally, we can organize this auxiliary information and output the level- evaluation key required for the key switching technique:

Note that in the above computation steps, , and in practice:

Since the extended ciphertexts and are encryptions of shared values that can be securely made public when and , they can be generated using the public keys of any single participating party. This is achieved by creating single-key ciphertexts and then employing the corresponding type of ciphertext extension algorithms to obtain the extended ciphertexts under the secret key vector .

Next, we demonstrate the circular security of our scheme’s evaluation key generation algorithm and key switching algorithm. To prove their circular security, we need to show that the materials , , , , , and used during computation expose no information regarding the involved secret keys .

Observing that each ciphertext , , , , and is an encryption under its corresponding secret key vector of polynomials of the secret keys contained in that secret key vector, with degrees no greater than 2 and specific coefficients that belong to the challenge function set of our scheme. Additionally, are encryptions of different random values, independent of the participating secret keys (since public keys do not expose secret key information). Therefore, building upon the AIRLWE assumption and the -KDM security of the scheme, all these ciphertexts cannot be distinguished computationally from encryptions of zero and uniform. Consequently, the evaluation key generation process and the key switching process of our scheme are proven to possess circular security.

## C. Distributed Decryption and Dynamic Exit

In the classical definition of the MKFHE primitive, decrypting a corresponding extended ciphertext requires collecting all the secret keys of the relevant participants. For instance, given a ciphertext tuple , we need to use the extended key vector to decrypt the ciphertext . However, in practical applications, presuming that a single participant possesses the secret keys of multiple participants is unrealistic. This is particularly concerning for our KDM-secure MKFHE scheme.

In [18], Mukherjee et al. proposed a threshold decryption protocol to address this issue. Later, in [25], Chen et al. summarized it into a distributed decryption protocol based on secure solutions like the noise flooding technique. We demonstrate that this distributed decryption idea also applies to our scheme, implemented through the following two algorithms:

**:** In this algorithm, each participant receives the -th entry of the extended ciphertext (recall the ciphertext parsing in the algorithm), samples a noise , computes and returns a partial decryption result .

**:** This algorithm computes and outputs the actual message encrypted in the extended ciphertext, .

The correctness of the distributed decryption process in our scheme is evident. For an extended ciphertext , we have:

.

The security is also evident. In the algorithm, each participant essentially computes . Since cannot be distinguished computationally from uniform in as stated in Lemma 10, the pair is exactly a RLWE instance using the noise scaling technique. Thus, each is pseudorandom and can be securely shared.

For practical considerations, [19] and [20] respectively proposed the concepts of multi-hop MKFHE and fully dynamic MKFHE, which allow any participant to join the homomorphic evaluation dynamically at any point in time. However, in MPC scenarios, it is also common for one (or more) participants to wish to exit the homomorphic computation at any moment. These participants may allow the remaining participants to continue using the intermediate outcomes of the joint evaluation, along with the data of the exiting participants (both in encrypted form), to proceed with homomorphic operations.

Thus, we propose a new concept of “dynamic exit”, which allows any participant to exit the homomorphic evaluation dynamically at any point in time. Once they exit, they no longer participate in subsequent ciphertext extensions, homomorphic operations, decryptions, and other processes.

We demonstrate that implementing dynamic exit in our scheme is straightforward. Suppose participant wants to exit at level- of the circuit. For all extended ciphertext tuples associated with that the remaining participants still need and have been approved by for continued use, the following algorithm is invoked.

**:** Given the extended ciphertext , compute . Then set , i.e., , and . Output the new ciphertext tuple .

For single-key ciphertexts belonging exclusively to participant , the ciphertext extension algorithm can be invoked before executing this algorithm. One can readily demonstrate that the new extended ciphertext corresponds to the secret key vector and that , where is a small noise vector.

# VI. Parameters and Comparisons

In this paper, given a security parameter , we set the parameters and for the AIRLWE problem in accordance with the standard RLWE problem settings [4], [14]. We ensure that for each , to guarantee the security of our schemes, where . Additionally, we utilize error distributions and . To satisfy the correctness requirements of Lemma 3, Lemma 5, Lemma 6 and Corollary 1, the discrete Gaussian distribution must have a standard deviation of , and we choose such that . Following the analysis in [47], we adopt , a super-polynomial function, where represents a super-logarithmic value. This choice supports the worst-case to average-case reduction from the shortest vector problem on ideal lattices to the AIRLWE problem under the proposed parameter settings. The larger standard deviation should be set as because, in the hybrid argument of Section IV-C, we need elements sampled from to overwhelm the quadratic polynomials over . However, unlike in [47], is not utilized in our scheme (e.g., in the algorithm); it is only used in the hybrid argument to denote the coefficient range of the challenge function set, thus not causing any efficiency loss in the scheme.

In [24], Li et al. avoided using and in evaluation key generation by restricting all coefficients of each participant’s secret key to , i.e., . For security and practicality, we do not adopt this approach, providing each user with a richer key space. We select the plaintext modulus such that . Then according to Lemma 6, samples drawn from will, with overwhelming probability, lie within the plaintext space, allowing our scheme to encrypt messages like users’ secret keys correctly. Additionally, to ensure correctness when encrypting quadratic polynomials of secret keys, we need .

TABLE I

**Main Performance Comparisons among Single-Key Schemes.** Since Some Schemes Involve Ciphertext Extension Algorithms, We Utilize to Represent the Actual Participant Count in the Computation. Represents the Circuit Depth for Which the Scheme Is Intended for Homomorphic Evaluation. Indicates the Dimension of the Hardness Assumption, while Represents the Modulus.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Scheme | Hardness Assumption |  |  | Secret Key Vector Size | Ciphertext Size | Security |
| BV11 [47] | PLWE |  |  |  |  | -KDM security |
| BGV14 [4] | RLWE |  | / |  |  | IND-CPA |
|  | RLWE, AIRLWE |  | / | 2 |  | -KDM security |
| in CZW17 [23] | RLWE |  | / | 2 |  | IND-CPA |
| in LZY+19 [24] | RLWE |  | / | 2 |  | IND-CPA |
|  | RLWE, AIRLWE |  | / | 2 |  | -KDM security |

TABLE II

**Main Performance Comparisons among Multi-Key Schemes.** Represents the Actual Participant Count in the Computation. Represents the Circuit Depth for Which the Scheme Is Intended for Homomorphic Evaluation. Indicates the Dimension of the Hardness Assumption, while Represents the Modulus.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Scheme | Hardness Assumption | Extended Secret Key Vector Size | Ciphertext Size | Security |
| CZW17 [23] | RLWE |  |  | IND-CPA |
| LZY+19 [24] | RLWE |  |  | IND-CPA |
| KKL+23 [26] | RLWE |  |  | IND-CPA, circular security assumption |
|  | RLWE, AIRLWE |  |  | -KDM security |

Since we have demonstrated that our leveled (MK)FHE schemes are KDM-secure (circular-secure), each participant can safely use the same secret key throughout the circuit evaluation without relying on an additional circular security assumption. In existing BGV type schemes [4], [23], [24], a unique random secret key is required for each user at each level of the Boolean circuit to avoid introducing circular security assumptions. This means their schemes require secret keys and public keys, where is the circuit depth, and denotes the participant count. In contrast, our scheme only requires secret keys, independent of the circuit depth. Similar to our scheme, existing BFV type and CKKS type schemes [6], [9], [25], [26] also just require secret keys, but they rely on circular security assumptions.

The primary performance of different schemes is compared in Tables 1 and 2. To ensure fairness in comparison, we select the parameters as well as performance of [47] with polynomial degree , which is just sufficient to securely encrypt quadratic terms of secret keys with polynomial coefficients. For [4], we use parameters and performance for the RLWE setting.

# VII. Conclusion

In this paper, we improve upon the standard RLWE assumption by introducing a new hardness assumption called AIRLWE. Based on the AIRLWE assumption, we construct a KDM-secure BGV type single-key FHE scheme and a KDM-secure ring-based GSW type single-key FHE scheme with ring element plaintexts, rigorously proving their correctness and security. We then leverage these basic schemes to build a BGV type MKFHE scheme with identical KDM security properties and demonstrate how to generate the necessary evaluation keys using hybrid homomorphic multiplication without restricting the coefficients of the secret keys. Additionally, we introduce the concept of “dynamic exit” for MKFHE schemes and show how it can be simply implemented in our work. Due to the circular security of our schemes’ evaluation key generation and key switching process, we achieve optimizations in performance compared to previous schemes.

References

1. C. Gentry, “Fully homomorphic encryption using ideal lattices,” in *Proceedings of the forty-first annual ACM symposium on Theory of computing*, 2009, pp. 169–178.
2. Z. Brakerski and V. Vaikuntanathan, “Efficient fully homomorphic encryption from (standard) LWE,” *SIAM Journal on computing*, vol. 43, no. 2, pp. 831–871, 2014.
3. I. Damgård, V. Pastro, N. Smart, and S. Zakarias, “Multiparty computation from somewhat homomorphic encryption,” in *Annual Cryptology Conference*, Springer, 2012, pp. 643–662.
4. Z. Brakerski, C. Gentry, and V. Vaikuntanathan, “(Leveled) fully homomorphic encryption without bootstrapping,” *ACM Transactions on Computation Theory (TOCT)*, vol. 6, no. 3, pp. 1–36, 2014.
5. Z. Brakerski, “Fully homomorphic encryption without modulus switching from classical GapSVP,” in *Annual cryptology conference*, Springer, 2012, pp. 868–886.
6. J. Fan and F. Vercauteren, “Somewhat practical fully homomorphic encryption,” *Cryptology ePrint Archive*, 2012.
7. C. Gentry, S. Halevi, and N. P. Smart, “Fully homomorphic encryption with polylog overhead,” in *Annual International Conference on the Theory and Applications of Cryptographic Techniques*, Springer, 2012, pp. 465–482.
8. C. Gentry, A. Sahai, and B. Waters, “Homomorphic encryption from learning with errors: Conceptually-simpler, asymptotically-faster, attribute-based,” in *Advances in Cryptology–CRYPTO 2013: 33rd Annual Cryptology Conference, Santa Barbara, CA, USA, August 18-22, 2013. Proceedings, Part I*, Springer, 2013, pp. 75–92.
9. J. H. Cheon, A. Kim, M. Kim, and Y. Song, “Homomorphic encryption for arithmetic of approximate numbers,” in *Advances in Cryptology–ASIACRYPT 2017: 23rd International Conference on the Theory and Applications of Cryptology and Information Security, Hong Kong, China, December 3-7, 2017, Proceedings, Part I 23*, Springer, 2017, pp. 409–437.
10. S. Halevi and V. Shoup, “Bootstrapping for helib,” *Journal of Cryptology*, vol. 34, no. 1, p. 7, 2021.
11. A. López-Alt, E. Tromer, and V. Vaikuntanathan, “On-the-fly multiparty computation on the cloud via multikey fully homomorphic encryption,” in *Proceedings of the forty-fourth annual ACM symposium on Theory of computing*, 2012, pp. 1219–1234.
12. J. Hoffstein, J. Pipher, and J. H. Silverman, “NTRU: A ring-based public key cryptosystem,” in *International algorithmic number theory symposium*, Springer, 1998, pp. 267–288.
13. O. Regev, “On lattices, learning with errors, random linear codes, and cryptography,” *Journal of the ACM (JACM)*, vol. 56, no. 6, pp. 1–40, 2009.
14. V. Lyubashevsky, C. Peikert, and O. Regev, “On ideal lattices and learning with errors over rings,” *Journal of the ACM (JACM)*, vol. 60, no. 6, pp. 1–35, 2013.
15. M. Clear and C. McGoldrick, “Multi-identity and multi-key leveled FHE from learning with errors,” in *Advances in Cryptology--CRYPTO 2015: 35th Annual Cryptology Conference, Santa Barbara, CA, USA, August 16-20, 2015, Proceedings, Part II 35*, Springer, 2015, pp. 630–656.
16. J. Alperin-Sheriff and C. Peikert, “Faster bootstrapping with polynomial error,” in *Advances in Cryptology–CRYPTO 2014: 34th Annual Cryptology Conference, Santa Barbara, CA, USA, August 17-21, 2014, Proceedings, Part I 34*, Springer, 2014, pp. 297–314.
17. Z. Brakerski and V. Vaikuntanathan, “Lattice-based FHE as secure as PKE,” in *Proceedings of the 5th conference on Innovations in theoretical computer science*, 2014, pp. 1–12.
18. P. Mukherjee and D. Wichs, “Two round multiparty computation via multi-key FHE,” in *Advances in Cryptology–EUROCRYPT 2016: 35th Annual International Conference on the Theory and Applications of Cryptographic Techniques, Vienna, Austria, May 8-12, 2016, Proceedings, Part II 35*, Springer, 2016, pp. 735–763.
19. C. Peikert and S. Shiehian, “Multi-key FHE from LWE, revisited,” in *Theory of cryptography conference*, Springer, 2016, pp. 217–238.
20. Z. Brakerski and R. Perlman, “Lattice-based fully dynamic multi-key FHE with short ciphertexts,” in *Annual international cryptology conference*, Springer, 2016, pp. 190–213.
21. H. Chen, I. Chillotti, and Y. Song, “Multi-key homomorphic encryption from TFHE,” in *Advances in Cryptology–ASIACRYPT 2019: 25th International Conference on the Theory and Application of Cryptology and Information Security, Kobe, Japan, December 8–12, 2019, Proceedings, Part II 25*, Springer, 2019, pp. 446–472.
22. I. Chillotti, N. Gama, M. Georgieva, and M. Izabachène, “Faster packed homomorphic operations and efficient circuit bootstrapping for TFHE,” in *International Conference on the Theory and Application of Cryptology and Information Security*, Springer, 2017, pp. 377–408.
23. L. Chen, Z. Zhang, and X. Wang, “Batched multi-hop multi-key FHE from ring-LWE with compact ciphertext extension,” in *Theory of Cryptography: 15th International Conference, TCC 2017, Baltimore, MD, USA, November 12-15, 2017, Proceedings, Part II 15*, Springer, 2017, pp. 597–627.
24. N. Li, T. Zhou, X. Yang, Y. Han, W. Liu, and G. Tu, “Efficient multi-key FHE with short extended ciphertexts and directed decryption protocol,” *IEEE Access*, vol. 7, pp. 56724–56732, 2019.
25. H. Chen, W. Dai, M. Kim, and Y. Song, “Efficient multi-key homomorphic encryption with packed ciphertexts with application to oblivious neural network inference,” in *Proceedings of the 2019 ACM SIGSAC Conference on Computer and Communications Security*, 2019, pp. 395–412.
26. T. Kim, H. Kwak, D. Lee, J. Seo, and Y. Song, “Asymptotically faster multi-key homomorphic encryption from homomorphic gadget decomposition,” in *Proceedings of the 2023 ACM SIGSAC Conference on Computer and Communications Security*, 2023, pp. 726–740.
27. P. Laud and R. Corin, “Sound computational interpretation of formal encryption with composed keys,” in *International Conference on Information Security and Cryptology*, Springer, 2003, pp. 55–66.
28. P. Adao, G. Bana, J. Herzog, and A. Scedrov, “Soundness of formal encryption in the presence of key-cycles,” in *Computer Security–ESORICS 2005: 10th European Symposium on Research in Computer Security, Milan, Italy, September 12-14, 2005. Proceedings 10*, Springer, 2005, pp. 374–396.
29. J. Camenisch and A. Lysyanskaya, “An efficient system for non-transferable anonymous credentials with optional anonymity revocation,” in *Advances in Cryptology—EUROCRYPT 2001: International Conference on the Theory and Application of Cryptographic Techniques Innsbruck, Austria, May 6–10, 2001 Proceedings 20*, Springer, 2001, pp. 93–118.
30. F. Kitagawa, T. Matsuda, and K. Tanaka, “CCA security and trapdoor functions via key-dependent-message security,” *Journal of Cryptology*, vol. 35, no. 2, p. 9, 2022.
31. A. Lombardi, W. Quach, R. D. Rothblum, D. Wichs, and D. J. Wu, “New constructions of reusable designated-verifier NIZKs,” in *Annual International Cryptology Conference*, Springer, 2019, pp. 670–700.
32. F. Kitagawa and T. Matsuda, “CPA-to-CCA transformation for KDM security,” in *Theory of Cryptography: 17th International Conference, TCC 2019, Nuremberg, Germany, December 1–5, 2019, Proceedings, Part II 17*, Springer, 2019, pp. 118–148.
33. T. Acar, M. Belenkiy, M. Bellare, and D. Cash, “Cryptographic agility and its relation to circular encryption,” in *Advances in Cryptology–EUROCRYPT 2010: 29th Annual International Conference on the Theory and Applications of Cryptographic Techniques, French Riviera, May 30–June 3, 2010. Proceedings 29*, Springer, 2010, pp. 403–422.
34. J. Black, P. Rogaway, and T. Shrimpton, “Encryption-scheme security in the presence of key-dependent messages,” in *Selected Areas in Cryptography: 9th Annual International Workshop, SAC 2002 St. John’s, Newfoundland, Canada, August 15–16, 2002 Revised Papers 9*, Springer, 2003, pp. 62–75.
35. R. D. Rothblum, “On the circular security of bit-encryption,” in *Theory of Cryptography: 10th Theory of Cryptography Conference, TCC 2013, Tokyo, Japan, March 3-6, 2013. Proceedings*, Springer, 2013, pp. 579–598.
36. D. Cash, M. Green, and S. Hohenberger, “New definitions and separations for circular security,” in *International Workshop on Public Key Cryptography*, Springer, 2012, pp. 540–557.
37. A. Bishop, S. Hohenberger, and B. Waters, “New circular security counterexamples from decision linear and learning with errors,” in *International Conference on the Theory and Application of Cryptology and Information Security*, Springer, 2015, pp. 776–800.
38. V. Koppula, K. Ramchen, and B. Waters, “Separations in circular security for arbitrary length key cycles,” in *Theory of Cryptography: 12th Theory of Cryptography Conference, TCC 2015, Warsaw, Poland, March 23-25, 2015, Proceedings, Part II 12*, Springer, 2015, pp. 378–400.
39. V. Koppula and B. Waters, “Circular security separations for arbitrary length cycles from LWE,” in *Annual International Cryptology Conference*, Springer, 2016, pp. 681–700.
40. R. Goyal, V. Koppula, and B. Waters, “Separating IND-CPA and circular security for unbounded length key cycles,” in *IACR International Workshop on Public Key Cryptography*, Springer, 2017, pp. 232–246.
41. R. Goyal, V. Koppula, and B. Waters, “Separating semantic and circular security for symmetric-key bit encryption from the learning with errors assumption,” in *Annual International Conference on the Theory and Applications of Cryptographic Techniques*, Springer, 2017, pp. 528–557.
42. N. Alamati and C. Peikert, “Three’s compromised too: Circular insecurity for any cycle length from (ring-) lwe,” in *Annual International Cryptology Conference*, Springer, 2016, pp. 659–680.
43. D. Boneh, S. Halevi, M. Hamburg, and R. Ostrovsky, “Circular-secure encryption from decision diffie-hellman,” in *Advances in Cryptology–CRYPTO 2008: 28th Annual International Cryptology Conference, Santa Barbara, CA, USA, August 17-21, 2008. Proceedings 28*, Springer, 2008, pp. 108–125.
44. B. Applebaum, D. Cash, C. Peikert, and A. Sahai, “Fast cryptographic primitives and circular-secure encryption based on hard learning problems,” in *Advances in Cryptology-CRYPTO 2009: 29th Annual International Cryptology Conference, Santa Barbara, CA, USA, August 16-20, 2009. Proceedings*, Springer, 2009, pp. 595–618.
45. B. Barak, I. Haitner, D. Hofheinz, and Y. Ishai, “Bounded key-dependent message security,” in *Advances in Cryptology–EUROCRYPT 2010: 29th Annual International Conference on the Theory and Applications of Cryptographic Techniques, French Riviera, May 30–June 3, 2010. Proceedings 29*, Springer, 2010, pp. 423–444.
46. B. Applebaum, “Key-dependent message security: Generic amplification and completeness,” *Journal of cryptology*, vol. 27, no. 3, pp. 429–451, 2014.
47. Z. Brakerski and V. Vaikuntanathan, “Fully homomorphic encryption from ring-LWE and security for key dependent messages,” in *Annual cryptology conference*, Springer, 2011, pp. 505–524.
48. Z. Brakerski, S. Goldwasser, and Y. T. Kalai, “Black-box circular-secure encryption beyond affine functions,” in *Theory of Cryptography: 8th Theory of Cryptography Conference, TCC 2011, Providence, RI, USA, March 28-30, 2011. Proceedings 8*, Springer, 2011, pp. 201–218.
49. M. Hajiabadi and B. M. Kapron, “Reproducible circularly secure bit encryption: Applications and realizations,” *Journal of Cryptology*, vol. 30, pp. 1187–1237, 2017.
50. F. Kitagawa and T. Matsuda, “Circular security is complete for KDM security,” in *Advances in Cryptology–ASIACRYPT 2020: 26th International Conference on the Theory and Application of Cryptology and Information Security, Daejeon, South Korea, December 7–11, 2020, Proceedings, Part I 26*, Springer, 2020, pp. 253–285.
51. B. Waters and D. Wichs, “Universal amplification of kdm security: From 1-key circular to multi-key kdm,” in *Annual International Cryptology Conference*, Springer, 2023, pp. 674–693.
52. D. Micciancio, “Improving lattice based cryptosystems using the Hermite normal form,” in *International Cryptography and Lattices Conference*, Springer, 2001, pp. 126–145.
53. M. Fischlin and A. Mittelbach, “An overview of the hybrid argument,” *Cryptology ePrint Archive*, 2021.
54. S. Goldwasser, Y. T. Kalai, C. Peikert, and V. Vaikuntanathan, “Robustness of the learning with errors assumption,” 2010.
55. V. Lyubashevsky and D. Micciancio, “Generalized compact knapsacks are collision resistant,” in *International Colloquium on Automata, Languages, and Programming*, Springer, 2006, pp. 144–155.
56. N. Stephens-Davidowitz, “Discrete Gaussian sampling reduces to CVP and SVP,” in *Proceedings of the Twenty-Seventh Annual ACM-SIAM Symposium on Discrete Algorithms*, SIAM, 2016, pp. 1748–1764.
57. D. Micciancio and O. Regev, “Worst-case to average-case reductions based on Gaussian measures,” *SIAM Journal on Computing*, vol. 37, no. 1, pp. 267–302, 2007.
58. D. Stehlé and R. Steinfeld, “Making NTRU as secure as worst-case problems over ideal lattices,” in *Advances in Cryptology–EUROCRYPT 2011: 30th Annual International Conference on the Theory and Applications of Cryptographic Techniques, Tallinn, Estonia, May 15-19, 2011. Proceedings 30*, Springer, 2011, pp. 27–47.
59. D. Micciancio and O. Regev, “Lattice-based cryptography,” in *Post-quantum cryptography*, Springer, 2009, pp. 147–191.
60. S. Goldwasser and S. Micali, “Probabilistic encryption,” *Journal of Computer and System Sciences*, vol. 28, no. 2, pp. 270–299, 1984, doi: <https://doi.org/10.1016/0022-0000(84)90070-9>.
61. I. Chillotti, N. Gama, M. Georgieva, and M. Izabachene, “Faster fully homomorphic encryption: Bootstrapping in less than 0.1 seconds,” in *Advances in Cryptology–ASIACRYPT 2016: 22nd International Conference on the Theory and Application of Cryptology and Information Security, Hanoi, Vietnam, December 4-8, 2016, Proceedings, Part I 22*, Springer, 2016, pp. 3–33.

![](data:image/jpeg;base64,/9j/4AAQSkZJRgABAQEA3ADcAAD/2wBDAAIBAQEBAQIBAQECAgICAgQDAgICAgUEBAMEBgUGBgYFBgYGBwkIBgcJBwYGCAsICQoKCgoKBggLDAsKDAkKCgr/2wBDAQICAgICAgUDAwUKBwYHCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgr/wAARCAEUAMUDASIAAhEBAxEB/8QAHwAAAQUBAQEBAQEAAAAAAAAAAAECAwQFBgcICQoL/8QAtRAAAgEDAwIEAwUFBAQAAAF9AQIDAAQRBRIhMUEGE1FhByJxFDKBkaEII0KxwRVS0fAkM2JyggkKFhcYGRolJicoKSo0NTY3ODk6Q0RFRkdISUpTVFVWV1hZWmNkZWZnaGlqc3R1dnd4eXqDhIWGh4iJipKTlJWWl5iZmqKjpKWmp6ipqrKztLW2t7i5usLDxMXGx8jJytLT1NXW19jZ2uHi4+Tl5ufo6erx8vP09fb3+Pn6/8QAHwEAAwEBAQEBAQEBAQAAAAAAAAECAwQFBgcICQoL/8QAtREAAgECBAQDBAcFBAQAAQJ3AAECAxEEBSExBhJBUQdhcRMiMoEIFEKRobHBCSMzUvAVYnLRChYkNOEl8RcYGRomJygpKjU2Nzg5OkNERUZHSElKU1RVVldYWVpjZGVmZ2hpanN0dXZ3eHl6goOEhYaHiImKkpOUlZaXmJmaoqOkpaanqKmqsrO0tba3uLm6wsPExcbHyMnK0tPU1dbX2Nna4uPk5ebn6Onq8vP09fb3+Pn6/9oADAMBAAIRAxEAPwD9/KKKKACiiigAooooAKKKKACiiigAopCwBxVK98T+HdOYx32uWkLLcLAyyXCqRKy7lQgn7xU5A6456UAXqK5rxN8ZPhL4MuI7Xxd8TvD+lyS7fKj1LWoIC+4kLje4zkqwHqQfQ1s6Rr+i69ZDUdF1W3u7cyNH51vKHXcrFGXI7hgVI7EEUAXKKAQelFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFBOBk1HdXCWtu9xIyhUXLFmA/nX5df8FHf+DnL9lr9nTwtr3gf9ky6i+Ivji3h8iz1aGPOg2d1v2nfLvVroKMsDb742OB5o+bBexUYylsfoj8dP2lfgF+zP4Pk8efHz4weHfCOlI/lrd69qsduJZCGIijDHdJIQrYRAWO04BxX5H/t5f8AB234N+HesXngD9in4V6X4qkVl+z+M9cvLuO1ddqlvLtGhhlLAllDO6gFQdrgkV+KP7Q/7Xfxw/ai8a6t8Sf2h/iRq3ijxFqEu9tQ1K93CFWcyGKNAQsMQDMqxoFVBwoAYivHrq7jkWS8jf7zYVVHQY4+n+JrNyNVTS3Pvn9oP/g4o/4Kb/HCeVn/AGm9W8MQx3bXFvYeCootJTll/d+ZD++dAF4V5HIHBYnJPyv4t/ag8efEbVb/AMQ+P9fm1nVNWmMuoa1qjGe8nk8or5zTvmRnJwzZbBKocfKMeO29w7yMZh05O18/h9Kc022NiRjauflqS4+R1mqfEO9S4j1EalcXE0zIn2ZpvlijjXtkenTsAWHNe7fsmf8ABVn9s79i+K7sv2d/jvq2h22sTLNc2pZLi2Z12pvMMwaLzCMKWVQ2FXkAAD5TN480bSlx+8UoqbegA/w/WrFrI9pp+1VKsnzjnkHHQfnVaEK7P34/4J7/APB1z/wjvhtPBP8AwUA0y78QXMcZa38VeF9Mj+2BQSMXUCLFC5JwA0ew4BJViRX6Jfs1f8F0f+CaP7T9uzeEv2jdN0O6jWYy2PjLGltH5e3OZJiISWDblCyMSEfurAfyD6T4izZMJIlbzF+8oKkMAQDkc9cHHQ4+mLdlrF9YkKl9Iok2mSZcHBx6HPf8eKOZicUz+5HwL8RfAfxO8PweLfhz4y0vXtLukD2+paPfR3EEq+oeMlT+fb2rar+V/wD4Iw/8Fl/F3/BMLxLeeFPEOit4i8E+JNShuNZ0szeS0DGMLJcRPuIMgVEIUqQRuA2lsj+ir9jf/goz+yj+3X4dbX/2d/iZHqkkUBmutLurWS2vLdBjJaKRQTt3KCV3KCRgkEE0pESg4nu1FAYMMg0VRAUUUUAFFFFABRRRQAUUUUAFFFFABUdzcRWsTTTOqqv3mZsAfU1JXwv/AMF7v+CjEH7AH7G19f8Aha8tJvGHjDztJ8P2ZvkSa1V4ZBJe+X991jO1QRhQ8ihj0VjYcVzOx8N/8HAn/BdLxlaa340/YE/Zj1fTbXTodPfT/Hnivd5kl0ZCyTabaFCwQBDsllPXEsS7GXLfhXqd/PfXkfnOVCZkZFYhU/ujHQYHI+vsAHWWq6pr0U19qlyJHadpnk8tQzMdowWxlhwMAnC9gMnNV5Wube6vXTau3y41buBXPKV2dsYKMUUL+/SVHCgbWUhfl7+v+fas+UvBZ+STnawA474xj860BZsEjw33vX0//X/KomtGeTcTxu79/wDP+FBO+xn2trNHumkVl3D5/Qcf4UGORssUG1lILZ6j8q0p7doxsKbmYAt7Z7/z/KoRbOg3fMf7uBx9aL9Q5VsVY4zkKiDC9MetPZPNi8tzhSW3cjPAqd7dlXaVbceRnNAiIJWNMe/T8D+FAcvQqxWotGZIZmKhuCT0rQKRjT93lfxBducbW/z7/wAqaqERqXZfnbJU47VYTzGg8uMnDKBIF785/pRuOKSXKEdzeNbfKw/c5VGPv/P6elexfslftj/Hr9k74taL8YPAXiBrW80e+in3KxCtCr5MB2/8s3QlGHXaTXjPkMY5oVO1GBDbuelL/al5BFbq8pBI2NtPBA6Z/T8qqLInof2N/wDBL7/gpT8K/wDgpJ8AY/i54OmbT9Ss72Wx1nQLry1uLeRCMTFFZiEkU7lOSB8y5JjYj6bVgy7hX8eP/BLX9vjx7+wN+0ppvxo8FmGUzZ07VLS8Z2huLWd13hgDkYYKQykOOxIyK/ri+EPjHR/GPg+x13RdcXUra+tI7q31KO4SdLxJFDrOssZMciuCGBjwmCNoClRWkXcwnHlOtoooqiAooooAKKKKACiiigAooooAravqVppGnyajf3KwwwrukkZgAqjqef8AP41/JH/wWi/asl/a/wD21fF3jjRPHNxrHh6O8+yeHJJNVnuoVsxtbzIfNSPy45DiQKsaKFZep3Mf6h/28fjL4W/Z9/ZH+IPxk8YeE18Q2fh3wnfXzeG5FymrMkDt9mcYIMbAHflWATcxBC1/Hb8QvGvir4u+Odb+LfxD1f7ZrniHWLrUNVvUt1j8+5nmeSV9qKFC7y2FUBQuAAABWVRnRh47s5m1sGXT5HH3dx3K4+4qgDI9icD68VXe0nXT1YRtlmxz19P58Vvy2LSK0KEKAo+SQcgA/XlunTPWibT7FzBEyybIxuk+XKtycDvzkk9O49Kx6nU9jnvsLxxea6eXhcL8vPpj69T+NJb6dLHG0lzAVkLfLuU7vp6jP8vxrpYIre5fMtudqtliOPkHU+/bH+TW5oPgq819jNFEwhjUtM2MfLjIAzjH1/PFOUlFFQpylKyPNxo8iOZyOi5Vt3+HcU6x0O6vZ1jgt2cnH3l6+teo2fwh1vxDra6XotizNwqrGm4g5xj069/8K9p0T9jnX/h94VfXdT0xmvJkzDN5ZBiU4y43jAxkdyeD2G4c9TFU6W71Z2YfLa1bZaLdnyLf6VLYXeyYYYD5o1xxxjGPp/ntVOOLaGMcf3PvHbzn8a9A8ceDbm2166hs7N/Lhbau5eWPrjnk/wBa2vBH7M3jvxVo/wDwktzpzWOmx/NJdTrjcOgCr1ckkAAcE8Vp7aEY3kzn+p1J1HGCueUtZG5bAjCqqj5m78d/0/OpX05REJNqqzP95fSvo/Tv2F/GjaJD4o1HTb2O1vcDT7TywZpj6kZ6Zx7Y5zisDUP2WPFDXxEWmStBCN1yyLgFskeUmSN2CMFgSATj7wIGX1yj0Z0f2Xio6uO54dc2sccJSNBvm+boPw7VlaiD52xUyiuw49P/ANVes+PvhdeeE7iS0nsm+0QrvnUN/quPu/Ucfyryu/tzFMp285z9BW9OcamqOLEUZUXaRY0rxFq+marbS6ddyQyQyK1vcQsVeOQHO4NnIIwPTBAr+lz/AINoP21Jvin+x8vwGbTNUuL/AMB6h5dxLdXjXtw8NyzSiR3dkCo032rYq72VYjuAVA7/AMzumxsrPI46ZZpCMD7vX9P0r9Xv+DbP9sXwh+z5+0hrHg/xr4sjt08fWenWovLzUPJhhlhaUWzhGIE4ZpXjy20xN5O3ckj7OiJxy96J/SxE5kjV2XGexp1Q2DrJaxukgcMoIdeje/U1NWhgFFFFABRRRQAUUUUAFFFFAHwL/wAHH/xRg+GX/BMzxpdbm87Vo49GjWPcrOLthG6b1ZSo2bnON27yhGyFJHZf5kdCjs7uz/49sRpA0hXaMh/lAcAHncMgjP8AePev6VP+DoODTD/wSm8TXN/odndSrr2lrZ3FxEC1rIbpMyRtsbaxXcmAVJV2y20Mj/zH6TfSW0M5m8zemxY9kh3IinAyO/Pr06YrCpqzsw7tE2mgT+0/syweW25UkUcZ+XJB/wC+sfXNXPDPhzV/F+uzaNZI0ky2rTfIvCNyFJPbg5z9fQ103wZ+HuvfE7VWitbSKSdbXb5kSkg4QfN7ZCY4r0b4B/DnVPB/xT17TvElttSbw/MWtZ5vLdxjOEckZbnHBB+bIxjI4q1eNOLS3PYwuDlWlFtaNniuh+Dbm68Qx+HzHg+Q01xJux5caoZGJJPXaC3XPPrxX1F8C/2Zdd17wPbXqaPJIzWa3LRruALyEsqt8v3VQbuSAzbQD3qDwb+zHrx/4WRqtzoVx9q0vwjC0MYiLyB5om2xqOScBeccAMAOFxX6k/Br4GeFPBnhmPR7TSV8ptrBSMkAYAXJ56AcfWvJx2Oskos+hyvK4xk5TR88/s1/sDWnhS8t9X8SQGRoFaQNIu1vm7Y/3SMg/wAW7rmvXP2jfhDptt8J9Su7fSYJJEs2Ma+WGCyMNoOOPU5wRxxyTivfrPRrW3jKxIq9Px56VevdCg1BN2oQ7h9zO7aBkYz3APU+vyjtwfI9pKpPmkz6H2UKdPlij8zf2d/+CTGseOdUh+IHxYxHp97bxXlrZQEBWZzn5u4GMEKfX2xX1gv7Ffw5hht7LUtDjvLW32rFZ3EamKLAxgKBt/TOOM4zn6MTTLKydri3tI0VY1CgSfKmPbb6deOwqO9ihaTEyK3HzcD72Oa0rVqlTVtmdHD0qOkIo8e1P4C+FbmxW1XT1VggjeRfvbcdM9up6dM8VxniX9mfwk6rb6ZpMVrGsZRlhUKxXGPx4x1z05zX0HqKCMkRr12/jXPahCpDOwYevqK5oycTacebc/Pr9sP9ia0bwdPbeDNB8uSRtq7l3LGuCSxOck+nUliCR1Nfmf8AFr4FeLvBF9cjU7FlWFgGbbn5mCkfmCP17g1/Qh4k0C31e2ktbmJSjKR9wcH1r4w/bo/ZR0rUPA2oXehWUcTSztPdbIj8yrHjGPbAI7DA9TXqZfj5Up8r2Z4ObZbTxFPnW5+PNzaMVaDP+8fevd/+Cbfxm8UfA/8AbE+Gvjzwi1v9s03xPZw7Jo3ljuLeSURywyCIiQo6SNG23kq7LhgxU+XfEHwjf+E9Yk064K4SRl79QxH49B0/+tWv+y5P4hs/2iPCNz4QupLXVYfEVo2nTQyFZBMJVKbcPGWbOMKHRm+6GUkEfWRlzK6Pz+dN06lmf20+B7a0tvDFmLGGOON7dH2wyCRSzAEkMAA2TzuwM5zgE1rVyvwPu7zUPhJ4dv8AU4YY7ubR7drxLe3MUYm8sbwiEfKm7O0DIC42kjBrqq2OUKKKKACiiigAooooAKKKKAPzx/4Oe/Ckvij/AIJUeImB01Y9P8R6bdtNf2/mSIVl2gW3/POZi+3eAT5ZlU7VdmH8wWn2k01/5LP8jSYfg/px16DP09a/rv8A+Cynw41X4rf8EyvjB4N0DQf7S1CTwm89nZLZtcPLJDIkuERWUl8ISuCcNglXAKN/J5ouim78U6fo0jc3F4sfXgZbGBzWNXTU7MPeUbLufev/AATR+AiSaBD4ov8ATm2TZHzLjdkng+oGMf8A18Y+wD+yX8OrvxXD45t7T7PqEdwWkkt5DH50ZXb5bkcsoOWwe4A6ACs/9lzwLZeCfh1pekwW6KLe1VW2nuFH+fpXqGp+IrbRrLfczqnH3mfH86+JxVapUrNo/TMFh4UaEYsh8NfCTwH4d0y6sYPD9vGuoWqW10FHLQInloue2E9Oh79K7jSb6G1hEMAHyj7v4frivGU/aA8KvPcs+tKqWfNw0g27MHGGJIVSTkckdD7VOf2lfhto9p9o1HxArDfhFt3EzEeoEecjHpn9RWX1WtLWx3RqUY9T3Ow1eUSbl2DnI3fN+H1/z61rLc3BRd0a8L2U4J/z+ftmvLPh58cvhl43SG48P+Kopo2ZcthgqhsYJyOMkr+Yr0m0utPurSMWlzHIGyPlfb8wwOqn656+mTWn1epHc0c4dHcmvJrhLZVkNvtXmT5COQO3OP0/Ss2+1nbGIkdsbM43fd47dc81cuLe3kSSeS48n5srvzyuAc5wcjnn6Vxvi/WvDGjHfqPiiFX85l8ndsbI3AdcdccY647cZTo1JaIqM6cfiZoDxATlZXyv8OD3qjcausj+Wu372fr/AJ/w9q83uf2ivhLaazJob+LoUlUszec3l7lBwSNwBIyD78E4Irn/ABD+0x4N/tWLSdMu93m7l3YxhhgkcsD0b2BPfpmfqdbsKVbD83xHsEro4bI+Vq4L4yeCk8WeGrjTR/HGwVm6qSMfXHPbnFJ4P+L3h7xOj21vqsQkiYiSNn5X1znBHXngCuhvblZ7dgV/hx9ayUZU5amNTkqR0PxP/b7+CWpfD7x7LcSsxjnZjGZFGcgnI49sfXNeTfsseHrnxH+0N4Q0eO2mmjk8Q2ovFtYUeRbfzFMzjcyqNse5tzMioBuLoBvH6E/8Fj/AdvP8MbPxZZWcYktr3y3kzglW5X8sH8zXzl/wRn+C1t8Yf+CkPwp8G3Ud00j+LLS7jjt4mZZBbyLNJ5rK6mONYkkfI3bnREICuXX7HL6jq4dNn51m9D2GMaXqf12+HLKLTdAsrCBGVIbWNFVuoAUDngc/gPoKu02MAIAB2p1eofPhRRRQAUUUUAFFFFABRRRQBQ8U+HdH8X+GtQ8J+IbQXFhqllLaX0DEgSQyIUdcj1UkV/I7+1d+zVrH7Jv7cl78IbkNLDpPjJIrG7bZtuYvOA3rsAXbnI4VRwcqpyo/p1/4KP8AxP8AFfwu/ZvmvvCGqTWVxqmqJYzXVrI0c6RGCeYiJ1I2MxhVS3Pys2OSCPwC/wCCiXwd0rw1rXhX41Wt/czG/wDFUEN1bzzFiGzvLAnODiLB9flrzcTjaccQsO1q1ufQ5flOIqYF41P3U7W66Wufc/gW3a08N264/wCWa9Ow9a4D4peCPiF8TPELaHY6pcabpJQx3EcLYaZWPJHK8HpsYkHHPXA9Y8IWa3duIYSNpVRlc5HvXUi00fw3GNQ1OVFjjG4vM2B06nP+RXy/N7Oo3Y+7jHngkz5vi/YDtb4RtoF9JGFRfIaT5vJIwflTcR+I9vSpdK/4Jw+PNARruz8V/wBoq83mLZ3kbjyuoBB8xskDbxgDjAweR6Prn7b08Vp4m1H4P/BLUPE1r4P0u7vNRupr5LGGUwQlzHDlXkkLYKA+WAWxgkcj558If8HCOkvZaZqvjP8AZbvrWxvdcuLBo9E8QS3k4EMMEzSRmWxgtpv+PlV8pbgSAgFlVXjZvSpwxtWnzRWh5+IxWXYet7OWj+Z718KP2ZNS8AXqzavHCGmZjc+TG3zEqRnJPJyc/NkDqMNzXvfhywkTTo4Jo+fKAXylHy46cgcjA9hz26Vd0Lxp4Z8f6Kup2EEkckbeXdWd1HsmtpMDMbrnhhnsSp4IJBBqxF9mj4gIjEnHqV/z/QV59apWjK0j1MN7OcE4mZf6M8rMXfMa437sjDAYB9jnPc8Aepryn4hfBn/hNk1DbbyR3lxAwimCqzQsVVCVbG5ThFIwfvYbqM17bPBBJuY7sNjO1j156c/4f4WrK0sIR5+3vkM3P86Ua1TmtE2rRhy3Z8p6P/wTys7qD7FeXbQq37yS4jjWJy3O7LBRxwmAMcrnvWfqP/BO0+FmJtdeFz5dxuWO6tklxk4ypzgcnuCcE+prvP26/wDgonov7Gnw4j8faR8LbzxYkmtLph+z3y2lqlwY5WKtPskIYeURwhGSBnIOPGf2Xf8Agrh8S/2vPjpefCPwZ+y4LaGz0V7+e61LXnjlgaOKIukieQcASS+WH/i+Rto3gD0oUcdUp3Sv9x4dTMMvo1eSb/Bs6mX9k7WNBWG6tdVk8+2H+jXHKyg56swIZue2QOOMZIPa+HUvINKMN5Numt/kkkXB5Gfy7cYwAQMnGa0vhR+0r4c+Lr3mg6n4KvdB1TTZ/JurO5USQuezxzL8sinnGQrEc7cYJ6rV/DVu1pJPCFXeCA3Azx/OvMqSlKVpnrRVOycOp8N/8FZ9Fnu/2cry7hj4h1KDd83q20Hp6t6dq9F/4Ncf2HvE3gn4k3H7f3xfh0vRfCN1otxo/ge61maGOW/vpJwkkkHmAlQiRSx71ZXbey8ozg5n/BT3TY7n9lrxKhX95HNZujD+H/S4hnt2Jq1+xf4GfwL+yt4JbXlvNWv10tk0+G/kkeGxglmluBFGrHEabpWcqmFZ3d+SxJ9TD4xYPBqVru+x89i8pqZrmXsoytp2v/kfvsp4orxX/gn94s1DxT+zNo6X/mn+zZHtbZ5pCzGHCyRrz0CLIIwOgWMAdK9qr6KjVjWoxqLqrnxGKw8sJiZ0ZbxbX3BRRRWhzhRRRQAUUUUAFFFFAHi37f3hWz8TfszaxPcxl5NOmintU253SuTbAH8JzX5Gftr/AAUtvGH7Li6oI42C6qt7CrMOd0jbAvrwwGMgHpnpX7leL/DVn4z8Kal4S1CRo4dSsZbaSSNQWjDqV3LkEbhnIyOoFflV+0BpsGm+Do/h5r2jfZ5ow9tNYswzbzRSFCpxkZVkxxnOK+bzinKnioVl6fc/+CfecL4hVsvq4N9+b5Nf5oofDOZ/IWOT5mU9u31r0K70C18SWS215CrLtxnHWvM/h/IIGUlgpk5bt2A5/lXr3hrYyL6NwOcV4tb+I7H0tODlTjY5vSfgJY6NetqnhW+m0m6dcSSWuMOM9GVgVI6Z45x7CvGvCv8AwSJ/Zo8HfFJfi7oPhWO31aHUjqFktuD9ltLg4O+O3OYY8MFZQqAIVG3G1cfWun+VsUORkda0HMFumUjjY/p/n+tbUMVWpxsm7GNbB0qtRSlBN92jznwB8FNF+HNzqfilJbia/wBYijXU7u4kLtcGMuULE9SvmOAfRsHoMTTapGL7y1H6+/euk1jUWmBRjwVwNvb6V53f6gBrEmzb0wf8/nWMpOpUuzsoUeTQ6i7u5DZbpGLLg5H/AOv2rQ8OypfxiKRAq9t1clJqbmLyFl3Kq5Pze3866Dwtc7LHeowVbr29sUrcuw6tKXLZnCeK/wBi/wACa14O1D4T6ybqXwvqECRXGj3Un2iFlXG0hZdwRlwpDLhlZQQQQKxPgV/wTz+An7OOl3+mfCTSrrTYdWYf2kY2Ie5AzhXkOXKjPC7to5wASSfoGx1NpY1WfbxwAy9vx/8A11aeaEkyiIMP612fWpKnyxk18zh+px9opSim+9keYwfCLwt4ffzrDSkXbwowP8mpdcJ+xG3jRVAXA9K6/Wzy4X328/T/ABrhPFDGPdNjj7v581wN+8dvsZaM+bv2zPDyeKPhJrXh17ZpDPApkRWAJCyq5x2z8vfj1r0P4VeBk0b9nzwna6W0Uogs7GGBk28/uliQHbxknHTj04rI+J2nf2zI2mqGxcqY+4JyDzmvSfgJpEvifQdP+F9k8VrdNqtjY28h5WGVriONSB6BiDXRPmlTjBdTLDuNGtOv/Lb7tz9E/wBk/wAJN4K/Z68M6KzxtusWuY2jXGYppGljz7iN0B9xXolNgghtYEtraJY441CxxquAqgYAA9KdX21KmqdOMF0SX3H5HiK0sRiJ1Zbybf3u4UUUVoYhRRRQAUUUUAFFFFABX5n/ALe/wgutF/aA1vTY57i3a4uJdb0ma5mRkuY7jMkmP7oWczIFbBITjIya/TCvGv21f2Z1/aJ+GTDw9EF8T6Ory6HJ9o8sS7seZAxPy/OB8pOMMF+ZVL58/MsLLFYe0d07o9rIcwjl+O5pu0ZKz8vP/PyPza8BhgI5HwdpA/r7+tet+HbpGhUb/ur7/n9f/rV5D4Ut7vT3ltryFlktbho5I5FCsrA4II7Ef0r0vwtcK/lqzMVLAhT1Hevk6nxs/UsG4ypI9A0+6TGElVtuD8w7n2/x/WriuCFeQbj/AHcbce//AOv2rF0e6cR7SCqjKgvgn68da1o7qMf6TK2Edvm4Jye5/SoNpR6nLeO/EdtoMiRrGzyyLmNVX+Edzj3rhbW7+2sL2SNsu3zFlPXHPT3Nbnim70m88S317rN75MVtEB838KgE9O569Otch8Pvjn8IPGesXWl+ENeFw1jIUuba4t5IJYwD94pKqsV9Gxt9yaUeW4RjyyT1N7UpmtVjuGwsa926mtTwt4106JVsnlRlkb73A289PbjHXrVf4k/EL4daNoa3mva5p9pawxAS3l5JHDGnJJZmYjuepOTXK6d4k+Gni7QZde8CeONN1WNeZJdNvI5VRu4JUnFVPlRpKPtbLY920+2PkrP5jbecDHXj/PSppEuSCiS/M3KsWPP5c1meEtRM+hWrSSn/AFCkv1wcDPP+elX7q4kKM24YHRmx19BUo57a2MvX2mEDFjtZlxuycE88nNcT4lvZPsbIpxz8zLx06V1mtXbzSNGnzLtJ+8cj3P5D/JrifFNwFVo1X24A4o1NpPljqeVeNbm8udSjTT5F8/cqw+YMjfuxk+3Ir6L/AGFfhG+rfHjS9FggkvoNLuE1fWr77R8sHk4eHBP3mafyeP7pY9uPDtO8AeJ/ih44tfBfg/R7q81K8l/0aGzi3P8AL8xPTgAckk4ABJ4Br9Lf2N/2c0/Z1+FEekasFk8Qaq4uteuMqxEmPlhDDqqAnuRvaQg4YAetgcHLEV4Sa92OvzPkc6zKGCwtSEX789Eutn1fl28z1qiiivqj85CiiigAooooAKKKKACiiigAooooA/LP46eHb7R/2j/HekajYm3/AOKqvZ4VVhgxSztKh9so6nFGgNdWibB93+Htjjqe/wDn8a779v3w5deF/wBrHVtVu5o2i1zS7K/gUHGyNYhbYPvvtmP0IribGWL7JHcp0bB+90Br4nGQ9niZx8z9cyuv7XA05rsjqNFMjorTvtXODv54/DtU2p695eEU/KjdcDj/ABrDgunMXkr5mN3z46gc/wAqpyalZWtyLW7vVjZ/mZmk5PSuOEed6ux6U6rjbQi8Z6DpXiCT+0pFmjvFUYmimK7hk8MB1+hBGa5iy+FjS3zanebmOfmmVBuPv6f5966n/hMPAiTCGTW7dplPzIJBk1ZHirQ57d00++hxwN2MqOPb0rX3b6G3PWqRUUrHEav8HrDXLlX1OLzooB92UjA9fz/wqvpHwt8PrdrckyKv8MMbKiYx3C4z+JP6V6Amt+G9PhjvdT1+F/OT5Y4l5T68cnj/ADis+88QeDovlh1CJY9p3S7Svzev5VclF6NFweIo6rU6PwxdJYWsdtHJ8qgDaG4A+grau7uUkFCMdfTt1Gf88V57H4n8OxWzXC+I7dY9+3d54Xp/9b/PFdNomrjV7H7XFMrRAZjkUDn9f5VnUjFK6ZxyrVPa2kiPU71gzFTjqzYjPP8AkVy+rQHyjKcHkgf5/wA810l7JHjiRmbA7cn3rD8S3EFlYNI27tztpRHUqOR6R/wTW0fT9Q/asvLu7tFaTT/CN1cWrn+CQz28RYf8Alcfia/QKvjL/glN4Ua413xt8QrrTJBsitNPsbxl+VtxklnjB9RttyfqtfZtfYZbFxwcb9T8t4gqRqZpO3Sy/AKKKK7zxQooooAKKKKACiiigAooooAKKKKAPlH/AIKj/DG41DwnoHxi0uwVm0a4ax1aSO3+f7PMQYnZ+yJIpUA/xXHHU5+T9B1hjAqF/wCHj5unNfqR468F+HviN4P1LwL4rsVuNP1Wze3uoz12sMblP8LKcMrDlWAI5Ar8svi18PdZ+AvxW1b4Y63drcTaVOq/akXatxCyh45duTt3Iykrk7TkZOM183nWHamqq2e/qfecK46NSi8NLeOq9P8AgM6zSrlW+dlVueVbnp34rE+Jvwr8IfEuzW21/SIpmjO6FnjDbfpkcds/Squg63HK0aqA3AO4966izuPOXhz7+ucV4Mdz6/me54jb/sj+HJLnbNpt3NGX+VTqUzqPorOVH0HHsK6bSv2WrI7UivtYtVRcL5OtTxjH+6r4/SvWrUpEVl+bP+z24/yfzrSsJHMDCOULhfl2r2P9ccjrXTTk2zujiqnLokzx/wAQ/swSRWW6HXdYlbaCqrrU+R1JAy2a5PVP2YtN1OaODU7bUplRsbbnVJXzx3+fORX0dIs80UiyT+YuPlPGR3/D+ftWbNZQRypNGGZmX5uenuaupKURwxkpQalFHivhP9kP4V6RrcOu3fgnTWvLdcwzS2ySTLj/AKaMC/X3/CvZNMWy0fShYWqKscYPy7du1QKpmVxKrxN0445/Pp/SqOp36QwbZnXeWG4eh61yy97U4qknJ6jrm82u7btvzZA3du9cj4n1VZQxmbjdllqzqWt+UMmTdu6HPU16H+xv+zzfftC/FaHUdV00yeE9DuEuNcuJAPLuXB3JaDIO8uQN46CPdkhmTO2Gozr1FCJwYzFU8Lh5VZvRf1Y+xf2IfhLc/B/9nbR9J1ezMOqasz6rqyMrqwlnwUV1cAo6QiGNlxwyN16n1uiivuKcVTgorofktarKtVlUlu3cKKKKozCiiigAooooAKKKKACiiigAooooAK/Nn/grWkelftYaW+nqI5LzwTazXRX+Nhc3aAn/AIDGo+gr9Jq/OH/grbb+d+1boxCZI8AWf4/6df15ecu2Bb80e7w5/wAjSPoz588KeMDZXAtZ3IYHKZ7ivVfC2uw6nsLS/eX8zmvFX0lZZGZIZAyMCzc+lanhvxVqmgXS4ZmVT07ivi/aRe5+mx8z36xuFVgzvlh97kZ/zzVgXjOfI81mUtncxxyO/XHb9fwrznQ/iVaXLKWmG3Zk9OD2BHrW0PH1tJH800acgx4JbJ6dP6ev4VvS3NIyVPc7KbU4I8iVdrRkljGMHHy4wMcdz7fpVK4n2SsI0ywXcWK9snj3rnk8e6REjR3cyqrFnyPvEHJI4HXt+A9RWfP8RdPj2ySMu4kBg2M4x3x/n+mtReZPtYbWN++ngtXaR/8AvrpkdK4rxX4mt7dtzSKFVfmqn4x+J0c0bWekDe7YG4dBXDXVnqWosbrUJ2Y/7XT6fWuZVIxM5Rewvinx7PKG+zA+iZ7Cv1k/Y58OaR4Z/Zb8A2+kaXHafbPCdhfXiquC9zPbpLK7erF2P06dABX4/wCvWZSzked9qgcc81+3Pg/QYPCvhLS/C9q26PTdOhtY2PdY4wg/QV9HkPvc8vQ+L4sqS5KcPNv7kv8AM0aKKK+iPiwooooAKKKKACiiigAooooAKKKKACiiigAr86v+CrsSt+1joshz/wAiDaf+lt9X158Y/wBvH9iz9nzxSfA3xu/ap8A+F9aXaZNH1rxRbQ3UQYZUvEX3ICCCCwAI5r4N/bv/AGgvhh+0L+0+viT4SeIY9W0nSfDdtpX9rW7Bre8lWaeZngYH95GBOq7uAWRiuV2s3j51OP1FpPW6PpOHMPXjmMZyi0rPVp2+84Sy0mK+iafDbguOhGKpal4fKyEbf+BV0nh208xFjAPPRt3BzVy80xi2AF3L/Ftr4k/RLnCQaTcwSfKd1aUGm3xxIN3HYtzXSQ6AJCryRDj/AGa1YPDwdMKhHsCK0jpqNPQ4OWy1TGyeRtv8S5zmoG0aa4cAg/Su/m8MF2IZT159qSDwzGOsYx6YodyXvc4uz8KlE8wLkMvJ/lT7/SFjjLbMlRn5hnpXczaUFDMpwo9xzxWDr9mzQsrn/gOKz23HHzPJfHhTyJI92OD9K/b7QtY03xDoln4g0W7S4s761juLSeNsrJG6hlYH0IINfiJ8SbTEEjKG+VfT/PavuP8A4Jy/8FJPgja/AO1+F/7RnxT0XwfqXg63W0tdX8Vavb2NnfWIfZbqsshRFkjUpCY2O5gqOC5LhPpeH60I80G97HyXFWFq1oU5wV7Xvbzt/kfcVFY/gX4heAfih4ZtfGvwz8b6P4i0e9TfZ6toepRXdrOuSMpLEzKwyCOCelbFfUnwrTi7MKKKKBBRRRQAUUUUAFFFFABRXF/Gr9or4F/s5+G28WfHL4raH4YsVieSNtVvljknCDLCKL/WTMB/DGrN7V8FftV/8HI37Pvw0066sP2cPh3qHjC+XzEtdY1rdYWDkD5ZUjwZ5oyf7whz2Y84562Kw+H/AIkkvz+49bLcizfN5WwlGUvO1l/4E7L8T9FPGvjnwV8N/DVz4y+Ini/S9B0ezVTearrF/Ha28ALBRvkkIVckgDJ5JA71+Qv/AAWN/wCC2/iHx7oWtfs4fsE+OJ9P0+OCSPWviVp1y8M15OvIgsHUhlhDAb5xzLyqfu8tN+f37XX/AAUC/aU/bj+JVj4x+PfjmS9tre5k/snw/aAw6bpanewWGAHAPCgysWlYKoZ22jHnI1aS9X7NOrMMg89AB6f5/pXzuNzqVT3KOi79X/kfsnDPhnRwcliMwkp1FtFfCn3/ALzXokn30O+/Zi/Yy1vx/qVp+0z+01rt14n8Uaki3kEN/K0sUJc7xLKXy08xJLFmOAWPBIBH158OI/serNEy/u/lOfQ1zf7N2taX4m+BehmzYeZZ2S2dwoxuWSL5Dn0yADj0YV6R4R8OpDJ9o2hWbkH+leHWxNSrfmPLqUJUqzjO907O+91oeoeGF/cJ0b5eCa6RLOOVAxC5PrXNeGQYI1Vx/wB8+9drpUMbW6kN2+761y6g3YZpmjI5GVxz19a3bTw8EiXcOnfBNO0+0hzlh8x6Z6V0Flb20UWGzk89cjoOntx2x/WuimtDPnuznpNGQfIiHd1+YVVl0qONNsa4HclfSuu+wRMNygf7Oe9ZuoxAfMRt+X8qcouxKk0zlLy1ZScg7ST97vXN6/ZKIj5gGQPSuxv03ErjGOMfyrA1XTJJdyBP95fSuVxZtFnj/jjSzfNJDDE208V5H4i8GW8M91pmr2Edxa3ilJoLiMNG8bAgoykEFSCQQRzk19Kat4c3/M8TZPqK5Pxd8Ol1iL/R4/nXkNitqNSVOWhNSMZRPgX4hfsy/tZfsgeKG/aP/YA+LXiTS2tw0k+j6Tq0sV3BDuDmJSGH2mE4wY2O7AA/eEnH7E/8EbP+C0ejftn/AA40/wCG37UmraV4a+Jlrp9q0c13MlrH4h3qoJRSFRLlWZFeJcby26NAAyR/Gnxo8UW3wd+DOqa7qEircLamOxjkUHfM3yoMZGRuPOOduT2r85or+6sr1pbC9eNwd8bKMdcZ5A/T/wCvXs4fMq2Fs9127noYbhmnxThKixDs42UZ2u0/1Vt1fr31P67QQelFfz0/sC/8Fwv2of2RtKtvAGu3UPjTwjDMgi0XX5pGks4kOGitbgHdACoAVSskaYyIxls/rX+x1/wWN/Yq/a+06KxtfiHa+C/E5lSGTwt4xvIrWaWRsAC2lLeXdAtkAI3mcZZFyM/R4XMcNibJOz7M/N884NzrJJSlKHPTX2o6q3mt1+XmfVdFCsGGVOfpRXefJhRRRQB+dHxy/wCDk39kDwKtxp/wX+H3ibxxfRyKIpp1TS7GVc8uJJN8wx6GAZPHHWvh79of/gvn+3X8aftGn+EvF9j8P9Hm3xLaeFbMJcNGTwWupd8yuo/ihMQPXAr4XtfJlViJNvy/d6YHT+tOleBFaR3RlK8fMP0x6V8TWzjGVutvTT/g/if1Jlvhvw7l7TVNTfefvfh8P4G78Q/jJ4v8ea5P4u8d+LdU8RatdNvuNS1i+kupHYYG8tKxZ2xxuYngdeK4q+uL/WLz7RdtMzNnc0kmecdfrVqW+h8v93GPbd0/ChL+7QYW3+VsrnHbPT+teb7Scnqj7KngcLQjyxdrEL2MUFsv2ZcyRyAhtpz/ALo57jj8frU0RfzPMikVkYbt3Y+3+fpTrW5LPl9q+Z/MDg/WmtC9n+8Z90cgzubja2cD36/qfcUr83QcYcj0dz6A/Yr+Ksfh3xTJ4Q1i6WOw1Y7rfzJAFjuAMdf9oAD1J2+tfZHhvUre+ult0kGcgfX9a/MfSNRks5lljLIy/d+bpzx0+n+Ht9H/ALO/7WVvazxeHviLqRjkEY+z6o/3W5x+85+U9t313Y6mGfEcRcP4ipVljMOrp/FFbp9138z7ms1NpEoAX8WrqfDVyzgISMY/vV4/oPxEW+s4ilysisuVZWzkeo9a9Q+GV0t3CsrHBOPlY8g+lDs3ofCtOMXc7/TUJK5XNbduzwALng57Vh2NykZxt3E/dxjitAXqnhWzkZIreNrGJaknVSz5xnoVrI1W9UZG39asXF5vyFl+XaejelcvruqRLKfmHfmpqS0KjHmZPNc+cxwPb6VDJBGwbcq7j973rFk8ThJS2/PPRW6fWqd/4pmlXG9fm64rLm6FSgyfW5re3fEjLyK47xj428K+C9BvPFPiPWLey02zjL3F1cPtVB6D1JOAAOSSAASRXG/H79p/4dfBHT2n8W619o1Boy1tpNmVe4k9Mgn5F6/M2AcHGTxXwP8AH/8AaZ8e/HzVw3iC5az01W8zT9Jhc+Tb9RuI48x8E/OeeTgKDtqo2jue9lPDuMzWSl8NP+Z9f8K6/kdB+2B+1HdfHXxZ9g0cSW+gaa5+xwv96dvu+cy+46D+EZ/vGvC7qZcbkU/N8v3uT61JtmGW/vf3Vz+AH+e/1qSOwuJYjKY/mk42g5AHpwPTr6/hV83c/SsLl1PB0Y0KEdF/V36lOFjHGIj5jbQQOe34fjSS2l7Iyss8qOvMe3rzx2/OtOHRFTY0nmBt2GVG6+4PPtxyPz4JoI7TlHz3+7x9f178U/aLodX1WUviR7B+zB/wUW/bW/ZJ8iz+Df7QmvWOmxLhNDu7j7Zp6AnLAWs4eFSSPvBQwycMM1+m/wCzB/wc3/DrW9Lh0X9rX4Jaho+pLtSXWvBjLcWsrFj8zW88ivAoXGdskxJBOAMCvxgd4sMq/Nt529M05ll27Rx6KrYxnNdmHzLFYd2jLTs9V/XofLZ1wVkOcRbrUkpfzR92Xza3+aZ/T98M/wDgpr+wH8WtA/4SPwp+1l4LghWTY8Ovaymlzq2P+eV55UmP9oKQexNFfzCR6neKNvmsMccjP8qK9aOeVLawR8FU8J8HzvkxEkuiaTf36fkXI1ilkZSyq2cA8fN/n/PrThp0rttlTauV3MQOfXI6/wD1+9OkhkRRPEWC7huaNcfh09v84xTUllPymdTx1/z/AJ/lXy930P3dU6d/eRKNFWBg4+aT70ZVec/55qa302CQfvo+rEszNnr3/Wq6XNzI6q0g+6ANze/+PoDVy0uCkmMhsgj6ZHbH+ePSp942hTodiZtPt/MabGULZCoxGRzkc/8A16gudOgEC2+Mx9CVH3ucHt0xn0qzBcuW2scDGM7e/p/WnS+YI9rKPm/Q/wCefp3qfeNFTp9jC8lLJsahM2zcpjuN2Tuz0bnp6N+B5xmzLHcWeCu2SMSZkk3ckdu/Tp+lW5FZWZUl3Kx3MqsCOP6jPTp+dVPsC2rPNp37tmBPl+aVVuMkA87Bnn7rDAwAOtPm7i9jFbI674dfG/4gfC9o38J+IpI4vMZvssjCSCUbgeEbIycYOMPjODzX0j8J/wDgpqNHhSx+IngRdqN+8vNGugpc8bcQynj8ZM+gNfHMl+ISzarHJajABd4V2v05JXch78kITnmrUEto7KLebe24CNI2LsM88BCSOuc7h6You9zycdkOU5i71qSv3Wj+dt/nc/Sbw3/wUh+Aeq2yXV54uvNPkziS1v8AS5i6H0YxI6g/jXb6d+2R8GtUjWeL4uaCisodY7nUo4W29sq5BH4ivynUG22K97HHIv8Aq90Qkbk9No+VTwOck/WrIe/n3w6bYSRrIu2a4upDuPOSf5nFWpM+dq8C5Zf3JzXrZ/oj9WJf2tvgm8HmN8ZfCqqxxuXxBbYLZ9361z3iT9qf4B21pLfS/F7QZ1j5f7Nq0U7fXbGWJ/AHpX5e6i9hZ6VJYtcLuHHl7TtLZ65PGeg/WqNrqU0kCxXSSNLD9yQR/eByfTnrj/PBe+5jHgbCxlrWf3I/QTxx/wAFCvgV4VtRJo76hrUkit5Ys7IxRh/Rnn2e33QxGeleA/GH/goP8Y/HlvNY+CbCPw7YyJt/0dt1wQVO4GZwuB1IKIjAgfMetfPpiuj/AKVDHL83GYrF1/H5T1x36nPeoIZrK6nNub5WkGPMjMDseeOeG259Tj1yKXN2PYwfCuU4OXM4c77y1/DRfgSatqfiPxLdy6lrGqCa4upGeS4e4LM7nkszMSSTk5yec81FBaraTiFJmuJlwDbwndtz6nGFzjuS3BwDUkFrdSiNjF9lReZIWiikJ6DG4IMd84znI571NaNa2A8uHB/us3Xp3zk5/HtSufRey90LPTraHdfTKrSso3so+VF9Bxn8ep7ngYZM7eYUlGG9WyCOeoqSQlhhZG4wFfJ4J+naoA7TzLH5fpzu/wA96aJa5VoAnLSeS8nUceX644H5iqtxI9xIw+bKrktsH44/zz+tXEEm9SUUnd95l44PT07jrQsSF1eYbs/dxjk9cn8/8fSqMJRlLqUZUWMsETcsgO0mnPDiHAAf/aXI2f5+nParDBJRsWPO3O3b1z2PFCQCaXDJJlj/AM88fy/zx7UC5ehBHbSSQqojRivByuewx1orZs4AEO0YGeG5yfyoo9pEr6m30K5A8tsKGBUlm29uvUe386a8YjbKgGMd2zjH0qRBGGYjbuB+Xp/MUb/KfeAwwf4h17D9fSoOq3caI1ZtkYA6ZU4HH51asmBDF2b/AHc8H0/Xt9arqcN5sEnTlu2etSRrE3JjZ2P3tvv+HFAWsTfLEmxT8w4VitWEkRo1QozMvXPOD6VT/fK+3Ck5znpnnp/n1qQIYx8tx8pY/d65zjP6j656VJpzEsk0JHk7F2B87QvIXj3/AM5OarqXPFxHI25dxf15Iz79ce/82yJiPEUuN7ZCbQMqTnoKYd7rIyyfMWxjt16/1oK5mLGlzFzFuxk8deffFQyaZbMjqtpIhnb55VyjsfdlwT39BVuHzpQyOAvdfmPT/P8AOnND5gDA7WU8ccnHP0z+fWgprm3IdO04WkGzT764tdv3WWRXyT0OZA3X+QqS40S+u3/f+Kbzcowv+rwx+gA7fz/ObaEQGHd6gFsgf408PcH5JWJAwVVjjsP07fTFFxezuUF0SSGZXmvGuP8AZ8tSx5xxwfb25q5Mb0yMsWqTxRgkrHFFCO2R1jJB6Hr/ADqYIWyF2qz49eAT347/AKEdKkaJ1G4vt3/dO765/XP+TSH7OPX82UIdOsTuef7TMWjxL51y8q7cY+4SVx2zgUjCVR5KqsUe0BY8cAc4Ax/+r2q000NtOpxuTdg+4+n69snv3qB03nP3QOdq8kAcnj6emOaA91bIgU4TZIu5VXkKmPXHH+PX+UUTSK25olHf7w7+uOvp+fSrJkEM77lYggmTb34HOSD3/rVYSokzTpGq4z935sZPuOTnPT9KsylqMnt5EIZlB28t27deenTj+lOhjCRb2VTgZOV5IJH1H+c0TFHUySlAvTf5h55x/hQiKUcLCrBi3Q4wT6+g79KDOSvohoSJFVSvA/2Txk9x9Mf/AK6WUozeYF5Vhk4Bz+HFN8pFk3E/d/2N2eOmO5pFZZY+JPmBw3/1v1qkQ0MMKqNyLt+UhQ3930B9cdfce9WraBWLA7QdoPK9ffPr9fWmLHOo2H+9gxhc8/rTGuZYiT225wF7UtRK0dWaCM4480fzorO+2RBQjRg7Rxtais+VnTGpBx3LUCicMX7TBPwJP+FNHzr83ow+nANFFMzluKmRcSQ5+UL/ADXNCkLtTYuDtH5jmiijoXEnhlPlNGFXavb14pVhUryTwx4zx1X/ABoopj6iSYuDvlXLNhdx5/z1P506RvJDRxjG1chu/wB6iis2aRJlYhhInyscjK+3/wCv9BTp4Uivfs8RZQGG1g3I4zRRV/ZKF1DalksgRdzNszjoOlSWp2ozAfMUOXPU/wCfzooqfsjIZHdZWKOy/wC62OpA/qaldR9mVh/z0A9fTnnucnPaiiiIhBGohyvAaDG3PbDcfTgVWONwl2qD94bVAwefT6UUVS2JIJbeMuq8/NIoP4lxn/x0Upt0WXy1LAbWPX6cUUVUg6ki28aCEAnDSMGXsQD0+nNVXlKwY2qeCPmHTtn8qKKn7RAk4CNhVHOOfwqJZQ7fNEv3h6+3vRRWjM/tFxY0IYsM/Ln6VJeWcMOXUHO09fpn+tFFZ/aNOVcrM+4tYftDxFeFbC0UUVoedL4j/9k=)**Liang Zhou** received his B.Eng. degree in computer science and technology from Guangxi University in 2022. He is currently pursuing an M.Eng. degree in Computer Technology at Guangxi University. His research areas encompass cryptography and cloud computing security.

![](data:image/jpeg;base64,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)**Ruwei Huang** received her B.Eng., M.Eng. degree in computer science and technology at Guangxi University in 2001 and 2004 respectively, received Ph.D. degree in computer science and technology at Xi’an Jiaotong University, China, in 2012. She is recently engaged in cryptography and cloud computing security as an associate professor at Guangxi University.

![](data:image/png;base64,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)**Sai Hu** received the B.S. degree in Software Engineering from East China University of Technology in 2022. He is currently a graduate student at the College of Computer Science and Electronic Information of Guangxi University. His research interests include cryptography, information security, and homomorphic encryption.

1. This work was supported by the National Natural Science Foundation Project of China (No. 62062009), Guangxi Key Research and Development Program Project (No.AB24010340). *(Corresponding author: Ruwei Huang.)*

   Liang Zhou is with the School of Computer and Electronic Information, G-uangxi University, Nanning 530004, China (e-mail: zhouliang\_143@qq.com).

   Ruwei Huang is with the School of Computer and Electronic Information, Guangxi University, Nanning 530004, China, and also with the Guangxi Key Laboratory of Multimedia Communications and Network Technology, Nanning 530004, China (e-mail: ruweih@gxu.edu.cn).

   Sai Hu is with the School of Computer and Electronic Information, Guang-xi University, Nanning 530004, China (e-mail: 1427223295@qq.com). [↑](#footnote-ref-1)