基于差分拓展的近似缩略图保持加密技术

一．摘要：
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三．介绍

1.背景介绍

随着移动网络以及摄像头的飞速发展，再加上人民生活水平的不断提高，越来越多人利用电子设备记录生活的点点滴滴，并将其上传到第三方例如阿里、华为、谷歌等提供的云平台存储空间中。这些第三方平台在一方面为我们存储管理照片提供了便利，使我们的电子设备可以腾出更多的空间来拍摄新的照片，但从另一方面来说，却将我们的个人隐私置于危险之中。

目前，个人隐私保护也越来越得到国家和社会的关注，很多平台在数据存储方面都新增了加密功能，更好地保存了用户的隐私。但在在线图片预览方面却存在着隐私性与可用性的矛盾，隐私性要求我们要将图片加密存储，但可用性又要求我们需要为用户提供在线缩略图预览，以便用户管理自己的图片，若用户的每次预览访问都需要平台先解密图片再生成缩略图，这将为平台造成很大的计算负担。为了均衡隐私性和可用性，缩略图保持加密技术越来越重要。

2.已有方法

目前已有各种加密方式来达到此要求，这些方法基本都是以块为单位，独立地对每个块进行操作，使其加密后的块平均像素仍然和原图块平均像素近似甚至达到一样的效果。例如特殊的加密方法TPE【1】；利用对图像块内的像素进行伪随机洗牌来达到缩略图保持加密【2】，这种方法操作简单，且能将缩略图完全保持，但又暴露了平均像素甚至块内像素列表，且不好进行压缩。或者是通过动态区间保留加密【3】方法，只加密低LSB位，使加密后的块内像素仍然保持在一定范围内，从而使加密后平均像素与原平均像素相差无几以达到加密前后缩略图基本一致的效果，但此种方法存在解密失败的可能性。还有利用LSB嵌入【3】来进行调整的方法，将加密后的图像各像素高低位反转，通过调整高位值使得块平均像素基本与加密前保持基本一致以达到加密前后缩略图近似的效果，然而，由于改变了加密后的最低位，在解密时，像素的低位无法恢复，导致解密后的图像与原图不完全一致。如今，这方面的技术越来越多，但也都有优有劣。

3.我们的方法

在了解了图像信息嵌入的方法后，我们考虑将信息嵌入与图像加密相结合，以达到加密的特殊要求——缩略图保持。文献【4】介绍了在加密前进行腾空间，在加密后进行信息嵌入的方法，既保护了图像的隐私，又能满足信息嵌入效果。文献【5】介绍了基于差分扩展的信息嵌入，既简单方便，又有大容量的空间。我们的基于差分扩展的近似缩略图保持加密方法采用腾空间、加密、调整格式，以块为单位，块内分调整区以及嵌入区，在嵌入区利用差分扩展将调整区的MSB位嵌入保存，然后进行常规的图像加密，加密后通过调整调整区像素的MSB位以达到其缩略图与原图像缩略图基本一致的效果。

我们的方法没有使加密前后的缩略图完全一致，一方面保护了用户的隐私，对图像的细节部分模糊化，另一方面降低了计算复杂度以及腾空间强度。当然我们的近似化程度是可以通过变化MSB大小调整的，MSB越大，得到的缩略图与原缩略图越一致，但同时所需要的空间也越大。与LSB嵌入方法不一样的是，我们的方法是完全可逆的，恢复后得到的图像与原图像完全一致，是无损的。

正文

结论

参考文献