|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Risk | Risk Statement | Response strategy | Objectives | Likelihood | Impact | Risk Level |
| Hacking of cloud resources. | Not defined | Ensure password is secure and regularly changed. | Ensure no hacking of the databases & Jenkins | Medium | High | High |
| Lack of clear planning | Not defined | Use Kanban boards & TDD. | Ensure a plan is always followed | Medium | Medium | Medium |
| Illness on presentation day | Not defined | Ensure personal hygiene, lifestyle & diet are optimal. | Present at peak personal efficiency. | High | Medium | Medium |
| Failure to produce a working, executable Jar | Not defined | Use maven-jar-plugin for ‘slim’ & maven-assembly-plugin for fat executables. | Be able to package & run your project. | Medium | Low | Medium |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Risk | Risk Statement | Response strategy | Objectives | Likelihood | Impact | Risk Level |
| Failure of GCP VM and/or SQL server. | Not defined | Always follow clearly-set-out guidelines step by step while setting up & working with the cloud while unexperienced. | Work with high-availability solutions | Low | High | Medium |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |