**PROJECT SYNOPSIS**

**ON**

**“RETINA BASED BIOMETRIC RECOGNITION SYSTEM”**

|  |  |  |
| --- | --- | --- |
| **Batch. No : A9** | | |
| **Sl.No** | **USN** | **NAME** |
| **1** | **3VC15CS053** | **Meghana K** |
| **2** | **3VC15CS050** | **Manjula G P** |
| **3** | **3VC15CS027** | **G. Ramya** |
| **4** | **3VC14CS112** | **Veluru Eshwari** |

**Submitted to:**

|  |
| --- |
| **PUNEETH GJ** |
| **Assistant Professor,**  **Computer Science and Engg. Dept.,**  **R.Y.M.E.C,**  **Ballari – 583104** |

**Submitted by:**

CONTENTS

1. Introduction 1
2. Problem Statement 2
3. Improvement Over The Existing Implementation 3
   1. Present State and its drawbacks 4
   2. Advantages of proposed system 5
4. Scope of the project 6
5. Tools and Technologies 7
6. Project Cost Estimation(Use COCOMO Model) 8

References

**1. Introduction:**

In today’s world, among various biometric modalities, iris, arguably, is one of the most reliable, universal, measurable, accurate and inimitable. Over the years, it has been established that every iris is unique, particularly in the detailed structure of the front or anterior layer. Not only are the irises of identical twins different, but the iris of the two eyes of the same person are also different. Although specific details of the appearance of an iris vary depending on the level and direction of illumination, it has been claimed that the basic and significant features of iris remain stable and do not change over a long time. Generally, covariates in iris recognition are image quality (i.e. noise, blur), illumination (specular reflection), off angle, occlusion, and resolution. In recent years, several approaches have been developed to advance the state of- art in iris recognition and address these covariates. However, there can be potentially many other covariates in iris recognition which have not yet been identified.

A biometric system is a pattern recognition system that checks the authenticity of a person using biometric measures. There are two types of authentication: - verification (checking the validity of a given identity) and identification (checking if a given pattern is associated with any of the enrolled identities stored in the database).

The retina is an internal protected organ of the body. The human retina consists of blood vessels that form a unique pattern and the pattern does not change through the individual’s life. So it is impossible to forge that pattern. Retina based security system works by tracking an image of an individual's retinal blood vessel network and comparing it to a previously authenticated scan of the same individual. The uniqueness and stability of retina guarantees a strong biometric authentication. Also, it is less vulnerable to identity theft.

The primary application for retinal pattern recognition till date has been for physical access entry for high-security facilities such as military installations, nuclear facilities, sophisticated laboratories, etc. It is also used in access control systems at high-security facilities. There are many advantages of retina biometry:- it has a low occurrence of false positives, also offer extremely low (almost 0%) error rates, since no two people have a same retinal pattern it is highly reliable and it can provide speedy results that are identity of a person can be verified very quickly.

**2. Problem Statement:**

Biometric Security has become more important because of the increasing activities of terrorism and hackers. Retina recognition technology is continuously growing over years, this technology can resolve Biometric security has become more important because of the increasing activities of terrorism the identification of a person’s identity, the main purpose of this project is to develop a retina based biometric recognition system for authenticating individual’s.

**3. An improvement over the Existing Implementation:**

**3.1. Present State and its drawbacks:**

1. Although there are some authentic systems based on different biometrics all of these can easily be forged.

2. However, several spoof attacks can also be carried against many types of biometrics, like fingerprint, face, and iris. Under spoof attacks replica of the genuine user’s fingers are created using some artificial material like silicon or wood glue, etc. to circumvent a system.

3. Sometimes the attackers use an artificial finger, a mask over a face or a contact lens on an eye.

4. As one’s signature may alter over a period and it is not as unique as Iris, Face, and Fingerprint.

5. In voice recognition, the main obstacle is speech features that are sensitive to background noise. Gait biometrics also may vary due to changes in body weights. It may not remain fixed for a long period of time, owing to major injuries involving leg or brain or due to inebriety.

**3.2. Advantages of the proposed system:**

1. Low occurrence of false positivies.

2. Extremely low (almost 0%) false negative rates.

3. Highly reliable because no two people have the same retinal pattern.

4. Speedy results:Identity of the subject is verified very quickly.

5. Security system are mainly used to authenticate a person. Hence our project can be used to authenticate a valid personal for process like bank transactions, personal security.

6. Biometric security system are the reliable source of security for highly sensitive area such as airport, military base etc.

**4. Scope of the project:**

The process of recognition mainly includes pre-processing, feature extraction and then features matching. The features generally used in this process are either blood vessel features or non-blood vessel feature.

**5. Tools and Technologies:**

**Software Requirements:**

Minimum software configuration in order to work with the proposed methodology is

Operating system : - Windows OS7

Front End : - MATLAB

TOOL : - MATLAB R2009

**Hardware Requirements:**

Minimum hardware configuration in order to work with the proposed methodology is

Hard Disk : 500 GB

RAM : 8 GB

CORE : i5

**6. Project Cost Estimation (Use COCOMO Model):**

For this project we apply basic cocomo model which has three categories:

1. Organic

2. Semi-detached

3. Embedded

Our project comes under the organic model which is the first level; **Basic COCOMO** can be used for quick and slightly rough calculations of Software Costs. Its accuracy is somewhat restricted due to the absence of sufficient factor considerations.

According to this,

**Estimation of Effort: Calculations –**

**1. Basic Model –**

**E= a (KLOC) b**

The above formula is used for the cost estimation of the basic **COCOMO** model, and also is used in the subsequent models. The constant values a and b for the Basic Model for the different categories of the system:

| **SOFTWARE PROJECTS** | **A** | **B** |
| --- | --- | --- |
| Organic | 2.4 | 1.05 |
| Semi Detached | 3.0 | 1.12 |
| Embedded | 3.6 | 1.20 |

The effort is measured in Person-Months and as evident from the formula is dependent on Kilo-Lines of code. These formulas are used as such in the Basic Model calculations, as not much consideration of different factors such as reliability, expertise is taken into account, henceforth the estimate is rough.

Our project roughly contains 2500 lines of code. Hence substituting the values in the above formula we get:

**E = 2.4 (2500)1.05**

**E = 8872.54**
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