### 7.18

今天主要完成了404号系统功能调用的流程以及所涉及的系统资源分析。

之前完成了namespace和cgroups实现的隔离性的学习与掌握，今天开始对系统调用进行隔离性分析。我的任务中第一个系统调用clock\_settime函数，系统调用号为404。在对系统调用的流程分析之前，需要掌握该函数相关的数据结构，包括结构体k\_clock、clock\_posix\_dynamic、timespec等等。此外，在该系统调用中也涉及到其他许多函数，包括clockid\_to\_kclock、get\_timespec64等等。最后大致了解该系统调用所涉及到的数据结构、函数后分析系统调用源码得到实现流程。分析完该函数调用后可知该系统功能调用主要实现设置系统时间秒数与纳秒数。参数分别为：时间类型、timespec类型的时间。时间类型根据定义有：CLOCK\_REALTIME、CLOCK\_MONOTONIC、CLOCK\_PROCESS\_CPUTIME\_ID、CLOCK\_THREAD\_CPUTIME\_ID四种。时间结构内包括秒以及纳秒信息。所以该系统调用主要影响系统的时间，后续需要判断是否已经实现隔离。

### 7.19

今天主要完成了404号系统调用时间信息是否在容器中完成了隔离的尝试性测试。以及部分405号系统调用的流程分析。

测试时首先完成了docker的安装，以及使用方法的初步学习。然后在容器中安装必要的包后，编写测试程序。必要的包有：vim、gcc等。但是在运行测试程序时发现，系统调用404号执行失败，之后经过查询资料发现是设置的时间大小问题，尝试修改后，可以执行成功。该系统调用docker没有实现隔离，此外，在修改时间时还存在锁的竞争。

此外，今天也大致查找到了405号系统调用的源码以及涉及的数据结构及其函数的分析。涉及的数据结构与404号大致相同，函数包括copy\_from\_user：将相应内容拷贝到内核空间；copy\_to\_user：将对应内容拷贝到用户空间；do\_clock\_adjtime：主要函数，目前尚未分析。

### 7.22

今天主要完成了405号系统调用隔离性分析、406号系统调用功能流程和隔离性分析、407号系统调用功能流程分析。

经过分析405号系统调用与404号系统调用涉及的系统资源相似，容器下的隔离性也相似，时间上容器没有实现隔离，同时也存在对timekeeper的锁竞争。

406号系统调用涉及的数据结构与前面大致相同，该函数主要获取对应时钟类型的时间精度，只是对相关宏的读取，所以不存在隔离性问题。

407号系统调用比较复杂，参数也比较多。该系统调用主要提供设置进程纳秒级的休眠时间。由于该函数涉及到的函数较多，隔离性分析还未完成。

### 7.23

今天主要完成了407号系统调用的隔离性分析，408、409号系统调用的功能、流程、隔离性分析。

在昨天的基础上，今天继续结合源码分许出407号主要设计进程描述符task\_struct结构以及高精度定时器的使用。由于只跟进程相关，所以docker容器间也不存在隔离性问题。

408、409号都是定时器系列的系统调用，408号用于获取定时器剩余时间，409号用于设置定时器时间。这两个系统调用主要涉及定时器的读取与设置，这些内容都存储在一个哈希表中，而存储位置与本进程和定时器ID有关，所以不同容器之间不会发生冲突，这两个系统调用在容器环境下都不存在隔离性问题。

### 7.24

今天主要完成了410、411、412号系统调用的功能、流程、隔离性分析。

410、411号两个系统调用属于同一系列，主要用于基于文件描述符的定时器。这两个系统调用涉及到了新的数据结构，包括fd、file、timerfd\_ctx等，fd是文件描述符包括文件指针file和标志，同时文件指针的成员private\_data指针指向了定时器相关结构timerfd\_ctx。二者实现时，即是通过文件描述符获得该定时器相关结构，从而获取或者设定定时器时间。根据实现流程，二者只读取基于文件描述符的定时器结构，而该结构只与进程相关，所以不同容器之间不存在隔离性问题。

412号系统调用用于纳秒级设置文件的时间戳。该系统调用主要通过文件描述符或者文件路径获取文件的inode，从而对其修改。因为涉及到文件系统并且修改了文件的inode，所以不同容器之间存在隔离性问题，但是由于namespace已经隔离了不同容器之间的文件系统，所以该问题已经解决。

### 7.25

今天主要完成了413号系统调用的相关数据结构、功能、流程、容器环境下隔离性分析。

413号系统调用pselect\_time64涉及的数据结构与之前的数据结构都不太一样，并且该系统调用没有相关资料可以查阅，只能从linux源码中查找相关代码，把这个函数弄明白花费了不少时间。该系统调用涉及到了大量的宏定义，包括：sigset\_t、compat\_size\_t等等定义。此外，该系统调用可以设置进程阻塞时间以及信号，所以也涉及到了信号的数据结构，以及进程数据结构等等。该函数的参数包括6个，功能主要为设置进程纳秒级的阻塞时间并等待指定信号，如果超时或者信号到达继续执行。虽然，分析该系统调用花费了不少时间，但是，该系统调用只涉及到进程阻塞信号以及阻塞时间的修改，所以容器环境下隔离性不存在冲突问题。

### 7.26// continuing

今天主要完成了414号系统调用的分析，以及5.1.16版本的linux内核编译工作。

414号系统调用ppoll\_time64与413号系统调用类似，都是用来设置

### 7.29

今天主要完成了416号系统调用的功能、流程、隔离性分析；以及linux最新版本的man-pages的更新。

416号系统调用io\_pgetevents又是一个单独种类的系统调用，是对之前aio种类的系统调用的补充。但是分析这一个系统调用，需要把该种类的所有系统调用都搞清楚。分析该系统调用的数据结构以及机制花费的很长时间，包括的数据结构包括aio\_context\_t、io\_event、kioctx等等。该系统调用的机制大致是通过io\_setup系统调用获取的aio\_context\_t类型句柄获取内核中对应的kioctx结构，该结构中的ring\_pages成员指针指向了用户空间存放异步事件处理的结果，然后从该内存中读取结果即可。

除此之外，由于分析过的系统调用涉及到了很多rcu锁，而之前没有认真分析该锁机制，所以今天也了解了下该锁的实现机制。

由于这一部分的系统调用在网上的资料很少，并且源码的注释较少，所以今天在之前编译的内核中安装了最新版本的man-pages便于查找相关函数，但是，安装之后发现一些系统调用仍然查不到。后续系统调用还是要主要依赖源码分析。

### 7.31

今天主要完成了417号系统调用的分析，以及418号系统调用流程的部分分析。

417号系统调用recvmmsg用于从一个套接字接收多条信息，该系统调用在我的任务中又是一个单独的功能种类，是对socket系统调用的补充，需要重新分析该种类的数据结构。该系统调用的数据结构分析时间较长，相对而言，在数据结构分析完后流程的分析比较顺利。隔离性方面，该系统调用存在容器之间的冲突，但是namespace机制已经解决该问题。

418号系统调用mq\_timedsend用于向一个消息队列发送消息。同样的，在我的任务中该系统调用只与419号同类，需要重新分析。今天只完成了数据结构的分析，以及部分流程的分析（这个系统调用实现涉及的源码太长了！）。明天继续努力，正确把该系统调用以及419号的分析完成。