现如今，Linux操作系统因为其完备的功能，强大的性能、优秀的兼容性以及开源免费等优点，已被人们广泛应用在高性能服务器甚至是个人电脑上，但是，如同Windows操作系统一样，Linux的广泛应用必然会吸引大量的、有针对性的恶意攻击行为，所以Linux在提供强大功能的同时，如何保证较高的安全性也成为Linux开发者和研究人员的一大难题。

在Linux操作系统中，最为核心的部分是内核。内核的安全与否，对整个计算机系统的安全与稳定来说格外的重要。但是近些年，在Linux功能越来越完善的同时，其内核漏洞也层出不穷，有些内核函数的设计缺陷成为了攻击者利用来入侵系统的工具，另外，Linux为了实现对旧功能和各类设备的兼容，在内核中保留了大量过时的函数，这些老旧的代码也成为了威胁整个系统的安全隐患。

更进一步说，对于系统中运行的某一个特定的进程，内核中的绝大多数的函数都不会被它使用到，但是许多攻击者都喜欢利用那些本身具有特权的服务进程（如ftp、ssh和http等等），使用控制流劫持等攻击手段，改变这些进程的正常运行轨迹，然后利用内核函数来完成恶意行为。自然地，通过限定进程访问内核函数的范围，成为了解决这些问题的一个可行思路。

所以我们希望能够用一定的方法，通过限定具有特权的服务进程所能访问的内核函数范围，来防御控制流劫持等利用内核函数漏洞进行的恶意攻击，来有效的提高Linux内核安全性。

现存的一些较为成熟的Linux系统防护方法主要有：内核最小化，基于主机的异常检测系统，访问控制技术，虚拟化与沙箱技术等等，它们各有各的优缺点。

内核裁剪与最小化技术主要是依据用户需要的功能，去掉冗余代码，定制出最小化的内核，大多应用在嵌入式系统中。这种方法能够删除系统中不必要的功能，从而很大程度的提高内核的安全性，但是这一般意味着需要重新编译内核，在实际应用中并不方便。

异常检测系统则使用事先定义的正常的行为来判断进程当下行为的正常与否，可融合许多高效的人工智能技术，并且可以检测出新的攻击类型。但是它们大多大多基于用户空间设计，并没有深入内核，同时长期被较高的误报率所困扰，也存在许多方法能绕过其检测。

访问控制技术使用一定的安全策略，对资源等的访问加以控制，防止无权限或低权限用户访问关键、敏感的数据，具有性能开销小，效率高等特点，但是合理且正确的安全策略的制定难度则相对较大。

虚拟化技术在宿主机器上虚拟化出全部或部分的运行环境，来隔离系统和程序的运行。沙箱技术则是部分结合访问控制与虚拟化的思想，根据预设安全策略，构建一个可控的运行环境，将程序所有或部分行为限制在沙箱内，使其不会对真实系统造成任何不良影响。它们的优缺点类似：它们都可以完全或部分隔离系统或单个可疑程序的运行，安全性高。但是构建出可控环境会带来较大的系统性能开销，对沙箱来说，如何制定合适的安全策略也是一大难点。

我们根据上述方法的优缺点，结合异常检测系统、访问控制和沙箱的部分思想，提出基于内核函数异常调用监测的系统防护思想，总结为一句话：实时监控特权服务进程不应该调用的部分内核函数，来防止攻击者利用这些进程，组织内核函数进行攻击，对内核造成威胁。我们将会设计并实现该系统，并最后部署在我们自己课题组的服务器上，提高实际服务器系统的安全性。该选题同时具有理论和实践的意义。
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