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# PROFESSIONAL EXPERIENCE

**LTIMindtree Client: L'Oréal**

**July 2019 - August 2023**

**January 2024 - Present**

1. **GRC Access Control:**
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAb0lEQVQYlYWPsQkDQRADxRuBsy3BFfx1sckW6S4++ioEV8FW8Oldso4M5sC8YCIxIKGqIKlFxEFykpwRcUhqVQVIamZ2AahfzOyS1B6Z+e6971gyxnhm5gsk52p/ITm31Vyzufv5r3T383Yk7m5+AKxKTqV5ELwhAAAAAElFTkSuQmCC) Created access request for user account to create / change / delete the access via **ARM** module ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAb0lEQVQYlYWPsQkDQRADxRuBsy3BFfx1sckW6S4++ioEV8FW8Oldso4M5sC8YCIxIKGqIKlFxEFykpwRcUhqVQVIamZ2AahfzOyS1B6Z+e6971gyxnhm5gsk52p/ITm31Vyzufv5r3T383Yk7m5+AKxKTqV5ELwhAAAAAElFTkSuQmCC) Remediated and mitigated the risks before submitting the access request

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAb0lEQVQYlYWPsQkDQRADxRuBsy3BFfx1sckW6S4++ioEV8FW8Oldso4M5sC8YCIxIKGqIKlFxEFykpwRcUhqVQVIamZ2AahfzOyS1B6Z+e6971gyxnhm5gsk52p/ITm31Vyzufv5r3T383Yk7m5+AKxKTqV5ELwhAAAAAElFTkSuQmCC) Knowledge of access request MSMP workflow to create correct and risk-free access
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1. **Authorizations and Roles, Administration, ECC:**
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1. **Fiori S4 Hana Security:**
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