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**Protokół DH na krzywej eliptycznej nad ciałem binarnym**

Zadanie projektowe polega na stworzeniu aplikacji, która pozwoli użytkownikom wygenerować wspólny klucz sesji z wykorzystaniem algorytmu ECDH.

Przed rozpoczęciem działania algorytmu muszą być zdefiniowane pewne stałe niezbędne w celu jego realizacji. Przede wszystkim użytkownik aplikacji powinien podać parametry krzywej eliptycznej oraz zdefiniować ciało binarne. Krzywa eliptyczna wykorzystywana do realizacji ECDH nad ciałem binarnym jest opisana następującym równaniem[1]:

*y2 + xy = x3 + ax2 + b*, gdzie *b ≠ 0*

Użytkownik powinien podać wartość parametrów *a* i *b* oraz parametru *m*. Parametr *m* definiuje ciało binarne F2m. Ciało F2m zawiera *2m* elementów, każdy z których jest ciągiem bitów o długości *m*. Parametry *a* i *b* są elementami ciała F2m.

Innymi parametrami potrzebnymi do zaimplementowania algorytmu ECDH są: *G (gx, gy),* *n* oraz *h*.

*G* – generator grupy punktów na krzywej. Jest to losowo wybrany punkt na krzywej eliptycznej.

*n* – rząd punktu *G*, *n* jest dużą liczbą pierwszą.

*h* – liczba warstw podgrupy, czyli liczba punktów na krzywej eliptycznej jest równa *h·n*.

Pierwszym krokiem wygenerowania wspólnego klucza sesji jest generacja kluczy prywatnych[2]. Kluczem prywatnym *d* jest liczba pierwsza wybrana losowo z zakresu [1, *n*-1]. Jej pierwszość sprawdzana będzie testem Rabina-Millera. Następnie muszą być stworzone klucze publiczne, które będą wymieniane między uczestnikami sesji. Klucz publiczny jest obliczany jako iloczyn klucza prywatnego oraz punktu *G, Q = [d]G*. Operacja iloczynu punktu na krzywej eliptycznej jest definiowana jako suma punktu *G* z samym sobą *d* razy. Każdy z uczestników sesji ma własny klucz prywatny i publiczny.

Kolejnym krokiem następuje wymiana kluczy publicznych między uczestnikami sesji.

Ostatecznie każdy uczestnik oblicza wartość wspólnego tajnego klucza. Jeżeli nazwiemy uczestników sesji A i B, to wartość tajnego klucza jest obliczana jako *dAQB = dBQA*. Warunkiem poprawności algorytmu, jest równość niezależnie obliczonych kluczy publicznych.
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