|  |
| --- |
| **Vulnerability Notification**  Insert your boilerplate here.  This information presented in this vulnerability notification is being shared to help affected asset owners assess the impact of identified vulnerabilities. Vulnerability notifications will typically only report on high and critical vulnerability severity ratings and will include associated CVE and CWE records if applicable. Unless otherwise stated, all reported vulnerabilities have been validated. |

|  |  |  |
| --- | --- | --- |
| DOMAIN/IP ADDRESS | SEVERITY | ISSUE |
| {host} | {severity} | CVE-XXXX-YYYYY |
| {disclosure\_title}  {description}  References:  {references}  Recommendations   1. [INSERT IMMEDIATE ACTION STEP IF APPLICABLE - OTHERWISE REMOVE THIS LINE] 2. Consider using the CISA Cybersecurity Incident and Vulnerability Response [playbook](https://www.cisa.gov/sites/default/files/publications/Federal_Government_Cybersecurity_Incident_and_Vulnerability_Response_Playbooks_508C.pdf) for other action steps. | | |