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**摘要:** 隐私保护计算在近年来被提出，主要指在保护隐私信息的前提下，对数据价值的分析与挖掘，其作为一套完整的技术体系，是数据在公共网络上实现安全的分布式计算与共享的有利支撑。最近，相关技术的发展使得传统隐私保护计算技术体系在面对欺诈攻击、串通攻击及推理攻击时无法有效的保护数据的“可用不可见性”。

讲座对多种数据保护技术的安全级别分类，并以差分隐私技术为重点，介绍了其在对抗推理攻击时的可行性与有效性，在此基础上以实例展现了差分隐私技术在数据共享安全性保护方向的实力，并进一步说明差分隐私技术在一些统计与组合优化问题的隐私保护解决方案的应用前景。

**介绍**

随着信息时代的发展，网络技术及相关硬件设施已经与当今人类社会深度融合。然而，网络在给社会带来便利的同时存在着被攻击的风险。网络攻击主要可分为以下三个方向：隐私窃取、软件无效化、硬件损害，即针对数据、软件、硬件的攻击。而隐私窃取攻击又可以分为三种类型：欺诈攻击、串通攻击、推理攻击，其中欺诈攻击与串通攻击可归类于推理攻击中的主动推理攻击。讲座重点阐述如何防御隐私窃取方向的推理攻击。

推理攻击存在被动推理攻击与主动推理攻击两种形式。两种攻击形式的区别主要在于数据获取手段的合规性，进一步解释即被动推理攻击所用数据均为公开共有数据，而主动推理攻击所用数据还有以不合规手段获取的非公开隐私数据。

被动推理攻击指攻击者在遵循相关协议的情况下，根据公开共有数据进行计算，推理出数据所包含的隐私，从而形成有效攻击。最典型的被动推理攻击即联动攻击：攻击者根据公开数据与不完全脱敏数据的交集，还原出原始隐私数据，形成有效攻击。

主动推理攻击指攻击者以各种手段获取数据，并据此进行计算，推理出数据所包含的隐私，从而形成有效攻击。主动推理攻击是串通攻击与欺诈攻击的集合，典型的串通攻击即K均值攻击：攻击者向信息获取系统 (如推荐系统) 中输入K数量的数据，根据系统的K数量的输出的均值对目标隐私数据进行推理，形成有效攻击。欺诈攻击则通过输入大量虚假信息来影响输出，使数据失真，形成攻击。

讲座从六个大部分对隐私保护计算本身、相关问题及相关研究贡献进行了系统性的介绍，在现有隐私保护技术的基础上对相关问题进行了深入研究，并就差分隐私技术在相关领域的应用进行了研究推进，佐以实例，论证了该技术在隐私保护计算领域内的高度可行性与高度有效性。

**研究问题**

隐私保护计算在近年来被提出，主要指在保护隐私信息的前提下，对数据价值的分析与挖掘，其作为一套完整的技术体系，是数据在公共网络上实现安全的分布式计算与共享的有利支撑。

要实现隐私保护计算，关键在于怎样保证云端数据的高度隐私性与高度性。同时云端数据的云端又分为公有云与私有云，相较于私有云，基于公有云的应用更需要重点防范推理攻击。

**研究理解**

随着隐私保护计算的发展，网络攻击手段也在不断变化改进，这对隐私保护计算的安全性提出了更高的要求，具体表现为对环境虚拟化、非对称数据保护方法云上安全数据交换通道、大数据脱敏等技术的要求。

差分隐私技术作为隐私保护计算领域内的重要数据保护手段，其目标在于限制输出数据的敏感性，即限制在结合假想最大先验知识下结合对输出数据的可分析性，其中心思想在于在计算中添加噪音以改变输出数据分布来防止基于输出数据的推理攻击。尽管差分隐私技术在理论上能够有效保护数据的安全性，但在实际应用中，该技术需要在效用与隐私性做出取舍。

在面对被动推理攻击时，不应偏向效用或隐私性任一边，对数据采取回环检测与同态加密即可保证数据的安全性；在面对主动推理攻击时，应更偏向隐私性，对数据采取额外的匿名化处理、几何变换和数据提炼才能更好的保证数据的安全性。

在发布经加密的敏感数据时，讲座提出通过构建布尔回环进行多阶段联合计算来实现回环检测；并允许对加密文本进行直接计算来实现同态加密。在平衡效用与隐私保证数据的安全性。

在发布包含噪音的敏感数据时，讲座提出在尽量少做修改的情况下对集合中的元素进行匿名化实现数据匿名化；向输入数据中添加随机噪声实现输入随机化；保留距离的情况下对数据向量进行旋转实现几何变换；通过最小化样本本征向量实现对数据的凝结。在更偏向隐私的思想下保证数据的安全性。

在发布不敏感数据时，讲座提出向输出数据中添加随机噪音，并最小化计算正输入与负输入的输出间的敏感性实现对输出数据的安全保护。

**研究理解**

讲座针对隐私保护计算领域快速发展所带来的数据安全问题，提出并实现了基于差分隐私技术的数据保护手段，采用了对比分析与实验论证的方法，从不同的角度证明了差分隐私技术在隐私保护计算领域的可行性与有效性，并就隐私保护计算的不同应用场景提出了适应数据敏感度的多强度安全保护以平衡隐私性与效用。

讲座通过大量使用“总结工作-提出问题-解决问题的”的论述模式与研究方法，逻辑清晰地阐述了差分隐私技术在隐私保护计算领域的应用潜力；同时与传统方法进行对比，凸显出差分隐私技术的优势。有理有据，令人信服。

**结论**

关于理论研究与实验实现的关系。理论研究应先于实验实现，而理论研究的前期应重点关注现有相关工作搜集与探讨，在此基础上结合新思想、新技术进行创新性研究，避免陷入闭门造车的情况。

关于实验方法。实验方法应紧紧围绕实验创新点进行展开，对比实验先行，进一步探究实验，在确保新方法相比其他方法具备足够的优越性后，再在此基础上继续实验探究方法的更深层次的发展可能性。

关于文章写作。文章写作应在具备足够的知识储备、足够的相关领域前沿论文储备与足够的实验结果支撑的条件下进行。首先需要确定的是文章结构，文章结构应清晰明了使读者能够了解作者整体写作方向；其次是文章内容，文章内容方面应注重遣词造句的易读性与图表的简洁性，即文章为内容服务。
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