**Privacy Policy**

At **FreeSpace**, we are committed to protecting the privacy and personal information of all users, including students, teachers, managers, and administrators. This policy outlines how user data is collected, used, stored, and protected within our platform.

**Data Collection**

FreeSpace collects the minimum amount of data required to ensure proper functionality and safety of the system. This includes:

* Full name
* Email address
* User role (student, teacher, manager, admin)
* Booking activity and machine usage logs
* License status and history

No unnecessary personal data is collected.

**Data Usage**

Collected data is used solely for:

* Authenticating and authorizing users
* Managing bookings and machine access
* Supervising student use of tools and machinery
* Maintaining accurate records for licensing and safety

We **do not sell, share, or disclose** any user data to third parties under any circumstances.

**Secure Data Storage**

* All passwords and login credentials are **hashed and encrypted** using industry-standard cryptographic methods before being stored.
* Sensitive information is protected using secure database systems with strict access control protocols.
* Data transmission is encrypted using SSL/TLS to prevent unauthorized access during login and booking processes.

**Access Control**

* Users are only able to view and edit their own account data and relevant bookings.
* Admins and managers are granted broader access strictly for managing the platform and ensuring safe and appropriate use.
* Role-based access ensures that personal information is never accessible beyond what is necessary.

**Data Retention and Deletion**

User data is retained only as long as needed to fulfill its intended purpose within the app. Upon request, users may have their account and related personal data permanently deleted from the system.

**Your Consent**

By registering and using FreeSpace, you agree to the collection and use of your information as outlined in this policy.