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附：

IPDRR模型参考链接：<https://www.nist.gov/cyberframework>

IATF框架参考链接：<http://www.dtic.mil/dtic/tr/fulltext/u2/a606355.pdf>

CGS框架参考链接：<https://apps.nsa.gov/iaarchive/library/ia-guidance/ia-standards/cgs/>

自适应安全架构参考链接：<https://www.gartner.com/smarterwithgartner/build-adaptive-security-architecture-into-your-organization/>

IACD框架参考链接：<https://www.iacdautomate.org/>

网络韧性架构参考链接：<https://csrc.nist.gov/publications/detail/sp/800-160/vol-2/draft>