**WAY TO MANY TOKEN, DELETED AT LEAST 300 PAGES.**

Token: [time at] ||| Value: [[{431: [[18], 0.04, 0.24025412638406932], 453: [[97], 0.008849557522123894, 0.05315356778408613]}, 6.0063531596017325]]

Token: [end (] ||| Value: [[{431: [[22], 0.04, 0.2679800136064671]}, 6.699500340161678]]

Token: [side] ||| Value: [[{432: [[9], 0.04, 0.2679800136064671]}, 6.699500340161678]]

Token: [mining )] ||| Value: [[{432: [[16], 0.04, 0.2679800136064671]}, 6.699500340161678]]

Token: [owner owner] ||| Value: [[{432: [[20], 0.04, 0.2679800136064671]}, 6.699500340161678]]

Token: [owner side] ||| Value: [[{432: [[21], 0.04, 0.2679800136064671]}, 6.699500340161678]]

Token: [side (] ||| Value: [[{432: [[22], 0.04, 0.2679800136064671]}, 6.699500340161678]]

Token: [and decrypting] ||| Value: [[{433: [[13], 0.058823529411764705, 0.3940882553036281]}, 6.699500340161678]]

Token: [decrypting )] ||| Value: [[{433: [[14], 0.058823529411764705, 0.3940882553036281]}, 6.699500340161678]]

Token: [) separately] ||| Value: [[{433: [[15], 0.058823529411764705, 0.3940882553036281]}, 6.699500340161678]]

Token: [8] ||| Value: [[{434: [[24], 0.010752688172043012, 0.06022460270423192], 624: [[1], 0.022222222222222223, 0.1244641789220793], 658: [[0], 0.14285714285714285, 0.8001268644990811]}, 5.600888051493568]]

Token: [were] ||| Value: [[{434: [[27], 0.010752688172043012, 0.06022460270423192], 446: [[2], 0.058823529411764705, 0.3294640030290334], 562: [[16], 0.023255813953488372, 0.13025321049985042]}, 5.600888051493568]]

Token: [site] ||| Value: [[{434: [[43], 0.010752688172043012, 0.06458444257636273], 501: [[16], 0.023255813953488372, 0.13968263161864494]}, 6.0063531596017325]]

Token: [Classic frequent] ||| Value: [[{434: [[47], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [as Apriori] ||| Value: [[{434: [[58], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [Apriori [] ||| Value: [[{434: [[59], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [[ 6] ||| Value: [[{434: [[60], 0.010752688172043012, 0.06458444257636273], 613: [[19], 0.02702702702702703, 0.1623338691784252]}, 6.0063531596017325]]

Token: [6 ]] ||| Value: [[{434: [[61], 0.010752688172043012, 0.06458444257636273], 613: [[20], 0.02702702702702703, 0.1623338691784252]}, 6.0063531596017325]]

Token: [FP-growth [] ||| Value: [[{434: [[69], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [[ 8] ||| Value: [[{434: [[70], 0.010752688172043012, 0.06458444257636273], 624: [[23], 0.022222222222222223, 0.1334745146578163]}, 6.0063531596017325]]

Token: [8 ]] ||| Value: [[{434: [[71], 0.010752688172043012, 0.06458444257636273], 624: [[24], 0.022222222222222223, 0.1334745146578163]}, 6.0063531596017325]]

Token: [, were] ||| Value: [[{434: [[73], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [were designed] ||| Value: [[{434: [[74], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [a centralized] ||| Value: [[{434: [[77], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [database setting] ||| Value: [[{434: [[79], 0.010752688172043012, 0.06022460270423192], 539: [[39], 0.024390243902439025, 0.1366070256461846], 541: [[32], 0.01818181818181818, 0.10183432820897395]}, 5.600888051493568]]

Token: [setting where] ||| Value: [[{434: [[80], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [where the] ||| Value: [[{434: [[81], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [data is] ||| Value: [[{434: [[84], 0.010752688172043012, 0.06458444257636273], 454: [[94], 0.008264462809917356, 0.04963928231075812]}, 6.0063531596017325]]

Token: [is stored] ||| Value: [[{434: [[85], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [stored in] ||| Value: [[{434: [[86], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [the central] ||| Value: [[{434: [[88], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [central site] ||| Value: [[{434: [[89], 0.010752688172043012, 0.06458444257636273], 501: [[37], 0.023255813953488372, 0.13968263161864494]}, 6.0063531596017325]]

Token: [site for] ||| Value: [[{434: [[90], 0.010752688172043012, 0.07203763806625461]}, 6.699500340161678]]

Token: [for mining] ||| Value: [[{434: [[91], 0.010752688172043012, 0.06458444257636273], 613: [[30], 0.02702702702702703, 0.1623338691784252]}, 6.0063531596017325]]

Token: [/] ||| Value: [[{435: [[14], 0.024390243902439025, 0.1366070256461846], 457: [[24], 0.017543859649122806, 0.09826119388585207], 795: [[21], 0.0136986301369863, 0.07672449385607627]}, 5.600888051493568]]

Token: [low] ||| Value: [[{435: [[17], 0.024390243902439025, 0.1366070256461846], 437: [[28], 0.01694915254237288, 0.0949303059575181], 801: [[23], 0.02040816326530612, 0.114303837785583]}, 5.600888051493568]]

Token: [As expected] ||| Value: [[{435: [[21], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [expected ,] ||| Value: [[{435: [[22], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [, our] ||| Value: [[{435: [[23], 0.024390243902439025, 0.10491719676495871], 466: [[64], 0.014084507042253521, 0.06058598686427193], 483: [[28], 0.022222222222222223, 0.0955912237191846], 486: [[25], 0.023255813953488372, 0.10003732714798388], 507: [[33], 0.01639344262295082, 0.07051811585841487], 518: [[22], 0.030303030303030304, 0.130351668707979], 547: [[13], 0.05263157894736842, 0.22640026670333194], 560: [[23], 0.02857142857142857, 0.12290300192466592], 561: [[57], 0.011494252873563218, 0.04944373640647479], 795: [[41], 0.0136986301369863, 0.05892609681319599], 802: [[27], 0.02564102564102564, 0.11029756582982839]}, 4.301605067363307]]

Token: [not as] ||| Value: [[{435: [[27], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [as ef.cient] ||| Value: [[{435: [[28], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [ef.cient as] ||| Value: [[{435: [[29], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [ef.cient algorithms] ||| Value: [[{435: [[33], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [algorithms /] ||| Value: [[{435: [[34], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [/ solutions] ||| Value: [[{435: [[35], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [solutions of] ||| Value: [[{435: [[36], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [of low] ||| Value: [[{435: [[37], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [low privacy] ||| Value: [[{435: [[38], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [they achieve] ||| Value: [[{436: [[16], 0.037037037037037035, 0.24812964222821027]}, 6.699500340161678]]

Token: [achieve a] ||| Value: [[{436: [[17], 0.037037037037037035, 0.2224575244296938], 795: [[44], 0.0136986301369863, 0.08227881040550318]}, 6.0063531596017325]]

Token: [a higher] ||| Value: [[{436: [[18], 0.037037037037037035, 0.20744029820346546], 453: [[94], 0.008849557522123894, 0.04956538098666874], 795: [[45], 0.0136986301369863, 0.07672449385607627]}, 5.600888051493568]]

Token: [higher privacy] ||| Value: [[{436: [[19], 0.037037037037037035, 0.2224575244296938], 795: [[46], 0.0136986301369863, 0.08227881040550318]}, 6.0063531596017325]]

Token: [level with] ||| Value: [[{436: [[21], 0.037037037037037035, 0.24812964222821027]}, 6.699500340161678]]

Token: [an acceptable] ||| Value: [[{436: [[23], 0.037037037037037035, 0.24812964222821027]}, 6.699500340161678]]

Token: [acceptable running] ||| Value: [[{436: [[24], 0.037037037037037035, 0.24812964222821027]}, 6.699500340161678]]

Token: [fastest] ||| Value: [[{437: [[3], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [Compared with] ||| Value: [[{437: [[30], 0.01694915254237288, 0.0900543386278269], 465: [[10], 0.05263157894736842, 0.27964241994956773], 560: [[18], 0.02857142857142857, 0.15180588511547963], 795: [[37], 0.0136986301369863, 0.07278364354851763]}, 5.313205979041787]]

Token: [the fastest] ||| Value: [[{437: [[32], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [fastest algorithms] ||| Value: [[{437: [[33], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [algorithms running] ||| Value: [[{437: [[34], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [time ,] ||| Value: [[{437: [[36], 0.01694915254237288, 0.0949303059575181], 463: [[48], 0.011494252873563218, 0.06437802358038584], 524: [[57], 0.014492753623188406, 0.08117229060135606]}, 5.600888051493568]]

Token: [clouds running] ||| Value: [[{437: [[39], 0.01694915254237288, 0.0949303059575181], 440: [[63], 0.011494252873563218, 0.06437802358038584], 441: [[21], 0.02564102564102564, 0.1436125141408607]}, 5.600888051493568]]

Token: [time is] ||| Value: [[{437: [[41, 55], 0.03389830508474576, 0.1898606119150362], 453: [[62], 0.008849557522123894, 0.04956538098666874], 461: [[14], 0.047619047619047616, 0.26670895483302703]}, 5.600888051493568]]

Token: [is about] ||| Value: [[{437: [[42], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [about one] ||| Value: [[{437: [[43], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [one order] ||| Value: [[{437: [[44], 0.01694915254237288, 0.1018025959254531], 778: [[63], 0.013333333333333334, 0.08008470879468978]}, 6.0063531596017325]]

Token: [order higher] ||| Value: [[{437: [[45], 0.01694915254237288, 0.1018025959254531], 778: [[64], 0.013333333333333334, 0.08008470879468978]}, 6.0063531596017325]]

Token: [higher for] ||| Value: [[{437: [[46], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [for most] ||| Value: [[{437: [[47], 0.01694915254237288, 0.1018025959254531], 478: [[32], 0.0196078431372549, 0.11777163058042613]}, 6.0063531596017325]]

Token: [most cases] ||| Value: [[{437: [[48], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [while data] ||| Value: [[{437: [[51], 0.01694915254237288, 0.11355085322307928]}, 6.699500340161678]]

Token: [owners running] ||| Value: [[{437: [[53], 0.01694915254237288, 0.0900543386278269], 447: [[41], 0.014492753623188406, 0.07700298520350417], 451: [[11], 0.05263157894736842, 0.27964241994956773], 453: [[60, 110], 0.017699115044247787, 0.0940390438768458]}, 5.313205979041787]]

Token: [is very] ||| Value: [[{437: [[56], 0.01694915254237288, 0.0949303059575181], 443: [[26], 0.024390243902439025, 0.1366070256461846], 801: [[46], 0.02040816326530612, 0.114303837785583]}, 5.600888051493568]]

Token: [very low] ||| Value: [[{437: [[57], 0.01694915254237288, 0.1018025959254531], 801: [[47], 0.02040816326530612, 0.12257863591023943]}, 6.0063531596017325]]

Token: [low .] ||| Value: [[{437: [[58], 0.01694915254237288, 0.1018025959254531], 801: [[48], 0.02040816326530612, 0.12257863591023943]}, 6.0063531596017325]]

Token: [the classic] ||| Value: [[{438: [[12], 0.05263157894736842, 0.3526052810611409]}, 6.699500340161678]]

Token: [classic trade-off] ||| Value: [[{438: [[13], 0.05263157894736842, 0.3526052810611409]}, 6.699500340161678]]

Token: [trade-off between] ||| Value: [[{438: [[14], 0.05263157894736842, 0.3526052810611409]}, 6.699500340161678]]

Token: [between privacy-preserving] ||| Value: [[{438: [[15], 0.05263157894736842, 0.3526052810611409]}, 6.699500340161678]]

Token: [privacy-preserving and] ||| Value: [[{438: [[16], 0.05263157894736842, 0.3526052810611409]}, 6.699500340161678]]

Token: [and ef.ciency] ||| Value: [[{438: [[17], 0.05263157894736842, 0.3526052810611409]}, 6.699500340161678]]

Token: [ef.ciency .] ||| Value: [[{438: [[18], 0.05263157894736842, 0.3526052810611409]}, 6.699500340161678]]

Token: [From Figs] ||| Value: [[{439: [[3], 0.2, 1.3399000680323356]}, 6.699500340161678]]

Token: [chang] ||| Value: [[{440: [[10], 0.011494252873563218, 0.05850646468652388], 441: [[14], 0.02564102564102564, 0.13051442122378404], 444: [[7], 0.02857142857142857, 0.14543035507793078], 453: [[21], 0.008849557522123894, 0.04504480024537679], 642: [[11], 0.023255813953488372, 0.1183735448308739]}, 5.090062427727577]]

Token: [t.] ||| Value: [[{440: [[17], 0.011494252873563218, 0.06437802358038584], 474: [[18], 0.013333333333333334, 0.07467850735324758], 475: [[28], 0.011235955056179775, 0.06293132642127604]}, 5.600888051493568]]

Token: [dmax] ||| Value: [[{440: [[27, 34], 0.022988505747126436, 0.11701292937304776], 476: [[6], 0.022222222222222223, 0.11311249839394617], 477: [[2], 0.047619047619047616, 0.24238392512988463], 478: [[0, 17], 0.0392156862745098, 0.1996102912834344], 481: [[20], 0.022222222222222223, 0.11311249839394617]}, 5.090062427727577]]

Token: [larger] ||| Value: [[{440: [[33, 37], 0.022988505747126436, 0.12875604716077169], 475: [[20], 0.011235955056179775, 0.06293132642127604], 478: [[3], 0.0196078431372549, 0.10982133434301114]}, 5.600888051493568]]

Token: [also observe] ||| Value: [[{440: [[49], 0.011494252873563218, 0.06903854206438773], 447: [[37], 0.014492753623188406, 0.08704859651596714]}, 6.0063531596017325]]

Token: [that running] ||| Value: [[{440: [[51], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [time changes] ||| Value: [[{440: [[53], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [changes with] ||| Value: [[{440: [[54], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [with increasing] ||| Value: [[{440: [[55], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [increasing values] ||| Value: [[{440: [[56], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [k and] ||| Value: [[{440: [[59], 0.011494252873563218, 0.06437802358038584], 474: [[54], 0.013333333333333334, 0.07467850735324758], 475: [[71], 0.011235955056179775, 0.06293132642127604]}, 5.600888051493568]]

Token: [and t.] ||| Value: [[{440: [[60], 0.011494252873563218, 0.06437802358038584], 474: [[55], 0.013333333333333334, 0.07467850735324758], 475: [[72], 0.011235955056179775, 0.06293132642127604]}, 5.600888051493568]]

Token: [t. The] ||| Value: [[{440: [[61], 0.011494252873563218, 0.06437802358038584], 474: [[56], 0.013333333333333334, 0.07467850735324758], 475: [[73], 0.011235955056179775, 0.06293132642127604]}, 5.600888051493568]]

Token: [The clouds] ||| Value: [[{440: [[62], 0.011494252873563218, 0.06903854206438773], 441: [[20], 0.02564102564102564, 0.1540090553744034]}, 6.0063531596017325]]

Token: [time increases] ||| Value: [[{440: [[65], 0.011494252873563218, 0.06903854206438773], 441: [[23], 0.02564102564102564, 0.1540090553744034]}, 6.0063531596017325]]

Token: [increases with] ||| Value: [[{440: [[66, 72], 0.022988505747126436, 0.13807708412877545], 441: [[24], 0.02564102564102564, 0.1540090553744034]}, 6.0063531596017325]]

Token: [with t] ||| Value: [[{440: [[67, 73], 0.022988505747126436, 0.15401150207268224]}, 6.699500340161678]]

Token: [t ,] ||| Value: [[{440: [[68], 0.011494252873563218, 0.06903854206438773], 471: [[32], 0.024390243902439025, 0.14649641852687154]}, 6.0063531596017325]]

Token: [as dmax] ||| Value: [[{440: [[70], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [dmax increases] ||| Value: [[{440: [[71], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [t and] ||| Value: [[{440: [[74], 0.011494252873563218, 0.06903854206438773], 453: [[88], 0.008849557522123894, 0.05315356778408613]}, 6.0063531596017325]]

Token: [a larger] ||| Value: [[{440: [[76], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [larger dmax] ||| Value: [[{440: [[77], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [dmax results] ||| Value: [[{440: [[78], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [results in] ||| Value: [[{440: [[79], 0.011494252873563218, 0.06903854206438773], 453: [[92], 0.008849557522123894, 0.05315356778408613]}, 6.0063531596017325]]

Token: [in larger] ||| Value: [[{440: [[80], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [larger ciphertext] ||| Value: [[{440: [[81], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [size and] ||| Value: [[{440: [[83], 0.011494252873563218, 0.06903854206438773], 472: [[38], 0.022222222222222223, 0.1334745146578163]}, 6.0063531596017325]]

Token: [and more] ||| Value: [[{440: [[84], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [more computations] ||| Value: [[{440: [[85], 0.011494252873563218, 0.07700575103634112]}, 6.699500340161678]]

Token: [computations .] ||| Value: [[{440: [[86], 0.011494252873563218, 0.06903854206438773], 509: [[108], 0.009174311926605505, 0.05510415742753883]}, 6.0063531596017325]]

Token: [bare] ||| Value: [[{441: [[13], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [with k] ||| Value: [[{441: [[25], 0.02564102564102564, 0.1436125141408607], 451: [[16], 0.05263157894736842, 0.2947835816575562], 475: [[70], 0.011235955056179775, 0.06293132642127604]}, 5.600888051493568]]

Token: [k for] ||| Value: [[{441: [[26], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [the retail] ||| Value: [[{441: [[28], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [dataset ,] ||| Value: [[{441: [[30], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [but barely] ||| Value: [[{441: [[32], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [barely changes] ||| Value: [[{441: [[33], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [changes for] ||| Value: [[{441: [[34], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [dataset .] ||| Value: [[{441: [[38], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [The increase] ||| Value: [[{442: [[17], 0.030303030303030304, 0.20301516182308116]}, 6.699500340161678]]

Token: [in running] ||| Value: [[{442: [[19], 0.030303030303030304, 0.20301516182308116]}, 6.699500340161678]]

Token: [time for] ||| Value: [[{442: [[21], 0.030303030303030304, 0.20301516182308116]}, 6.699500340161678]]

Token: [for retail] ||| Value: [[{442: [[22], 0.030303030303030304, 0.20301516182308116]}, 6.699500340161678]]

Token: [dataset is] ||| Value: [[{442: [[24], 0.030303030303030304, 0.16972388034828995], 443: [[25], 0.024390243902439025, 0.1366070256461846], 449: [[36], 0.02564102564102564, 0.1436125141408607]}, 5.600888051493568]]

Token: [is due] ||| Value: [[{442: [[25], 0.030303030303030304, 0.20301516182308116]}, 6.699500340161678]]

Token: [the increase] ||| Value: [[{442: [[28], 0.030303030303030304, 0.20301516182308116]}, 6.699500340161678]]

Token: [in .ctitious] ||| Value: [[{442: [[30], 0.030303030303030304, 0.20301516182308116]}, 6.699500340161678]]

Token: [dens] ||| Value: [[{443: [[7], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [very dense] ||| Value: [[{443: [[27], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [dense ,] ||| Value: [[{443: [[28], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [supports are] ||| Value: [[{443: [[32], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [are already] ||| Value: [[{443: [[33], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [already very] ||| Value: [[{443: [[34], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [very high] ||| Value: [[{443: [[35], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [high without] ||| Value: [[{443: [[36], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [without including] ||| Value: [[{443: [[37], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [including .ctitious] ||| Value: [[{443: [[38], 0.024390243902439025, 0.16340244732101655]}, 6.699500340161678]]

Token: [hardli] ||| Value: [[{444: [[6], 0.02857142857142857, 0.16002537289981622], 453: [[18], 0.008849557522123894, 0.04956538098666874], 505: [[4], 0.03225806451612903, 0.18067380811269573]}, 5.600888051493568]]

Token: [, adding] ||| Value: [[{444: [[19], 0.02857142857142857, 0.1914142954331908]}, 6.699500340161678]]

Token: [adding more] ||| Value: [[{444: [[20], 0.02857142857142857, 0.1914142954331908]}, 6.699500340161678]]

Token: [more .ctitious] ||| Value: [[{444: [[21], 0.02857142857142857, 0.1914142954331908]}, 6.699500340161678]]

Token: [data hardly] ||| Value: [[{444: [[23], 0.02857142857142857, 0.1914142954331908]}, 6.699500340161678]]

Token: [hardly changes] ||| Value: [[{444: [[24], 0.02857142857142857, 0.1914142954331908]}, 6.699500340161678]]

Token: [changes the] ||| Value: [[{444: [[25], 0.02857142857142857, 0.1914142954331908]}, 6.699500340161678]]

Token: [the number] ||| Value: [[{444: [[26], 0.02857142857142857, 0.15180588511547963], 460: [[10], 0.06666666666666667, 0.35421373193611916], 471: [[23], 0.024390243902439025, 0.12959038973272652], 484: [[70], 0.013333333333333334, 0.07084274638722383]}, 5.313205979041787]]

Token: [of seemingly] ||| Value: [[{444: [[28], 0.02857142857142857, 0.1914142954331908]}, 6.699500340161678]]

Token: [compromis] ||| Value: [[{445: [[19], 0.02127659574468085, 0.1277947480766326], 561: [[40], 0.011494252873563218, 0.06903854206438773]}, 6.0063531596017325]]

Token: [for outsourced] ||| Value: [[{445: [[28], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [databases that] ||| Value: [[{445: [[30], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [that allow] ||| Value: [[{445: [[31], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [allow multiple] ||| Value: [[{445: [[32], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [multiple data] ||| Value: [[{445: [[33], 0.02127659574468085, 0.1277947480766326], 490: [[28], 0.023255813953488372, 0.13968263161864494]}, 6.0063531596017325]]

Token: [owners to] ||| Value: [[{445: [[35], 0.02127659574468085, 0.1277947480766326], 553: [[22], 0.02857142857142857, 0.17161009027433521]}, 6.0063531596017325]]

Token: [to ef.ciently] ||| Value: [[{445: [[36], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [ef.ciently share] ||| Value: [[{445: [[37], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [share their] ||| Value: [[{445: [[38], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [their data] ||| Value: [[{445: [[39], 0.02127659574468085, 0.1277947480766326], 524: [[43], 0.014492753623188406, 0.08704859651596714]}, 6.0063531596017325]]

Token: [data securely] ||| Value: [[{445: [[40], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [securely without] ||| Value: [[{445: [[41], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [without compromising] ||| Value: [[{445: [[42], 0.02127659574468085, 0.1277947480766326], 561: [[83], 0.011494252873563218, 0.06903854206438773]}, 6.0063531596017325]]

Token: [compromising on] ||| Value: [[{445: [[43], 0.02127659574468085, 0.1277947480766326], 561: [[84], 0.011494252873563218, 0.06903854206438773]}, 6.0063531596017325]]

Token: [on data] ||| Value: [[{445: [[44], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [privacy .] ||| Value: [[{445: [[46], 0.02127659574468085, 0.14254256042897187]}, 6.699500340161678]]

Token: [concern] ||| Value: [[{446: [[1], 0.058823529411764705, 0.3533148917412784], 501: [[20], 0.023255813953488372, 0.13968263161864494]}, 6.0063531596017325]]

Token: [Privacy concerns] ||| Value: [[{446: [[9], 0.058823529411764705, 0.3940882553036281]}, 6.699500340161678]]

Token: [concerns were] ||| Value: [[{446: [[10], 0.058823529411764705, 0.3940882553036281]}, 6.699500340161678]]

Token: [were not] ||| Value: [[{446: [[11], 0.058823529411764705, 0.3940882553036281]}, 6.699500340161678]]

Token: [this setting] ||| Value: [[{446: [[15], 0.058823529411764705, 0.3940882553036281]}, 6.699500340161678]]

Token: [setting .] ||| Value: [[{446: [[16], 0.058823529411764705, 0.3533148917412784], 539: [[40], 0.024390243902439025, 0.14649641852687154]}, 6.0063531596017325]]

Token: [We can] ||| Value: [[{447: [[35], 0.014492753623188406, 0.08704859651596714], 475: [[45], 0.011235955056179775, 0.06748711415282846]}, 6.0063531596017325]]

Token: [that data] ||| Value: [[{447: [[39], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [time decreases] ||| Value: [[{447: [[43], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [decreases TABLE] ||| Value: [[{447: [[44], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [TABLE VI] ||| Value: [[{447: [[45], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [VI TABLE] ||| Value: [[{447: [[46], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [TABLE VII] ||| Value: [[{447: [[47], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [VII ESTIMATED] ||| Value: [[{447: [[48], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [ESTIMATED RUNNING] ||| Value: [[{447: [[49], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [RUNNING TIME] ||| Value: [[{447: [[50], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [TIME OF] ||| Value: [[{447: [[51], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [OF [] ||| Value: [[{447: [[52], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [s SOLUTION] ||| Value: [[{447: [[56], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [SOLUTION TRANSACTION] ||| Value: [[{447: [[57], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [TRANSACTION COUNT] ||| Value: [[{447: [[58], 0.014492753623188406, 0.08704859651596714], 470: [[44], 0.017543859649122806, 0.1053746168351181]}, 6.0063531596017325]]

Token: [COUNT OF] ||| Value: [[{447: [[59], 0.014492753623188406, 0.08704859651596714], 470: [[45], 0.017543859649122806, 0.1053746168351181]}, 6.0063531596017325]]

Token: [OF JOINT] ||| Value: [[{447: [[60], 0.014492753623188406, 0.08704859651596714], 470: [[46], 0.017543859649122806, 0.1053746168351181]}, 6.0063531596017325]]

Token: [DATABASE (] ||| Value: [[{447: [[62], 0.014492753623188406, 0.08704859651596714], 470: [[48], 0.017543859649122806, 0.1053746168351181]}, 6.0063531596017325]]

Token: [( RETAIL] ||| Value: [[{447: [[63], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [RETAIL )] ||| Value: [[{447: [[64], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [) when] ||| Value: [[{447: [[65], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [when t] ||| Value: [[{447: [[66], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [t increases] ||| Value: [[{447: [[67], 0.014492753623188406, 0.09709420782843012]}, 6.699500340161678]]

Token: [increases .] ||| Value: [[{447: [[68], 0.014492753623188406, 0.08704859651596714], 471: [[40], 0.024390243902439025, 0.14649641852687154]}, 6.0063531596017325]]

Token: [simpl] ||| Value: [[{448: [[3], 0.1111111111111111, 0.7443889266846309]}, 6.699500340161678]]

Token: [The reason] ||| Value: [[{448: [[5], 0.1111111111111111, 0.7443889266846309]}, 6.699500340161678]]

Token: [reason is] ||| Value: [[{448: [[6], 0.1111111111111111, 0.7443889266846309]}, 6.699500340161678]]

Token: [is simple] ||| Value: [[{448: [[7], 0.1111111111111111, 0.7443889266846309]}, 6.699500340161678]]

Token: [simple .] ||| Value: [[{448: [[8], 0.1111111111111111, 0.7443889266846309]}, 6.699500340161678]]

Token: [smaller] ||| Value: [[{449: [[18], 0.02564102564102564, 0.1540090553744034], 450: [[2], 0.06666666666666667, 0.4004235439734488]}, 6.0063531596017325]]

Token: [same joint] ||| Value: [[{449: [[22], 0.02564102564102564, 0.1540090553744034], 668: [[26], 0.02857142857142857, 0.17161009027433521]}, 6.0063531596017325]]

Token: [is vertically] ||| Value: [[{449: [[25], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [partitioned to] ||| Value: [[{449: [[27], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [to more] ||| Value: [[{449: [[28], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [owners dataset] ||| Value: [[{449: [[35], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [is smaller] ||| Value: [[{449: [[37], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [smaller .] ||| Value: [[{449: [[38], 0.02564102564102564, 0.1717820600041456]}, 6.699500340161678]]

Token: [outsourced compar-ison] ||| Value: [[{811: [[65], 0.0136986301369863, 0.09177397726248873]}, 6.699500340161678]]

Token: [compar-ison scheme] ||| Value: [[{811: [[66], 0.0136986301369863, 0.09177397726248873]}, 6.699500340161678]]

Token: [for comparing] ||| Value: [[{811: [[68], 0.0136986301369863, 0.09177397726248873]}, 6.699500340161678]]

Token: [comparing supports/con.dences] ||| Value: [[{811: [[69], 0.0136986301369863, 0.09177397726248873]}, 6.699500340161678]]

Token: [supports/con.dences with] ||| Value: [[{811: [[70], 0.0136986301369863, 0.09177397726248873]}, 6.699500340161678]]

**The Max Gap is : 0.23104906019**
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