SIR M VISVESVARAYA INSTITUTE OF TECHNOLOGY

BANGALORE- 562157

DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING

![MVITlogo.jpg](data:image/jpeg;base64,/9j/4AAQSkZJRgABAQAAAQABAAD/2wCEAAkGBxQTEhUUExQWFRQXGBgZGBgYFxsfHxwcHhocIB4ZHR4YHiosGh8qHRsdIT0iJiorLi4uHyMzODMsNygvLisBCgoKBQUFDgUFDisZExkrKysrKysrKysrKysrKysrKysrKysrKysrKysrKysrKysrKysrKysrKysrKysrKysrK//AABEIAIQAkAMBIgACEQEDEQH/xAAcAAACAgMBAQAAAAAAAAAAAAAABAUGAgMHAQj/xABDEAACAQMCBAMEBwQFDQAAAAABAgMABBESIQUGEzEiQVEUI2FxBzJCVIGT0RYzUpFDU2KCoQgVJDRyc5SVstPh4/H/xAAUAQEAAAAAAAAAAAAAAAAAAAAA/8QAFBEBAAAAAAAAAAAAAAAAAAAAAP/aAAwDAQACEQMRAD8A7ZRRRQFFFFAUUUUBRWE0yoNTEKo7kkAfzNaLDiUU6loZElUEqSjAgEeW1A1RUPx/j62xiXpvNLMxWOKPTqOBlm8RAAA7knzHrUc/OixzQQ3FvPbm4YrG0nT0lhjwko5x3FBaaKwlmCgsxCqASSdgAPOtdnexyqHidZFP2kYEf4UG+iiigKKKKAooooCiiigKKK03F0keNbqmTgamAyfQZ7mgylmCgsxCqBkknAA9ST2qtcI+kHh9xK8Mdwmtf4vCG+KltmpfmiJJuI2MEo1wvHcO0Z+qzoYtDMv2sZOM0lz1bcKkeNLuJC4IAZfDpGRszLjw7jb0z6GgzsuHW3Eb67llEdzDCIYogTqQOFZpGG+M+JB+FI8c5WltLo3XDriC0R0xPHIPBsQA4Vfnj4fjSXDOvJCgtofZIQEYx7JH2Or3mAWyQNznY7jbd9OUlkcM0k0uxA0KMaGIJUu+NeyqMjHbNA3y/pjuGuL29iuLgqsMfTQqsYbxYUZOS+xztkL8Ka5y4dbcSsoszmNWdHglVckPvjA777+la4uVI4wx6JAx4mkuMHSFIGdKkDCkj8TTk3AQ0KRLCqwo/UXRPnBOe2uPGN6CKsuETXxRbq/hurVd+nCmgysD2l8RyoI7DuflSH0v8OjtbNru2ToXCvGOpDlDjVuG0YyPnTdxyoVGFMw2TOtA4bRkAFojkLpODhfIfjraW8hSVldZYlwQkY1oqqpHSZX8QySCT6A0F0uePW8UKzyzRpEQCHLDB+RzuaOA8fgvI+pbyLIvnjYj5g7j8ao/K3+bJLjUbSGO47gr4o/UldsBvM4Hl3pz6Rp+lccOaAiOea5WMyjzi7sh8mU5Hf8ACgv9FegV5QFFFFAUUUGgwkbAJAycZA9fhXNbHlZONQi7v2Y6/wBzDGxVYF7Ff7TkjckeQGNqY5n59vIbh1s7BruGM6XkXV+8G7KNIPbYdu9Q3AeN3UEQi0LHLPM83Sz4ollbUqYb62TqY7bDA2zkBosuGxWjvbWIklkYmNrhmBkGnvCoA92AD32z37A1bOC8tgMWZUknJOskkxp3Gk9uo3c4wNy3bNTNvZa5C2hElZVE8iDfIH1EPrg7nyGO+2J2GEKAqgBR2A8qBSHhaAhn94w7FsYH+yvZfwp6ivGGdqDm/wBKvEhNZwpBcoizz9Jtz4xkqyjG+A2M1T5eYmmsbXhsJMqZZLl/qskSyBVyewBH88Y86a554C9vrgRgYWVC7Ozs6xK7MxXI21OwBwckgVD8oxQxXknUTWrKumGLB2U5IYHYAbYyR2ON6D6CtLdY0WNc6UAUZOdgMDfzrXdWSOQSPEOzDZh8iKW4FxD2iIS9KSHUThZAA2M99idjUlQUzmjlJJlbXk5Rl6ibEBsZDqu0inA3GD8DXnEhAthHDdotwJBll1AjA3Z1J+qqAjHbGw7mroahOO8IV43GnKPnWg8/7S/Hzx5/PegjrXlO1miU9W4lUqAjtcSkrjsRltmHrjORXnIvHpJzc28p6j2kgiM6/Vl7748nGNx2zUNwO+ezJikwsGFBdc4y2cPHkeMnuR9kDtsSd3JVhdcOtzbC0MxV5GMomRRLknDYbJyRjY0HQKKT4TxFLiJJUzpcZwRgg+akeRB2I9RTlAV4wyP0r2qdzhJruYYZLtrSDpyO7LIqM7alCrlt8Aajt6igORrsQvLw1vFLbYbWP6RHJIdvSTJ39TuO9T3FYVJQ6QZs4iJH1SRu3xAG9QPLg4ZZ9Qw3UZeUgyPJcB3YgbZZmp635ls2ldzdQYXwJmRfmx7+ZwP7tBPW0ARQozgevcnzJ9TW2on9p7P71B+an60ftNZ/eoPzU/WglqS4wSIZCudQRsaTg5xtg0sOZ7P71B+an60Hmaz+9Qfmr+tBw3inHnZvHaxi4XUzTSSMxRdveKW7YOG2Pcbd8UxxXgsnD45rj21B7SPEkul3l3yMdsnfOr4/Cr3xuysZmJW5tWBycO6HTtjAOrt8Kpp5AsdZZbm1OSPCZwFUZ3AAzkHtg0F5+iTiGu2ZO5ViQcY27Z7eZBq/VWuDcRsbePQt1AfU9RN/5HtUgOZLT71B+an60ErQaif2ns/vUH5qfrR+1Fl96g/NT9aDMWypOGKg6tWhsboTuyg+QbAPzBp+WUKrMxwqgkk+QG5NQl/zDaMhC3cAbup6q/WG486zXmixkQZuYMOu6mRfMbg7/hQRH0avJKlxdMNENzM0kEf8KdtfzfGoj1+dXOueW0kVnCqWHEEdUYabd3jfUCwzGrZBBIzjc10IUHtcG/ykv39p/u5P+oV3muEf5R8ZM9pgE+7k7D+0KCu3ws2t+9tHpEOkLpfWcjUBsrRt3zqLDvTpveGJKikRaXurrJVEK9PWvSVyQSqEZ3XOBn0rnNpEQ6FkOkMpbwk7ZGfLer5JxGxY5SJQ6lNOYWKuOozHOBsVGBnzBHpQQ/Kk9rFc3TXMcLRhX0oSGX648MZPc6c4NN8zWtmLaOC2eB5YpmVpQQDIvSDFs+a6jpHxGK8uOIwq0qhcq5gIzCD2PvQG0DbTjfAz6Vrm4nA+IyFVT7SM9EDGSeiSQucBf/NBH8pxWsyy29y6Q5KSJORuuk+NPjqQnA/iAqYtL2yk6cnRt1Jup/dOdIEXRQRgsAftAnJBGrNaV4jCH06AYhNan9z3jVSJyCVzgsBtUfPcRNeRu4DQjGdK5HngkBFzg4OMdqCbu1s2mWJmgAngZS2lfcSgko7Omxz2JAGx7Vnw+WyJu1RYfd+zxws2gGQKZOrIC4I8Wx7dsVG3PE4UhcaBJcMkYLogUHeTLDKHsCgJAGfwqO4BfJHFIkqjBeEjMYPh1+83IyPDQWLgTW2ZFlW2XM/ikLRnShVcZQqA6dz4GU5zSNnJZdATMIjLbiWIR4x1yx9zLg9wAWzn0Wi54jAZZSrRLkroLR6wI8yakACL4jlPjgYzWdjxKyUajAGIWLOpSQ5EMoZcafD4mXfJ3wfKgy4zbcPNsYYZYuvbhG1hSOsf6VSx2bfBXHofWm+Y5rGb2mO36APWRYywVAkZYe8jZR4x5EHsN96SkvrIHEWDFg6w0PikHSUKAceEh9WTt3zSxmtxLM0bxgukfTJjJCEaNQYFdiRnfFA9xe64eqrJbCGQ2z6DGyFevEwwWJPeQMCcjsGHfG+0S8PinlI6LQ2yqkAYa+u77tI+n6wUAj0G1JXl5bdOTpDQPGVQw+Iya8q2WU4XHlkY7b1B8x3Ecsg6EWiMKNlU/Wbd+4/iJA+GKB1bWGPikAt3EkDTwtGfMKzg6Wz9odvwr62r445ahb2u28Lfv4vI/wAYr7HoCvCK9oNBAcb5utreGeYyLJ0CBIiEFlJIABGe9KfSPhuGzkZHhUgjII8S4O3ak+eeCWqtHdNZSTSiRCWgRWbCnPjUka12x5ntVd4jLLcwXEdxcTWsFzeJHCZICXCugYJhiulS+RnfHwoH/o8S7it36UMLI08/vJJ3DYWRgAV0NsAMbGpWHiN9PZ+1Bre3UwmUBUaRsaSwBLFQP5GtPA+V7uxgaOG+MyBmOlrdWbLElsHqbnJJwa2cG4TLJZCCC/jaHpmHPs3iAwVKn3uzDsQR3oPX4Aj2gumeX2r2fqCbWQwPT1YAGwXP2cYNYRX/ABGBLcn2e8E2gDOYXBZNW5GtW7HfAqRXgN2IOh7Ymjp9P/VRnGnTn973xWo8t3mIR7euISpT/RR9ldIyepvsaBm65gmiCmWxl8TKngkiYZY4Hcr51qu+YrhWjQcPcGRtAaSWNVzgnfTqPZfSoLmK7vA4j63U6To5KW4HiUa8Y6hJAGCT5ZFJHjd5cLDKD4Q4kjcQLpY6SAMl8HOT5igmuZJeJrA0uu2twunwxo0rHLAHxvpAxnP1TU3DypCN2eaSX+uaQ6/w04Cj4AY+FITcLuru3A9tTpyqjDFqAcbMP6XbyqT9ivfvcX/C/wDtoIaz9v6txHHPDKsTKo68R1HKBt3jI7Z/hpq34jxDrGJra1BCB8id8Y1Edul32/xr234JdpJK63seZGVmHso2IXAx730ApWLhl5JMZEvl+oIywtV07HOBmTc7nftQVb6P+GqOKzl0QMgnICklVPVA8Or0BI7edX48ywLdS2rnQ0UKzM7YC6SSO58xj/GqhBwGCyuy0V1cPeXEU7jOkocAkswVdhrI2HmKU4LYx3zWcd9Z3cssUBV5JYtMZZtLHWxIL4K4A7bmg6dY3iTIskbK6MMqynII9QaYArCGFUUKihVUAAAYAA7AAVnQFFeBq9oPDVD49yx0vfPPfXUaypKLcBJAGU6hgMAcbY2PnV9ooOTcH4vcWsXFbswzJEZY5o45V0uofPUYZyP/AJv3qJ5i/wA62sy8RtTHPFIgZzFHpMibEGaLUckA41L2zXTOZeVPbG8d1cxx4w0UbqqMD3B8Od/nVPgu5Hv7KOO1uoVsNSPJJo0NC6gHLA47qh2z8hQXXkzmE31sk5iMecZGoMv91h3HwODU9mubcvcUQpeXmBaNbzOspQaopkGCrlF7nSR4l3+farZxdHu7YpbXKwSSIrCRRrIQ+YGVODuA1Bz7nA2k8s0U90YveShhFIoYEiIAOpYalKJ8t60crccjt4/ZjNE0OqNoz1FAj0uCQdTk4I899x5dqt9tyjcIgRJbIKOwNhk4+JM25+Nbf2Zuv66x/wCXj/vUEvyZOrWUBRgyhdKsDsQCQD/ICk+aeYWiSVbdVeSNGeR2/dxADOXPm3og3PngUpwvlqa3lkle7iSJ194kUHSUkdnyZGCnG2QN9vSpVbu1zNaqFYxIJJIgM7HJGc92JGd6Cj/Rfwu+lgllvnKR3EglOSRJJlQoUnbQnwG5yBt5zvF+Yy731jbJpa3tC2tfJ2HhRVUem9Vq/wCZJ7u0sb02zusc7zSwwEMQq5EQYE53yGzg9uwqf4by17W5vklvbGSYhnj1RjUAMLlcMMYz8d/KggeVuENcJawlb6ymtYGiMoiRQ2sqW8TZ81x28zXTODcOMESxGWSbHd5Wyxz6mnUTAxWVAUUUUBRRRQFFFFAUjxrg8N3EYbhOpGcZUk9x2O1PUUFD41yRKsAtuG+zW9u4xMskbMz/ABLZ32J+PxrRb2axXljbQl3ks4iJpAAkfSYAaX3+tkBgBnse2a6HWE0KupRgCrAgg9iCMEfyoKlyPzR7TJcwPLHK8Up6bIR44jurbbZByp+XasuVePyHh7XV5iPDzMM+SB20Db4bVYOHcJht4+lbxrCnogwMnz+dJcl8Ie0s4reRw7xggsPPxHB3+FBR5uMSXXDre5nPUjW4EtyluVOhVOVjZc+IAlSfM4PrUp+zFz7a93aTWxt7sIZlkiJLIBgKMHfw/Lc1b+F8Et7cuYIUiMhBfQuNRGcZx8zUhiggODcmWdrM89vCI5HzkgnGD5AdhU+BRRQFFFFAUUUUBRRRQFFFFAUUUUBRRRQFFFFAUUUUBRRRQFFFFAUUUUH/2Q==)

**CAPTCHA AS GRAPHICAL PASSWORDS - A NEW SECURITY PRIMITIVE BASED ON HARD AI PROBLEMS**

Synopsis submitted

By

1. Samartha KV (1MV10CS092)
2. Manu K (1MV11CS408)
3. Vijesh Krishna (1MV10CS419)

Preferred Guide: Manjunath H C (Asst. Prof)

1. **INTRODUCTION**

Toda Security awareness is an important factor in an information security program. While organizations and institutes expand their use of advanced security technology and continuously train their security professionals, fraction of it is used to increase the security awareness among the normal users. As a result, today, organized cyber criminals are trying hard towards research and development of advanced hacking methods that can be used to steal money and secured information from the general public. Password authentication is one of the most common building blocks in implementing access control. Each user has a relatively short sequence of characters commonly referred to as a password. To gain access, providing right password is essential. Common attack for breaking password authenticated systems is dictionary attack. Graphical password is an option for alphanumeric password as text password is slightly hard to remember text password. When any application is provided with user friendly authentication it becomes easy to break and use that application. Cloud security can also be given by alphanumeric password but thing matter is that use of alphanumeric is not that much of secure and easy to remember. Any individual examining the password can memorize it which may lead to its misuse.

Graphical password schemes are more reliable and more resilient to dictionary attacks than textual passwords, but more vulnerable to shoulder surfing attacks. CAPTCHA (Completely Automated Public Turing tests to tell Computers and Humans Apart) is a program that generates and grades tests that are human solvable, but current computer programs do not have the ability to solve them. The robustness of Captcha is found in its strength in resisting automatic adversarial attacks, and it has many applications for practical security, including free email services, online polls, search engine bots, preventing dictionary attacks, worms and spam. CaRP is a combination of both a Captcha and a graphical password scheme. CaRP overcome a number of security issues, such as relay attacks, online guessing attacks, and, if combined with Captcha and graphical password, shoulder-surfing attacks. CaRP is click-based graphical passwords, where order of clicks on an image is used to get a new password. Unlike other click-based graphical passwords, images used in CaRP are used to generate Captcha challenges, and for every login attempt a new CaRP image is generated whether the existing user tries authenticating or a new user. In this paper we conduct a comprehensive survey of existing CaRP techniques namely Click Text, Click Animal and Animal Grid. We point out research direction in this area. We also try to answer our CaRP as secured as graphical passwords and text based passwords. Survey will be useful for information security researchers and practitioners who are interested in finding an alternative to graphical authentication methods.

Many security primitives are based on hard mathematical problems.  
Using hard AI problems for security is emerging as an exciting new paradigm, but has been underexplored. In this paper, we present a new security primitive based on hard AI problems, namely, a novel family of graphical password systems built on top of Captcha technology, which we call Captcha as graphical passwords. Captcha as graphical password is both a Captcha and a graphical password scheme. Captcha as graphical password addresses a number of security problems altogether, such as online guessing attacks, relay attacks, and, if combined with dual-view technologies, shoulder surfing attacks.

Notably, a Captcha as graphical password password can be found only probabilistically by automatic online guessing attacks even if the password is in the search set. Captcha as graphical password also offers a novel approach to address the well-known image hotspot problem in popular graphical password systems, such as Pass Points, that often leads to weak password choices. Captcha as graphical password is not a panacea, but it offers reasonable security and usability and appears to fit well with some practical applications for improving online security. Existing System Security primitives are based on hard mathematical problems.

A fundamental task in security is to create cryptographic primitives based on hard mathematical problems that are computationally intractable. This paradigm has achieved just a limited success as compared with the cryptographic primitives based on hard math problems and their wide applications. Using hard AI problems for security, initially proposed in, is an exciting new paradigm. Under this paradigm, the most notable primitive invented is Captcha, which distinguishes human users from computers.

1. **LITERATURE SURVEY**

In the current challenges facing technology, the encryption challenge has become a major point of concern. The utilization of text-in- image predicated security checks has availed to reduce fraud, but it’s not in its optimal efficiency. Looking to the future, we can visually perceive that for advanced transactions, mobile SMS verification and text predicated captchas are not enough. Hence we require coming up with an incipient scheme of security, which involves images and security primitives that are predicated on hard mathematical quandaries. Utilizing hard AI quandaries for security is emerging as an exhilarating incipient paradigm, but has been underexplored. The rudimentary task in security is to engender cryptographic primitives predicated on hard mathematical quandaries that are computationally intractable.

Albeit the proposed system may not be a hundred percent efficient approach, we are sure that it will surmount the current drawbacks being faced in internet transactions. The proposed system is an endeavour at simplifying the process of online payments or bank transfers etc. If implemented prosperously, this scheme may provide maximum security. The scope for future video-predicated sanctions withal amplifies.

**Disadvantages**

1. This paradigm has achieved just a limited success as compared with the cryptographic primitives based on hard math problems and their wide applications.
2. Using hard AI (Artificial Intelligence) problems for security, initially proposed before, is an exciting new paradigm. Under this paradigm, the most notable primitive invented is Captcha, which distinguishes human users from computers by presenting a challenge.
3. **PROPOSED MODEL:**

We present an incipient security primitive predicated on hard AI quandaries, namely, a novel family of graphical password systems built on top of Captcha technology, which we call Captcha as graphical passwords (CRP). Captcha as graphical password is both a Captcha and a graphical password scheme. Captcha as graphical password addresses a number of security quandaries altogether, such as online conjecturing attacks, relay attacks, and, if cumulated with dual-view technologies, shoulder-surfing attacks. Eminently, a Captcha as graphical password password can be found only probabilistically by automatic online conjecturing attacks even if the password is in the search set. Captcha as graphical password withal offers a novel approach to address the well-kenned image hotspot quandary in popular graphical password systems, such as Pass Points, that often leads to impuissant password culls. Captcha as graphical password is not a panacea, but it offers plausible security and usability and appears to fit well with some practical applications for amending online security.

We present exemplary Captcha as graphical passwords built on both text Captcha and image-apperception Captcha. One of them is a text Captcha as graphical password wherein a password is a sequence of characters like a text password, but entered by clicking the right character sequence on Captcha as graphical password images. Captcha as graphical password offers aegis against online dictionary attacks on passwords, which have been for long time a major security threat for sundry online accommodations. This threat is widespread and considered as a top cyber security peril. Bulwark against online dictionary attacks is a more subtle quandary than it might appear.

**Advantages:**

1. It offers reasonable security and usability and appears to fit well with some practical applications for improving online security.
2. This threat is widespread and considered as a top cyber security risk. Defence against online dictionary attacks is a more subtle problem than it might appear.

**Implementation:**

Implementation is the stage of the project when the theoretical design is turned out into a working system. Thus it can be considered to be the most critical stage in achieving a successful new system and in giving the user, confidence that the new system will work and be effective. The implementation stage involves careful planning, investigation of the existing system and it’s constraints on implementation, designing of methods to achieve changeover and evaluation of changeover methods.

**Main Modules:-**

**1. Graphical Password:**

In this module, Users are having authentication and security to access the detail which is presented in the Image system. Before accessing or searching the details user should have the account in that otherwise they should register first.

**2. Captcha in Authentication:**

It was introduced to use both Captcha and password in a user authentication protocol, which we call *Captcha-based Password Authentication (CbPA) protocol*, to counter online dictionary attacks. The CbPA-protocol in requires solving a Captcha challenge after inputting a valid pair of user ID and password unless a valid browser cookie is received. For an invalid pair of user ID and password, the user has a certain probability to solve a Captcha challenge before being denied access.

**3. Thwart Guessing Attacks:**

In a guessing attack, a password guess tested in an unsuccessful trial is determined wrong and excluded from subsequent trials. The number of undetermined password guesses decreases with more trials, leading to a better chance of finding the password. To counter guessing attacks, traditional approaches in designing graphical passwords aim at increasing the effective password space to make passwords harder to guess and thus require more trials. No matter how secure a graphical password scheme is, the password can always be found by a brute force attack. In this paper, we distinguish two types of guessing attacks: *automatic guessing attacks* apply an automatic trial and error process but *S* can be manually constructed whereas *human guessing attacks* apply a manual trial and error process.

**4. Security of Underlying Captcha:**

Computational intractability in recognizing objects in CaRP images is fundamental to CaRP. Existing analyses on Captcha security were mostly case by case or used an approximate process. No theoretic security model has been established yet. Object segmentation is considered as a computationally expensive, combinatorial-hard problem, which modern text Captcha schemes rely on.

**4. HARDWARE AND SOFTWARE REQUIREMENTS**

**4.1 Hardware requirements:**

* Processor type : Pentium 4
* Speed : 1.7 GHz
* Ram : 512MB
* Hard Disk : 40GB
* Keyboard : Standard

**4.2 Software requirements:**

* Operating System : Windows95/98/2000/XP
* Application Server : Tomcat5.0/6.X
* Front End : HTML, Java, Jsp
* Scripts : JavaScript.
* Server side Script : Java Server Pages.
* Database : Mysql 5.0
* Database Connectivity : JDBC.

**5. CONCLUSIONS:**

From the above project details, we can conclude that security is a difficult task. Today many security primitives are based on hard mathematical problems. Using hard AI problems for security is emerging as an exciting new paradigm, but has been underexplored. Captcha as graphical password addresses a number of security problems altogether, such as online guessing attacks, relay attacks, and, if combined with dual-view technologies, shoulder-surfing attacks. Captcha as graphical password is not a panacea, but it offers reasonable security and usability and appears to fit well with some practical applications for improving online security. Existing System Security primitives are based on hard mathematical problems. A fundamental task in security is to create cryptographic primitives based on hard mathematical problems that are computationally intractable. Using hard AI problems for security is new approach and will soon be widely accepted and used.
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