Main Firewall Configuration Summary

Linux (Kali) - UFW Firewall

- SSH (Port 22): Allowed

- HTTP (Port 80): Allowed

- HTTPS (Port 443): Allowed

- Default Incoming Policy: Deny

- Default Outgoing Policy: Allow

- Firewall Status: Enabled

Commands Used:

sudo apt update

sudo apt install ufw -y

sudo ufw enable

sudo ufw allow 80/tcp

sudo ufw allow 22/tcp

sudo ufw default deny incoming

sudo ufw default allow outgoing

Notes:

- All rules were applied on clean installations.

- Screenshots of applied rules are included in this repository.

- Ensure you retain remote access while applying firewall rules.