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**APPENDIX – A**

**URL LISTING**

* + [www.google.co.in](http://www.google.co.in/)
  + [www.java.org](http://www.java.org/)
  + [www.w3schools.com](http://www.w3schools.com/)
  + [www.javatutorial.com](http://www.javatutorial.com/)

**REFERENCE BOOKS**

* Java Crash Course 2nd Edition - this is a basic level book for beginners.
* Learning java 5th Edition - this book is a practical learning book for basic to advanced level.
* Java Cookbook - this book for advanced programmer interested in learning about modern java development tools.
* Automating Boring Stuff With Java - In this book you will learn to write programs in java.
* Head First Java - this book covered the fundamental of java.
* Think Java - the basics of programming concepts and cover advanced topics like data structure and object-oriented design.

**APPENDIX – B**

* **GLOSSARY**
  + GUI : Graphical User Interface
  + UML : Unified Modeling Language
  + API : Application Programming Interface
  + HTML : Hyper Text Markup Language
  + URL : Uniform Resource Locator
  + ODBC : Open Database Connectivity
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