|  |  |  |  |
| --- | --- | --- | --- |
| Traceroute Misst Weg vom Starthost zum Zielhost  Für alle i:  - Sende Pakete die nur i laufen können richtung Ziel  - i.ter Router sendet Pakete zurück -> Sender lernt alle Router kennen – vgl. Breitensuche | Leitungsvermittlung (Circuit Switching) Benötigte Ressourcen müssen vorab reserviert wrdn  Verbindung wird nur zugelassen, falls ausreichend Netzkapazität vorhanden. Sonst abgelehnt.  Dann Senden eines kontinuierlichen Datenstroms.  Übertragungsrate garantiert. Paketvermittlung (Packet Switching) Host teilt Nachricht in kleine Pakete auf und schickt sie unabhängig voneinander los.  Gleichzeitige Pakete müssen sich einen Link teilen und zeitlich hintereinander gesendet werden.  Router: **Store-and-Forward**.  Jeder Router muss gesamtes Paket empfangen, bevor er es auf den ausgehenden Link weiterleitet | Paketverzögerungen/-Verlust Verlust: Pakete verworfen, wenn Puffer nicht frei  Verzögerung: durch Pufferung  **dnodal** = dproc + dqueue + dtrans + dprop  **dtrans** = Paketlänge(Bits) / Bandbreite d. Links(bps) R  **dprop** = Länge d. Links / Ausbreitungsgeschwindigkeit (~2\*108 m/s)  Datenraten:  10er Potenz  Speicher 2er  **Bottleneck** bestimmt den Throughput: | Schichtenmodell (TCP/IP - Internet) Jede Schicht fügt an die Nachricht ihren eigenen Header hinzu  5 Application (HTTP, SMTP, RTP, DNS)  4 Transport (TCP, UDP)  3 Network (IP, ICMP)  2 Link (DSL, SONET, 802.11, Ethernet)  1 Physical |
| Schichtenmodell (ISO/OSI)  |  | | --- | | application | | presentation | | session | | transport | | network | | link | | physical |   Zusätzlich:  **Presentation**: Semantik der übertragenen Kommunikation  (Kompression, Verschlüsselung, BE, LE)  **Session**: Sitzungsauf- und abbau  Synchronisierung zwischen beteiligten Prozessen | Signalübertragung **Dämpfung**: Längere Leitung -> mehr Dämpfung  Leistung/Amplituden verringert  **Verzerrung**: Frequenzen werden von Übertragungsmedien verschieden stark gedämpft.  Meist nur Frequenzen bis zu einem max Wert gut übertragbar  **Bandbreite**: E-Technik: Frequenzbereich der gut übertragen werden kann Duplex vs Simplex **Vollduplex**: Beide Richtungen gleichzeitig möglich  z.B. Kabelübertragung  **Halbduplex**:Beide Richtungen, aber nicht gleichzeitig  z.B. WLAN  **Simplex**: Nur eine Richtung möglich | Nyquist (Datenrate D bei unverrauschtem Kanal) Bandbreite **B**; Anz. verw. Signalstufen **V**  D = 2 \* B \* ld( V ) [bit/s] Shannon (Datenrate D bei verrauschten Kanal) Gilt zusätzlich zu Nyquist!  Nutzsignalleistung S; Rauschleistung N  D = B \* ld( 1 + S/N ) [bit/s]; S/N in dB: 10 \* log10(S/N) Bit vs Baud Bitrate:  20 bit/s  Baudrate:  10 Baud | Digitale Modulation **Modulation**: Umwandlung Bitsequenz in übertragbares Signal.  **Demodulation**: Rückübersetzung beim Empfänger.  **Baseband** (bei drahtgebundener Übertragung):  Signal beinhaltet Frequenzen 0 bis fmax und wird direkt in diesem Frequenzbereich übertragen.  **Passband** (bei drahtloser Übertragung):  Nutzsignal in höheren Frequenzbereich verschieben  Nutzsignal verändert Trägersignal  Rückgewinnung am Empfänger durch Demodulation |
| Baseband Transmission (Leitungscodes) Bipolar: abwechselnd + u. – für 1 | Taktrückgewinnung durch Leitungscodes Häufige Symbolwechsel nötig, damit Empfänger die Symbole rückgewinnen kann. 1000000 schwierig wie viele 0en.  **Lösungen**:   * Synchrone Uhren * Manchester Code (Takfreq = 2\* Bitfreq) * Coderung: z.B. **4B/5B** bildet 4 Bits auf 5 Bits ab mit vielen Wechseln:   Weitere Vorteile: Hohe Baudrate – Effizienz. Gleichspannung unterdrücken(AMI) | Passband Transmission Nutzsignal ändert Trägersignal  Bei Frequency Vereinbarung welche Freq 0 und 1 | Passband: Kombination von Modulationsarten ASK und PSK oft kombiniert -> höhere Bitrate bei gleicher Baudrate  GrayCode als Bitcodes. Dadurch nur wenige Bitfehler |
| Multiplexing (mehrere User 1 Übertragunsmedium) **Frequency Division Multiplexing (FDM):**   * Jeder Benutzer hat eigenen Frequenzbereich   **Time Division Multiplexing (TDM):**   * Frequenzbereich wird über Zeit geteilt * Round-robin * Benutzer wechseln sich zeitlich ab   Auch Kombination aus beiden Möglich. |  |  |  |
|  |  |  |  |
|  |  |  |  |
| Network Layer | Router Architektur | Longest Prefix Matching | Switching FabricQueuing an Eingangsports Nötig, falls Fabric langsamer als Ankunftsrate Queuing an Ausgangsports Nötig, falls Ankunftsrate von Fabric die Übertragungsrate des Ausgangslinks übersteigt |
| IP (20 Bytes Overhead für IP Header)  * Adressierungskonventionen * Datagram Format * Packet handling conventions | IP Fragmentierung | Subnetze | Classful AddressingClassless AddressingSpezielle Ipv4 Adressen |

|  |  |  |  |
| --- | --- | --- | --- |
| DHCP (Dynamic Host Configuration Protocol) | ICMP (Internet Control Message Protocol) | ARP (Address Resolution Protocol) | ARP Ablauf |
| Routing |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

Abkürzungen

## Einführung

DSL: Digital Subscriber Line

ISP: Internet Service Provider

TCP: Transmission Control Protocol (Netzwerkprotokoll, das definiert auf welche Art und Weise Daten zwischen Netzwerkkomponenten ausgetauscht werden sollen)

UDP:

IP: Internet Protocol (Protokoll das die Grundlage des Internets darstellt)

HTTP: Hypertext Transfer Protocol (Protokoll zur Übertragung von Daten in der Anwendungsschicht)

RFC: Request for Comments (legt Internet Standards fest)

VoIP: Voice over IP

DSLAM: Digital Subscriber Line Access Multiplexer (übersetzt hochfrequente Töne in digitale Signale, bevor Daten zum Modem im Heimnetz kommen)

CMTS: Cable Modem Termination System (Wie DSLAM aber für Kabelmodem)

DHCP Server: Dynamic Host Configuration Protocol Server (Verteilt automatisch Adressen an Hosts in einem Netzwerk)

DNS Server: Domain Name System Server (Weist im Internet einer URL die richtigen IP-Adresse zu)

SAP: Service Access Point (Im Schichtenmodell stellt jede niedrigere Schicht der jeweils höheren Schicht einen SAP zur Verfügung. Somit kann die Höhere Schicht die Services der niedrigeren benutzen)

ISO: International Organization for Standardization

OSI: Open Systems Interconnection

## Network Layer

CIDR: Classless Interdomain Routing (Subnetzteil einer Adresse kann beliebige Länge haben)

Windows/Linux Befehle

Routing Tabelle anzeigen:

* Linux: route
* Windows: route print

Adresszuweisung

* Linux: ifconfig eth0 200.23.16.4 netmask 255.255.255.0 oder ip addr add 200.23.16.4/24 dev eth0 oder persistent: /etc/network/interfaces

IP Adresse von DHCP Server anfordern

* Linux: dhclient
* Windows ipconfig /release

ARP-Tabellen anzeigen

* Linux: arp
* Windows: arp -a

TODO

Schichtenmodell Aufgaben