**Objective**

Highly motivated and detail-oriented cyber security student with a strong foundation in cyber security principles and excellent communication skills. Seeking an internship opportunity to enhance my cyber security skills and contribute proactively to the company.

**Education**

Bachelor of Science in Cyber Security  
Charter Oak State College, New Britain, Connecticut  
Expected Graduation: December 2025

Relevant Coursework: Introduction to Computer Science, Networking & Data Communications, Fundamentals of Information Systems Security, Legal Issues in Information Security, Security Policies & Implementation Issues, Managing Risk in Information Systems

**Experience**

**Medical Transcriptionist**  
Self-Employed (Remote) | 2018 - 2024

* Ensured high accuracy and precision in transcribing and handling sensitive patient information, fostering a commitment to maintaining confidentiality, data security, and compliance with HIPAA regulations.
* Demonstrated a strong focus on attention to detail, identifying and correcting errors to ensure the accuracy of patient records, a skill essential for analyzing and interpretingsecurity logs and reports.
* Utilized document management systems to efficiently organize, manage, and retrieve large volumes of information, a skill applicable to data categorization, logging, and file integrity monitoring.
* Developed time management and organization skills to meet strict deadlines, translating well into adhering to security incident response timelines and prioritizing risk mitigation efforts.
* Communicated effectively with medical professionals, showcasing an ability to convey complex information, a valuable asset for reporting security findings and explaining technical issues to non-technical audiences.

**Mastercard Cybersecurity virtual experience program on Forage - December 2024**

* Completed a job simulation where I served as an analyst on Mastercard’s Security Awareness Team
* Helped identify and report security threats such as phishing
* Analyzed and identified which areas of the business needed more robust security training and implemented training courses and procedures for those teams

**Skills**

* **Technical Skills:** Network Security, Penetration Testing, Incident Response, Security Information and Event Management (SIEM), Intrusion Detection Systems (IDS), Cryptography, Malware Analysis
* **Programming Languages:** Python, JavaScript, Ruby, SQL
* **Tools and Technologies:** Wireshark, Metasploit, Nessus, Burp Suite, Nmap, Kali Linux
* **Methodologies:** SAST, DAST, IAST, OWASP
* **Certifications:** CompTIA Security+ (in progress)
* **Communication Skills:** Exceptional written and verbal communication, ability to articulate complex ideas clearly and effectively

**References**

Shakir Ghumman *Business Owner* Ph.: (347) 704-2880

Nisar Ahmid *Business Owner* Ph.: (203) 889-7908