**Отчёт**

Категория: Аппаратное обеспечение

|  |  |  |
| --- | --- | --- |
| Компонент объекта воздействия | Нарушитель | Угроза |
|  |  | Угроза избыточного выделения оперативной памяти |
|  |  | Угроза неправомерного ознакомления с защищаемой информацией |

Категория: Программное обеспечение

|  |  |  |
| --- | --- | --- |
| Компонент объекта воздействия | Нарушитель | Угроза |
|  |  | Угроза избыточного выделения оперативной памяти |
|  |  | Угроза неправомерного ознакомления с защищаемой информацией |

Категория: Сетевое программное обеспечение

|  |  |  |
| --- | --- | --- |
| Компонент объекта воздействия | Нарушитель | Угроза |
|  |  | Угроза избыточного выделения оперативной памяти |
|  |  | Угроза неправомерного ознакомления с защищаемой информацией |

# Класс защищённости (сделать возможность для нескольких):

**К3**

# Вид риска/Негативные последствия: на основе ввода пользователя:

Ущерб физическому лицу

# Способы реализации:

# Техники тактики и угрозы:

**Угрозы:**  
  
  
Угроза избыточного выделения оперативной памяти Угроза заключается в возможности выделения значительных ресурсов оперативной памяти для обслуживания запросов вредоносных программ и соответственного снижения объёма ресурсов оперативной памяти, доступных в системе для выделения в ответ на запросы программ легальных пользователей.  
Данная угроза обусловлена наличием слабостей механизма контроля выделения оперативной памяти различным программам.  
Реализация данной угрозы возможна при условии нахождения вредоносного программного обеспечения в системе в активном состоянии

Соответствующие техники тактики ФСТЭК и МИТРЕ:

|  |  |
| --- | --- |
| Тактики ФСТЭК: | Техники ФСТЭК: |
| Т8 | Т8.7. |
| T10 | T10.2, 10.10 |

|  |  |
| --- | --- |
| Тактики МИТРЕ: | Техники МИТРЕ |
| Перемещение | T1080, |
| Воздействие | T1499, T1498 |

Угроза неправомерного ознакомления с защищаемой информацией Угроза заключается в возможности неправомерного случайного или преднамеренного ознакомления пользователя с информацией, которая для него не предназначена, и дальнейшего её использования для достижения своих или заданных ему другими лицами (организациями) деструктивных целей.  
Данная угроза обусловлена уязвимостями средств контроля доступа, ошибками в параметрах конфигурации данных средств или отсутствием указанных средств.  
Реализация данной угрозы не подразумевает установку и использование нарушителем специального вредоносного программного обеспечения. При этом ознакомление может быть проведено путём просмотра информации с экранов мониторов других пользователей, с отпечатанных документов, путём подслушивания разговоров и др.

Соответствующие техники тактики ФСТЭК и МИТРЕ:

|  |  |
| --- | --- |
| Тактики ФСТЭК: | Техники ФСТЭК: |
| Т1 | Т1.1, 1.2, 1.3, 1.4, 1.6, 1.8, 1.9, 1.12, 1.16, 1.20 |
| None | None |
| None | None |
| None | None |

|  |  |
| --- | --- |
| Тактики МИТРЕ: | Техники МИТРЕ |
| Разведка | T1593, T1594, T1596, T1591, T1589, T1592, T1590, T1595, |
| Исследование | T1040, |
| Первоначальный доступ | T1195, |
| Сбор данных | T1602, |