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**Stack Trace Disclosure-Yığın İzleme Açıklaması (ASP.NET)**
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**LOW**

### Özet

Invicti, hedef web sunucusunun HTTP yanıtında bir yığın izleme ifşası (ASP.NET) belirledi.

### Etki

### Bir saldırgan aşağıdakiler gibi bilgileri alabilir:

### • ASP.NET sürümü.

### • Geçici ASP.NET dosyalarının fiziksel dosya yolu.

### • Oluşturulan istisna ve muhtemelen kaynak kodu, SQL sorguları vb. hakkında bilgiler.

### Bu bilgi, bir saldırganın daha fazla bilgi edinmesine ve potansiyel olarak hedef sistem için daha fazla saldırı geliştirmeye odaklanmasına yardımcı olabilir. Düzeltme

**Düzeltme**

web.config Özel hata sayfaları uygulayarak bilgi sızıntısını önlemek için dosyanızda aşağıdaki değişiklikleri uygulayın .

**<sistem.web>**

**<customerrors mode="açık" defaultredirect="~/error/generalerror.aspx">**

**<error statuscode="403" yönlendirme="~/error/forbidden.aspx" />**

**<error statuscode="404" yönlendirme="~/error/pagenotfound.aspx" />**

**<error statuscode="500" yönlendirme="~/error/internalerror.aspx" />**

**</customerrors>**

**</sistem.web>**