**Bilgi Sistemleri ve Güvenliği**

**195541305 Zafer Koç**

# [Possible] Backup File Disclosure(Yedek Dosya İfşası)
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**DÜŞÜK**

## Nedir

Sistemde kullanılmayan ama aynı zamanda da sistemde var olan dosyalar olduğunu belirtir. Genellikle geliştiriciler tarafından çalışmalarını yedeklemek için oluşturulan bu dosyalar birçok açıdan güvenlik açığı barındırabilir.

## Özet

Web sunucusunda olası bir yedekleme dosyası ifşası tespit etti.

## Etki

Yedekleme dosyaları, web sunucusundaki bir dosyanın eski veya güncel sürümlerini içerebilir. Bu, parola dosyaları ve hatta uygulamanın kaynak kodu gibi hassas verileri içerebilir. Bu tür bir sorun normalde daha fazla güvenlik açığına veya en kötü ihtimalle hassas bilgilerin ifşa edilmesine yol açar.

## Düzeltme

Yedekleme dosyalarını üretim sunucularında saklamayın.

# Internal Server Error (İç Sunucu Hatası)
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**DÜŞÜK**

## Nedir

500 Internal Server Error Hatası, genellikle sitenizin. htaccess dosyasının yanlış yapılandırılması veya web sitenizdeki aşırı yoğunluk sonucunda sunucunun yanıt verememesine neden olan bir hatadır.

## Özet

Dahili bir sunucu hatası tespit etti.

Sunucu, sunucu tarafında bir hata olduğunu belirten bir HTTP durumu 500 ile yanıt verdi. Sebepler değişebilir ve davranış dikkatlice analiz edilmelidir. Aynı kaynakta bir güvenlik sorunu bulabilirse, bunu ayrı bir güvenlik açığı olarak bildirir.

## Etki

Etki, duruma bağlı olarak değişebilir. Genellikle bu, yetersiz kodlama uygulamalarını, yeterli hata denetimi, temizleme ve beyaz listeye alma olmadığını gösterir. Ancak, SQL enjeksiyonu gibi daha büyük bir sorun olabilir. Bu durumda, Netsparker diğer olası sorunları kontrol edecek ve bunları ayrı olarak bildirecektir.

## Düzeltme

Beklenmeyen hataları işlemek için bu sorunu analiz edin ve uygulama kodunu inceleyin; bu, bir hata hakkında daha fazla bilgi ifşa etmeyen genel bir uygulama olmalıdır. Tüm hatalar yalnızca sunucu tarafında ele alınmalıdır.