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| Contact PHONE: **+91-8008504568, 9347254345**  EMAIL: [Shahsarfaraz1@gmail.com](mailto:Shahsarfaraz1@gmail.com) Certifications **ISO 27001 2022 Lead Auditor**  **One Trust certified privacy professional**  **OSCP –** OffSec  **CRTP -** Altered Security  **CPPT** - eLearn Security  **WAPT**- eLearn Security  **APIPT** – API Sec university  **VHL** - Virtual Hacking Labs  **QCP** – Qualys certified practitioner  **PCNSE** - Palo Alto  **CCSA** - Cisco  **CCNA** - Cisco  **MCITP**- Microsoft  **ONGOING CERTIFICATIONS**  **CISA,CISM -** ISACA  **CPTS** – HTB  **CRTO** – Zero point security  **CIPP-E** – IAPP  **CIPM -** IAPP  **CISSP -** ISC2  **CVE’s assigned**  **CVE-2024-31827**  **Hall of Fames(Bug Bounty)**  [**Apple**](https://support.apple.com/en-us/HT201536)  **Tools/Frameworks Used**  **Information security GRC Risk Assessments/Audits**  ControlCase,Bitsight, Securityscorescard, Servicenow  **Vulnerability Management**  Qualys, Nessus,  Prisma Cloud, CrowdStrike    **Data Privacy**    OneTrust  **Web App Penetration Testing**  Burp Suite Professional, OWASP ZAP and other open source industry standard tools  **Mobile Application Pen Testing**    Jadx-gui, Yaazhini, Android Studio, Mobsf, Frida, ApkTool, Appie, JD-GUI etc..,  **Thick-Client Penetration Testing**  UI Spy, Winspy++, Window Detective, Snoop WPF, Strings, dnSpy, Procmon, Process Explorer, Process Hacker, Regshot, accessenum, PE Security, HxD, Echo Mirage, VCG Visual code grepper etc..,  **Red Teaming**  Metasploit, GoPhish, Hashcat, Mimikatz, Blood Hound, Powerup, Powerview, chisel, Ligolo, evilWinrm, GodPotato, Cobalt Srike, LaZagne etc..,  **API Pen Testing**    Postman, PYNT, Burp suite, kyterunner, OWASP ZAP etc.., Websites **LinkedIn:**  <https://www.linkedin.com/in/shahsarfaraz/>  **Medium:**  <https://medium.com/@shahsarfaraz1/how-i-got-my-oscp-d4b0789b1a1c>  **Github:**  https://github.com/ShahSarfaraz |  | Profile in a glance An Accomplished leader with 11+ years of experience and making impressive contributions in the field of Information Security worked on development and implementation of Information Security policies and procedures as per industry best practices and standards like ISO 27001:2022, PCI-DSS, NIST, HIPAA Compliance with a focus in Project Management and Data Privacy CORE COMPETANCIES Governance Risk Compliance, Information/Cyber security Risk Management, Red Team, Vulnerability Management and policy compliance of Infrastructure, Internal Audit, PCI DSS, NIST, HIPAA, ISO 27001 compliance, Incident Response, Data Classification, Team and Vendor management. IT Security processes, Project Management and Data Privacy PROFESSIONAL WORK EXPERIENCEWNS Global services PVT LTD – Deputy Manager (Risk Management/ Red Team) (Jan 2023-Present) - MUMBAI  * Perform security assessments and gap analysis by assessing compliance against security standards including PCIDSS, NIST, ISO 27001, CIS controls, GDPR and SOC 2 audit * Implement and maintain security measures to protect sensitive information and ensure compliance with relevant regulations * Work closely with Internal teams and external auditors ensure SOC 2 controls, policies and processes are designed and implemented * Perform detailed risk assessment and risk analysis using tools like Security scorecard, Control Case and Bit Sight to reduce risk to an acceptable level * Collaborate with PMO, Enterprise Risk to carry out security assessments and due diligence on third-party integrations * Plan Readiness strategies for zero days and work on mitigations and drive closure within 72 hours to adhere to Compliance * Supported and managed various security tools including CrowdStrike, Qualys, PrismaCloud, ASM etc., * Conduct Red Team assessments and Penetration testing of Web, Mobile Applications, Gen AI Apps, Cloud, API’s and Thick Clients  SOWEDANE IT SOLUTIONS PVT LTD – Application Security Lead (Sept 2022-January 2023) - HYDERABAD  * Conducting Vulnerability and Penetration testing of Web Applications, Mobile Application Penetration Testing, API’s * Advise on critical and high-risk vulnerabilities that may impact operations and critical infrastructure * Configure, schedule, and perform automated vulnerability/ scanning on both external and internal Vulnerability Scans on Networks, Cloud, Servers, And Operating systems etc.  TEST YANTRA SOFTWARE SOLUTIONS PVT LTD - Senior Security Test Engineer – (Oct 2021- Feb 2022, C2H) - BENGALURU Client**:** **Pulse Secure**   * Conduct Vulnerability Assessment and Penetration Testing for Infrastructure, Networks, Web Application, Web Services/API, Databases, Thick Clients, Mobile applications * Work closely with auditors during cybersecurity audits for SOC, HIPAA, HITRUST and building and managing relationships with senior stakeholders across the organization * Own and manage entire vulnerability lifecycle from discovery to remediation including Tools technology and process * Prioritize and guide remediation efforts and track vulnerabilities to closure * Review vulnerability scan reports coming from inside and outside sources * Use manual testing techniques and methods to gain a better understanding of the environment and validate false negatives/positives  PRAGATI ENGINEERING & MGMT SERVICES - Information Security Specialist (NOV 2019- NOV 2020, C2H) – MUMBAI  * Conduct Vulnerability assessment and Penetration testing of Web, Mobile Applications, Gen AI Apps, Cloud, API’s and Thick Clients * Maintain vulnerability and patch management tools and systems, ensuring they are up-to-date and functioning effectively * Provide guidance and support to IT teams in vulnerability and patch management best practices and methodologies * Collaborate with internal teams and external vendors to address vulnerabilities and apply patches in accordance with the organizations change management processes * Ensure vulnerability and patch management compliance with relevant regulatory requirements and industry standards, actively working towards meeting and maintaining compliance  NAR (FUJITSU) (MAY 2018-MAY2019, C2H) - Network Security Engineer - UAE **Project:** Dark Site   * Managing the F5 Load balancer infrastructure of the client environment with F5 LTM, ASM * Design Uniform Resource Locator (URL) filtering, anti-malware, HTTP and HTTPS inspections * Monitor for new vulnerabilities reported by internal and external sources and identify the impacted assets * Use automated tools like Nessus, and Qualys to pinpoint vulnerabilities and reduce time-consuming tasks * Provide input into broader Technology Vulnerability strategy driving improvements and provide inputs on capabilities and methods for vulnerability management * Demonstrate proactive thought leadership in implementing vulnerability management strategies for future organizational growth and sustained resilience * Compile and track vulnerabilities over time for metrics purposes * Troubleshoot and repair vulnerability scanning issues across a complex landscape  SUNNET SYSTEMS – System/Network Engineer L1, L2 (NOV 2014–JAN 2017)  * Installing and configuring computer hardware, operating systems, Routers, Switches and applications * Monitoring and maintaining computer systems and networks * Setting up new user accounts and profiles and dealing with password issues  Lab Assistant (Programmer) DR VRK College of Engineering & Technology NOV 2011- OCT 2014  * Installing and configuring computer hardware operating systems and applications and Guiding students with their Project work in respective platforms * Teaching students C, C++, Java, Language Practical’s and Linux, Server OS Windows server 2008  EDUCATION **Master of Technology (M. Tech) in Computer Science Engineering** Shadan College of Engineering & Technology JNTU Hyderabad |