1.设加密变换为![](data:image/x-wmf;base64,183GmgAAAAAAAOAJQAIBCQAAAACwVQEACQAAA1EBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQALgCRIAAAAmBg8AGgD/////AAAQAAAAwP///6b///+gCQAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AQK3xd0mt8XcgQPN3cw1mBgQAAAAtAQAACAAAADIKgAHyCAEAAAA0eQgAAAAyCoABpAUBAAAAOXkIAAAAMgqAAZQDAQAAACl5CAAAADIKgAHwAQEAAAAoeRwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAAA1g0K5kDxEgBArfF3Sa3xdyBA83dzDWYGBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABzAcBAAAAK3kIAAAAMgqAAXgEAQAAAD15HAAAAPsCgP4AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAECt8XdJrfF3IEDzd3MNZgYEAAAALQEAAAQAAADwAQEACAAAADIKgAFqBgEAAABteQgAAAAyCoABegIBAAAAbXkIAAAAMgqAAUYAAQAAAEV5HAAAAPsCIP8AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAECt8XdJrfF3IEDzd3MNZgYEAAAALQEBAAQAAADwAQAACAAAADIK4AFCAQEAAABreQoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAIYBAgIiU3lzdGVtAAZzDWYGAAAKACEAigEAAAAAAAAAAFzzEgAEAAAALQEAAAQAAADwAQEAAwAAAAAA) (mod 26)，则明文m=8的密文为\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_；

2．分组密码一般采用 Feistel结构或SPN结构，DES采用的是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_结构，AES采用的是\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_结构。

3．设杂凑函数h的杂凑值的长为n比特，则对任意消息![](data:image/x-wmf;base64,183GmgAAAAAAAOABIAICCQAAAADTXQEACQAAA8kAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCIALgARIAAAAmBg8AGgD/////AAAQAAAAwP///6b///+gAQAAxgEAAAsAAAAmBg8ADABNYXRoVHlwZQAAUAAcAAAA+wIg/wAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AQK3xd0mt8XcgQPN3cA1mYwQAAAAtAQAACAAAADIK4AFAAQEAAAAxeRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgBArfF3Sa3xdyBA83dwDWZjBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABOgABAAAAbXkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQBjcA1mYwAACgAhAIoBAAAAAAAAAABc8xIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)和![](data:image/x-wmf;base64,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)，![](data:image/x-wmf;base64,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)

成立的概率为\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_；

4． DES的分组长度为\_\_\_\_\_\_\_\_\_\_\_\_比特，AES的分组长度为\_\_\_\_\_\_\_\_\_\_\_\_比特。

三、

（1）阐述对称密码和公钥密码体制的区别。

（2）阐述Feistel结构和SPN结构的区别

（3）简述杂凑函数应满足的三条安全属性。

（4）简述混乱和扩散。

四、（1）描述RSA加密算法。

（2）已知RSA算法参数：p=5，q=11，e=3，明文M=9。求私钥d及密文C。

（3）假定已知某用户的公钥e 和n ，以及若干用RSA算法加密的密文，且这些密文所对应的明文中有一个与n有公因子，如何恢复所有的明文？

（4）RSA算法中加密和解密运算分别可采用何种方法加快计算？

五、叙述零知识证明的基本思想。

七、 简述DES算法。

（2） DES算法的E扩展、P置换和S盒在保证密码算法的安全性方面分别起到什么作用（混淆和扩散）？

八、

（1）在一个通信网络中，服务器存储了所有的密钥，网络的每个节点都分配了一个唯一的密钥![](data:image/x-wmf;base64,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)，用这个密钥来保证结点和可信任的服务器之间的通信安全。用户A想要发送明文*M*给用户B，使用以下协议：

1. A产生一个随机数*R*（不发送给服务器），并且将自己的名字，用户B的名字，及![](data:image/x-wmf;base64,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)发送给服务器。
2. 服务器做出响应，发送![](data:image/x-wmf;base64,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)给A。
3. A发送![](data:image/x-wmf;base64,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)和![](data:image/x-wmf;base64,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)给B。
4. B知道![](data:image/x-wmf;base64,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)因此将![](data:image/x-wmf;base64,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)解密，从而得到R，然后用R解密![](data:image/x-wmf;base64,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)得到*M*。

请分析该协议的安全性。若一个敌手可访问该网络中的一个节点，并获取了该节点的密钥![](data:image/x-wmf;base64,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)，在不知道（![](data:image/x-wmf;base64,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)）的情况下，他能否恢复明文*M*。

（2）概述Diffie-Hellman密钥交换算法，并给出对该算法的中间人攻击。