I CAN DO THIS!! :)

**Topics:**

* Overview of Security Concept (Chapter 1).\*\*\*
* User Authentication (Chapter 3).\*\*\*
* Access Control (Chapter 4).\*\*\*
  + DISCRETIONARY ACCESS CONTROL (Section 4.3).
  + Example: UNIX Access Control (Section 4.4).
* Database and Data Center Security (Chapter 5).\*\*\*
* Malicious Software (Chapter 6).\*\*\*
* Physical and Infrastructure Security (Chapter 16).\*\*\*
* Denial of Service Attacks (Chapter 7).
* Intrusion Detection (Chapter 8).
* Firewall and Intrusion Prevention Systems (Chapter 9).\*\*\*
  + Intrusion Prevention Systems (Section 9.6).
* Operating Systems Security (Chapter 12).\*\*\*
* Cloud and IoT Security (Chapter 13).\*\*\*
* Security Risk Assessment (Section 14.3).
* Security Auditing (Chapter 18).
* Linux Security (Chapter 25).
* The Bell-Lapadula Model for Computer Security (Section 27.1)
* TCP/IP Headers (Appendix F/slides).\*\*\*
* Cryptographic Tools (Chapter 2).
* Password-based Authentication (Section 3.2)
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| Chapter 1- Overview   * 1. Computer Security Concepts   2. Threats, Attacks and Assets   3. Security Fundamental Requirements   4. Fundamental Security Design Principles   5. Attack Surfaces and Attack Trees   6. Computer Security Strategy   7. Standards (ISO, FIPS, HIPAA and RFCs, etc)   CLOS:   1. Describe the key security requirements of confidentiality, integrity, and availability. 2. Discuss the types of security threats and attacks that must be dealt with, and give examples of the types of threats and attacks that apply to different categories of computer and network assets. 3. Summarize the functional requirements for computer security. 4. Explain the fundamental security design principles. 5. Discuss the use of attack surfaces and attack trees. 6. Understand the principle aspects of a comprehensive security strategy.   4 Information Quality Attributes :   * Availability * Accuracy * Relevance * Timelessness   Computer security deals with computer related assets that are vulnerable to a variety of threats and various measures taken to protect those assets.  Key to consider:  1)What assets needs to be protected  2) How are those assets threatened, and  3) What measures can we take to counter those threats.  NIST ⇒ National institute of standard and technology  FIPS ⇒ Federal Information Processing Standard  What is computer security?  It is the measures and controls that are taken to ensure the Confidentiality, Integrity, Availability ( Accountability and Authenticity) of information system assets such as hardware, software, firmware (permanent software, aka software for the hardware) and information that is processes, stored or communicated.  FIPS 199, only lists Confidentiality, Integrity and Availability as the 3 main security objectives/requirements for the protection of information system assets, but others in the security field feel Accountability and Authenticity should be included also.  What do we consider as Information system assets?  Hardware  Software (Firmware, which is also type of software)  Data  Communication lines and networks  While Hardware and software may be expensive, unique data cannot replaced.  Describing the Key Security requirements of Confidentiality, Integrity, Availability, Accountability and Authenticity.  Confidentiality:   |  | | --- | | It means preserving authorized restriction on information access, including the means, which we use, to protect private and proprietary information.  Confidentiality also encompasses concepts of Data confidentiality and Privacy.  Data confidentiality ensures that private or confidential data is not accessible to unauthorized individuals.  Privacy assures that individuals maintain the right to determine what information about them is collected, by whom and how is it stored, and to whom it is disclosed.  A loss of confidentiality is when there unauthorized access or disclosure of information. |   Integrity :   |  | | --- | | Guarding against improper modification or destruction of information, and ensure information non-repudiation and authenticity  Integrity encompasses the key concepts of Data integrity and System Integrity.  Data integrity assures that data or program is not modified or destroyed by unauthorized access.  System integrity ensures that the system works un-impaired, without the influence or manipulation of an unauthorized entity.  A loss of integrity is when there is unauthorized modification, or destruction of information. |   Availability:   |  | | --- | | Assures that system works promptly and authorized users are not denied access  Availability ensures redundancy. Meaning that there are multiple backup and failsafe countermeasures that even if here is a critical system failure then there are measures in place to handle this situation so that the system works promptly and authorized users are not denied access.  A loss of availability means there is a disruption of access to or use of information or information system. |   Accountability   |  | | --- | | Generates the requirement that the action of an entity can be traced back to the entity  A loss of accountability is when events are not logged thus, the actions an entity cannot be traced back to it within a given system environment. |   Authenticity   |  | | --- | | Is the property of being genuine; Being able to be verified and trusted; Confidence in validity of transmission, message, and message originator.  Simply, it means users say who they are and input arriving into the system is from a trusted source.  A loss of authenticity is when trust is lost from the message originator, or the input into the system causes harm. |   Non-repudiation:   |  | | --- | | ⇒ means someone cannot deny being responsible for something  ⇒ it is the assurance someone cannot deny something  ⇒ it ensures that individuals are accountable for what they do  ⇒ Prevents either sender or receiver from denying a transmitted message  ⇒ When a message is sent, the receiver can prove that the alleged sender in fact sent the message  ⇒ When a message is received, the sender can prove that the alleged receiver in fact received the message |  |  |  |  |  |  |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | | CLO #2 Discuss the the types of security threats and attacks that must be dealt with and give examples to the types of threats and attacks that apply to different categories of computer and security asset.  We consider Hardware, Software, Data, and Communication lines and networks to be Information system or Computer system resources.  Hardware: Including computer systems and other data processing, data storage,  and data communications devices  Software: Including the operating system, system utilities, and applications.  Data: Including files and databases, as well as security-related data, such as password files.  Communication facilities and networks: Local and wide area network  communication links, bridges, routers, and so on.     |  |  | | --- | --- | | Action of threat | Consequences of actions | | -Exposure,  -Interception,  -Interference, and  -Intrusion. | Causes Undisclosed Disposure, which is breach of confidentiality. | | -Masquerade,  -Falsification, and  -Repudiation. | Causes Deception, which is breach of Integrity. | | -Incapacitation,  -Corruption, and  -Obstruction. | Causes Disruption, which is breach of availability. | | -Misappropriation, and  -Misuse. | Causes Usurpation, which is breach of confidentiality, integrity and possibly availability. Depneding on nature of misuse. |   Key threat of hardware is availability. It is most susceptible to attack and least susceptible to automated controls.  Key threat to software is attack on availability. This is because software can be easily deleted. Software modification + trojan horse viruses can also attack integrity and authenticity.  Security concerns with data include, availability, secrecy and integrity.  Security concerns with Communication lines/centers and networks can be classfied into two types. Active and passive Attacks.   |  |  | | --- | --- | | Active attack is when an attacker tried to directly modify or tamper with a system resource or utility.  Active attacks are easy to find but hard to deal with. Focus in on detection and recovery.  Four categories:  Replay  Masquerade  Modification of message  Denial of service | While, an passive attack is when an attacker tries to learn and use the system, which also modifies the use of system resources.  Passive attacks hard to find but easy to deal with. Focus is on prevention.  Two categories:  Traffic analysis.  Release of message conents. |   Advanced persistent threats (APT) posses the following traits.  These threats are,   1. Organized, 2. Directed, 3. Well Financed, 4. Patient. 5. Silent   The types of attack are either passive or active.  The types of harm these attackers could cause are, Undisclosed Disposure, Deception, Disruption and Usurpation.  3 types of controls, which are Physical, Procedural and Technical, deal with the Human/not-Human, Malicious/not-malicious and Directed/not-directed threats to protect Confidentiality, Integrity and Availability.  Aim of APT attacks vary from stealing intellectual property, infrastructure related data to physical disruption of infrastructure.  Techniques used by APT attacks are,   1. Reconnaissance, involves using a conduit to gain access. For eg, blackmailing employee, or using keyloggers. 2. **Through Social engineering ==>i.e. Tricking users to gain access to system**    1. **Eg phishing ⇒ impersonating an trusted source/by email, Vishing ⇒ by Voice, Smishing ⇒ by SMS, pharming ⇒ redirected to masquerade, Spear phishing website, pretexting. DNS poisoning, and DNS spoofing.** 3. Establish a covert backdoor. 4. Establish command and control infrastructure. 5. Achieve objective, and 6. Maintain presence   Some tools used for social engineering to exploit human elements,  1) Spear-Phishing Attack Vectors  2) Website Attack Vectors  3) Infectious Media Generator  4) Create a Payload and Listener  5) Mass Mailer Attack  6) Arduino-Based Attack Vector  7) SMS Spoofing Attack Vector  8) Wireless Access Point Attack Vector  9) QRCode Generator Attack Vector  10) Powershell Attack Vectors  11) Third Party Modules  Solve phishing through MFA and bots using google captcha. |   According to a report by the National Research Council, NRC 02, the general vulnerabilities to a computer system or network asset is:   1. System may get leaky, which means a loss of confidentiality since confidential data could get spit out by mistake to unauthorized entity. 2. System may get corrupted, which means system does the wrong thing or gives the wrong answers. Thus, this is a loss of confidentiality. 3. System may become unavailable or very slow. This is an issue to availability.  |  | | --- | | Vulnerabilities are threat to a system.  An attack is a threat carried out. If successful it leads to serious security violations.  The entity carrying out the threat/attack is called the threat agent.  The attacker represents risk to an asset.  We can distinguish attacks into 2 types:  Active: when an attacker tries to directly alter a system resource or operation of the system.  Passive: when an attackers tries to learn and make use of the system, which affects the system resources.  Attacks can also be classified based on origin of attack.  Inside attack ? an attack initiated inside the security perimeter, by an insider  Outside attack? An attack initiated from outside the security perimeter, by unauthorized or illegal user  Countermeasures are taken to deal with security attacks.  Ideally goal of a countermeasure is prevent the success of an security attack.  If the success of an attack cannot be prevented then the strategy is to detect and recover.  Detect the source of an attack and recover the content that was stolen. |   CLO #3 Summarize the functional requirements for computer security   |  | | --- | | There are 17 functional security requirements.   1. Access Control, which deals with limiting access to information system for everyone. 2. Awareness and training, which deals with managers knowing the risks and personnel being adequately trained. 3. Audit and accountability: deals wirth tracking, logging, information non-repudiation and enforcing accountability. 4. Certification, accreditation and security assessments. 5. Configuration management, which means establishing and maintaining baseline configurations and inventories. 6. Contingency planning (SORRY BUT DONT HAVE TIME TO WRITE ALL :( ) 7. Identification and authentication 8. Incident response 9. Maintenance 10. Media protection, which deals with system media. 11. Physical and environment protections 12. Planning 13. Personnel Security 14. Risk assessment 15. Systems and services acquisition 16. System and communication protection 17. System and information integrity. |   CLO#4 Explain the fundamental design principles   |  | | --- | | There are 13 fundamental security design principles:   1. Economy of mechanism 2. Fail-safe defaults 3. Complete mediation 4. Open design 5. Separation of privilege 6. Least privilege 7. Least common mechanism 8. Psychological acceptability 9. Isolation 10. Encapsulation 11. Modularity 12. Layering 13. Least astonishment |   CLO#5 Discuss the use of attack surface and attack trees   |  | | --- | | Attack surface and attack trees are essentially ways by which we identify and classify threats.  An attack surface consists of reachable and exploitable vulnerabilities in a system.  There three types of attack surfaces:  -Software attack surface,  -Network attack surface, and  -Human attack surface.  Identifying attack surfaces allows us to evaluate and classify threats better. After identifying the attack surfaces of our system we can make the surface smaller as to make the task of the threat more difficult.  An attack tree is a branching, hierarchical data structure that represents a set of  potential techniques for exploiting security vulnerabilities. |   CLO#6 Understand the principles aspect of a comprehensive security strategy   |  | | --- | | The principles of a comprehensive security strategy include,   1. Specification/policy, i..e what is the security scheme suppouse to do? 2. Implementation/mechamuism, i.e. how does it work? 3. Correctness/assurance, i.e. does it really work? |   Four courses of action with context to a security implementation are,   1. Prevention, 2. Detection, 3. Recovery, and 4. Response.   For consumers of security products we have the following course of actions:   1. Assurance 2. Evaluation   The different types of standards we consider are:   1. National Institute of Standards and Technology (NIST) 2. Internet Society (ISOC) 3. International Telecommunications Union (ITU-T) 4. International Organization for Standardization (ISO) |
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| Chapter#3- User Authendication   * 1. Digital User Authentication Principles   2. Password-Based Authentication   3. Token-Based Authentication   4. Biometric Authentication   5. Remote User Authentication   6. Security Issues for User Authentication  1. Discuss the four general means of authenticating a user’s identity. 2. Explain the mechanism by which hashed passwords are used for user authentication. 3. Understand the use of the Bloom Filter in password management. 4. Present an overview of token-based user authentication. 5. Discuss the issues involved and the approaches for remote user authentication. 6. Summarize some of the key security issues for user authentication.  |  | | --- | | These four general means can used alone or in combination.  So, the four general means to authenticate a user’s identity are,   1. Something that the individual knows. This includes passwords, PINs, or answers to questions 2. Something that the individual poses. This includes tokens and physical keys such as key cards etc. 3. Something that the individual is (static biometrics). This includes recognition by fingerprint, retina and face. 4. Something that the individual does (dynamic biometric). This includes, recognition by voice pattern, handwriting characteristics, and typing rhythm |   CLO#2 Explain the mechanism by which hashed passwords are used for user authenticity   |  | | --- | | For a UNIX system, when a new user selects or is assigned a password. Then that plaintext password and a salt value (which is pseudo random or random), are taken as inputs for a hash function to produce a hashcode which acts as the encrypted password. The plaintext-salt and the encrypted password are stored in the password file for that user-id.  So when a user logs in, he/she provides the plaintext password which is then combine with the plain-text salt value, and they are then again taken as inputs into the same hashing functions which produce an output. This output is then checked against the stored encrypted password to see if they match. VERYY COOL BOI!!!!  The salt, in this case is a pseudo-random or random, key which is used for encryption.  The salt serves 3 purposes,   1. Prevents duplicates password inputs from having the same hashvalue. 2. It greatly increases the difficulty of dictionary attacks. 3. It becomes nearly impossible to find out whether a person has used the same password on the two or more systems. |  |  |  |  |  |  | | --- | --- | --- | --- | --- | | Slow hash functions (decent) | Crypt ( based on original DES that is 56 bits) | Salt value = 12-bits | Output hash value = 64 bits | 25 inner loop iterations (solved by super counter method. Solution to this encryption scheme is available for < 10,000$ | | Slower hash function (good) | MD5 (similar to SH1) | Salt Value = 48-bits  (no limitation on password length) | Output hash value = 128-bits | 1,000 inner loop iterations | | Slowest hash functions (best) | Bcrypt (based on Blowfish symmetric block cipher)  For OpenBSD only. | Salt Value = 128 bits  Allows for passwords 55 characters in length. | Output hash value = 192-bits |  | |  |  |  |  |  | |  |  |  |  |  | |

|  |
| --- |
| From Password P1 lecture slide.  RFC 4949 defines User authentication as, the process of verifying an identity by or for a system entity.  Authentication process consists of two steps,  1)Identification step, which means presenting an identifier to the system.  2) Verification step, which means providing authentication information to the system.  In essence, identification means that users claim to be who they say they are, and user authentication is means of establishing the validity of their claim.  This is different from message authentication, which allows communicating parties to ensure that the contents of the message received has not been altered and that the source is authentic.  4 means for user authentication are,   1. Something that the user knows 2. Something that the user has 3. Something that the user is 4. Something that the user can do   8 Password Vulnerabilities are,   1. Offline dictionary attack, where strong controls are needed. Hacker can get password file from system through which he/she can get can get the ID/password of the user but running the obtained password file against popular hashes. 2. Specific account attack, where attacker targets a specific account and submits password until correct password is discovered. 3. Popular password attack, where attackers tries to submit popular passwords for each user id. A cool countermeasure is to check the IP address of the authentication request and check the cookies for submission patterns. 4. Password guessing against single user, where attacker tries to gain knowledge about account holder and password policies and then tries to guess password. 5. Workstation highjacking, where waits until a logged-in workstation is unattended. 6. Exploiting user mistakes, where attacker exploits users use of same password for multiple devices connected to the same network. 7. Exploiting user mistakes, where attacker takes advantage of user mistake such as writing down password on physical piece of paper. 8. Electronic monitoring, where eavesdropping technique is used by attacker. |

Chapter#4

|  |  |  |
| --- | --- | --- |
| 1. Chapter 4- Access Control    1. Access Control Principles    2. Subjects, Objects and Access Rights    3. Discretionary Access Control    4. Example: UNIX File Access Control    5. Role-BAsed Access Control    6. Attribute-Based Access Control 2. Explain how access control fits into the broader context that includes authentication, authorization and audit. 3. Define the three major categories of access control policies. 4. Distinguish among subjects, objects and access rights. 5. Describe the UNIX file access control model. 6. Discuss the principle concepts of role-based access control. 7. Summarize RBAC model. 8. Discuss the principle concepts of attribute-based access control. 9. Explain the identify, credentials, and access management model. 10. Understand the concept of identity federation and its relationship to a trust framework.  |  | | --- | | Access control implements a security policy that determines who or what has access to a system resource, and the type of access that is permitted on each instance.  Always adhere to the basic requirements for Access control (this applies to the broader context),   1. Limit information system access to authorized users, or processes acting on behalf of authorized users, or devices ( such as a other information systems) 2. Limit information system access to types of functions and/or transactions that authorized users are allowed to execute.   Think of access control as a another layer of security.  Key terms to also consider with context to control access,   1. Authentication. This means verification of credentials of a user or information system entity. 2. Authorization. This function determines who is trusted for what purpose. 3. Audit. This means examination and review of system activity to ensure compliance.   Different types of access control policies are,   1. Discretionary access control (DAC) 2. Mandatory access control (MAC) 3. Role-based Access control (RAC) 4. Attribute-based access control (ABAC) |   CLO#4 Describe the UNIX file access control model   |  | | --- | | On top of UNIX file access mechanism ( user class ---. Group class ---, other class ---. (rwx) ) a file in a UNIX system can have a access control list.  To this file, users and groups can be assigned by administrator or super user using “setfacl” command. | |
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![](data:image/png;base64,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)

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Chapter#6   1. Chapter 6- Malicious Software    1. Types of Malicious Software-- Malware    2. Advanced Presistent Threat    3. Propagation--Infected Content--Viruses    4. Propagation--Vulnerability Exploit--Worms    5. Propagation--Social Engineering--Spam E-mail, Trojans    6. Payload--System Corruption    7. Payload--Attack Agent--Zombie, Bots    8. Payload--Information Theft-- Keyloggers, Phishing, Spyware    9. Payload--Stealthing--Backdoors, Rootkits    10. Countermeasures   CLOs   1. Describe three broad mechanisms malware uses to propogate. 2. Understand the basic operation of viruses, worms and Trojans. 3. Describe four broad categories of malware payload. 4. Understand the different threats posed by bots, spyware and rootkits. 5. Describe some malware countermeasure elements. 6. Describe three locations for malware detection mechanism.  |  | | --- | | Types of Malware are,   1. APT, differ from normal attacks in that they are well planned and financed. Often polotically motivated or state sponsered. Examples include Aurora, RSA, APtT1 and Stuxnet 2. Adware 3. Attack kit, are also called crime-ware, examples = zuzes and angler 4. Auto-rooter 5. Backdoor (trapdoor) 6. Downloader 7. Drive-by-download. This explores browser vulnerabilities. Does not actively propograte like worms. Spreads when users visit malicious websties. “Watering-hole” is a variant this attack, which is more targeted towdards a paticular system user. 8. Exploits 9. Flooders (Ddos clients) 10. Keyloggers 11. Logic Bombs 12. Macro Viruses 13. Mobile Code 14. Rootkit. There are 6 types of root-kits, Persistent, Memory-based, User-mode, Kernel-mode, Virtual machine based and External mode. 15. Spammer program 16. Spyware 17. Trogan horse 18. Virus 19. Worm 20. Zombie, bot   Malware are classified on 4 broad catagories such as,  How does malware spread or propograte to reach the desired target?  What is the malwares payload or actions when it reaches the target?  Malwares that need a host? ( parasite code such as viruses )  Malwares that are independent and self-contained? (worms, trograns and bots) Malwares that does not replicate (trogans and spam emails)  Malwares that does replicate ( viruses and worm) |   CLO#1 Describe three broad mechanisms that malware use to propagate?   |  | | --- | | The three propogation mechamisms includes,   1. Infection of exsisting conent by virus, which spreads to other infromation system. 2. Exploit of software vunerability by worm or drive-by-dowanload, that allows for replication of malware 3. Social engineering, where users are convinced to bypass security and install trograns or repond to phising email |   CLO#2 Understand the basic operations of viruses, worms and trojans   |  | | --- | | Virus, replicates itself by copying itslef into surruoinduing files. Spreads like a infection. Easliy spread through network encrinments.  Vrisus can only do what a the executable file it is attatched to can do. Runs secretly.  3 main components of a virus are,  1)Infection mechanism, how it spreds aka infection vector  2) Trigger, how it payload is activived or delivered aka logic bomb  3) Payload, what the virus does (besides spreading)  The 4 phases of the virus are,  1)Dormat Phase,  2)Triggering phase,  3)Propogration phase, and  4)Execution phase.  Macro viruses are viruses that attach themselves onto macros or scripting code. ⇒ melissa virus  There are 2 ways to classify a virus,   1. Classify by target. This inclides 4 types of viruses, which are, bootsector infector, file infector, macro virus and multipartile virus. 2. Classify by concealment strategy. This includes, encrypted viruses, stealth viruses, polymorphic viruses and metamorphic viruse.   Worms actively seek to infect systems and upon infection turn the system into a launch pad for launching more attacks.  Worm expliots software vunrearablituies in client and server programs  To replicatem, worms needs access to remote systems. This includes, electronic mail or instant messaging facility by emailing or instant messaging itself to replicate. File sharing by creating copy in file system. Remote execution Capability, remote file acess or tranfer capability, and remote login capability.  How worms targets is by,   1. Scanning 2. Random 3. Hit-list 4. Topological, this means use info from infected host to find other machines. 5. Local subnet   Morris worm, 1988. This was designed to spread on UNIX systems.  5 characteristics of wrom technology are,   1. Multiplatform, 2. Multi-exploit 3. Ultrafast spreading 4. Polymorphic 5. Metamorhphic   NIST SP 800-28 defines mobile code as, “ programs that can be shipped unchanged to heterogeneous platforms and be executed with identical semantics.  Mobile code takes advanage of, Java applets, ActiveX, Javascript, VBscript.  Common was to use mobile code for malisuous operations on local system are,   1. Cross-site scripting 2. Interactive and dynamic websites 3. Email attachments 4. Downloads from untrusted sites or untrusted software.   Bots use IRC servers (internet chat relay) where the bots are all connected to the same channel and intrpret messages as commands. |   CLO#3 Describe four broad categories of malware payloads.   |  | | --- | | Payload actions are performed once malware reaches target system.  The four catagories for malware payloads incude,   1. Corruption of sytem or data files. This includes data destruction and ransomwae, real-world destruction and logic bomb. (eg, chernobyl virus, Klez, and Ransomware.) (logic bomb is code embedded in malware, waiting to explode when triggered by action, event or condition. ) 2. Theft of service, where system is made a zombie agent of attack, as a part of botnet. (Botnet is a collection of bots that are capable of acting in a coordinated manner, to perform attacks such as DDos, Spamming, sniffing traffic, speading malware and keylogging, etc.) 3. Theft of information from system/keylogging (examples of this include, keylogger and spyware) 4. Stealthing/hiding it's presence on the system |   CLO#5 describe malware countermeasure elements   |  | | --- | | The ideal strategy is prevention. This includes, policy, awareness, vulnerability mitigation, and threat mitigation.  If prevention fails then strategy is to,   1. Detect 2. Identify, and 3. Recover.   -Generations of Anti-virus Scanner, are from 1 to 4. We are currently at fourth generation, which is fully featured protection.  Simple scanner to hueristic scanners to activity traps to fully featured protection.  -Sandbox analysis is another method for detecting and analyzing malware.  -Host-based Behaviour - Blocking software. Is a type of malware blocking software that integrates with host and monitors program behaviour in real-time. This is not anti-virus software. Blocking software monitors programs realtime and has advantage over anti-vrius software. Limitation is that malicious software often runs before all it's behaviour is identified so it can cause harm before it is detected.  -Perimeter Scanning Approaches. Is uses anti-virus software on a firewall inside the email and web proxy servies, which are running on the systems. To detect malware content on whole network. However, since it cannot detect any other types of behavious except malware content, it is useless when set up on a already infected system.  There are two types of monitoring software. This includes, Ingress and Egress monitoring.  Ingress for monitoring incoming traffic and Egres for monitoring outgoing traffic.  Remeber, both these approches are limited to scanning only malware content. |   CLO#4 |
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EXTRA NOTES FOR SHIEEEEZZZZ :) ;) :) :P

Four general means to authenticate a user are,

1. Something that the user knows, such as passwords, PIN or answers etc
2. Something that the user has. This includes tokens (which are a series of special bits that circulate in a given network, and act as tickets) and physical keys such as key cards.
3. Something that the user is (static biometrics). This, includes recognition by fingerprint, face or retina
4. Something the user can do (dynamic biometrics). This includes, recognition by voice patter, typing pattern or handwriting characteristics.

**Topics: You should focus on the following sections; however, many topics are interrelated).**

* Denial of Service Attacks (Chapter 7).
* Intrusion Detection (Chapter 8).
* Intrusion Prevention Systems (Section 9.6).
* Operating Systems Security (Chapter 12).
* Cloud and IoT Security (Chapter 13).
* Security Risk Assessment (Section 14.3).
* DISCRETIONARY ACCESS CONTROL (Section 4.3).
* Example: UNIX Access Control (Section 4.4).
* Security Auditing (Chapter 18).
* Linux Security (Chapter 25).
* The Bell-Lapadula Model for Computer Security (Section 27.1)
* TCP/IP Headers (Appendix F/slides).
* Overview (Chapter 1).
* Cryptographic Tools (Chapter 2).
* Password-based Authentication (Section 3.2)

|  |  |  |  |
| --- | --- | --- | --- |
| Chapter 7: Denial-of-service attacks   1. Denial-of-service attacks    1. Denial-of-service attacks    2. Flooding attacks    3. Distributed denial-of-service attacks    4. Application-based bandwidth attacks    5. Reflector and Amplifier attacks    6. Defences against Denial-of-service attacks    7. Responding to a Denial-of-service attack   CLOS:   1. Explain the basic concept of a denial-of-service attack 2. Understand the nature of flooding attacks 3. Describe distributed denial-of-service attacks 4. Explain the concept of an application-based bandwidth attack and give some examples. 5. Present an overview of reflector and amplifier attacks 6. Summarize the some of the common defense against denial-of-service attacks 7. Summarize common response to denial-of-service attacks   DoS is an attack on availability of blocking or hindering the provisioning of some service.    CLO#1 Explain the basic concept of a denial-of-service attack (DoS)  NIST defines denial-of-service attacks as an action that prevents or impairs the authorized use of a network, system or application by exhausting resources such as CPU, bandwidth and disk space  3 categories of resources that can be affeced by DoS attacks:   1. Network bandwitdth ⇒ relates to the capacity of links, which connects an organizations server to the internet.    1. It is usual in an overloaded TCP/IP network that legitimate users expwericnes degraged or no service.    2. The DoS attack for this cattagory of resource takes advanatage of the ISP routers ability to handle a higer capacity of traffic then the organizartion’s link can handle. Thus, the router discards packets, only delivering what can be handled by the link.    3. The goal of attacker is to overwhelm the link with illegitamate traffic effectively definying legitae user access to the server.    4. Takes advanatahe of ISP routers high capacity taffirc handling & the server in-ability to filter malicious from actual traffic. 2. System Resoruces    1. Attacks target the network handling software of the system, causing it to overwhelm and crash. Meaning that until the software is reloaded the system will not be able to communicate over the network.    2. This is acchomplished by sending specific packets that use up limited resources on the system or packets whose structure triggers specific bugs in the system.    3. Known as packet poisoning.       1. Ping to death and teardrop attacks that targeted old windows 9x system were of this form.       2. Spcifically, bugs that targeted the windows network code that handeled ICMP echo request packets and packet fragmnetation.    4. Resourcess that are targeted involve temporary buffers, table of open connections and similar memory data structures.       1. SYN spoofing tragets table of TCP connections on the server. 3. Application resources    1. An attack on a sepcific application, such as a webserver (which allwos user to make database queires), usually deals with sending legitimate requests that are expensiev and use up resrouces on that applcation, effectibely denying legitimate users acess. This type of attack is called cyberslam.   Overloaded TCP/IP network link ( link between a orgranization and it's ISP) ⇒ some customers might lose service or the quaility might degrade  Types of DoS attacks are:   1. Classical aka Flooding attack    1. Aka flooding ping attack.    2. Aim is to overwhlem is the capacity of network connection to the target organization.    3. Traffic can be handeled by higher capacity links on the path but packets are discarded as capacity decreases.    4. 2 main issues       1. Soucre of the attack can be clearly identified, and       2. A response can be sent back from target to attacker from the ping request requetess, effectively reflecting the attack …..but attacker can have link of higher capacity.    5. Netwrok performance is noticabley affected. 2. Source address spoofing    1. Using forged soruce addresses       1. These soruces addresses can be forged by using the RAW SOCKET INTERFACE on the OS       2. Attacker can be harder to identify because of this    2. Attacker generates a larger volume of packeyts with the traget as the destination address.    3. Congestion occurs at the last router, connecting to the to lower capacity organzation link    4. Requries network engineers to specifically query flow of information from their routers    5. In response to ping requets from spoofed addresses ICMP echo requtes packets are geneested. This is known was backscatter traffic. This traffic i.e. the type of packets can be analyzed to undersyand the type and size of attack.    6. Security researchers analyze these blocks of un-sed IP to analyze the routes, which help in monitoring attacks.  |  | | --- | | Side note: The development of TCP/IP took place in a trusting environment. TCP/IP simply does not include the ability by default, to ensure that the source address correspondes to the orginating system.  Filter can be implemented on routers to check if source address is valid but ISPs’ do not implement them, eeven after reccomandations from experts. |  1. SYN spoofing    1. Common DoS attack    2. Attack abikitu of a sevrer to respond to SYN requests by overflowing the TCP table that is used to manange them.    3. Thus, legitimate users are deined acess to the server    4. Hence an attack on suystem resoruces, specifially the network handligng code in the OS.    5. RST packet can be sent back, which thwarts the attack, if the forged address belongs to a legitimate system.   When they say valid packets are dropped that means legitamate users are denied proper acess.  Any packets used in reponse by the server only take up capacity and space on the link  CLO#2: Describe the nature of a flooding attack  Flooding attacks are based on the network protocol used  The aim is to overload the capacity of the link connecting to a sever (of some organization)  Virtually any network packet can be used/  For example,  There is:   1. ICMP Flood 2. UDP Flood 3. TCP-SYN Flood  |  |  | | --- | --- | | Catagries of resources affected are:   1. Network bandwidth resource 2. System resource ( often the software handling software is owerwhellm or crashed using special packets) 3. Application resource ( such as webserver allowing user to make queries. Make legitimate requests which consumes a large amount of resources. )   Flooding attack ⇒  The simplest classical DoS attack is the flooding attack on an organization.  Source Address Spoofing ⇒  A common characteristic of packets that are used for flooding attacks is that they come from forged IPs. (easy to generate via Raw socket interface from OS)  SYN spoofing ⇒  The other classical common DoS attack, which uses spoofed addresses to send SYN requets to target server, effectibvely targeting the TCP table space of that sever and hoping to owewhem the sever by sending invalid requets using spoofed sorource addres.  Flooding attack is not the same as a DDoS attack.  Flooding ⇒ aims to overload the capacity of the network connection by overwhelming the link with large volumes of malicous traffic, causing routers to drop packets. Thus probability of legitimae users receviing degraded or legitimate traffic is high. Bc that is what usually occus when TCP/IP connection is overloaded.  DDoS on the other hand, uses flaws on the OS or a common application to install a software; effectively making that system a zombie.  Nowdays attackers use IRC instant messaging software to handle mutiple zombie systems.  Large collections of systems under the control of one attacker, form a botnet.  Attacks that use multiple systems and attack target indirectly (increase distance between them and the target by having intermediaries) are:   1. DDoS attacks 2. Reflector attacks 3. Amplifier attacks   TFN (tribal flow network) ⇒ old DDoS attack that used a CLI as it's handler (nowdays attacker use an IRC (internet relay chat) or an instant messaging server program or Web-based HTTP server to manage communication with agents)  Application based bandwidth attacks  A potential effective strategy for DDoS attacks is to make the target execute resource-consuming requests which is disproportionate to the attack effort.  Application based bandwidth attacks attempt to take advantage of disproportionately large resource consumption at a sevrer. Two protcol that are examples of this are:   1. SIP floods - Used in VoIP protocol to initiate the connection. Overload the proxy server and target with INVITE requests.    1. 2 ways for proxy server       1. Deplete resources in processing requests       2. Consume network capacity. 2. HTTP based attacks    1. HTTP flood ⇒ flood webserver with HTTP requests       1. Spidering ⇒ bots following HHTTP link and following all links on the provided website in a recursive way.    2. Slowloris ⇒ send valid HTTP requets but intentonally never complete them.  |  | | --- | | Reflection Attacks ⇒ a variant of this is the Amplification attack ⇒ a variant of this is the DNS amplification attack.  I.e. these attacks all share the trait of having intermediary and trying to condut attack without alerting the intermediary.  Attacker sends address to a know service on the intermediary with spoofed address of target system. The intermediary responds by sending packets the trarget system, efflectivey reflecting the attack off the intermediary.  Goal is to generate large volumes or flood the link without alerting the intermediary.  Apmplication attack ⇒ sending the address to a service on intermediary and this time mutiple reponses are reflected back to the target. This is done as the original request is sent to the broadcast address on some network and all hosts might respond. Essentiaolly amplifying the attack.  DNS amplification attack:   1. Contrasts with the regular definition of amplification attack. 2. Takes advayaghe of the DNS protocol where one small request is turned into multiple larger requests. 3. 60-byte UDP requet is turned into 512-byte UDP response packet. 4. 4000 bytes to suppourt extended DNS features such as IPv6   To deal with Source Address Spoofign ISP could implement anti-spoofing fillyers on their router to ensure that valid source IP are being used for all packets by their customer. While filtering inccurs a small pefromance cost so does the cost of havign high volume of malcious traffic used for DoS attack.  To defend aganst SYN spoofing ⇒ use modified TCP request handling code. SYN cookies which do not take up memory resources, until the 3-way handshake is complete, effective reducing the potential of table overflowing.  How it works ? instead of saving infomation critical for establisng connetion ON the server in the List of TCP connections, the info is cryptographicallluy encoded into a cookie and sent as seq numebr back to the clident as SYN-ACk packet. Onece the incremented seq vale is recieved from the ACK packet from clident. Then that critical information is reconstructed, as it would have been saved in the table of TCP connections.  Or could use selective drop or random drop to remove incomplete tcp table entry if table is full  Best defence against broadcast amplification is to block use of IP-directed broadcast at the ISP or organizational server level, who is being used as a a intermediary  4 lines of defence against DoS attacks  Attack preventon and preemption (before attack)  Attack detection and filtering (during the attack)  Attack source traceback and identification (during the attack back)  Attack reaction (after the attack)  In essence there are 8 things for DoS attack prevention:   1. Block spoofed source adddresses 2. Filter used to ensure path baack to the claimed soruce adddress is the one being used by the current packet 3. Use modfied TCP connection handling code. 4. Block IP directed broadcasts 5. Block suspicipus services and combinationss 6. Manage application attacks with a form of graphical puzzle (captha) to distinguuish legitimage human requests 7. Good general system practises 8. Used mirrioed and replication servers when high performace and reliability is required.   Responding to DoS attacks  Good Incident response plan included 3 things⇒   1. Details on how to contact technical personal for ISP 2. Neeeded to impose traffic filtering upstream 3. Details of how to respond to the attack   Responding to DoS attacks   1. Identify type of attack 2. Have ISP traceback packet flow back to soruce 3. Implement contingency plan 4. Update Incident response plan. | |     Distributed Denial of Service attacks  Use of multiple systems to generate attacks  Attacker uses flaw in OS or vunurabiluty in a common application, and intalls their program into it (making it a zombie)  Large collections of systems under the control of one attacker, forming a botnet. |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1. Intrusion Detection    1. Intruders    2. Intrusion Detection    3. Analysis Approaches    4. Host-based Intrusion Detection    5. Network-based intrusion Detection    6. Distributed or Hybrid Intrusion Detection    7. Intrusion Detection Exchange Format    8. Honeypots 200    9. Example System: 302   CLOs:   1. Distinguish among various types of intruders beharvior patterns 2. Understand the basic principles of and requirements for intrusion detection 3. Discuss the key features of host-based intrusion detection 4. Explain the concept of distribted host-based intrusion detection 5. Define the intrusion detection exchange format (**intentionally incomplete**) 6. Explain the purpose of honeypots 7. Present an overview of snort   CLO#1 Distinguish among various types of intruders beharvior patterns  Perimeter defences: Firewalls and network-based IDSs.  Class of intruders include   1. Cybercriminal ⇒ organized gorp with goal of financial reward 2. Activists ⇒ insiders or outsider who are motivaed by social or political causes. 3. State Sponsored organizations ⇒ sponsored by government to conduct espoionage or sabotage activities 4. Others ⇒ hacker with motivations other than the ones listed above.   Examples of intrusion:   1. Performing a root-level compromise of a email server. 2. Defacing a website. 3. Gussing and cracking passwords. 4. Copying a database containing credit card numbers. 5. Viewing sensitive data, including payroll and medical information without authorization 6. Running a packet sniffer on a workstation to capture usename and passwords. 7. Using a permission error on an anonymous FTP server to distribute pirated software and music files. 8. Dialing into a unsecured modem and gaining internal network access. 9. Posing as an executive, calling the help desk, resetting the executive’s e-mail password, and learning the new password. 10. Using an unattended, logging-in workstation without permission.   Zero-day exploits: vulnerabilities that are unknown previously.  Key Security Strategy: defense-in-depth.  IDSs, IPSs, encryption of sensitive information, detailed audit trails, strong authentication and authorization controls, firewalls, activity management of operating system and application security.  Wide range of attacks included in intruder behaviour are:   1. Target Acquisition and Information Gathering.    1. Explore corporate website for information on corporate structure, personnel, key systems, as well as details of specific Web server and OS used.    2. Gather information on target network using DNS lookup tools such as dig, host, and others; and query WHOIS database.    3. Map network for accessible services using tools such as NMAP.    4. Send query e-mail to customer service contact, review response for information on mail client, server, and OS used, and also details of person responding.    5. Identify potentially vulnerable services, for example, vulnerable Web CMS. 2. Initial access    1. Brute force (guess) a user’s Web content management system (CMS) password.    2. Exploit vulnerability in Web CMS plugin to gain system access.    3. Send spear-phishing e-mail with link to Web browser exploit to key people. 3. Privilege Escalation    1. Scan system for applications with local exploit.    2. Exploit any vulnerable application to gain elevated privileges.    3. Install sniffers to capture administrator passwords.    4. Use captured administrator password to access privileged information. 4. Information Gathering or System Exploits    1. Scan files for desired information.    2. Transfer large numbers of documents to external repository.    3. Use guessed or captured passwords to access other servers on network. 5. Maintaining Access    1. Install remote administration tool or rootkit with backdoor for later access.    2. Use administrator password to later access network.    3. Modify or disable anti-virus or IDS programs running on system. 6. Covering Tracks    1. Use rootkit to hide files installed on system.    2. Edit logfiles to remove entries generated during the intrusion.   CLO#2: Understand the basic principles of and requirements for intrusion detection  Security intrusion: unauthorized act of bypassing the security mechanism of a system.  Intrusion detection: hard or software function that gathers and analyzes information from various areas within a computer or network to identify possible security intrusion.  An IDS has three logical components:   1. Sensors: 2. Analyzers 3. User interfaces   Single sensor and analyzer can be:  1) HIDS on host or  2) NIDS in a firewall device.  IDSs are classified by source and type of data anaylzed:   1. Host-based IDS (HIDS): montors the chatacteristics of a single host and the events occuring within that host, such as process identifiers and system calls they make for evidence of sus activity. 2. Network-based IDS (NIDS): monitors network traffic for particular network segments or devices and analyzed traffic, transport, and application protocols to identify suspicious activity. 3. Distributed or hybrid IDS: combine information from a number or sensors, ofen both host and network-based, in central analyzer that able to better identify and report intrusion activity.   A *DLL* is a library that contains code and data that can be used by more than one program at the same time. For example, in Windows operating systems, the Comdlg32 *DLL* performs common dialog box related functions.  CLO#3: Discuss the key features of host-based intrusion detection  IDS can can halt an attack before any damage is done but it’s main purpose is to detect intrusions, log suspicious events and send alerts.  However, the **primary benefit** of a HIDS is that it can detect both external and internal intrusions, something that is not possible with either network-based IDSs or firewalls.  HIDS IDSs can use either anomaly or signature and heuristic approaches to detect unauthorized behaviour on the monitored host.    Datasources and Sensor of HIDS:   1. System call traces 2. Audit (log file) records) 3. File integrity checksums 4. Registry access     CLO#4: Explain the concept of distribted host-based intrusion detection  HIDSs are often focused on single-system and stand-alone operations. The typical organization, however, needs to defend a distributed collection of hosts supported by a LAN or internetwork.  Thus a distributed IDS can be centralized or decentralized. But the overall architecture consists of three main components:   1. Host agent module 2. LAN monitor agent module 3. Central manager module   The scheme is designed to be independent of any operating system or system  auditing implementation. Figure 8.3 shows the general approach that is taken. The  agent captures each audit record produced by the native audit collection system.  A filter is applied that retains only those records that are of security interest. These  records are then reformatted into a standardized format referred to as the host  A NIDS monitors traffic at selected points on a network or interconnected set of networks.  Two main types of network sensors:   1. Inline sensor: inserted into a network segment so the traffic that it is monitoring must pass through the sensor. 2. passive sensor monitors a copy of network traffic; the actual traffic does not pass through the device. From the point of view of traffic flow, the passive sensor is more efficient than the inline sensor, because it does not add an extra handling step that contributes to packet delay.   Type of attacks suitable for signature detection:   1. Application layer reconnaissance and attacks  |  | | --- | | Application layer protocols usually analyzed:  DynamicHost Configuration Protocol (DHCP), DNS, Finger, FTP, HTTP, InternetMessage Access Protocol (IMAP), Internet Relay Chat (IRC), Network FileSystem (NFS), Post Office Protocol (POP), rlogin/rsh, Remote Procedure Call(RPC), Session Initiation Protocol (SIP), Server Message Block (SMB), SMTP,SNMP, Telnet, and Trivial File Transfer Protocol (TFTP), as well as database protocols, instant messaging applications, and peer-to-peer file sharing soft-ware. The NIDS is looking for attack patterns that have been identified as tar-geting these protocols. Examples of attack include buffer overflows, password guessing, and malware transmission. |  1. Transport layer reconnaissance and attacks  |  | | --- | | NIDSs analyze TCP and UDP traf-fic and perhaps other transport layer protocols. Examples of attacks are unusual packet fragmentation, scans for vulnerable ports, and TCP-specific attacks such as SYN floods. |  1. Network layer reconnaissance and attacks  |  | | --- | | NIDSs typically analyze IPv4, IPv6,ICMP, and IGMP at this level. Examples of attacks are spoofed IP addresses and illegal IP header values. |  1. Unexpected application services  |  | | --- | | The NIDS attempts to determine if the activity on a transport connection is consistent with the expected application protocol. An example is a host running an unauthorized application service. |  1. Policy violations  |  | | --- | | Examples include use of inappropriate websites and use of forbidden application protocols. |   Attacks suitable for anomaly detection:   1. DoS  |  | | --- | | Such attacks involve either significantly increased packet traffic or significantly increase connection attempts, in anattempt to overwhelm the target system. These attacks are analyzed in ­Chapter 7.Anomaly detection is well-suited to such attacks. |  1. Scanning  |  | | --- | | A scanning attack occurs when an attacker probes a target network or system by sending different kinds of packets. Using the responses received from the target, the attacker can learn many of the system’s characteristics and vulnerabilities. Thus, a scanning attack acts as a target identification tool for an attacker. Scanning can be detected by atypical flow patterns at the application layer (e.g., banner grabbing 3 ), transport layer (e.g., TCP and UDP port scan-ning), and network layer (e.g., ICMP scanning) |  1. Worms  |  | | --- | | Worms 4 spreading among hosts can be detected in more than one way.Some worms propagate quickly and use large amounts of bandwidth. Wormscan also be detected because they can cause hosts to communicate with each other that typically do not, and they can also cause hosts to use ports that they normally do not use. Many worms also perform scanning. Chapter 6 discusses worms in detail |   Stateful Protocol Analysis: subset of anomaly analysis.  SPA understands andtracks network, transport, and application protocol states to ensure they progress as expected. A key disadvantage of SPA is the high resource use it requires.   |  | | --- | |  |   CLO#6: Explain the purpose of honeypots  Honeypots are designed to:   1. Divert an attacker from accessing critical systems. 2. Collect information about the attacker's activity. 3. Encourage the attacker to stay on the system long enough for administrators to respond.   Honeypots are classified into:   1. Low interaction honeypots: Consists of a software package that emulates particular IT services or systems well enough to provide a realistic initial interaction, but does not execute a full version of those services or systems. 2. High interaction honeypots: Is a real system, with a full operating system,services and applications, which are instrumented and deployed where they can be accessed by attackers.   CLO7: Present an overview of snort  Snort is a lightweight IDS that has the following characteristics:   1. Easily deployed on most nodes (host, server, router) of a network. 2. Efficient operation that uses small amount of memory and processor time. 3. Easily configured by system administrators who need to implement a specific security solutuion in a short amount of time.   A SNORT installation consists of four logical components:   1. Packet decoder 2. Detection enginer 3. Logger 4. Alerter     SORT rules:  SNORT uses simple, flexiable rule definition language that generates rules by detection system engine. Each rule consists of a fixed header and zero or more options.  A header had the following elements:   * Action * Protocol * Src IP * Src Port * Direction * Dst IP * Dst Port |

|  |
| --- |
| 1. Chapter 9- Firewall and Intrusion Prevention Systems    1. The Need for firewall.    2. Firewall Characteristics and Access Policy.    3. Types of Firewall.    4. Firewall Basing.    5. Firewall Location and Configurations.    6. Intrusion Prevention Systems.    7. Example: Unified Threat Management Products. 2. Explain the role of firewalls as part of a computer and network security strategy. 3. List the key characteristics of firewalls. 4. Discuss the various basing options for firewalls. 5. Understand the relative merits of various choices for firewall location and configurations. 6. Distinguish between firewalls and intrusion prevention systems.   Following notable **developments** in technology have been made:   * Centralized data processing system, with a central mainframe supporting a number of directly connected terminals * Local area networks (LANs) interconnecting PCs and terminals to each other and the mainframe. * Premises network, consisting of a number of LANs, interconnecting PCs, servers, and perhaps a mainframe or two. * Enterprise-wide network, consisting of multiple, geographically distributed premises networks interconnected by a private wide area network (WAN). * Internet connectivity, in which the various premises networks all hook into the Internet and may or may not also be connected by a private WAN. * Enterprise cloud computing, which we will describe further in Chapter 13, with virtualized servers located in one or more data centers that can provide both internal organizational and external Internet accessible services.   CLO#1 Explain the role of firewalls as part of a computer and network security strategy.  The Internet isn’t a service you connect too, you become part of it. The firewall is inserted between the premises network and the Internet to establish a **controlled link**  and erect an outer security wall or perimeter. The goal of this perimeter is to protect the premises network from Internet-based attacks and provide a single choke point where security and auditing can be imposed. It can be combined with IDSs, IPSs, encryption of sensitive information, detailed audit trails, strong authentication and authorization controls, activity management of operating system and application security- to provide “defense-in-depth”.  CLO#2 List the key characteristics of firewalls.      CLO#3 Discuss the various basing options for firewalls.    CLO#4 Understand the relative merits of various choices for firewall location and configurations.          CLO#5 Distinguish between firewalls and intrusion prevention systems.  Not useful but dece to know….  We have reviewed a number of approaches to countering mali-cious software and network-based attacks, including antivirus and antiworm products,IPS and IDS, and firewalls. The implementation of all of these systems can provide an organization with a defense in depth using multiple layers of ­filters and defense mechanisms to thwart attacks. The downside of such a piecemeal implementation is the need to configure, deploy, and manage a range of devices and s ­ oftware packages.In addition, deploying a number of devices in sequence can reduce performance.  The market analyst firm IDC refers to such a device as a unified threat management (UTM) system and defines UTM as follows: “Products that include multiple security features integrated into one box. To be included in this category, [an appliance] must be able to perform network firewalling, network intrusion detection and prevention and gateway anti-virus. All of the capabilities in the appliance need not be used concurrently, but the functions must exist inherently in the appliance.” |

|  |
| --- |
| 1. OS Security    1. Introduction to OS security    2. System Security Planning    3. OS hardening    4. Application Security    5. Security Maintenance    6. Linux/Unix Security    7. Windows Security    8. Virtualization Security   CLOs   1. List the steps needed in the process of securing a system. 2. Detail the need for planning system security. 3. List the basic steps used to secure the based operating system 4. List the additional steps needed to sure key applications. 5. List steps needed to maintain security. 6. List some specific aspects of securing UNIX/Linux systems. 7. List some specific aspects of securing Windows systems. 8. List steps needed to maintain security in virtualized systems.   CLO#2 Detail the need for planning system security.  CLO#3 List the basic steps used to secure the based operating system  CLO#4 List the additional steps needed to sure key applications.  CLO#5 List steps needed to maintain security.  CLO#6 List some specific aspects of securing UNIX/Linux systems.  CLO#7 List some specific aspects of securing Windows systems.  CLO#8 List steps needed to maintain security in virtualized systems. |

|  |
| --- |
| 1. Cloud and IoT Security    1. Cloud Computing    2. Cloud Security Concepts    3. Cloud Security Approaches    4. The Internet of Things    5. IoT security   CLOs |

|  |
| --- |
| 1. Section 14.3 ⇒ Security Risk Assessment |

|  |
| --- |
| 1. Discretionary Access Control    1. Unix Access control |

|  |
| --- |
| 1. Security Auditing    1. Security Auditing Architecture    2. Security Audit Trail    3. Implementing the Logging function    4. Audit Trail Analysis    5. Security Information and Event Management |

|  |
| --- |
| 1. Linux Security |

|  |
| --- |
| 1. The Bell-Lapdulla Model for Computer Security |

|  |
| --- |
| TCP/IP Headers (Appendix F/slides).   1. Overview (Chapter 1). 2. Cryptographic Tools (Chapter 2). 3. Password-based Authentication (Section 3.2) |
|  |