BYOD

**01 Befolgen Sie die Arbeitgeberregeln**

Ja zum beispiel mit keinen illegalen apps oder beduchen auf verbotenen websiten

## 02 Wählen Sie eine sichere Authentifizierung

Ja ich habe ein sicheres passwort und einen passwort manager und immer 2 FA

## 03 Sperren Sie das Gerät bei Abwesenheit

Beim verlassen meines arbeits platzes wird immer der bildschirm mit Windows L gelockt

## 04 Aktualisieren Sie die Software

Ich mache meine updates immer sobald sie rauskommen

## 05 Verschlüsseln Sie die Daten

Ich habe meine daten immer gespeichert und auf einem backup zum beispiel google oder onedrive

## 06 Löschen Sie das Gerät bei Verlust sofort

Dies werde ich tun

## 07 Sichern Sie die Daten

Ich speichere meine daten immer gleich und wictige daten gebe ich nicht weiter

**08 Meiden Sie öffentliche WLAN**

ich gehe nie in öffentliche netztwerke ausser im notfal

## 09 Installieren und aktivieren Sie Antivirensoftware

Ich habe eine Antivieren software instaliert

## 10 Installieren Sie Software nur aus vertrauenswürdigen Quellen

Ich habe nur Softwaren die ich kenne und die auch vertrauenswürdig sind ich schaue aus das

Daten im home office schützen

## 01 Installieren Sie alle Updates

Dies mache ich laufend

## 02 Schalten Sie die Firewall und den Virenschutz ein

Ich habe beides aktiv

## 03 Verwenden Sie starke Passwörter

Ich habe ein sicheres passwort und einen passwort locker

## 04 Geben Sie Ihre Passwörter niemals weiter

Mach ich grundsätzlich nicht auser von meinem handy jedoch kommt man durch dies auf keine wichtigen daten ohne ein extra passwort

## 05 Schützen Sie Personendaten und geschäftliche Informationen

Mache ich immer ich halte die regeln ein

## 06 Setzen Sie E-Mail sicher ein

Ich habe mehrere mail konten und kann geschäftliches und privates gut trennen

## 07 Schützen Sie sich vor Phishing und anderen Bedrohungen

Dies mache ich laufend duch softwaren und phishing schaue ich bevor ich ein mail öffne jedoch kann man nie alles genau garantieren das nichts passiert

## 08 Kommunizieren Sie sicher

Ich benutze beispiels weise threema und nur für unwichtige dinge

## 09 Melden Sie Datenverlust sofort

Mache ich

## 10 Schalten Sie das Cloud-Backup aus

Für private dinge habe ich dies an für geschäftliches jedoch nicht