**Using This Master Template**

There are four sections on these first two pages that contain information on using the template:

* **Section 1 (IMPORTANT):** Seven fields immediately below in section 1 allow you to insert information specific to your document and then have that information AUTOMATICALLY populated into corresponding fields within the actual template below. This is a new capability that frees you up from having to update a document’s often-confusing Properties dialog window. Information in these fields is critical for ISO purposes.
* **Section 2:** Information on the Cisco Customer Experience (CX) *Documentation Master Template* and the accompanying *Documentation Style Guide*.
* **Section 3:** Information on updating a document’s security classification, if necessary. In most cases, this will not be necessary.
* **Section 4:** Information on updating a document’s footers, if necessary.
* These two template instruction pages, as well as other additional instructions (**red text**) on other pages of the template, ***must be removed*** before you submit a final document. Drag your mouse across all text and press ***Delete***. Be aware, you may have to press *Delete* twice to delete these first two pages.

**Section 1: Template’s Automatic Fields**

Click on a field below and then click on the small box with three dots appearing at the front of the field. This selects the field for updates. Enter an appropriate title for each of the seven fields. Corresponding fields within the actual template starting with the title page will now be automatically updated.

* [Project Name and Customer Name, e.g., “Cisco ACI for ABC Industries”]
* [Deliverable Name, e.g., “Low-Level Design”]
* [Version, e.g., “0.1”, “1.0”]
* [Author Name, e.g., “John Smith, Customer Experience, Cisco”]
* [Change Authority, e.g., “Customer Experience, Cisco”]
* [DCP Content ID, if applicable (otherwise “n/a”)]
* [Project ID, if applicable (otherwise “n/a”)]

**Section 2**: **Cisco CX Documentation** ***Master Template*** and ***Style Guide***

This Master Template presents a general framework of document sections that should be included in all documents of this type presented to the customer. Add or remove sections that fit your specific customer scenario. However, do not edit or remove the last two sections (Trademarks and Disclaimers, Document Acceptance) under any circumstances. The template is closely governed by instructions in the Cisco CX Documentation Style Guide mentioned below.

This template conforms to documentation style guidelines (fonts, headers, footers, format, graphics, etc.) included in all ICN templates, and it contains the ISO-required document control elements and the Cisco data classification as well. Please send any feedback or requests for style enhancements to the following:

[svt-templates-team@cisco.com](mailto:svt-templates-team@cisco.com)

* Click below to access a page containing a link to a PowerPoint deck on the DCP process as it relates to documentation standards in Cisco CX. It contains information on document requirements, templates, processing, reviews, approvals, versioning, etc.  
  <https://go2.cisco.com/DCP2DailyUse>

The Cisco CX Documentation **Style Guide** contains detailed instructions on document structure, formatting, styles, figures and tables, graphics, trademarks and disclaimers, and customer acceptance. The Style Guide can be found here: <https://docs.cisco.com/share/proxy/alfresco/url?docnum=EDCS-22030275&ver=approved>

It is essential writers review the Style Guide for instructions on properly writing their documents. Instructions in the guide are Cisco CX-approved and ISO-compliant.

**Section 3:** **Changing a Document’s** ***Security Classification*** **in the Footer**

This template allows an author to change the security classification appearing in the footer, from the default of Cisco Highly Confidential to Cisco Public, Cisco Confidential, or Cisco Restricted:

1. Go to **File** > **Info** > **Properties** > **Advanced Properties** > **Custom** tab.
2. In the Properties field, scroll to the bottom and click on **Document Classification.**
3. In the Value field immediately above, type a new classification level and click **Modify**.
4. Click **OK**.
5. See the instructions below for ***Updating a Document’s Page Footers*** to update the document’s classification.

|  |
| --- |
| **For Apple Mac users:**   1. From your Apple Mac’s main toolbar at the top of the screen, click on **File** and select **Properties**. 2. Click on **Custom** tab. 3. In the Properties field, click on **Document Classification.** 4. In the Value field immediately above, type a new classification level and click **Modify**. 5. Click **OK**. See the instructions below for ***Updating a Document’s Page Footers*** to update the document’s classification. |

For more information on *Security Classifications*: <http://wwwin.cisco.com/infosec/policies/classification.shtml>

**Section 4:** **Updating a Document’s** ***Page Footers***

1. Scroll to the first page displaying the standard expanded footer (as opposed to the abbreviated footer on the title page), which should be the first page of the Table of Contents.
2. Double-click anywhere in the footer. The Header and Footer tab automatically opens.
3. If you have changed the document’s default classification from **Cisco Highly Confidential** to one of the other accepted classifications, right-click on the classification field in the footer and select Update Field to update the footer.

Scroll down after the cover page to make sure the footer has been updated on subsequent pages in the document. If not, repeat the process on those pages and then recheck the footers again.

![](data:image/png;base64,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)![](data:image/png;base64,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)

[Project Name and Customer Name, e.g., “Cisco ACI for ABC Industries”]

[Deliverable Name, e.g., “Low-Level Design”]

October 4, 2023

Version [Version, e.g., “0.1”, “1.0”]

Phone: +1 408-526-4000

Toll Free: +1 800-553-NETS (6387)

Fax: +1 408-526-4100

**Document Classification**

**Cisco Highly Confidential**

170 West Tasman Drive

San Jose, CA 95134-1706 USA

Cisco Systems, Inc.

Corporate Headquarters

Contents

[Contents 2](#_Toc95212150)

[List of Figures and Tables 3](#_Toc95212151)

[About This Document 4](#_Toc95212152)

[History 4](#_Toc95212153)

[Review 4](#_Toc95212154)

[Document Conventions 4](#_Toc95212155)

[1 Introduction 5](#_Toc95212156)

[1.1 Preface 5](#_Toc95212157)

[1.2 Audience 5](#_Toc95212158)

[1.3 Scope 5](#_Toc95212159)

[1.4 Assumptions 5](#_Toc95212160)

[1.5 Related Documents 5](#_Toc95212161)

[2 Heading 1 6](#_Toc95212162)

[2.1 Heading 2 6](#_Toc95212163)

[2.1.1 Heading 3 6](#_Toc95212164)

[Heading 1-No Numbers 7](#_Toc95212165)

[Heading 2-No Numbers 7](#_Toc95212166)

[Heading 3-No Numbers 7](#_Toc95212167)

[3 Appendix A: Title 8](#_Toc95212168)

[3.1 Appendix A Sub-Section 8](#_Toc95212169)

[3.1.1 Appendix A Sub-Section 8](#_Toc95212170)

[4 Appendix B: Acronym Listing/Glossary 9](#_Toc95212171)

[Trademarks and Disclaimers 10](#_Toc95212172)

[Document Acceptance 11](#_Toc95212173)

List of Figures and Tables

**No table of figures entries found.**

**No table of figures entries found.**

About This Document

|  |  |
| --- | --- |
| Author | [Author Name, e.g., “John Smith, Customer Experience, Cisco”] |
| Change Authority | [Change Authority, e.g., “Customer Experience, Cisco”] |
| DCP Reference | [DCP Content ID, if applicable (otherwise “n/a”)] |
| Project ID | [Project ID, if applicable (otherwise “n/a”)] |

History

|  |  |  |  |
| --- | --- | --- | --- |
| Version | Date | Status | Change Description |
| 0.1 | YYYY-MM-DD | Pre-draft | Initial creation |
| 0.2 |  |  |  |
| 0.3 |  |  |  |
| … |  | Draft |  |
| 1.0 |  | Final |  |

Review

|  |  |  |  |
| --- | --- | --- | --- |
| Version | Date | Reviewer | Review Description |
| 0.x | YYYY-MM-DD |  |  |
| … |  |  |  |
| … |  |  |  |

Document Conventions

|  |  |
| --- | --- |
|  | Caution: Alerts readers to be careful. In this situation, you might do something that could result in equipment damage or loss of data. |
|  | Note: Alerts readers to take note. Notes contain helpful suggestions or references to material not covered in the document. |
|  | Timesaver: Alerts the reader that they can save time by performing the action described in the paragraph affixed to this icon. |
|  | Tip: Alerts the reader that the information affixed to this icon will help them solve a problem. The information might not be troubleshooting or even an action, but it could be useful information similar to a Timesaver. |
|  | Warning: Alerts readers of a situation that could cause bodily injury. They need to be aware of the hazards involved with electrical circuitry and familiarize themselves with standard practices for preventing accidents. |

# Introduction

## Preface

[Enter appropriate text in this section using style **Normal**.]

## Audience

[Enter appropriate text in this section using style **Normal**.]

## Scope

[Enter appropriate text in this section using style **Normal**.]

## Assumptions

[Enter appropriate text in this section using style **Normal**.]

## Related Documents

[Enter appropriate text in this section using style **Normal**.]

* It is absolutely essential writers review the Cisco CX Documentation Style Guide for instructions on properly writing their documents. Instructions in the guide are Cisco CX-approved and ISO-compliant. Adherence to the Style Guide is mandatory. The Style Guide is available in Doc Central:   
  <https://docs.cisco.com/share/proxy/alfresco/url?docnum=EDCS-22030275&ver=approved>

# Heading 1

[Enter appropriate text in this section using style **Normal**.]

## Heading 2

[Enter appropriate text in this section using style **Normal**.]

### Heading 3

[Enter appropriate text in this section using style **Normal**.]

#### Heading 4

[Enter appropriate text in this section using style **Normal**.]

##### Heading 5

[Enter appropriate text in this section using style **Normal**.]

###### Heading 6

[Enter appropriate text in this section using style **Normal**.]

Heading 7

[Enter appropriate text in this section using style **Normal**.]

Heading 8

[Enter appropriate text in this section using style **Normal**.]

Heading 9

[Enter appropriate text in this section using style **Normal**.]

1. AAA
2. Aaaaa aaaaa Aaaaa Aaaaa Aaaaa Aaaaa Aaaaa aaaaa Aaaaa Aaaaa Aaaaa aaaaa Aaaaa Aaaaa Aaaaa aaaaa Aaaaa Aaaaa

Heading 1-No Numbers

[Enter appropriate text in this section using style **Normal**.]

* In using this Cisco CX Document Master Template, if for some reason you decide to use one of the unnumbered types of headings, you will be unable to set up cross-references from text in other numbered sections in your document to text in these unnumbered sections.

Heading 2-No Numbers

[Enter appropriate text in this section using style **Normal**.]

Heading 3-No Numbers

[Enter appropriate text in this section using style **Normal**.]

Heading 4-No Numbers

[Enter appropriate text in this section using style **Normal**.]

Heading 5-No Numbers

[Enter appropriate text in this section using style **Normal**.]

# Appendix A: Title

[Enter appropriate text in this section using style **Normal**.]

## Appendix A Sub-Section

[Enter appropriate text in this section using style **Normal**.]

### Appendix A Sub-Section

[Enter appropriate text in this section using style **Normal**.]

# Appendix B: Acronym Listing/Glossary

* Adjust the section headline depending on its content   
  (either "Appendix B: Acronym Listing" or "Appendix B: Glossary").

|  |  |
| --- | --- |
| Term | Definition |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

Trademarks and Disclaimers

IF THIS DOCUMENT IS PROVIDED AS A DELIVERABLE IN ACCORDANCE WITH THE CISCO TERMS AND CONDITIONS ASSOCIATED WITH A PURCHASED CISCO SERVICE (“TERMS”) THEN THIS DOCUMENT IS PRESENTED SUBJECT TO THOSE TERMS. IN ALL OTHER EVENTS, THIS DOCUMENT IS PROVIDED “AS-IS” WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING WITHOUT LIMITATION, THOSE OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NON-INFRINGEMENT OR ARISING FROM A COURSE OF DEALING, USAGE, OR TRADE PRACTICE.

Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other countries. To view a list of Cisco trademarks, go to this URL: www.cisco.com/go/trademarks. Third-party trademarks mentioned are the property of their respective owners. The use of the word partner does not imply a partnership relationship between Cisco and any other company. (1110R)

© 2022 Cisco and/or its affiliates. All rights reserved.

Document Acceptance

|  |  |  |  |
| --- | --- | --- | --- |
| Name |  | Name |  |
| Title |  | Title |  |
| Company |  | Company |  |
| Signature |  | Signature |  |
| Date |  | Date |  |

|  |  |  |  |
| --- | --- | --- | --- |
| Name |  | Name |  |
| Title |  | Title |  |
| Company |  | Company |  |
| Signature |  | Signature |  |
| Date |  | Date |  |

|  |  |  |  |
| --- | --- | --- | --- |
| Name |  | Name |  |
| Title |  | Title |  |
| Company |  | Company |  |
| Signature |  | Signature |  |
| Date |  | Date |  |

# NSO Operating System (RHEL) Security Features Validation

The following tests verify the security configuration that are expected to be implemented on the redhat servers that will host the Cisco NSO application  
 - firewall Service Configrations  
 - autheselect custome profile creation and modifications  
 - PAM Configrations  
 - Password quality modifications Refer to the SCDP documentation to address any failed tests.

Table- NSO Operating System (RHEL) Security Features Validation Test Results Summary

|  |  |  |
| --- | --- | --- |
| pass | fail | skip |
| 5 | 6 | 0 |

Table- Verify firewalld service is enabled

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | The firewall service should not be disabled on reboot |
| procedure | 1. Run the command systemctl is-enabled firewalld 2. Verify that the response is 'enabled' |
| status | PASS |
| messages | Run the command systemctl is-enabled firewalld Verify that the response is 'enabled' Running command 'systemctl is-enabled firewalld 2>&1'. ${output} = enabled |

Table- Verify NSO ports are configured in the firewalld

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | Check that the neccesary tcp/udp ports are open for nso the ports are listed in the list "nso\_fw\_ports" defined in the global Variables List includes the following : ['2022', '2024', '8080', '8888'] |
| procedure | 1. Run the command sudo firewall-cmd --list-all 2. Verify that the required ports are configured |
| status | PASS |
| messages | Run the command sudo firewall-cmd --list-all Verify that the required ports are configured Running command 'sudo firewall-cmd --list-all 2>&1'. ${output} = public (active)  target: default  icmp-block-inversion: no  interfaces: ens160  sources:   services: cockpit dhcpv6-client ssh  ports: 22/tcp 2022/tcp 2024/tcp 8888/tcp 4000/udp 1062/udp 20243/t... 2022 2024 8080 8888 |

Table- Verify authselect profile sssd-vf is created

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | Verify that a custom sssd profile has been created |
| procedure | 1. Run the command 'authselect list' 2. Verify that the 'sssd-vf' profile exists |
| status | PASS |
| messages | Run the command 'authselect list' Verify that the 'sssd-vf' profile exists Running command 'authselect list 2>&1'. ${output} = - minimal Local users only for minimal installations - sssd Enable SSSD for system authentication (also for local users only) - winbind Enable winbind for system authenticat... |

Table- Verify expected authselect profile is active

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | This runs the command "authselect current -r" and returns the current active profile the test checks that this matches the expected value of custom/sssd-vf |
| procedure | 1. Run the command 'authselect current -r' 2. Verify that the profile custom/sssd-vf is active |
| status | PASS |
| messages | Run the command 'authselect current -r' Verify that the profile custom/sssd-vf is active Running command 'authselect current -r 2>&1'. ${output} = custom/sssd-vf without-nullok with-faillock ${profile} = custom/sssd-vf Execution passed with message: Current Profile is correct - sssd-vf |

Table- Verify that the required PAM Modules are enabled

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | This test will verify that without-nullok and with-faillock modules are activated the test will run the command "autheselect current" which returns the enabled features in the format:  Profile ID: custom/sssd-vf Enabled features: - with-faillock - without-nullok  Checks made against the following features: ['with-faillock', 'without-nullok'] |
| procedure | 1. Run the command 'authselect current' 2. Validate that the required features, listed above, are enabled |
| status | PASS |
| messages | Run the command 'authselect current' Validate that the required features, listed above, are enabled Running command 'authselect current 2>&1'. ${output} = Profile ID: custom/sssd-vf Enabled features: - without-nullok - with-faillock ${module\_status\_dict} = {} Profile ID: custom/sssd-vf Enabled features: - without-nullok - with-faillock ${regex\_result} = PASS ${regex\_message} = with-faillock ${regex\_result} = PASS ${regex\_message} = without-nullok {'with-faillock': 'PASS', 'without-nullok': 'PASS'} ${status} = PASS ${status\_message} = None PASS |

Table- Check the password-auth file has been updated

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | Read the /etc/authselect/custom/sssd-vf/password-auth file and check that the values have been modified the check takes a dict with the module search string and the expected configuration as a k,v Pairs the check then searches the file for the key and evaluates the value |
| procedure | 1. View the contents of the file: '/etc/authselect/custom/sssd-vf/password-auth' 2. Locate the 'pam\_unix.so' entry in the auth section, verify that the definition includes 'try\_first\_pass' 3. Locate the 'pam\_pwquality.so' entry in the password section, verify that the definition includes 'try\_first\_pass' 4. Locate the 'pam\_unix.so' entry in the password section, verify the definition includes 'try\_first\_pass' |
| status | FAIL |
| messages | View the contents of the file: '/etc/authselect/custom/sssd-vf/password-auth' Locate the 'pam\_unix.so' entry in the auth section, verify that the definition includes 'try\_first\_pass' Locate the 'pam\_pwquality.so' entry in the password section, verify that the definition includes 'try\_first\_pass' Locate the 'pam\_unix.so' entry in the password section, verify the definition includes 'try\_first\_pass' ${check\_dict} = {'auth.\*pam\_unix.so': '{if not "without-nullok":nullok} try\_first\_pass', 'password.\*pam\_pwquality.so': 'try\_first\_pass local\_users\_only', 'password.\*pam\_unix.so sha512 shadow': '{if not "without-nullo... Getting file '<a href="file:///etc/authselect/custom/sssd-vf/password-auth">/etc/authselect/custom/sssd-vf/password-auth</a>'. ${password\_auth} = auth required pam\_env.so auth required pam\_faildelay.so delay=2000000 auth required ... ${error\_list} = [] auth.\*pam\_unix.so : {if not "without-nullok":nullok} try\_first\_pass ${matches} = ['{if not "without-nullok":nullok}'] Length is 1 ${len} = 1 Match Found match auth.\*pam\_unix.so : ['{if not "without-nullok":nullok}'] {if not "without-nullok":nullok} auth.\*pam\_unix.so Not configured as expected password.\*pam\_pwquality.so : try\_first\_pass local\_users\_only ${matches} = ['local\_users\_only'] Length is 1 ${len} = 1 Match Found match password.\*pam\_pwquality.so : ['local\_users\_only'] local\_users\_only password.\*pam\_pwquality.so Not configured as expected password.\*pam\_unix.so sha512 shadow : {if not "without-nullok":nullok} try\_first\_pass use\_authtok ${matches} = ['{if not "without-nullok":nullok} use\_authtok'] Length is 1 ${len} = 1 Match Found match password.\*pam\_unix.so sha512 shadow : ['{if not "without-nullok":nullok} use\_authtok'] {if not "without-nullok":nullok} use\_authtok password.\*pam\_unix.so sha512 shadow Not configured as expected ['auth.\*pam\_unix.so', 'password.\*pam\_pwquality.so', 'password.\*pam\_unix.so sha512 shadow'] Length is 3 Errors found in the following modules ['auth.\*pam\_unix.so', 'password.\*pam\_pwquality.so', 'password.\*pam\_unix.so sha512 shadow'] |

Table- Check the system-auth file has been updated

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | Read the /etc/authselect/custom/sssd-vf/system-auth file and check that the values have been modified the check takes a dict with the module search string and the expected configuration as a k,v Pairs the check then searches the file for the key and evaluates the value |
| procedure | 1. View the contents of the file: '/etc/authselect/custom/sssd-vf/system-auth' 2. Locate the 'pam\_unix.so' entry in the auth section, verify that the definition matches '{if not "without-nullok":nullok} try\_first\_pass' 3. Locate the 'pam\_pwquality.so' entry in the password section, verify that the definition matches 'try\_first\_pass local\_users\_only enforce-for-root retry=3 remember=12' 4. Locate the 'pam\_unix.so' entry in the password section, verify the definition matche '{if not "without-nullok":nullok} try\_first\_pass use\_authtok remember=12' |
| status | FAIL |
| messages | View the contents of the file: '/etc/authselect/custom/sssd-vf/system-auth' Locate the 'pam\_unix.so' entry in the auth section, verify that the definition matches '{if not "without-nullok":nullok} try\_first\_pass' Locate the 'pam\_pwquality.so' entry in the password section, verify that the definition matches 'try\_first\_pass local\_users\_only enforce-for-root retry=3 remember=12' Locate the 'pam\_unix.so' entry in the password section, verify the definition matche '{if not "without-nullok":nullok} try\_first\_pass use\_authtok remember=12' ${check\_dict} = {'auth.\*pam\_unix.so': '{if not "without-nullok":nullok} try\_first\_pass', 'password.\*pam\_pwquality.so': 'try\_first\_pass local\_users\_only enforce-for-root retry=3 remember=12', 'password.\*pam\_unix.so sh... Getting file '<a href="file:///etc/authselect/custom/sssd-vf/system-auth">/etc/authselect/custom/sssd-vf/system-auth</a>'. ${password\_auth} = {imply "with-smartcard" if "with-smartcard-required"} auth required pam\_env.so auth required pam\_faildelay.so dela... ${error\_list} = [] auth.\*pam\_unix.so : {if not "without-nullok":nullok} try\_first\_pass ${matches} = ['{if not "without-nullok":nullok}'] Length is 1 ${len} = 1 Match Found match auth.\*pam\_unix.so : ['{if not "without-nullok":nullok}'] {if not "without-nullok":nullok} auth.\*pam\_unix.so Not configured as expected password.\*pam\_pwquality.so : try\_first\_pass local\_users\_only enforce-for-root retry=3 remember=12 ${matches} = ['local\_users\_only'] Length is 1 ${len} = 1 Match Found match password.\*pam\_pwquality.so : ['local\_users\_only'] local\_users\_only password.\*pam\_pwquality.so Not configured as expected password.\*pam\_unix.so sha512 shadow : {if not "without-nullok":nullok} try\_first\_pass use\_authtok remember=12 ${matches} = ['{if not "without-nullok":nullok} use\_authtok'] Length is 1 ${len} = 1 Match Found match password.\*pam\_unix.so sha512 shadow : ['{if not "without-nullok":nullok} use\_authtok'] {if not "without-nullok":nullok} use\_authtok password.\*pam\_unix.so sha512 shadow Not configured as expected ['auth.\*pam\_unix.so', 'password.\*pam\_pwquality.so', 'password.\*pam\_unix.so sha512 shadow'] Length is 3 Errors found in the following modules ['auth.\*pam\_unix.so', 'password.\*pam\_pwquality.so', 'password.\*pam\_unix.so sha512 shadow'] |

Table- Verify that faillock.conf has been modifed

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | We are required to modify the fail\_interval to be = 1800 seconds |
| procedure | 1. View the file /etc/security/faillock.conf 2. Verify that the 'fail\_interval' is set to '1800' |
| status | FAIL |
| messages | View the file /etc/security/faillock.conf Verify that the 'fail\_interval' is set to '1800' ${dict} = {'fail\_interval': '1800'} ${file\_path} = /etc/security/faillock.conf {'fail\_interval': '1800'} /etc/security/faillock.conf Getting file '<a href="file:///etc/security/faillock.conf">/etc/security/faillock.conf</a>'. ${file} = # Configuration for locking the user after multiple failed # authentication attempts. # # The directory where the user files with the failure records are kept. # The default is /var/run/faillock. # di... ${errors\_list} = [] ${match} = [] Length is 0 ${number\_of\_results} = 0 Length is 1 Errors found in values for ['fail\_interval'] |

Table- Verify that pwquality.conf has been modified

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | We are required to modify the /etc/security/pwquality.conf to ensure only complex passwords are allowed following values should be used: - minlen = 8 - dcredit = -1 - ucredit = -1 - lcredit = -1 - ocredit = -1 |
| procedure | 1. View the file '/etc/security/pwquality.conf' 2. Validate that the attributes are assigned the correct values, see above |
| status | FAIL |
| messages | View the file '/etc/security/pwquality.conf' Validate that the attributes are assigned the correct values, see above ${dict} = {'minlen': '8', 'dcredit': '-1', 'ucredit': '-1', 'lcredit': '-1', 'ocredit': '-1', 'dummy': '1'} ${file\_path} = /etc/security/pwquality.conf {'minlen': '8', 'dcredit': '-1', 'ucredit': '-1', 'lcredit': '-1', 'ocredit': '-1', 'dummy': '1'} /etc/security/pwquality.conf Getting file '<a href="file:///etc/security/pwquality.conf">/etc/security/pwquality.conf</a>'. ${file} = # Configuration for systemwide password quality limits # Defaults: # # Number of characters in the new password that must not be present in the # old password. # difok = 1 # # Minimum acceptable size ... ${errors\_list} = [] ${match} = [] Length is 0 ${number\_of\_results} = 0 ${match} = [] Length is 0 ${number\_of\_results} = 0 ${match} = [] Length is 0 ${number\_of\_results} = 0 ${match} = [] Length is 0 ${number\_of\_results} = 0 ${match} = [] Length is 0 ${number\_of\_results} = 0 ${match} = [] Length is 0 ${number\_of\_results} = 0 Length is 6 Errors found in values for ['minlen', 'dcredit', 'ucredit', 'lcredit', 'ocredit', 'dummy'] |

Table- Verify login.defs has been modifed

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | Password expiration values need to be modified in the /etc/login.defs file the default values need to be modified to meet the following requirements: - PASS\_MIN\_LEN 5 - PASS\_MAX\_DAYS 90 - PASS\_MIN\_DAYS 1 - PASS\_WARN\_AGE 5 |
| procedure | 1. View the file '/etc/login.defs' 2. Validate that the attributes are assigned the correct values, see above |
| status | FAIL |
| messages | View the file '/etc/login.defs' Validate that the attributes are assigned the correct values, see above ${dict} = {'PASS\_MAX\_DAYS': '90', 'PASS\_MIN\_DAYS': '1', 'PASS\_MIN\_LEN': '5', 'PASS\_WARN\_AGE': '5', 'dummy': '5'} ${file\_path} = /etc/login.defs {'PASS\_MAX\_DAYS': '90', 'PASS\_MIN\_DAYS': '1', 'PASS\_MIN\_LEN': '5', 'PASS\_WARN\_AGE': '5', 'dummy': '5'} /etc/login.defs Getting file '<a href="file:///etc/login.defs">/etc/login.defs</a>'. ${file} = # # Please note that the parameters in this configuration file control the # behavior of the tools from the shadow-utils component. None of these # tools uses the PAM mechanism, and the utilities that... ${errors\_list} = [] ${match} = ['99999'] Length is 1 ${number\_of\_results} = 1 ${match\_val} = 99999 99999 != 90 ${status} = FAIL ${status\_message} = 99999 != 90 ${match} = ['0'] Length is 1 ${number\_of\_results} = 1 ${match\_val} = None Argument types are: <class 'NoneType'> <class 'str'> 'None' cannot be converted to an integer: TypeError: int() argument must be a string, a bytes-like object or a number, not 'NoneType' ${status} = FAIL ${status\_message} = 'None' cannot be converted to an integer: TypeError: int() argument must be a string, a bytes-like object or a number, not 'NoneType' ${match} = [] Length is 0 ${number\_of\_results} = 0 ${match} = ['7'] Length is 1 ${number\_of\_results} = 1 ${match\_val} = 7 7 != 5 ${status} = FAIL ${status\_message} = 7 != 5 ${match} = [] Length is 0 ${number\_of\_results} = 0 Length is 5 Errors found in values for ['PASS\_MAX\_DAYS', 'PASS\_MIN\_DAYS', 'PASS\_MIN\_LEN', 'PASS\_WARN\_AGE', 'dummy'] |

Table- Verify the user account inavtive days value has been modified

|  |  |
| --- | --- |
| section | s1-s1 |
| Purpose | The default value of INACTIVE in /etc/defaults/useradd is set to -1 which equates to no inactvity time out for user. We need to change this value to 90 as per request from Customer |
| procedure | 1. View the file '/etc/default/useradd' 2. Validate that the attributes are assigned the correct values, see above |
| status | FAIL |
| messages | View the file '/etc/default/useradd' Validate that the attributes are assigned the correct values, see above Getting file '<a href="file:///etc/default/useradd">/etc/default/useradd</a>'. ${useradd\_conf} = # useradd defaults file GROUP=100 HOME=/home INACTIVE=-1 EXPIRE= SHELL=/bin/bash SKEL=/etc/skel CREATE\_MAIL\_SPOOL=yes   ${match} = ['-1'] ${match\_val} = -1 INACTIVE not set to expected value |

# NSO Operating System (RHEL) Validations

The following tests verify the operating system configuration & dependency packages are present in preperation for the Cisco NSO application testing. The checks include:  
 - dependent packages are available  
 - required utilities are present  
 - hostname has been changed  
 - DNS and NTP serviecs are configured and active Refer to the SCDP documentation to address any failed tests.

Table- NSO Operating System (RHEL) Validations Test Results Summary

|  |  |  |
| --- | --- | --- |
| pass | fail | skip |
| 8 | 2 | 0 |

Table- Verify dependency packages are installed

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | Check the installed packages using the "rpm -q" command against a list of expected packages, add and remove packages form the list to modify the test case. List included : ['ant', 'java-11-openjdk', 'python3', 'openssl', 'pam', 'python3-setuptools'] |
| procedure | 1. Run the command 'rpm -q {package\_name}' and verify the neccessary packages are installed |
| status | PASS |
| messages | Run the command 'rpm -q {package\_name}' and verify the neccessary packages are installed ${command} = rpm -q ${check\_string} = not installed ${errors\_list} = [] ${run\_cmd} = rpm -q ant rpm -q ant Running command 'rpm -q ant 2>&1'. ${output} = ant-1.10.9-7.el9.noarch ${status} = PASS ${status\_message} = None ${run\_cmd} = rpm -q java-11-openjdk rpm -q java-11-openjdk Running command 'rpm -q java-11-openjdk 2>&1'. ${output} = java-11-openjdk-11.0.18.0.10-2.el9\_1.x86\_64 ${status} = PASS ${status\_message} = None ${run\_cmd} = rpm -q python3 rpm -q python3 Running command 'rpm -q python3 2>&1'. ${output} = python3-3.9.16-1.el9.x86\_64 ${status} = PASS ${status\_message} = None ${run\_cmd} = rpm -q openssl rpm -q openssl Running command 'rpm -q openssl 2>&1'. ${output} = openssl-3.0.7-6.el9\_2.x86\_64 ${status} = PASS ${status\_message} = None ${run\_cmd} = rpm -q pam rpm -q pam Running command 'rpm -q pam 2>&1'. ${output} = pam-1.5.1-14.el9.x86\_64 ${status} = PASS ${status\_message} = None ${run\_cmd} = rpm -q python3-setuptools rpm -q python3-setuptools Running command 'rpm -q python3-setuptools 2>&1'. ${output} = python3-setuptools-53.0.0-12.el9.noarch ${status} = PASS ${status\_message} = None Length is 0 |

Table- Verify required package are and package versions

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | Check the versions of the packages installed meets the neccessary minimum values the test calls the packages\_dict dictionary which should be populated with k,v pairs representing the required package and the minimum supported value |
| procedure | 1. Using the 'rpm -q' command valdate that the neccesary packages versions meet the minimum requirements |
| status | PASS |
| messages | ${packages\_dict} = {'ant': '1.9.3', 'java-11-openjdk': '1.1', 'python3': '3.7', 'openssl': '0', 'pam': '1.3.1', 'python3-setuptools': '0'} ${error\_list} = [] Using the 'rpm -q' command valdate that the neccesary packages versions meet the minimum requirements Package = ant Version = 1.9.3 Running command 'rpm -q ant 2>&1'. ${package\_rpm} = ant-1.10.9-7.el9.noarch ant-1.10.9-7.el9.noarch ${installed\_version} = ['1.10.9'] Installed Version : 1.10.9 @{installed\_segments} = [ 1 | 10 | 9 ] @{required\_segments} = [ 1 | 9 | 3 ] Length is 3 ${installed\_length} = 3 Length is 3 ${required\_length} = 3 ${max\_length} = 3 ${segments} = ['1', '10', '9'] Length is 3 ${segments\_length} = 3 ${pad\_count} = 0 ${padded\_version} = 1.10.9 ${installed\_version} = 1.10.9 ${segments} = ['1', '9', '3'] Length is 3 ${segments\_length} = 3 ${pad\_count} = 0 ${padded\_version} = 1.9.3 ${required\_version} = 1.9.3 @{installed\_segments} = [ 1 | 10 | 9 ] @{required\_segments} = [ 1 | 9 | 3 ] ${iterator} = 0 ${result} = True ${result} = True Exiting for loop altogether. ${status} = True Package : ant, Version:1.9.3 Package = java-11-openjdk Version = 1.1 Running command 'rpm -q java-11-openjdk 2>&1'. ${package\_rpm} = java-11-openjdk-11.0.18.0.10-2.el9\_1.x86\_64 java-11-openjdk-11.0.18.0.10-2.el9\_1.x86\_64 ${installed\_version} = ['11.0.18.0.10'] Installed Version : 11.0.18.0.10 @{installed\_segments} = [ 11 | 0 | 18 | 0 | 10 ] @{required\_segments} = [ 1 | 1 ] Length is 5 ${installed\_length} = 5 Length is 2 ${required\_length} = 2 ${max\_length} = 5 ${segments} = ['11', '0', '18', '0', '10'] Length is 5 ${segments\_length} = 5 ${pad\_count} = 0 ${padded\_version} = 11.0.18.0.10 ${installed\_version} = 11.0.18.0.10 ${segments} = ['1', '1'] Length is 2 ${segments\_length} = 2 ${pad\_count} = 3 ${padded\_version} = 1.1.0.0.0 ${required\_version} = 1.1.0.0.0 @{installed\_segments} = [ 11 | 0 | 18 | 0 | 10 ] @{required\_segments} = [ 1 | 1 | 0 | 0 | 0 ] ${iterator} = 0 ${result} = True Exiting for loop altogether. ${status} = True Package : java-11-openjdk, Version:1.1 Package = python3 Version = 3.7 Running command 'rpm -q python3 2>&1'. ${package\_rpm} = python3-3.9.16-1.el9.x86\_64 python3-3.9.16-1.el9.x86\_64 ${installed\_version} = ['3.9.16'] Installed Version : 3.9.16 @{installed\_segments} = [ 3 | 9 | 16 ] @{required\_segments} = [ 3 | 7 ] Length is 3 ${installed\_length} = 3 Length is 2 ${required\_length} = 2 ${max\_length} = 3 ${segments} = ['3', '9', '16'] Length is 3 ${segments\_length} = 3 ${pad\_count} = 0 ${padded\_version} = 3.9.16 ${installed\_version} = 3.9.16 ${segments} = ['3', '7'] Length is 2 ${segments\_length} = 2 ${pad\_count} = 1 ${padded\_version} = 3.7.0 ${required\_version} = 3.7.0 @{installed\_segments} = [ 3 | 9 | 16 ] @{required\_segments} = [ 3 | 7 | 0 ] ${iterator} = 0 ${result} = True ${result} = True Exiting for loop altogether. ${status} = True Package : python3, Version:3.7 Package = openssl Version = 0 Running command 'rpm -q openssl 2>&1'. ${package\_rpm} = openssl-3.0.7-6.el9\_2.x86\_64 openssl-3.0.7-6.el9\_2.x86\_64 ${installed\_version} = ['3.0.7'] Installed Version : 3.0.7 @{installed\_segments} = [ 3 | 0 | 7 ] @{required\_segments} = [ 0 ] Length is 3 ${installed\_length} = 3 Length is 1 ${required\_length} = 1 ${max\_length} = 3 ${segments} = ['3', '0', '7'] Length is 3 ${segments\_length} = 3 ${pad\_count} = 0 ${padded\_version} = 3.0.7 ${installed\_version} = 3.0.7 ${segments} = ['0'] Length is 1 ${segments\_length} = 1 ${pad\_count} = 2 ${padded\_version} = 0.0.0 ${required\_version} = 0.0.0 @{installed\_segments} = [ 3 | 0 | 7 ] @{required\_segments} = [ 0 | 0 | 0 ] ${iterator} = 0 ${result} = True Exiting for loop altogether. ${status} = True Package : openssl, Version:0 Package = pam Version = 1.3.1 Running command 'rpm -q pam 2>&1'. ${package\_rpm} = pam-1.5.1-14.el9.x86\_64 pam-1.5.1-14.el9.x86\_64 ${installed\_version} = ['1.5.1'] Installed Version : 1.5.1 @{installed\_segments} = [ 1 | 5 | 1 ] @{required\_segments} = [ 1 | 3 | 1 ] Length is 3 ${installed\_length} = 3 Length is 3 ${required\_length} = 3 ${max\_length} = 3 ${segments} = ['1', '5', '1'] Length is 3 ${segments\_length} = 3 ${pad\_count} = 0 ${padded\_version} = 1.5.1 ${installed\_version} = 1.5.1 ${segments} = ['1', '3', '1'] Length is 3 ${segments\_length} = 3 ${pad\_count} = 0 ${padded\_version} = 1.3.1 ${required\_version} = 1.3.1 @{installed\_segments} = [ 1 | 5 | 1 ] @{required\_segments} = [ 1 | 3 | 1 ] ${iterator} = 0 ${result} = True ${result} = True Exiting for loop altogether. ${status} = True Package : pam, Version:1.3.1 Package = python3-setuptools Version = 0 Running command 'rpm -q python3-setuptools 2>&1'. ${package\_rpm} = python3-setuptools-53.0.0-12.el9.noarch python3-setuptools-53.0.0-12.el9.noarch ${installed\_version} = ['53.0.0'] Installed Version : 53.0.0 @{installed\_segments} = [ 53 | 0 | 0 ] @{required\_segments} = [ 0 ] Length is 3 ${installed\_length} = 3 Length is 1 ${required\_length} = 1 ${max\_length} = 3 ${segments} = ['53', '0', '0'] Length is 3 ${segments\_length} = 3 ${pad\_count} = 0 ${padded\_version} = 53.0.0 ${installed\_version} = 53.0.0 ${segments} = ['0'] Length is 1 ${segments\_length} = 1 ${pad\_count} = 2 ${padded\_version} = 0.0.0 ${required\_version} = 0.0.0 @{installed\_segments} = [ 53 | 0 | 0 ] @{required\_segments} = [ 0 | 0 | 0 ] ${iterator} = 0 ${result} = True Exiting for loop altogether. ${status} = True Package : python3-setuptools, Version:0 Length is 0 [] |

Table- Check library availability

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | Cisco NSO requires that the operating system has specific libraries installed the test verifies that the "ldconfig -p" output includes each of the libraries mentioned in the documentation. To adapt modify the list |
| procedure | 1. Run the command 'ldconfig -p' and capture the output 2. Verify that libpam.so.0 is available 3. Verify that libexpat.so.1 is available 4. Verify that libz.so.1 is available |
| status | PASS |
| messages | Run the command 'ldconfig -p' and capture the output Verify that libpam.so.0 is available Verify that libexpat.so.1 is available Verify that libz.so.1 is available ${libraries} = ['libpam.so.0', 'libexpat.so.1', 'libz.so.1'] Running command 'ldconfig -p 2>&1'. ${system\_libraries} = 510 libs found in cache `/etc/ld.so.cache'  p11-kit-trust.so (libc6,x86-64) => /lib64/p11-kit-trust.so  libzstd.so.1 (libc6,x86-64) => /lib64/libzstd.so.1  libz.so.1 (libc6,x86-64) => /lib64/libz.so.1... ${error\_list} = [] ${status} = PASS ${status\_message} = None libpam.so.0 found ${status} = PASS ${status\_message} = None libexpat.so.1 found ${status} = PASS ${status\_message} = None libz.so.1 found Length is 0 |

Table- Check libz library version

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | Cisco NSO requires a minimimum version of 1.2.7.1 for the libz library this test will verify that the verison installed satisfies this requirement. |
| procedure | 1. Run the command 'python3 -c "import zlib; print (zlib.ZLIB\_VERSION)"' 2. Verify that the version is >= 1.2.7.1 |
| status | PASS |
| messages | Run the command 'python3 -c "import zlib; print (zlib.ZLIB\_VERSION)"' Verify that the version is >= 1.2.7.1 ${desired\_major\_version} = 1.2 ${desired\_minor\_version} = 7.1 Running command 'python3 -c "import zlib; print (zlib.ZLIB\_VERSION)" 2>&1'. ${libz\_version} = 1.2.11 ${found\_major\_version} = ['1.2'] ${found\_minor\_version} = ['11'] Going to evaluate : 11 > 7.1 ${log} = True True Found 1.2.11 is greater than minimum Execution passed with message: Major meets requirements, and Minor is greater or equal 1.2.11 |

Table- Verify required utilities are available

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | Cisco NSO requires some utilities, this test verfies these binaries exist |
| procedure | 1. Using the command 'which' verify that tar, gzip, find, and ssh-keygen utilities are in the the system $PATH |
| status | PASS |
| messages | Using the command 'which' verify that tar, gzip, find, and ssh-keygen utilities are in the the system $PATH ${command} = which ${check\_string} = /usr/bin/which: no ${errors\_list} = [] ${run\_cmd} = which tar which tar Running command 'which tar 2>&1'. ${output} = /usr/bin/tar ${status} = PASS ${status\_message} = None ${run\_cmd} = which gzip which gzip Running command 'which gzip 2>&1'. ${output} = /usr/bin/gzip ${status} = PASS ${status\_message} = None ${run\_cmd} = which find which find Running command 'which find 2>&1'. ${output} = /usr/bin/find ${status} = PASS ${status\_message} = None ${run\_cmd} = which ssh-keygen which ssh-keygen Running command 'which ssh-keygen 2>&1'. ${output} = /usr/bin/ssh-keygen ${status} = PASS ${status\_message} = None Length is 0 |

Table- Verify correct version of Python is active

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | We require a python verison > 3.7 this test will validatre the active python environmnet meets this requirement |
| procedure | 1. Run the command 'python --version' 2. Verify that the verison is >= to 3.8 |
| status | PASS |
| messages | Run the command 'python --version' Verify that the verison is >= to 3.8 Running command 'python --version 2>&1'. ${python\_version} = Python 3.9.16 ${python\_major\_version} = ['3.9'] ${desired\_version} = 3.08 ${status} = True Execution passed with message: Active Version of Python meets the minimum requirements |

Table- Verify Hostname is not set to localhost

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | Hostname Should not be localhost |
| procedure | 1. Run the command 'hostnamectl hostname' 2. Verify that the system hostname is not set to 'localhost' 3. Verify taht the hostname is set to the expected value |
| status | PASS |
| messages | Run the command 'hostnamectl hostname' Verify that the system hostname is not set to 'localhost' Verify taht the hostname is set to the expected value Running command 'hostnamectl hostname 2>&1'. ${output} = robot-dev-rhel-9.2 |

Table- Verify DNS servers are Configured

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | DNS Servers should be Configured |
| procedure | 1. View the file '/etc/resolv.conf' 2. Verify that the neccesary DNS hosts are visible |
| status | FAIL |
| messages | View the file '/etc/resolv.conf' Verify that the neccesary DNS hosts are visible Running command 'more /etc/resolv.conf 2>&1'. ${output} = # Generated by NetworkManager search localdomain 2 nameserver 172.16.167.2 '# Generated by NetworkManager search localdomain 2 nameserver 172.16.167.2' does not contain '192.168.1.1' |

Table- Verify NTP servers are Configured

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | NTP Servers should be Configured |
| procedure | 1. Run the command 'chronyc sources' 2. Verify that the neccesary NTP sources are visible |
| status | FAIL |
| messages | Run the command 'chronyc sources' Verify that the neccesary NTP sources are visible Running command 'chronyc sources 2>&1'. ${output} = MS Name/IP address Stratum Poll Reach LastRx Last sample  =============================================================================== ^- ntp4.bit.nl 1 6 ... 'MS Name/IP address Stratum Poll Reach LastRx Last sample  =============================================================================== ^- ntp4.bit.nl 1 6 377 24 +26ms[ +26ms] +/- 308ms ^\* 159.203.82.102 4 6 377 63 -31ms[ -71ms] +/- 48ms ^+ europa.ellipse.net 2 6 377 4 +46ms[ +46ms] +/- 106ms ^+ ns.bgp.co 2 6 377 41 +1279us[+1279us] +/- 98ms' does not contain 'ntp1.trans-ix.nl' |

Table- Verify NTP service is active

|  |  |
| --- | --- |
| section | s1-s2 |
| Purpose | Check that the NTP service is active |
| procedure | 1. Run the command 'timedatectl show' 2. Verify that the system shows NTPSynchronized=yes |
| status | PASS |
| messages | Run the command 'timedatectl show' Verify that the system shows NTPSynchronized=yes Running command 'timedatectl show | grep -Po '(?<=NTPSynchronized=)[^,]+' 2>&1'. ${output} = yes |

# NSO Configuration (ncs.conf) Validations

The following tests validate that the /etc/ncs/ncs.conf file has been correctly configured with the required values. The faile can be viewed by accessing the server and simply using the commands:  
 - cat /etc/ncs/ncs.conf  
 - more /etc/ncs/ncs.conf

Table- NSO Configuration (ncs.conf) Validations Test Results Summary

|  |  |  |
| --- | --- | --- |
| pass | fail | skip |
| 5 | 2 | 0 |

Table- Verify ncs-ipc-access-check is enabled

|  |  |
| --- | --- |
| section | s1-s3 |
| Purpose | Verify that ncs-ipc-access-check is enabled |
| procedure | 1. View the file '/etc/ncs/ncs.conf' 2. Locate the 'ncs-ipc-access-check/enabled' configuration 3. Verify the value is set to true |
| status | FAIL |
| messages | View the file '/etc/ncs/ncs.conf' Locate the 'ncs-ipc-access-check/enabled' configuration Verify the value is set to true ${xml} = false 'false' does not contain 'true' |

Table- Verify External Authentication Is enabled

|  |  |
| --- | --- |
| section | s1-s3 |
| Purpose | External Authentication should be enabled to authenticate users |
| procedure | 1. View the file '/etc/ncs/ncs.conf' 2. Locate the 'aaa/external-authentication/enabled' configuration 3. Verify the value is set to true |
| status | PASS |
| messages | View the file '/etc/ncs/ncs.conf' Locate the 'aaa/external-authentication/enabled' configuration Verify the value is set to true ${xml} = true |

Table- Verify External Authentication Script Exists

|  |  |
| --- | --- |
| section | s1-s3 |
| Purpose | If External Auth is enabled check the script called Exists |
| procedure | 1. View the file '/etc/ncs/ncs.conf' 2. Locate the 'aaa/external-authentication/executable' configuration 3. Record the vlaue of the executable 4. Verify the executable exists using the comand 'ls {file\_path}' |
| status | PASS |
| messages | View the file '/etc/ncs/ncs.conf' Locate the 'aaa/external-authentication/executable' configuration Record the vlaue of the executable Verify the executable exists using the comand 'ls {file\_path}' ${xpath} = aaa/external-authentication/executable ${auth\_file} = /etc/ncs/my-test-auth.sh Path '<a href="file:///etc/ncs/my-test-auth.sh">/etc/ncs/my-test-auth.sh</a>' exists. |

Table- Verify netconf-north-bound (GLOBAL) is enabled

|  |  |
| --- | --- |
| section | s1-s3 |
| Purpose | Netconf North Bound interface should be enabled |
| procedure | 1. View the file '/etc/ncs/ncs.conf' 2. Locate the 'netconf-north-bound/enabled' configuration 3. Verify the value is set to true |
| status | PASS |
| messages | View the file '/etc/ncs/ncs.conf' Locate the 'netconf-north-bound/enabled' configuration Verify the value is set to true ${xml} = true |

Table- Verify netconf-north-bound (SSH) is enabled

|  |  |
| --- | --- |
| section | s1-s3 |
| Purpose | Netconf North Bound interface should be enabled |
| procedure | 1. View the file '/etc/ncs/ncs.conf' 2. Locate the 'netconf-north-bound/transport/ssh/enabled' configuration 3. Verify the value is set to true |
| status | PASS |
| messages | View the file '/etc/ncs/ncs.conf' Locate the 'netconf-north-bound/transport/ssh/enabled' configuration Verify the value is set to true ${xml} = true |

Table- Verify netconf-north-bound is (TELNET) is disabled

|  |  |
| --- | --- |
| section | s1-s3 |
| Purpose | Netconf North Bound interface should be enabled |
| procedure | 1. View the file '/etc/ncs/ncs.conf' 2. Locate the 'netconf-north-bound/transport/tcp/enabled' configuration 3. Verify the value is set to false |
| status | PASS |
| messages | View the file '/etc/ncs/ncs.conf' Locate the 'netconf-north-bound/transport/tcp/enabled' configuration Verify the value is set to false ${xml} = false |

Table- Verify High-Availability Is Enabled in ncs.conf

|  |  |
| --- | --- |
| section | s1-s3 |
| Purpose | Verify that High-Availability is enabled in the ncs.conf file |
| procedure | 1. View the file '/etc/ncs/ncs.conf' 2. Locate the 'ha/enabled' configuration 3. Verify the value is set to true |
| status | FAIL |
| messages | View the file '/etc/ncs/ncs.conf' Locate the 'ha/enabled' configuration Verify the value is set to true No element matching 'ha/enabled' found. |

# NSO Configuration (Running Config) Validation

Table- NSO Configuration (Running Config) Validation Test Results Summary

|  |  |  |
| --- | --- | --- |
| pass | fail | skip |
| 3 | 0 | 4 |

Table- Is the NSO Service (NCS) Running

|  |  |
| --- | --- |
| section | s1-s4 |
| Purpose | We need to verify that the service is running this test will run the command 'systemctl is-active ncs' and parse the response test passes if the response is 'actve' any other response will fail if the test fails, enable the service using the 'systemctl start ncs' command |
| procedure | 1. Run the command 'systemctl is-active ncs' 2. Verify that the NCS process is active |
| status | PASS |
| messages | Run the command 'systemctl is-active ncs' Verify that the NCS process is active Running command 'systemctl is-active ncs 2>&1'. ${status} = active ${expected\_output} = active |

Table- Is the NSO service (NCS) enabled on boot

|  |  |
| --- | --- |
| section | s1-s4 |
| Purpose | Insatlling NSO doesn't automatically enable the service to persistantly start on reboot one the system has been deployed we need to ensure that the service will auto restart if the servers is rebooted. The test will verify using the 'systemct is-enabled ncs' command if the repsonse includes the string 'enabled' the test passes, if the match is not fouund the test will fail.  If the test fails enable the service using the command 'systemctl enable ncs' and re-run the test |
| procedure | 1. Run the command 'systemctl is-enabled ncs' 2. Verify that the NCS process is Enabled for auto-start |
| status | PASS |
| messages | Run the command 'systemctl is-enabled ncs' Verify that the NCS process is Enabled for auto-start Running command 'systemctl is-enabled ncs 2>&1'. ${status} = ncs.service is not a native service, redirecting to systemd-sysv-install. Executing: /usr/lib/systemd/systemd-sysv-install is-enabled ncs enabled ${expected\_output} = enabled |

Table- Extract the NSO Application Config

|  |  |
| --- | --- |
| section | s1-s4 |
| Purpose | The NSO application config will be extarcted to a local file and the subsequent test will be executed against this file. If the test is unable to retrieve the configuration run the command "show running-config | display xml | save ncs\_config.xml" and move the file the test folder, the script will attempt to load a file if the extarction fails as a fallback, make sure the file is recent  The test will also validate that the test user has the neccesary group permissions needed to execute the test, if it fails add the ncsadmin group to the user 'usermod -a -G ncsadmin test\_user' |
| procedure |  |
| status | PASS |
| messages | Running command 'whoami 2>&1'. ${user} = root Running command 'groups 2>&1'. ${groups} = root ncsadmin Running command 'ncs\_cli -C -u ncsadmin <<< "show running-config | display xml" 2>&1'. ${ncs\_conf\_file} = <config xmlns="http://tail-f.com/ns/config/1.0">  <devices xmlns="http://tail-f.com/ns/ncs">  <global-settings>  <trace-dir>/var/log/ncs</trace-dir>  </global-settings>  <authgroups>  ... ${NCS\_CONF} = <config xmlns="http://tail-f.com/ns/config/1.0">  <devices xmlns="http://tail-f.com/ns/ncs">  <global-settings>  <trace-dir>/var/log/ncs</trace-dir>  </global-settings>  <authgroups>  ... ${xpath} = devices/global-settings/ ${response} = ['/var/log/ncs'] ${response} = ['/var/log/ncs'] Length is 1 Successfully Imported NCS\_CONF |

Table- Verify High-Availability is operational

|  |  |
| --- | --- |
| section | s1-s4 |
| Purpose | Verify that High-Availability is operational by running the command 'show ncs-state ha' and 'show high-availbility' if the state returns errors the high-availbility is not configured correctly and needs to be modified and re-verified. |
| procedure | 1. Run the command 'show ncs-state ha' 2. Verify that the high-avaialbaility status is enabled 3. Verify that the output shows that the high-availability nodes are listed (master and Slave) |
| status | SKIP |
| messages | Run the command 'show ncs-state ha' Verify that the high-avaialbaility status is enabled Verify that the output shows that the high-availability nodes are listed (master and Slave) TODO Create Test |

Table- Verify that the T-SDN Packages are installed in NSO

|  |  |
| --- | --- |
| section | s1-s4 |
| Purpose | The CNC integration with NSO requires that the T-SDN Core Function Pack (CFP) is installed and present. These packages should be uploaded to the /var/opt/ncs/packages/ folder and then linked to the /opt/ncs/packages/ directory where the system will load them on application startup. This test validates the core packages only, add additional test cases for custom packages validation. If the packages are not found the test fails. To fix, download the neccesary packages bundle and follow the CFP install instructions. |
| procedure |  |
| status | SKIP |
| messages | TODO Create Test |

Table- Verify that the T-SDN startup configurations are loaded

|  |  |
| --- | --- |
| section | s1-s4 |
| Purpose | In addtion to the T-SDN Core Function Pack packages being installed the system needs start-up configuration to be loaded into the system to operate. These files are provided as XML files in the CFP bundle in the 'config/' folder. Loading these files is achived by using the 'load merge filename.xml' command |
| procedure |  |
| status | SKIP |
| messages | TODO Create Test |

Table- Test Load merge

|  |  |
| --- | --- |
| section | s1-s4 |
| Purpose | Some text |
| procedure |  |
| status | SKIP |
| messages | TODO Create Test |