**Visualising Ransomware Propagation Across Local Area Networks**

# **Abstract**

Ransomware has grown into one of the biggest threats to businesses and IT infrastructure in recent years. The attack method has always existed, but the recent trend in the increase of the value of data and the requirement for availability has lent a hand in magnifying the impact of a ransomware attack. Such attacks can be absolutely devastating to businesses, the WannaCry NHS attack rendered multiple hospitals across the UK defective for numerous weeks and it wasn’t the intended target. Current research into the field has explored methods of preventing ransomware attacks; the research in this paper intends to study and visualize how ransomware propagates across an already compromised network in order to better inform those who create or install security features on larger networks.

# **Aims**

The aims for this project are as follows:

1. To create a visualization tool for examining the propagation of threats across a local area network with an initial focus on the subset of Ransomware and then proceeding to the superset of Malware after.
2. To create clear and interpretable visualisations of propagations.
   1. To inform other researchers on the details of the propagations in order to assist in the further development of anti-ransomware or malware capabilities.
   2. To inform those in positions whose decisions can affect the security of a network, and where they should be deploying network security features (Network Engineers, business owners).
   3. To aid students in the study of Ransomware behaviour and its impact across networks.
3. To identify key characteristics of Ransomware propagation that can be used in the response to a Ransomware attack.

The second aim is the crux of this research, there already exist numerous studies into the area of Malware propagation but often the papers present the findings in the form of mathematical formulas and graphs that are only interpretable by those with prior experience or study in the field of Cyber Security or Computer Science. Therefore, this research hopes to contribute to the Ransomware prevention effort by bringing knowledge of its propagation to those who are either just beginning their studies or those less knowledgeable in the field of Security and wish to utilise the results of such studies in configuring their network security.
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