**True / false quiz**

|  |  |  |  |
| --- | --- | --- | --- |
|  | **Statement** | **True** | **False** |
| 1 | While determining its ISMS\* scope, the Organisation shall consider requirements of interested parties |  |  |
| 2 | Resources required for achieving IS\*\* objectives shall be determined |  |  |
| 3 | IS risk assessment shall be performed every 6 months |  |  |
| 4 | CA\*\*\* is for eliminating the cause of a nonconformity and to prevent recurrence |  |  |
| 5 | Employees shall be aware of implications of not conforming with ISMS requirements |  |  |
| 6 | All IS risks, identified throughout an organisation, shall be eliminated |  |  |
| 7 | Statement of Applicability shall include justification for exclusion of controls |  |  |
| 8 | Internal ISMS audits can be conducted in different departments / areas at different frequencies |  |  |
| 9 | Residual IS risks shall be accepted by the internal auditor |  |  |
| 10 | Results of management review shall be documented |  |  |
| 11 | Responsibility for external communication relevant to ISMS shall be determined |  |  |
| 12 | Effectiveness of all IS controls shall be measured |  |  |
| 13 | Results of CA shall be documented |  |  |
| 14 | Internal auditors are responsible to take action to eliminate nonconformities identified by them |  |  |
| 15 | Auditors assigned for performing internal audits shall be competent to perform their tasks |  |  |

\*ISMS – Information security management system

\*\*IS – information security

\*\*\*CA – corrective action