Things to check for the cause of AOD failure or intermittent access failure.

1. Status of User’s SRPA
2. Group SRPA status(validity,state)
3. Unix information enabled or not in Directory works
4. Server is part of the group SRPA or not
5. Check server is pingable or not
6. Check server is powered off.
7. Check any migration or MI going on the CI’s.

First Four points are related with the user access issue.

Last three points are related with the AOD push failure & access denied error.