**Overview**

[Jenkins](https://www.baeldung.com/linux/jenkins-install-run) is an open-source and easy-to-use [Java](https://www.baeldung.com/java-tutorial)-based web server often used in the development of Continuous Integration and Continuous Delivery (CI/CD) pipelines.

Lets learn the process for enabling [HTTPS](https://www.baeldung.com/cs/https-urls-encrypted) on a Jenkins server by configuring [SSL](https://www.baeldung.com/cs/ssl-vs-tls).

**2. Using Jenkins SSL Configuration**

To use HTTPS, we have to make changes to the internal SSL settings of our Jenkins server.

**2.1. Generate the SSL Certificate**

**First, we need to generate an SSL certificate and keystore**. Here, we’ll use [OpenSSL](https://www.baeldung.com/linux/openssl-extract-certificate-info#the-openssl-tool) to create both.

Let’s start by installing OpenSSL on our CentOS machine:

$ sudo yum install opensslCopy

In the next step, we’ll generate the SSL public and private keys using the OpenSSL tool:

$ openssl req -newkey rsa:2048 -nodes -keyout key.pem -x509 -days 365 -out certificate.pem

Generating an RSA private key

.....................................+++++

..................+++++

writing new private key to 'key.pem'

Email Address []:Copy

Here, the *key.pem* key and the *certificate.pem* [self-signed certificates](https://www.baeldung.com/openssl-self-signed-cert) are generated. Next, let’s merge both of these files by converting them to a *.p12* *keystore*:

$ openssl pkcs12 -inkey key.pem -**in** certificate.pem -export -out certificate.p12Copy

Importantly, we can use these two *.pem* files later, so we might want to save them. Let’s now import the *.p12* file with *[keytool](https://www.baeldung.com/keytool-intro)* and convert it into a *.jks* *keystore*:

$ keytool -importkeystore -srckeystore ./certificate.p12 -srcstoretype pkcs12 -destkeystore jenkinsserver.jks -deststoretype JKS

Entry **for** alias 1 successfully imported.

Import command completed: 1 entries successfully imported, 0 entries failed or cancelled

Warning:Copy

Now, we can use *jenkinsserver.jks* in our Jenkins setup.

**2.2. Add JKS File to Jenkins Path**

**Importantly, we need to ensure *jenkinsserver.jks* is in a place where Jenkins can access it**. *JENKINS\_HOME* (commonly */var/lib/jenkins*) is a good choice:

$ sudo cp jenkinsserver.jks /var/lib/jenkins/Copy

The */var/lib/jenkins/* path is accessible to the *jenkins* user by default. However, **we have to change the owner of our *.jks* file**:

$ sudo chown jenkins:jenkins /var/lib/jenkins/jenkins.jksCopy

Now, Jenkins is set to the proper keystore file for secure SSL authentication.

**2.3. Configure Jenkins for SSL Communication**

**In order to set up Jenkins with SSL, we need to use an HTTPS *keystore*, an HTTPS port, and a password**. Let’s use the variables in the */etc/systemd/system/jenkins.service* file to set each:

Environment="JENKINS\_HTTPS\_PORT=8443"

Environment="JENKINS\_HTTPS\_KEYSTORE=/var/lib/jenkins/jenkinsserver.jks"

Environment="JENKINS\_HTTPS\_KEYSTORE\_PASSWORD=\*\*\*\*\*"

At this point, HTTPS is set up in Jenkins.

**2.4. Restart the Jenkins Service**

So far, we’ve made all the changes to the configuration. To apply them, we reload the daemon and restart Jenkins:

$ sudo systemctl daemon-reload

$ sudo systemctl restart jenkins.service

Now, our SSL certificate is active for the Jenkins server. Hence, HTTPS is up and running, securing our data.

**2.5. Verifications of Jenkins Server**

Of course, Jenkins is now accessible over both HTTP and HTTPS. To illustrate, let’s access the Jenkins server with an HTTPS port:

![jenkins ssl](data:image/png;base64,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)

We can see that the Jenkins server runs on the *8443* port with HTTPS, secured by SSL.

**3. Using Reverse Proxy**

**We can also run a**[***reverse proxy server***](https://www.baeldung.com/cs/proxy-vs-reverse-proxy)**in front of the main Jenkins server to increase security**. In addition, running Jenkins behind HAProxy, for example, provides a more user-friendly URL. Proxies are a type of firewall that further protect access to backend servers.

We can run HAProxy, Nginx, Apache, or Squid as our proxy server. Here, we use HAProxy as a relatively standard choice.

**3.1. Install and Configure HAProxy**

Using [HAProxy](https://www.haproxy.com/blog/using-haproxy-as-an-api-gateway-part-1/), we can redirect the requests to Jenkins. Let’s install HAProxy on a Linux machine:

$ yum install haproxyCopy

Next, let’s change a few default settings. First, we’ll create a frontend node that listens to all connections:

frontend http-in

bind \*:80

bind \*:443 ssl crt /etc/haproxy/haproxy.pem

mode http

use\_backend jenkins **if** { path\_beg / }Copy

Here, redirects go to the Jenkins backend via *use\_backend*. Of course, we have to add a Jenkins backend node in the configuration so that HAProxy can forward properly:

backend jenkins

server jenkins1 127.0.0.1:8080Copy

Above, we’ve used the *haproxy.pem* file, which is easy to create:

$ cat certificate.pem key.pem > haproxy.pemCopy

Here, we combined the *certificate.pem* and *key.pem* from earlier to generate the *haproxy.pem* file. Finally, let’s reload the daemon and restart the *haproxy* service:

$ sudo systemctl daemon-reload

$ sudo systemctl restart haproxyCopy

At this point, SSL should be available on the Jenkins server via HAProxy.

**3.2. Verification**

So far, HAProxy should be up and running, redirecting to Jenkins. To illustrate, let’s access the Jenkins server and verify the HTTPS connection:

![jenkins haproxy](data:image/png;base64,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)

As we can see, Jenkins is using HTTPS for secure access without any custom ports.