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**TASK 1**

1. **Describe Your Company.**

* Do Things Legally assist you with your legal matter. It takes queries from clients and finds the best lawyer who can handle that matter in a perfect way.
* It is a Startup company so we just have some developers who handle the website, security experts who can save us from any malicious hacking. Marketing team who controls all marketing services and talks to make a list of lawyers and approach them about our concept so we can increase more data about the lawyer which can help our customers. We will take money from both the party after their work is done the way they want.
* As our company mostly basically on legal issues we need data privacy because it is sensitive information of the customer and lawyers. If someone who does not have good intentions gets into our system, they can blackmail our clients and lawyer in their very private manner which is not good for our company and anyone.
* Also, one of the main concern is losing all the data of customers and lawyers which will create a great disaster for our firm as we will go back to where we started from not only that but our reputation will be ruin so we need data backup so whenever uncertain circumstance happens we are ready with our optimal solution.

**TASK 2**

1. **Create a Disaster Recovery Plan.**

* We are going to use virtual server backup it is a software-based approach for backing up physical hardware.
* For primary storage we will be performing a local backup using advanced RAID.
* This backup would be a combination of Archive and Operational. Archive for our historical records mostly transaction and emails as our business are legal and we might need to show to the government in emergency case if anything happens, and Operations for if anytime in future we loss or corruption happens we can control that using this kind of backup also it’s short -term storage so all good.
* For preventing and protect us against any valuable data loss we believe regular backup is necessary, so we are going to back up every 24 hours.
* It will take 1 or 2 hours depending on the data for a full backup of it.
* So far, we are taking proper precautions so whenever any uncertain circumstance occurs, we are ready with everything also those precautions powerful and thus, we are very resilient whenever the recovery takes place.

**TASK 3**

1. **Rationale for Your Plan.**

* There are various and great benefits of a disaster recovery plan. Such as,
* The performance of the business will not decrease as whenever anything occurs; we have all backup which is online all the time. Thus, businesses will be safe and will not have any circumstance impact on it.
* Our reputation will be saved. The great DR shows the strength of the firm which is prominent in the current market.
* The DR makes possible all restoration even a small unit with the goal of complete recovery of data.
* We can always customize our DR which is great.
* There are always two sides of coins.
* It is expensive to do this.
* It might not be a proper plan.
* If it is not sufficiently detailed oriented, then we could face a big problem
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