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| --- |
| 课堂笔记-法-11.23 |
| 课后作业 |
| <1>EFAIL  <2>Spectre and meltdown 4。  <3>TLS Attacks 4  <4>SQL Jujectian  <5>Roca and shorttered  <6>NotPetya 4  <7>WPA3,WPA2,krack attack 4  <8>Imtel’s SGX |
| TP |
| <1>   1. 30000>115000   <2>  <a>Choose a responsible(DPO)  Someone from the IT dept  <b>Identify the data flow  Where the data is stored  2 groups of data  Employees’ data: can be accessed just by employees, HR dept, accounting(for salary)  Customs’ data: can be accessed by customers, accounting, commercial dpt.  <c>Data properties  Only require data is collected  Explicit agreement of data’s owners  Process to delete account / modify it.  Check the security measures: VPN, encryptied data, hash, PWD, firewall  Check the provider is respecting GDPR  <d> Manager risks  The main risk is about employees data but the data is encryptes  Always perform encryptes backup, do not want to lose everything from hardware failure  <e> Privacy by design  Check your system (simulation of affacks)  Have an action plan  <f>write a database  Access to costumers, employees  <3>   1. 因为key size 最小是2048 2. 用于生成随机种子   <4>   1. 648 2. 1288 3. 28   <5>  a)  b = 1, arr[i] = 1, b = 2  b = 4, arr[i] = 1, b = 8  b = 1, arr[i] = 0  b = 1, arr[i] = 1, b = 2   1. 大的代表1， 小的代表0   <6> |