场景：租户管理员创建角色、为租户分配角色

角色权限赋予、角色分配测试：

创建：一个平台管理员、一个TenantAdministrator、2个TenantUser

PlatformAdministrator增加 增删改查 module A 的权限 到PermissionPool

增加 Role 1，包含对A的查找权限，

增加Role 2，包含对A增删改查权限

TenantAdminstrator 赋予User1 查询module A权限和普通用户Role，

赋予User2增删改查 moduleA的权限和Vip1 Role

行为：

User1 查询module A

预期效果：

匹配通过允许访问

行为：

Use2 查询module A

预期效果：

匹配通过允许访问

行为：

Use1 修改module A

预期效果：

匹配失败，不允许访问

行为：

Use2 修改module A

预期效果：

匹配通过允许访问