## *ЛАБОРАТОРНАЯ РАБОТА № 1*

## Основы криптосистемы RSA

Цель работы – изучение криптосистемы RSA, реализация алгоритмов зашифрования и расшифрования сообщений, формирования и проверки электронной цифровой подписи.

### Теоретические сведения

1. **Краткое описание криптосистемы RSA**

Криптосистема RSA, предложенная в 1977 году Р. Ривестом (Ron Rivest), А. Шамиром (Adi Shamir) и Л. Адлеманом (Leonard Adleman) и названная по первым буквам фамилий авторов, широко используется для шифрования с открытым ключом и электронной (цифровой) подписи. Криптосистема с открытым ключом RSA является составной частью многих стандартов, а также используется во многих приложениях и протоколах, например, PGP, SSL/TLS, SSH и др.

Принцип действия криптосистемы RSA заключается в следующем. Пусть *p* и *q* – два больших простых числа и пусть ![](data:image/x-wmf;base64,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). Выбирается число *e*, ![](data:image/x-wmf;base64,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), взаимно простое со значением функции Эйлера ![](data:image/x-wmf;base64,183GmgAAAAAAAAAPYAIACQAAAABxUwEACQAAA+sBAAACAKIAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAgAPCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///8/////ADgAALwIAAAUAAAAJAgAAAAIFAAAAFAKgAV0BHAAAAPsCIP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAOTXGAA4l8J0gAHGdLQXZicEAAAALQEAABMAAAAyCgAAAAAIAAAAKCkoMSkoMSmlAXcCXAPLAJ0AIQPLAMADBQAAABQCoAEKAhwAAAD7AiD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDk1xgAOJfCdIABxnS0F2YnBAAAAC0BAQAEAAAA8AEAAAwAAAAyCgAAAAADAAAAbnBxClcEiQTAAwUAAAAUAqABEwAcAAAA+wIg/gAAAAAAAJABAQAAAQACABBTeW1ib2wAdHcYCgv4W3wA5NcYADiXwnSAAcZ0tBdmJwQAAAAtAQAABAAAAPABAQAJAAAAMgoAAAAAAQAAAGp5wAMFAAAAFAKgAQ0EHAAAAPsCIP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAHTUJwobGFx8AOTXGAA4l8J0gAHGdLQXZicEAAAALQEBAAQAAADwAQAADAAAADIKAAAAAAMAAAA9LS0LoQOJBMADogAAACYGDwA5AUFwcHNNRkNDAQASAQAAEgEAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIV8hDyjyGfIQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAAKAQACBITGA2oCAIIoAAIAg24AAgCCKQACBIY9AD0CAIIoAAIAg3AAAgSGEiItAgCIMQACAIIpAAIAgigAAgCDcQACBIYSIi0CAIgxAAIAgikAAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAzAECAiJTeXN0ZW0AJ7QXZicAAAoAOACKAQAAAAAAAAAAFOIYAAQAAAAtAQAABAAAAPABAQADAAAAAAA=), и вычисляется *d*  – мультипликативно обратное к *e*: ![](data:image/x-wmf;base64,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), то есть ![](data:image/x-wmf;base64,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). Числа *e* и *d* называются открытым и закрытым показателями соответственно. Открытым ключом является пара ![](data:image/x-wmf;base64,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), закрытым ключом – число ![](data:image/x-wmf;base64,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). Множители *p* и *q* должны храниться в секрете.

Для зашифрования сообщения *m* нужно вычислить шифртекст ![](data:image/x-wmf;base64,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), а для расшифрования – возвести шифртекст в степень ![](data:image/x-wmf;base64,183GmgAAAAAAAKABAAICCQAAAACzXQEACQAAAyABAAACAH0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAqABCwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///8////9gAQAAzwEAAAUAAAAJAgAAAAIFAAAAFAKgATkAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///9fHwqIAAAKAOhVgwAEAAAALQEAAAkAAAAyCgAAAAABAAAAZHnAA30AAAAmBg8A7wBBcHBzTUZDQwEAyAAAAMgAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyFfR19BUPIfAeQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDZAAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQAALgCKAQAACgAGAAAALgCKAf////9A1hkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==): ![](data:image/x-wmf;base64,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).

Аналогично реализуется цифровая подпись: подписью сообщения *m* является число ![](data:image/x-wmf;base64,183GmgAAAAAAAKAL4AIBCQAAAABQVwEACQAAA+QBAAACAKIAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADALgAqALCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///6z///9gCwAAjAIAAAUAAAAJAgAAAAIFAAAAFAIgApkFHAAAAPsCIP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+fHAqhAAAKAGhUgwAEAAAALQEAAA8AAAAyCgAAAAAFAAAAKG1vZCkAnQBvAfAALQLAAwUAAAAUAkgBUAQcAAAA+wLA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v////cZCqYAAAoASFWDAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGQcgAIFAAAAFAIgAkAAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+fHAqiAAAKAOhVgwAEAAAALQEAAAQAAADwAQEADAAAADIKAAAAAAMAAABzbW6hpQLlBsADBQAAABQCIAJxARwAAAD7AiD+AAAAAAAAkAEAAAABAAIAEFN5bWJvbAAAgCKZd7ONe3X+////9xkKpwAACgAoVoMABAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAAugDAA6IAAAAmBg8AOQFBcHBzTUZDQwEAEgEAABIBAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyFfR19BUPIfAeQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDcwACBIZhIroCAINtAAMAHAAACwEBAQACAINkAAAACgIAmAjvAgCYAu8CAIIoAAICgm0AAgCCbwACAIJkAAIAmALvAgCDbgACAIIpAAAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAMwBAgIiU3lzdGVtAHUuAIoBAAAKAAYAAAAuAIoBAAAAAEDWGQAEAAAALQEAAAQAAADwAQEAAwAAAAAA), где *d* – закрытый ключ формирования подписи.

1. **Применение криптосистемы RSA для шифрования**

Одна операция зашифрования в системе RSA позволяет зашифровать сообщение, представленное числом *m*, где 0 ≤ *m* < *n*. Текст более длинных сообщений необходимо разбивать на блоки. То же справедливо и для файлов: преобразование из потока байтов в число для операции шифрования подразумевает разделение файла на блоки байтов, преобразование каждого такого блока в число и зашифрование каждого блока в отдельности.

При преобразовании сообщения (последовательности байтов) в число возможны два варианта представления. В первом варианте полагается, что первые байты сообщения определяют старшие цифры числа (Most Significant Bytes first, MSB), а во втором – первые байты сообщения являются младшими цифрами числа (Least Significant Bytes first, LSB).

Размер представляемого блока данных (последовательности байтов) должен быть на единицу меньше, чем длина числа *n* в байтах. Возможно также для хранения и передачи данных частично использовать старшие биты числа ![](data:image/x-wmf;base64,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); при этом необходимо осуществить побитовое разбиение открытого текста на блоки, что требует сложной реализации.

Как и все несимметричные алгоритмы, алгоритм шифрования RSA требует значительных вычислительных ресурсов для выполнения каждой операции зашифрования. Поэтому на практике несимметричные алгоритмы шифрования часто используют совместно с симметричными алгоритмами.

Пусть используется симметричный блочный шифр *C*, размер блока – ![](data:image/x-wmf;base64,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), длина ключа – ![](data:image/x-wmf;base64,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). Для передачи каждого нового сообщения ![](data:image/x-wmf;base64,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) генерируется случайный ключ симметричного шифрования *k*. Сгенерированный ключ представляется в виде числа и шифруется алгоритмом RSA. Основное сообщение разбивается на блоки длинной ![](data:image/x-wmf;base64,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) и шифруется на ключе *k* симметричным шифром *C*.

Получателю такого составного сообщения передаются зашифрованный при помощи RSA ключ симметричного алгоритма ![](data:image/x-wmf;base64,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) и основное сообщение ![](data:image/x-wmf;base64,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). Получатель с помощью закрытого ключа *d* расшифровывает ключ симметричного алгоритма *k*, а затем и основное сообщение *m*.

Размер ключа ![](data:image/x-wmf;base64,183GmgAAAAAAAKABoAIDCQAAAAASXQEACQAAA1oBAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKgAqABCwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///6////9gAQAATwIAAAUAAAAJAgAAAAIFAAAAFAI8Aq8AHAAAAPsCwP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///98GwoJAAAKAGhVgwAEAAAALQEAAAkAAAAyCgAAAAABAAAAawCAAgUAAAAUAsABKgAcAAAA+wIg/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///y4WCpkAAAoAaFSDAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGwcwAOFAAAAJgYPAAABQXBwc01GQ0MBANkAAADZAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghXyEPKPIZ8hX0dfQVDyHwHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAg2wAAwAbAAALAQACAINrAAABAQAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAMwBAgIiU3lzdGVtAHUuAIoBAAAKAAYAAAAuAIoBAAAAAEDWGQAEAAAALQEAAAQAAADwAQEAAwAAAAAA) обычно значительно меньше длины числа *n* в байтах, поэтому для шифрования такого ключа требуется выполнение только одной операции RSA.

Применение такого подхода помимо значительного увеличения скорости передачи длинных сообщений обладает еще одним преимуществом: упрощается передача широковещательных сообщений. Для нескольких получателей ключ, на котором зашифровано тело сообщения, передается зашифрованным на различных ключах зашифрования: ![](data:image/x-wmf;base64,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), ![](data:image/x-wmf;base64,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), …,![](data:image/x-wmf;base64,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). Получатели такого сообщения, каждый на своем закрытом ключе, расшифровывают промежуточный ключ *k* и получают доступ к телу сообщения.

Само тело сообщения присутствует в зашифрованном сообщении (файле) однократно. Вместе с зашифрованным промежуточным ключом необходимо передавать также значение или идентификатор ключа шифрования RSA, чтобы каждый из получателей смог определить, какой именно блок из множества переданных необходимо расшифровать для получения промежуточного ключа.

1. **Применение криптосистемы RSA для подписи**

До появления криптографии с открытым ключом целостность и подлинность документов в условиях взаимного недоверия контролировались, как правило, по материальным признакам. Документы имели конкретное физическое воплощение, например, были напечатаны на гербовой бумаге или заверены печатью. Однако с развитием информатизации они стали терять уникальные физические качества, а печать теперь легко можно переснять сканером и воспроизвести в любом масштабе на цветном принтере.

Использование симметричных криптографических алгоритмов не позволяет установить подлинность и целостность электронного документа в условиях взаимного недоверия. Например, если получатель сообщения утверждает, что получил от отправителя некоторое заверенное сообщение, а отправитель это отрицает, то один из них лжет. Однако установить, кто именно говорит неправду, затруднительно, так как оба они обладают равными возможностями в части формирования имитозащищенных сообщений. Осуществить аутентификацию данных и их источника в этом случае позволяет электронная подпись.

Электронная подпись в цифровых документах играет ту же роль, что и подпись, поставленная от руки в бумажных документах: это данные, присоединяемые к передаваемому сообщению и подтверждающие, что автор подписи (отправитель) составил или заверил данное сообщение. Получатель сообщения или третья сторона с помощью электронной подписи может проверить, что автором сообщения является именно владелец подписи и что в процессе передачи не была нарушена целостность данных.

Протокол электронной подписи предполагает два этапа: формирование и проверку. Часто способы формирования и проверки электронной подписи допускают некоторую свободу действий, которую нет смысла строго регламентировать. Это позволяет говорить о схеме подписи.

Таким образом, при разработке протокола подписи нужно:

* создать пару сообщение/подпись так, чтобы ее невозможно было подделать;
* уметь проверить, что подпись действительно принадлежит указанному владельцу.

Кроме того, подпись должна быть построена так, чтобы отправитель, подписавший сообщение, не смог затем отрицать перед получателем или третьей стороной факт подписания, утверждая, что подпись подделана.

Обычно, говоря о схеме электронной подписи, имеют в виду следующую ситуацию:

* отправитель знает содержание сообщения, которое он подписывает;
* получатель, зная открытый ключ проверки подписи, может проверить правильность подписи в любое время без какого-либо разрешения или участия отправителя;
* безопасность схемы подписи (то есть трудность подделки, невозможность отказа от подписи и т. д.) обеспечивается положениями теории сложности.

При формировании электронной подписи по классической схеме отправитель сообщения сначала применяет к исходному тексту хэш-функцию, а затем вычисляет подпись с помощью закрытого ключа формирования подписи.

Получатель сообщения выполняет проверку подписи: сначала вычисляет хэш-образ полученного сообщения с помощью той же самой хэш-функции, которую использовал отправитель, а затем с помощью открытого ключа проверяет, соответствует ли этот хэш-образ полученной электронной подписи.

Схемы подписи, как и схемы шифрования с открытым ключом, основаны на вычислениях в конечной группе, поэтому их можно разделить по типу вычислимости порядка группы.

1. **Схема подписи RSA**

**Протокол 1.1.** Схема подписи RSA

*Вход отправителя*. Составное число ![](data:image/x-wmf;base64,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), закрытый показатель ![](data:image/x-wmf;base64,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).

*Вход получателя*. Составное число ![](data:image/x-wmf;base64,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), открытый показатель ![](data:image/x-wmf;base64,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).

*Результат*. Формирование и проверка подписи.

Для формирования подписи для сообщения ![](data:image/x-wmf;base64,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) отправитель выполняет следующие действия.

1. Вычисляет хэш-образ ![](data:image/x-wmf;base64,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) сообщения ![](data:image/x-wmf;base64,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).
2. Зашифровывает число *r* на своем закрытом ключе ![](data:image/x-wmf;base64,183GmgAAAAAAAKABAAICCQAAAACzXQEACQAAAyABAAACAH0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAqABCwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///8////9gAQAAzwEAAAUAAAAJAgAAAAIFAAAAFAKgATkAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///+GGwq6AAAKAIhUgwAEAAAALQEAAAkAAAAyCgAAAAABAAAAZCzAA30AAAAmBg8A7wBBcHBzTUZDQwEAyAAAAMgAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyFfR19BUPIfAeQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDZAAAAAUKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQAALgCKAQAACgAGAAAALgCKAf////9A1hkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==), то есть вычисляет экспоненту ![](data:image/x-wmf;base64,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).

Подписью для сообщения ![](data:image/x-wmf;base64,183GmgAAAAAAAOABgAEBCQAAAABwXgEACQAAAyABAAACAH0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAeABCwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///08AAACgAQAAzwEAAAUAAAAJAgAAAAIFAAAAFAIgATkAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8QDQoUAAAKAKhWgwAEAAAALQEAAAkAAAAyCgAAAAABAAAAbR3AA30AAAAmBg8A7wBBcHBzTUZDQwEAyAAAAMgAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyFfR19BUPIfAeQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDbQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQAALgCKAQAACgAGAAAALgCKAf////9A1hkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==) является число ![](data:image/x-wmf;base64,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).

Для проверки подписи получатель выполняет следующие действия.

1. Расшифровывает подпись ![](data:image/x-wmf;base64,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) на открытом ключе ![](data:image/x-wmf;base64,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) отправителя, то есть вычисляет ![](data:image/x-wmf;base64,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), восстанавливая предполагаемый хэш-образ ![](data:image/x-wmf;base64,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) сообщения ![](data:image/x-wmf;base64,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).
2. Вычисляет хэш-образ ![](data:image/x-wmf;base64,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) сообщения ![](data:image/x-wmf;base64,183GmgAAAAAAAOABgAEBCQAAAABwXgEACQAAAyABAAACAH0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAeABCwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///08AAACgAQAAzwEAAAUAAAAJAgAAAAIFAAAAFAIgATkAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///9VGQpgAAAKAOhUgwAEAAAALQEAAAkAAAAyCgAAAAABAAAAbSDAA30AAAAmBg8A7wBBcHBzTUZDQwEAyAAAAMgAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyFfR19BUPIfAeQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDbQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQAALgCKAQAACgAGAAAALgCKAf////9A1hkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==).
3. Проверяет равенство ![](data:image/x-wmf;base64,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). Если оно выполняется, то результат: подпись подлинная, иначе результат: подпись неверна. ◼

Схема подписи RSA может быть рассмотрена как категория, объектами которой являются пары сообщение/подпись, а морфизмами – отображения таких пар, удовлетворяющие проверочным соотношениям. Очевидно, что если ![](data:image/x-wmf;base64,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) – подлинное подписанное сообщение, то пара ![](data:image/x-wmf;base64,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) тоже будет правильно подписанным сообщением, если ![](data:image/x-wmf;base64,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) и ![](data:image/x-wmf;base64,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) для некоторого целого ![](data:image/x-wmf;base64,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). Новая пара ![](data:image/x-wmf;base64,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) может быть создана следующим алгоритмом: выбрать сообщение ![](data:image/x-wmf;base64,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), вычислить ![](data:image/x-wmf;base64,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), найти логарифм ![](data:image/x-wmf;base64,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) по основанию ![](data:image/x-wmf;base64,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) и вычислить ![](data:image/x-wmf;base64,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). Можно наоборот, сначала найти ![](data:image/x-wmf;base64,183GmgAAAAAAAEAO4AIBCQAAAACwUgEACQAAA/8BAAACAKsAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADALgAkAOCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///6z///8ADgAAjAIAAAUAAAAJAgAAAAIFAAAAFAIgAj0FHAAAAPsCIP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8IFgrHAAAKAKhUgwAEAAAALQEAABIAAAAyCgAAAAAHAAAAKCkobW9kKf8OAvMAnQBvAfAALQLAAwUAAAAUAkgBWwQcAAAA+wLA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///xUcChsAAAoA6FSDAAQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGuigAIFAAAAFAIgAjkAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8IFgrIAAAKAMhTgwAEAAAALQEAAAQAAADwAQEADQAAADIKAAAAAAQAAAByaG1uIAORAoUGwAMFAAAAFAIDAg4BHAAAAPsCIP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAACAIpl3s417df7///8VHAocAAAKAChTgwAEAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAACiecADBQAAABQCIALlAQkAAAAyCgAAAAABAAAAug3AA6sAAAAmBg8ATAFBcHBzTUZDQwEAJQEAACUBAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyFfR19BUPIfAeQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgGDcgAGAAUAAgSGYSK6AgCDaAADABwAAAsBAQEAAgCDawAAAAoCAIIoAAIAg20AAgCCKQACAJgI7wIAmALvAgCCKAACAoJtAAIAgm8AAgCCZAACAJgC7wIAg24AAgCCKQAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAMwBAgIiU3lzdGVtAHUuAIoBAAAKAAYAAAAuAIoBAAAAAEDWGQAEAAAALQEAAAQAAADwAQEAAwAAAAAA) для известного ![](data:image/x-wmf;base64,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), а затем подобрать ![](data:image/x-wmf;base64,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) так, чтобы выполнялось равенство ![](data:image/x-wmf;base64,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). Поэтому стойкость подписи RSA не может превышать сложности вычисления логарифма в группе ![](data:image/x-wmf;base64,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) или сложности обращения хэш-функции.

Если нарушитель составляет текст для подписи, то он может подготовить коллизию ![](data:image/x-wmf;base64,183GmgAAAAAAAKAFYAIBCQAAAADQWQEACQAAA5QBAAACAIkAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAqAFCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///8////9gBQAALwIAAAUAAAAJAgAAAAIFAAAAFAKgATEAHAAAAPsCIP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///8DHQpkAAAKAKhWgwAEAAAALQEAAAwAAAAyCgAAAAADAAAAKCwpYwcCewLAAwUAAAAUAqAB3gAcAAAA+wIg/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A/v///3saCp0AAAoAKFaDAAQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAAG1tCALAAwUAAAAUAoMBQgQcAAAA+wIg/gAAAAAAAJABAAAAAQACABBTeW1ib2wAAIAimXezjXt1/v///wMdCmUAAAoAKFODAAQAAAAtAQAABAAAAPABAQAJAAAAMgoAAAAAAQAAAKISwAOJAAAAJgYPAAcBQXBwc01GQ0MBAOAAAADgAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghXyEPKPIZ8hX0dfQVDyHwHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAgigAAgCDbQACAIIsAAIBg20ABgAFAAIAgikAAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAzAECAiJTeXN0ZW0AdS4AigEAAAoABgAAAC4AigEBAAAAQNYZAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) такую, что![](data:image/x-wmf;base64,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), дать на подпись сообщение ![](data:image/x-wmf;base64,183GmgAAAAAAAOABgAEBCQAAAABwXgEACQAAAyABAAACAH0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAeABCwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///08AAACgAQAAzwEAAAUAAAAJAgAAAAIFAAAAFAIgATkAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7///99GwoEAAAKAEhVgwAEAAAALQEAAAkAAAAyCgAAAAABAAAAbXnAA30AAAAmBg8A7wBBcHBzTUZDQwEAyAAAAMgAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyFfR19BUPIfAeQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDbQAAAAUKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQAALgCKAQAACgAGAAAALgCKAf////9A1hkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==), а затем подменить подписанное сообщение ![](data:image/x-wmf;base64,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) сообщением ![](data:image/x-wmf;base64,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). В этом случае стойкость схемы подписи не может превышать сложности вычисления коллизий хэш-функции. Приведенные рассуждения показывают, что необходимо согласовывать сложности разложения, логарифмирования и нахождения коллизий.

1. **Представление ключей RSA**

Открытый и закрытый ключи RSA обладают определенной структурой, например, нельзя поменять местами модуль и экспоненту. Кроме того, длины компонент могут сильно различаться. Так, длины ключей RSA в различных системах могут отличаться в разы. Стойкость криптосистемы со временем падает, и для компенсации необходимо постоянно увеличивать длину ключей. Поэтому к методу представления ключа как массива байтов предъявляется ряд требований, а именно:

* информация должна храниться в определенном известном формате;
* не должно быть ограничений по максимальной возможной длине компонент структуры;
* не должно быть выравнивания остальных компонент по наиболее длинной.

Этим требованиям удовлетворяет представление ключа в виде ASN.1-структуры. Представление ASN.1 предназначено для хранения и передачи структурированных данных. Подробное описание типов данных в ASN.1, форматов зашифрованного файла и файла подписи представлено в соответствии с *Приложением А*.

### Контрольные вопросы

1. Какие задачи положены в основу безопасности системы RSA?
2. Показать, что схема RSA работает корректно для любого сообщения ![](data:image/x-wmf;base64,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).
3. Доказать, что задача разложения числа ![](data:image/x-wmf;base64,183GmgAAAAAAAGABgAEBCQAAAADwXgEACQAAAyABAAACAH0AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAWABCwAAACYGDwAMAE1hdGhUeXBlAAAwABIAAAAmBg8AGgD/////AAAQAAAAwP///08AAAAgAQAAzwEAAAUAAAAJAgAAAAIFAAAAFAIgATkAHAAAAPsCIP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAKzYGAA4l+R2gAHodiwVZpcEAAAALQEAAAkAAAAyCgAAAAABAAAAbnnAA30AAAAmBg8A7wBBcHBzTUZDQwEAyAAAAMgAAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAETV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCFfIQ8o8hnyEA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQIBAgICAgACAAEBAQADAAEABAAACgEAAgCDbgAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQAALBVmlwAACgA4AIoBAAAAAP/////c4hgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==) на множители и задача вычисления функции Эйлера ![](data:image/x-wmf;base64,183GmgAAAAAAAMADYAIBCQAAAACwXwEACQAAA40BAAACAIUAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAsADCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///8////+AAwAALwIAAAUAAAAJAgAAAAIFAAAAFAKgAV0BHAAAAPsCIP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAP7////rJwpyAAAKAAAAAAAEAAAALQEAAAoAAAAyCgAAAAACAAAAKCmVAcADBQAAABQCoAH6ARwAAAD7AiD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgD+////YCAKQAAACgAAAAAABAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAAbijAAwUAAAAUAqABEwAcAAAA+wIg/gAAAAAAAJABAQAAAQACABBTeW1ib2wAADCTIXfOrmLU/v///+snCnMAAAoAAAAAAAQAAAAtAQAABAAAAPABAQAJAAAAMgoAAAAAAQAAAGp5wAOFAAAAJgYPAP8AQXBwc01GQ0MBANgAAADYAAAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABglEU01UNgABE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghXyEPKPIZ8hAPR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAECAQICAgIAAgABAQEAAwABAAQAAAoBAAIEhMYDagIAgSgAAgCDbgACAIEpAAAAiAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAMwBAgIiU3lzdGVtALkvAIoAAAAKAHkoZrkvAIoAAQAAAJDYGQAEAAAALQEBAAQAAADwAQAAAwAAAAAA) полиномиально эквивалентны.
4. Показать, что схема RSA обладает свойством гомоморфности относительно операции умножения.

### Порядок выполнения работы

Получить у преподавателя вариант задания и разработать программу (**П-1**), которая:

1. выполняет зашифрование и расшифрование файла с использованием алгоритма RSA. Зашифрование файла необходимо производить с использованием вспомогательного симметричного алгоритма AES-256 в режиме CBC, реализация симметричного алгоритма не требуется. Ключ шифрования симметричного алгоритма – случайный или изначально задан в программе. Случайный ключ шифрования алгоритма AES (32 байта) необходимо представить как число для шифрования алгоритмом RSA, порядок байтов – MSB. Старшие неиспользуемые цифры (байты) числа следует считать нулевыми;
2. выполняет формирование и проверку электронной подписи с использованием алгоритма RSA. При реализации алгоритма электронной подписи лучше всего использовать хэш-алгоритм SHA-256. Поскольку хэш-образ, вычисленный по алгоритму SHA-256, может быть длиннее модуля RSA, при проверке подписи следует сравнивать ![](data:image/x-wmf;base64,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) с подписью сообщения *s*. Результатом данной части работы должна быть программа, предоставляющая пользователю возможность создать и проверить электронную подпись.

### Содержание отчета

1. Формулировка задания.
2. Выполненная работа:
3. использованные параметры криптосистемы;
4. сгенерированный ключ для симметричного алгоритма;
5. содержание зашифрованного файла в шестнадцатеричном виде (при значительном размере файла – первые 80-100 байт);
6. файл с подписью RSA.
7. Ответы на контрольные вопросы.
8. Выводы по работе. В выводах сделать предположения о возможных уязвимостях созданного программного обеспечения и о путях их устранения.
9. Листинг программы.