Mitschrift am 05.12.22 NWT

Wiederholung(letzte Stunde)

* Datenschutzbuch
* DSGVO
  + Briefgeheimnis(private Mails mit Unternehmensmails vermischen)
* TOMS
  + USB-Stick Beispiel
    - Datenschutzhandbuch regelt alle organisatorischen Maßnahmen
    - Software prüft welche Subs zum Unternehmen gehören
    - Verschlüsselte USB Stick🡪USB Sticks werden bei zu oft eingegebenem Code gelöscht
  + Videoüberwachung
    - NUR das eigene Grundstück darf gefilmt werden

**Es werden technische und organisatorische Maßnahmen ergriffen.**

Dokumente müssen unterzeichnet werden um in der Schule oder Firma arbeiten zu könne.(technische Maßnahmen können nicht bis schwer ergriffen werden, rechtlich absichern)

**Wie vernichte ich Daten einer Festplatte?**

* 3 Löcher in die Drehscheibe bohren
* Hammer
* Kurzschließen

**Daten sicher Löschen:**

* Heißluftföhn
* Chips mit Hammer zerteilen
* Software
  + Wipedisk
    - Datenträger wird mit mehreren Zyklen überschrieben

**Speicherkontrolle**

* Nur zuständige Personen haben Zugriff auf die Daten
* Unbefugte Personen sind nicht autorisiert Datenträger zu entfernen
  + Alles wird dokumentiert
  + ADMIN gibt frei, wer was „anfassen“ darf

**3. Verhinderung der unbefugten Eingabe von personenbezogenen Daten sowie der unbefugten Kenntnisnahme, Veränderung und Löschung von gespeicherten personenbezogenen Daten**

**Technisch Maßnahmen**

* Bildschirm und Computersperre bei Verlassen des Arbeitsplatzes
* Benutzeridentifizierung
* Protokollierung des Verhaltens des Nutzer
* Verschlüsselte Speicherung der Daten
* Zugriffsprotokollierung

**Hydra**

Werkzeug zum Knacken von Passwörtern

Rest ist unter: <https://www.wko.at/branchen/information-consulting/finanzdienstleister/toms-muster.pdf> zu finden: