华为技术有限公司内部技术规范

DKBA 1606-2016.01

Web应用安全开发规范

![logo-竖版-四色](data:image/png;base64,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)

华为技术有限公司

Huawei Technologies Co., Ltd.

版权所有 侵权必究

All rights reserved

**修订声明Revision declaration**

本规范拟制与解释部门：

网络安全能力中心&电信软件与核心网网络安全工程部

本规范的相关系列规范或文件：

DKBA 6914-2014.07--C&C++语言安全编程规范

DKBA 6915-2014.07--Java语言安全编程规范

相关国际规范或文件一致性：

构建安全的Web应用指南 v2.0.1和OWASP安全编码实践快速参考指南 v2.0

替代或作废的其它规范或文件：

无

相关规范或文件的相互关系：

无

| 规范号 | 主要起草部门专家 | 主要评审部门专家 | 修订情况 |
| --- | --- | --- | --- |
| DKBA 1606-2007.04 | 安全解决方案：赵武42873，杨光磊57125，万振华55108  软件公司设计管理部：刘茂征11000，刘高峰63564，何伟祥33428 | 安全解决方案：刘海军12014，吴宇翔18167，吴海翔57182  接入网：彭东红27279  无线：胡涛46634  核心网：吴桂彬 41508，甘嘉栋 33229，马进 32897，谢秀洪 33194，张毅 27651，张永锋 40582  业软：包宜强56737，丁小龙63583，董鹏越60793，傅鉴杏36918，傅用成30333，龚连阳18753，胡海60017320，胡海华52463，李诚37517，李大锋54630，李战杰21615，刘创文65632，刘飞46266，刘剑51690，栾阳62227，罗仁钧65560，罗湘武06277，马亮60009259，孟咏喜22499，潘海涛27360，孙林46580，王福40317，王锦亮36430，王美玲60011866，王谟磊65558，王玉龙24387，杨娟60019875，张锋43381，张健60005645，张轶57143，邹韬51591 | V1.0 |
| 2007.12（未正式发布） | 何伟祥 33428 | 刘高峰 63564，许汝波 62966 | V 1.1  增加部分规则 |
| DKBA 1606-2008.07 | 何伟祥33428 | 刘高峰 63564，龚连阳 00129383，许汝波 62966，吴宇翔 00120395，王欢 00104062，吕晓雨 56987 | V1.2  增加部分规则 |
| 2009.05（未正式发布） | 何伟祥00162822 | 刘高峰 63564，许汝波 62966 | V1.3  修改部分规则 |
| 2011.08（未正式发布） | 何伟祥00162822 | 刘高峰 63564，许汝波 62966 | V1.4  修改和增加部分规则 |
| DKBA 1606-2013.05 | 何伟祥 00162822，  吴淑荣 00197720  魏建雄 00222906  孙波 00175839  朱双红 00051429 | 王伟 00207440  陈伟 00141500 | V1.5  参考OWASP和微软Web安全内容修改、补充部分规则，调整目录结构。 |
|  |  | Clare Elliott , Duncan Hurwood, Peter Brewer 和Dave Chamberlain | V1.51  根据 CSEC意见进行修改 |
|  |  | Clare Elliott , Duncan Hurwood, Peter Brewer 和Dave Chamberlain | V1.52  根据 CSEC意见进行修改. |
|  |  | Dr.Ian | V1.53  根据Dr.Ian意见进行修改. |
|  |  | 何伟祥 00162822，李花 00194679，朱双红 00248119，程建杰 00238467，童志刚00145866，陈良德 00247110，杜沸扬 00102545，赵永宏 00231641， 李鑫 00178923， 翟正德 00212921，刘振南 00264924 | V2.0 根据NCC和SIG提供的规范意见，更新部分描述和规则 |
| DKBA 1606-2016.01 | 李科 00316555  何伟祥 00162822 | 何伟祥 00162822，李花 00194679，童志刚 00145866，王安宇 00162152，杨志成 00175422，余志刚 00311016，翟征德 00212921，李鑫 00178923 | V2.1 添加认证鉴权规则，添加CSRF防范规则，修改Html的实体编码，添加Html5的安全属性 |

目 录

[1 概述 7](#_Toc393781078)

[1.1 背景简介 7](#_Toc393781079)

[1.2 Web技术框架及设计问题 8](#_Toc393781080)

[1.3 使用对象 9](#_Toc393781081)

[1.4 适用范围 9](#_Toc393781082)

[1.5 术语定义 10](#_Toc393781083)

[2 安全原则 10](#_Toc393781084)

[3 认证 12](#_Toc393781085)

[3.1 用户与口令 12](#_Toc393781086)

[3.2 认证要求 16](#_Toc393781087)

[4 授权 18](#_Toc393781088)

[5 会话管理 20](#_Toc393781089)

[6 输入校验 24](#_Toc393781090)

[7 输出编码 31](#_Toc393781091)

[8 文件管理 32](#_Toc393781092)

[9 敏感数据保护 33](#_Toc393781093)

[9.1 敏感数据存储 33](#_Toc393781094)

[9.2 敏感数据传输 35](#_Toc393781095)

[10 加密 36](#_Toc393781096)

[11 异常处理 36](#_Toc393781097)

[12 日志 37](#_Toc393781098)

[13 Web Service 38](#_Toc393781099)

[14 DWR 41](#_Toc393781100)

[15 防范DoS 42](#_Toc393781101)

[16 防范钓鱼攻击 43](#_Toc393781102)

[17 代码注释 45](#_Toc393781103)

[18 归档要求 46](#_Toc393781104)

[19 部署与配置管理 47](#_Toc393781105)

[附录 49](#_Toc393781106)

[参考 49](#_Toc393781107)

Web应用安全开发规范

# 概述

## 背景简介

在Internet大众化及Web技术飞速演变的今天，Web安全所面临的挑战日益严峻。Web攻击技术越来越成熟和大众化，针对Web的攻击和破坏不断增长，Web安全风险达到了前所未有的高度。

业界Web应用安全权威组织OWASP的TOP 10研究项目，针对众多Web漏洞进行分析，提出了Web应用十大安全风险，最新的2013 OWASP TOP 10 Web应用安全风险如表1所示，注入、认证会话、跨站等web安全问题非常突出。许多设计和开发人员不清楚如何开发安全的应用程序，常常由于设计和编码不当，开发出来的Web应用存在较多的安全漏洞，这些安全漏洞一旦被黑客利用将导致严重甚至是灾难性的后果。

为了帮助产品开发团队开发安全的Web应用，减少甚至规避由于设计和编码不当引入的安全风险，提高Web应用安全性，特制定本规范。

OWASP Top 10 应用安全风险 – 2013

|  |  |  |
| --- | --- | --- |
| **序号** | **风险** | **描述** |
| 1 | 注入 | 注入漏洞（如SQL、OS和LDAP注入），当不可信的数据被作为命令或查询的一部分发送给解释器时，容易发生注入攻击。攻击者构造的恶意数据可以欺骗解释器执行非本意的命令或访问未经授权的数据。 |
| 2 | 失效的身份认证和会话管理 | 与身份认证和会话管理相关的应用程序功能往往没有正确的实现，这就导致了攻击者破坏口令、密钥、会话令牌或利用其他的漏洞来冒充其他用户的身份。 |
| 3 | 跨站脚本（XSS） | 当应用程序收到含有不可信的数据，在没有进行适当的校验和转义的情况下就将它发送给Web浏览器，这就会产生跨站脚本攻击（简称XSS）。XSS允许攻击者在受害者的浏览器上执行脚本，从而劫持用户会话、危害网站、或者将用户转向恶意网站。 |
| 4 | 不安全的直接对象引用 | 当开发人员暴露一个对内部实现对象的引用时，例如，一个文件、目录或者数据库密钥，就会产生一个不安全的直接对象引用。在没有访问控制检测或其他保护时，攻击者会操控这些引用去访问未授权数据。 |
| 5 | 安全配置错误 | 好的安全需要对应用程序、框架、应用程序服务器、web服务器、数据库服务器和平台，定义和执行安全配置。由于许多设置的默认值并不是安全的，因此，必须定义、实施和维护所有这些设置。这包括了对所有的软件保持及时地更新，包括所有应用程序的库文件。 |
| 6 | 敏感数据泄露 | 许多Web应用程序没有正确保护敏感数据，如信用卡、税务登记号码、身份验证凭据。攻击者可能会窃取或修改这些弱保护的数据进行身份盗窃、信用卡诈骗罪或者其他犯罪。敏感数据应该得到额外的保护，如在存储或传输时加密，以及当与浏览器进行交换时，做特殊的预防措施（如采用HTTPS）。 |
| 7 | 缺少功能级别访问控制 | 几乎所有的Web应用都会校验功能级别的访问权限，然后再使功能在界面可见。然而，当每个功能被访问时，应用需要在服务器端执行相同的访问控制检查，否则攻击者就能够伪造请求访问未授权的功能。 |
| 8 | 跨站请求伪造（CSRF） | 一个跨站请求伪造攻击迫使登录用户的浏览器将伪造的HTTP请求，包括该用户的会话cookie和其他认证信息，发送到一个存在漏洞的web应用程序。这就允许了攻击者迫使用户浏览器向存在漏洞的应用程序发送请求，而这些请求会被应用程序认为是合法用户的请求。 |
| 9 | 使用存在已知漏洞的组件 | 有漏洞的组件（例如：库、框架和其他软件模块）几乎总是全权限运行。所以，一旦漏洞被利用，可能导致敏感数据泄露或服务器被攻击者接管。使用这些脆弱组件的应用程序可能会破坏他们的防御，并使一系列潜在的攻击和影响成为可能。 |
| 10 | 未验证的重定向和转发 | Web应用程序经常将用户重定向和跳转到其他网页和网站，并且利用不可信的数据来确定目的页面。如果没有得到适当验证，攻击者可以重定向受害用户到钓鱼网站或恶意网站，或者使用转发去访问未授权的页面。 |

## Web技术框架及设计问题
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典型的Web安全技术框架

图1 显示了典型的Web安全的技术框架和安全技术点，这些安全技术点，贯穿整个Web设计开发过程。上图各个区域中存在任何一点薄弱环节，都容易导致安全漏洞。

由于HTTP的开放性，Web应用程序必须能够通过某种形式的身份验证来识别用户，并确保身份验证过程是安全的，同样必须很好地保护用于跟踪已验证用户的会话处理机制。为了防止一些恶意输入，还要对输入的数据和参数进行校验。另外还要考虑Web系统的安全配置，敏感数据的保护和用户的权限管理，以及所有操作的安全审计。当然还要考虑代码安全，以及其他方面的威胁。

表 2 列出了一些Web缺陷类别，并针对每类缺陷列出了由于设计不当可能会导致的潜在问题。针对这些潜在的问题，本规范中有相应的解决措施。

Web 应用程序缺陷和由于不良设计可能导致的问题

|  |  |
| --- | --- |
| **缺陷类别** | **由于不良设计可能导致的问题** |
| 身份验证 | 身份伪造、口令破解、权限提升和未授权访问。 |
| 权限管理 | 访问机密或受限数据、篡改和执行未授权操作。 |
| 会话管理 | 通过捕获导致会话劫持和会话伪造。 |
| 输入检验 | 通过嵌入查询字符串、窗体字段、Cookie 和 HTTP 标头中的恶意字符串来执行攻击。包括命令执行、跨站点脚本编写 (XSS)、SQL 注入和缓冲区溢出攻击等。 |
| 参数操作 | 路径遍历攻击、命令执行、此外还有旁路访问控制机制、导致信息泄露、权限提升和拒绝服务。 |
| 敏感数据 | 机密信息泄漏和数据篡改。 |
| 加密技术 | 未授权访问机密数据或帐号信息。 |
| 异常管理 | 拒绝服务和敏感的系统级详细信息泄露。 |
| 安全审计 | 未能识别入侵征兆、无法证明用户的操作，以及在问题诊断中存在困难。 |
| 配置管理 | 未授权访问管理界面、更新配置数据、访问用户帐号和帐号配置文件。 |

## 使用对象

本规范的读者及使用对象主要为Web相关的需求分析人员、设计人员、开发人员、测试人员等。

## 适用范围

本规范的制定考虑了公司各种Web应用开发的共性，适合于公司绝大部分Web产品，包括有Web接口的电信和企业设备（即使它们没有接入Internet）。要求Web产品开发必须遵循。

除非特别说明，本规范中所有的示例代码均为Java语言。

## 术语定义

* **规则：**强制必须遵守的约定
* **建议：**需要加以考虑的约定
* **说明：**对此规则或建议进行相应的解释
* **实施指导：**对此规则或建议的实施进行相应的指导

# 安全原则

安全性同软件工程的其他方面一样，有适合自己的原则方法。无论实现技术或是应用场景如何，核心原则都是适用的。安全性的主要原则如表3所示。

主要的安全性原则

|  |  |
| --- | --- |
| **原则** | **描述** |
| 攻击面最小化 | 应用程序每增加一项功能就对整个应用程序增加了一定的风险。安全开发的目的是通过减少攻击面来降低系统整体的安全风险。  例如，一个Web应用程序实现具有搜索功能的在线帮助，搜索功能可能易受到SQL注入攻击。如果仅限于授权用户使用在线帮助，攻击的可能性就会降低。如果通过集中的数据验证程序来对搜索功能的输入进行验证，则成功执行SQL注入的可能性会大大降低。然而，如果重新编写“帮助”特性以去除搜索功能（如，提供更好的用户界面），即使帮助特性在互联网上广泛使用，也几乎不存在攻击面。 |
| 默认安全 | 存在多种方法来向用户交付“开箱即用”的体验，默认情况下，体验应该是安全的，如果用户被允许，应该由用户来决定是否降低安全性要求。  例如，默认情况下应启用口令时效和复杂度要求。也可以允许用户关闭这两个功能，以简化其使用，但同时也增加了安全风险。 |
| 最小权限原则 | 帐户只具备执行业务流程所需的最小权限。这包括用户权限，资源权限如CPU限制、内存、网络和文件系统权限。 例如，如果中间件服务器只需要访问网络、读取数据库表以及写日志功能，那么只授予相应的权限。无论如何中间件都不应该被授予管理权限。 |
| 深度防御原则 | 深度防御的原则表明，一种控制措施是正当的，但能有处理不同形式风险的多种控制措施更好。深度防御可以使严重的漏洞非常难于利用、几乎不会发生被利用的情况。在安全编码中，可以采用多层验证、集中审计控制、并要求用户对所有页面都要进行登录，来达到深度防御的目的。 例如，如果限制对生产管理网络的访问、检查管理用户授权，并记录所有访问活动，一个有缺陷的管理界面是不太可能受到匿名攻击的。 |
| 安全地失败 | 当系统出现失败时，它应该是安全的。通常包括：安全默认（默认拒绝访问）；失败撤消后恢复到安全状态；始终检查失败返回值；在条件代码/过滤器中确保有一个默认分支。即使失去了可用性，系统仍能保持机密性和完整性。发生失败时，不允许攻击者访问特权对象。  如果应用失败，不要使敏感数据可访问，返回友好的错误信息给最终用户，不要泄露内部系统信息，不要包括有助于攻击者利用系统漏洞的信息。 |
| 外部系统是不安全的 | 许多组织可能会利用第三方提供的业务。第三方有不同的安全策略，影响和控制外部第三方是不可能的，无论他们是家庭用户或是主要供应商和合作伙伴。因此，对外部运行系统的信任是不安全的。  例如，由外部程序提供积分奖励和赎回项目清单数据给网上银行时，应对这些数据进行检查，以确保它们显示给最终用户是安全的，并且奖励积分应该是一个不太可能很大的正数。 |
| 职责分离 | 防欺骗的一种关键措施是职责分离。例如，申请计算机的人不能签收，也不能直接接收计算机，这可以避免用户声称从来没有收到过计算机，防止多次申请计算机。  管理员不同于普通用户，一般情况下管理员不应该是应用程序的用户。例如，管理员能够启动或关闭系统、设置口令策略，但不应该是作为超级权限用户登录应用，代表其他用户购买商品。 |
| 不依赖隐晦的安全性 | 隐晦的安全性是一种弱的安全控制，当它是唯一的控制方式时几乎总是失效的。关键系统的安全性不应该将安全细节隐藏起来。 例如，应用程序安全性不应该依赖于保密的源代码内容，而是应该依赖于其他因素，如：合理的口令政策、深度防御、业务交易限额、可靠的网络架构，以及审计控制。 如Linux操作系统的源代码随处可得，但只要对系统进行正确地加固，Linux就会是非常安全可靠的系统。 |
| 简单 | 某些软件工程师喜欢采用更为复杂的方法而不是相对简单直接的代码。当更简单更快速的方法可用时，开发人员应当避免采用复杂的架构和开发复杂的代码。 例如，尽管在中间件服务器运行大量的单体实例beans显得更流行，但使用具有相应互斥机制来防止条件竞争的全局变量会是更安全、更快速的。 |
| 正确地修复安全问题 | 一旦一个安全问题已经确定，就需要对其进行测试并理解问题的根源。当使用设计模式时，同样的问题也可能存在于其他代码中，对其进行正确修复而没引入其他问题显得至关重要。 例如，某用户发现他可以调整其cookie内容来查看其他用户的信息，该问题的修复似乎相对简单，但由于所有应用程序共享cookie处理代码，必须对所有受影响的应用程序都要进行修复并进行严格测试。 |
| 客户端的输入是不可信的 | 常见的web应用安全问题是没有正确验证来自客户端或环境的输入。这通常会导致入解释器注入、本地化/Unicode攻击、文件系统攻击和缓冲区溢出问题。  不要信任来自客户端的数据，因为存在篡改的可能。 |

# 认证

本规范主要描述的是通过用户名和口令进行认证的常规认证方式。

## 用户与口令

1. **用户名/用户ID必须唯一。**

说明：用户名/用户ID唯一有助于系统确认用户身份以及跟踪具体个人的活动，实现准确的认证、授权和审计。

1. **设置或修改口令时默认进行口令复杂度检查。**

说明：口令复杂度的要求是对系统所有帐号口令的要求（包括系统内置帐号的口令，内置帐号的口令需要在客户资料中说明并提醒用户修改）。增加口令的复杂度可以提高猜测或破解口令的难度。系统提供口令复杂度检测规则，且该规则可配置，部署时可以根据实际应用要求和用户期望进行灵活配置。

默认口令复杂度至少满足如下要求：

* 口令长度至少8个字符（特权用户至少10个字符）；
* 口令长度最多128个字符；所有口令输入栏的允许输入长度与口令最大长度保持一致，确保用户输入的每个字符都属于口令内容，防止应用程序截断用户输入的口令内容。
* 口令必须包含如下至少三种字符的组合:

－至少一个小写字母（a-z）；

－至少一个大写字母（A-Z）；

－至少一个数字（0-9）；

－至少一个特殊字符：!"#$%&'()\*+,-./:;<=>?@[\]^\_`{|}~和空格

* 口令不能和帐号或者帐号的倒写一样；
* 口令不能包含超过2个连续的相同字符（如，111是不允许的）；

若口令不符合上述复杂度要求，必须进行警告，设置或修改口令不成功。警告消息内容应该描述口令没有满足哪些复杂度要求，而不仅仅是描述不满足。

另外，也建议使用弱口令词典以禁止用户使用弱口令（不强制）。

1. **在口令输入框中口令不能明文显示和拷贝。**

说明：在输入框中键入口令时口令不能明文显示，也不能被拷贝出来，否则容易造成口令信息泄露。

实施指导：

|  |
| --- |
| 指定口令输入框的类型为password：  <input type="password" name="password"/> |

1. **用户修改口令时必须验证旧口令，同时对新口令进行确认。**

说明：为避免口令被非法修改，确保口令修改的安全性，在口令修改时必须验证旧口令和确认新口令。如果用户输入旧口令的错误次数太多（错误次数可配置，默认5次），应该锁定帐号并清除会话。新口令需要输入两次，第二次输入为确认新口令，防止输错。新口令也应满足口令复杂度要求，参见规则3.1.2。用户只能修改自己的口令，不能修改其他用户的口令，管理员除外。如果系统提供管理员能修改其他用户的口令的功能，管理员修改其他用户口令时无需输入旧口令。

1. **强制用户在首次登录系统时修改系统为其设置的初始口令。**

说明：用户使用初始口令登录系统，系统必须强制用户修改初始口令。在初始口令被成功修改之前用户不允许进入系统，以降低攻击者利用初始口令的风险。

1. **强制特权用户的口令每隔一定周期必须进行修改，周期可配置。**

说明：特权用户由于权限较高，帐号和口令一旦泄露，对系统影响较大，因此，强制特权用户的口令每隔一定周期必须进行修改，周期可配置，默认修改周期为90天。若间隔时间到期，须要对口令进行修改后才能登录。

1. **在网络中传输口令必须采用安全协议。**

说明：如果将口令以明文形式从客户端传输到服务器，很可能被攻击者通过网络监控软件来捕获传输的信息并获取用户的用户名和口令等认证凭证，影响用户安全。因此，在网络中传输口令时采用安全传输协议如HTTPS。

1. **不要以任何形式发送口令哈希或口令给用户。**

说明：在Web应用的配置管理页面中，常需要配置或修改连接其他系统的帐号口令信息，如连接后台数据库的配置信息（IP地址和端口）和口令、登录其他操作系统的帐号口令、连接第三方应用接口的帐号口令等。无论是明文还是密文的用户口令若发送给用户，存在口令泄露的安全风险，包括：传输过程中口令被泄露的风险、配置口令在客户端泄露的风险（如用户临时走开，被其他人员借机查看）。

实施指导：

|  |
| --- |
| 例如：Web应用中存在某配置页面，需要管理员修改连接其他模块的信息，其中包括其他模块的IP地址、端口号、连接帐号和连接口令，那么当管理员进入该配置页面，显示原先配置的IP地址、端口号、连接帐号的明文信息，但连接口令不能是明文也不能是口令的哈希。  指定连接口令输入框的类型为password：  <input type="password" name="password" value="\*\*\*\*\*\*\*\*\*\*"/>  返回给客户端的连接口令为10个星号(\*)；当服务器接收到客户端提交的修改数据时，判断连接口令是否为10个星号，如果是，则表明连接口令没有修改，修改其他信息，不修改连接口令；反之，则表明连接口令已经被修改，要修改所有配置信息。 |

1. **口令存储前使用带盐值的Hash算法来加密。**

说明：使用带盐值的Hash算法单向保护口令，可以在不增加口令复杂度的情况下，增加破解口令的难度，防范彩虹表攻击。即使用户口令相同，通过对不同的口令使用不同的盐值进行保护，使存储的口令密文不同，增加攻击者窃取口令的难度。

推荐使用PBKDF2算法（PBKDF2是一个密钥导出函数，既可用于导出密钥，也可用于口令保存，并且已在RFC 2898标准中定义。它使用最为广泛，能被大多数算法库所支持）；也可以直接使用强哈希算法，如SHA256进行哈希加盐。对盐值的要求是：使用安全的随机数生成至少8字节的盐值，且不同的用户盐值不同。最终的结果需要经过至少5000次的迭代。有关PBKDF2算法或其他哈希算法的具体描述与使用要求请参考公司《密码算法应用规范》中的“哈希函数”和“口令的安全存储”章节。

实施指导：

|  |
| --- |
| 使用PBKDF2算法：  public static byte[] createHash(String password) throws NoSuchAlgorithmException,  InvalidKeySpecException  {  SecureRandom random = SecureRandom.getInstance("SHA1PRNG");  byte[] salt = new byte[8];  random.nextBytes(salt); //盐值要求使用安全随机数，且至少8个字节以上，可以明文保存  int iterCount = 5000; //迭代次数至少要求5000次以上  PBEKeySpec spec = new PBEKeySpec(password.toCharArray(), salt, iterCount, 256);  SecretKeyFactory skf = SecretKeyFactory.getInstance("PBKDF2WithHmacSHA1");  byte[] hashed = skf.generateSecret(spec).getEncoded();  return hashed;  }  注意：对于为每个口令计算密码哈希时用到的盐值，需要保存起来（允许明文保存），后面验证用户名与口令时，需要取到该用户对应的盐值，然后将该盐值，以及用户输入的用户和口令一起应用于上述的哈希算法，将得到的结果与之前保存的正确结果进行相等比较即可。 |

1. **系统支持口令修改最短时间间隔以及口令历史记录，并且支持可配置**。

说明：口令被修改之前需要有最短的存活时间要求，连续两次口令修改的时间间隔不能低于某个值，避免口令被频繁修改；同时系统应维护口令历史记录，新修改的口令不能与口令历史记录中的旧口令重复，防止口令重用攻击。如果系统提供管理员能修改其他用户的口令的功能，管理员修改其他用户口令不受此限制。系统支持口令修改最短时间间隔可配置，默认时间间隔为1天。口令历史记录中保留的口令数或重用旧口令的频率可配置，默认重用间隔为10个。

1. **Web应用中不应实现“记住我”功能。**

说明：应避免实现“记住我”功能，否则用户在不清楚风险情况下误用，与用户使用同一台计算机的恶意用户可以不用输入用户名和口令，就可冒充用户访问Web应用执行恶意操作，给用户带来损失。对于安全性要求不高的Web应用，可以根据实际需要决定是否使用该功能，若使用，在用户选择“记住我”功能时，对用户警告风险。“记住我”功能应该也应有有效期，指明从上次登录（输入口令）到现在的时间窗。有效期过后，如两周时间，“记住我”功能应该让用户重新输入凭据。如果用户从一个不寻常的位置登录，也应要求输入用户凭据。

1. **关闭登录窗体表单中的自动填充功能。**

说明：浏览器都具有自动保存用户输入数据和自动填充数据的能力。为了保障用户名和口令的安全，必须关闭自动填充选项，指示浏览器不要存储登录窗口中用户名、口令等敏感信息。

实施指导：

|  |
| --- |
| 在form表单头中增加选项 autocomplete="off"：  <form action="Login.jsp" name=login method=post autocomplete="off">  同时，指定用户名和口令输入框的选项为autocomplete="off"：  <input type="text" name="username" autocomplete="off">  <input type="password" name="password" autocomplete="off"> |

1. **应提供安全的口令重置功能。**

说明：某些面向最终用户的Web应用，在用户忘记自身口令时需要通过Web应用提供的口令重置功能来重设口令。口令重置功能不安全，如提供“选择您出生的城市”的安全问题，该问题的答案可以通过查看您在社交网站的个人资料、博客及网上其他地方发布的信息，或直接通过枚举就能猜出来的，这些安全问题的设置是不安全的，可被猜测或轻易获取。不安全的口令重置功能容易被攻击者利用，来重设用户口令。安全问题通常要求是容易记住、问题的答案不会变化、通用和安全（如，你童年时梦想的职业是什么？）；安全问题的答案应当有最短长度要求（如10或12个字符）；对安全问题进行加密、对答案进行哈希存储。同时采用如Email、短信等方式来接收口令重置的验证信息。

对于高价值的交易系统（如网上支付、网上银行等），不建议设置口令重置功能。

实施指导：

|  |
| --- |
| 口令重置功能实现没有业界标准，以下实施方法供参考。  1.如果用户选择“忘记口令”，通过电子邮件发送一个独一无二、有时间限制、随机、一次性的URL到用户注册时所提供的电子邮件地址。为了防止攻击者请求口令重置的拒绝服务攻击，用户的口令在成功更改之前，应当保持有效 (备注：重置口令的次数应该要限制，比如24小时以内只能进行1-3次的口令重置，以防止针对某个用户，恶意使用“忘记口令”链接多次触发对该用户注册的邮箱或手机发送邮件或短信)  2.用户访问URL时，应用应当提供安全问题供用户回答。  3.一旦安全问题回答正确，再次发送一个独一无二、有时间限制、随机、一次性的重置URL，允许用户来重置口令。  4. 通过email或短消息通知用户口令已被更改。  为了避免引入新的漏洞：   * 限制猜测答案尝试的次数（如三次或五次）：如果失败的尝试次数超过门限，对账户锁定一段时间，如5分钟，并通过email和短消息通知用户。 * 在失败响应忘记口令请求时，应用不应该泄露关于用户名正确性或是用户是否被停用的任何信息。 * 安全问题的答案应该包含足够的熵，而不是容易被猜测。如问用户祖母的姓是什么的问题比用户喜欢的颜色是什么的问题更好。   在高价值事务处理系统中，如在线银行，通过如电话等带外的方式来执行口令重置，而不是通过自动化的方式实现。 |

## 认证要求

1. **对用户的最终认证处理过程必须在服务器端进行。**

说明：客户端认证很容易被绕过，禁止仅仅通过脚本或其他形式在客户端进行验证，必须在应用服务器进行最终认证处理（如果采用集中认证，那么对用户的最终认证就是放在集中认证服务器进行）。

1. **网页上的登录/认证表单必须加入验证码。**

说明：使用验证码的目的是为了阻止攻击者使用自动登录工具连续尝试登录，从而降低被暴力破解的可能。如果觉得验证码影响用户体验，那么可以在前3次登录尝试中不使用验证码，3次登录失败后必须使用验证码。

验证码在设计上必须要考虑到一些安全因素，包括：

* 验证码必须是单一图片、有背景干扰，背景干扰元素的颜色、位置随机变化；
* 验证码字符串要求随机生成，随机字符串必须是字母数字的（建议字符集可以配置来满足不同客户需求）。随机字符串不能在客户端的静态页面中的网页源代码里出现；
* 验证码在一次使用后要求立即失效，新的请求需要重新生成验证码；
* 验证码内容不能与客户端提交的任何信息相关联，不能从会话ID或URL来计算出验证码。

如图所示：图片包含的验证码为YaS5
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验证码

实施指导：

|  |
| --- |
| 建议使用电信与软件产品线的验证码CBB 。  备注：对于嵌入式系统，如果实现验证码比较困难，可以通过多次认证失败锁定客户端IP的方式来防止暴力破解。 |

1. **用户名、口令和验证码必须在同一个请求中提交给服务器，必须先判断验证码是否正确，只有当验证码检验通过后才进行用户名和口令的检验，否则直接提示验证码错误。**

说明：如果验证码和用户名、口令分开提交，攻击者就可以绕过验证码校验（如：先手工提交正确的验证码，再通过程序暴力破解），验证码就形同虚设，攻击者依然可以暴力破解用户名及口令。

1. **所有登录页面的认证处理模块必须统一。**

说明：Web应用可能存在多个登录页面，但是处理登录认证请求的模块必须统一，确保认证机制一致，防止不一致的认证方式导致安全隐患，同时也有利于代码维护。

1. **所有针对其他第三方开放接口的认证处理模块必须统一。**

说明：第三方接口认证请求的处理模块必须统一，确保认证机制一致，防止不一致的认证方式导致安全隐患，同时也有利于代码维护。

1. **认证失败后，不能提示给用户详细以及明确的错误原因，只能给出一般性的提示，同时记录日志信息。**

说明：认证错误不应给出明确的提示，否则可被攻击者利用来枚举用户名和口令。可以提示：“登录失败；无效的用户名或口令，”；不能提示：“用户foo：口令无效”、“登录失败，无效用户ID”、“登录失败；帐号已停用”、“登录失败；用户未激活”等。

1. **禁止在系统中****预留任何未公开帐号或特殊的访问机制。**

说明：产品若存在预留的未公开帐号或特殊的访问机制，有可能被内部恶意人员或外部人员获知进行私自操作，存在绕过鉴权进入系统的风险。

1. **对于重要的管理事务或重要的交易事务要进行重新认证或二次认证。**

说明：重要的管理事务，比如重新启动业务模块；重要的交易事务，比如转账、余额转移、充值等。重新认证，比如让用户重新输入口令；二次认证，比如让用户输入动态密码/短信随机密码。重新认证或二次认证，可以减小会话劫持给用户带来损失，还可以减轻跨站请求伪造攻击。

1. **对安全性要求高的Web应用实施多因素认证。**

说明：对安全性要求高的Web应用（如网上支付、网上银行）实施多因素认证（如采用用户口令加硬件令牌、手机短信密码、USB KEY）。

1. **同一客户端在多次连续尝试登录失败后，服务端需要进行用户帐号或者是客户端所在机器的 IP 地址的锁定策略，且该锁定策略必须设置解锁时长，超时后自动解锁。**

说明：若没有帐号或IP锁定机制，一旦验证码安全性不够，被程序自动识别，攻击者就可以对用户帐号和口令进行暴力破解。

登录失败应该提示用户：如果重试多少次不成功系统将会锁定。在锁定期间不允许该用户帐号（或者客户端所在机器的 IP 地址）登录。允许连续失败的次数（指从最后一次成功以来失败次数的累计值）可配置，取值范围为：0-99 次，建议默认：5次。

锁定时长的取值范围为：0-999 分钟，建议默认：-20分钟，当取值为 0 时，表示无限期锁定，只能通过管理员手动解锁（需要提供管理员对服务器锁定其它用户帐号/IP进行解锁的功能界面）。建议优先使用帐号锁定策略。

注意：应用程序的超级用户帐号不能被锁定，只能锁定操作的客户端所在的 IP，这是为了防止系统不可用。特别说明的是，锁客户端IP策略存在缺陷，当存在共享IP的场景（如Proxy、NAT等），那么锁定客户端IP会导致使用共享IP上网的所有用户在IP锁定期间都不能使用该Web应用；锁定用户帐号的策略也存在缺陷，当攻击者不断尝试某帐号的口令，就给该帐号带来拒绝服务攻击，使该帐号不可用。

1. **认证通过后，给当前用户显示访问历史记录数据。**

说明：认证通过后，给当前用户显示有关的访问历史记录数据，包括：

1、上一次认证通过的日期、时间和位置等信息；

2、上一次认证失败的日期、时间和位置等信息；

3、自从最后一次认证通过以来失败的尝试次数；

4、口令将到期的天数（对于管理员和操作员）。

# 授权

本章节的授权是指广义上的授权，包括授权和鉴权两部分。

1. **对于每一个需要授权访问的页面或servlet的请求都核实用户的会话标识是否合法、用户是否已经被明确授权执行该操作。**

说明：使用Web框架内置的授权检查、或者采用自己实现集中的授权模块来进行授权操作，如果用户会话标识（会话标识使用Session identifiers，Session ID有其他的含义）不合法，或者用户没有被授权执行该操作，则拒绝请求，并记录日志。防止用户直接在地址栏中输入URL，越权访问某些页面或servlet。对于日志要求，请参见规则12.2。

实施指导：

|  |
| --- |
| 请参考“附件4 Web权限管理设计规格说明书.docx”。 |

**规则4.1.1 默认对于每一个请求都进行鉴权，避免URL越权，对不需要鉴权的采用白名单的方式；对于用户请求的URL匹配规则设计要严谨，避免鉴权被绕过。**

说明：客户所有的请求，包括私有资源请求（图片，JS，文件）默认都需要鉴权，对不需要鉴权的请求可以设置白名单，白名单中的URL匹配尽量使用使用完全匹配，保证URL鉴权不被绕过。

不能使用简单的包含某个字符串的匹配算法，这样的算法容易被找出漏洞而导致鉴权被绕过，建议使用完全匹配的方式进行鉴权，对没有匹配上的请求，又不在白名单列表中的，拒绝访问，如果鉴权URL有共性，建议使用ANT的通配符匹配。

实施指导：

|  |
| --- |
| 方法一：  使用安全框架HWSF通过对过滤器配置管理进行鉴权  例如：  <security:intercept-url pattern="/main/public/\*" access="permitAll"/>  <security:intercept-url pattern="/main/login" access="permitAll"/>  <security:intercept-url pattern="/main/admin/\*" access="hasRole('ROLE\_ADMIN')"/>  <security:intercept-url pattern="/main/logout" access="hasAnyRole('ROLE\_USER','ROLE\_ADMIN')"/>  <security:intercept-url pattern="/main/\*" access="hasAnyRole('ROLE\_USER','ROLE\_ADMIN')"/>  目录 /main/public/ 下的共有资源，允许任何人访问，包括匿名用户  /main/login登陆页面，允许任何人访问  目录 /main/admin/ 下的私有资源，只允许管理者访问  **/main/logout 登出页面**，也需要设置不允许被匿名访问，避免绕过鉴权产生的风险  目录 /main/ 下面的其他资源，可以被普通用户，管理者访问，不能被匿名用户访问  而对访问资源没有在鉴权配置中，默认使用不被匿名访问策略  方法二：  可以对共有资源、私有资源采用目录隔离的方式，以便URL匹配规则设置，可以采用以下方法之一 |

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1、ANT通配符有三种  ？（匹配任何单字符）， \*（匹配0或者任意数量的字符），\*\*（匹配0或者更多目录）   |  |  | | --- | --- | | URL路径 | 说明 | | /test/\*.jsp | 匹配(Matches)所有在test路径下的.jsp文件 | | /test/p?ttern | 匹配(Matches) /test/pattern 和 /test/pXttern,但是不包括/test/pttern | |  |  | | /test/\*\*/file.\* | 匹配(Matches)  /test/file.jsp  /test/dir/file.jsp,  /test/app/dir/file.html,  /test/dir/file.java | |  |  |   最长匹配原则：  请求URL: /app/test/test.jsp  规则有：/\*\*/\*.jsp /app/\*\*/\*.jsp  命中的规则为 /app/test/test.jsp  2、正则表达式  鉴于正则表达式灵活，复杂，设置需考虑正则表达的准确性，避免被绕过的风险 |

**规则4.1.2 对于用户请求的URL需要先标准化后进行鉴权，避免鉴权被绕过**

说明：客户的请求URL是可以任意输入的，通常攻击者利用URL编码、”../”,”./”,”//”路径、”;”作为结尾符构造等方式伪造一些异常的URL请求，从而绕过鉴权，导致系统不受保护

标准化(参考：<https://en.wikipedia.org/wiki/URL_normalization>)：去除“..” 、 “.”、”//”、默认页面、大小写一致性、去空字符串、URL解码、等返回用户访问的真实资源

备注：禁止直接调用函数HttpServletRequest.getRequestURI()，HttpServletRequest.getRequestURL() 获取URL进行鉴权，这两方法获取URL、URI未做标准化，可能被用于绕过鉴权。

实施指导：

|  |
| --- |
| 方法一：  使用HWSF安全框架的鉴权特性，框架默认实现URL标准化  方法二：  1、JAVA建议使用HttpServletRequest .getServletPath(),HttpServletRequest.getPathInfo(),HttpServletRequest.getContextPath() 重新拼接URL  Example:  **public** **static** String getNormalizeRequestServletURI(HttpServletRequest request) {  String uri = request.getServletPath();  **if** (request.getPathInfo() != **null**) {  uri += request.getPathInfo();  }  **return** uri;  }  2、防范二次URL解码：  如果产品使用URL解码时，建议拷贝原数据后解码，避免修改原数据，防范二次URL解码导致的风险  Example: https://ip/path/login.action/%252E%252E/business.action;logout.action  一次解码：https://ip/path/login.action/%2E%2E/business.action;logout.action  二次解码：https://ip/path/login.action/../business.action;logout.action  如果产品第一次解码后鉴权，并对原数据进行修改，产品后续再一次进行解码获取资源，反而让攻击者获得了想要访问的资源。  虽然保存URL解码内容到源数据，能避免后续多次解码的性能损耗，但考虑到你无法预知后续调用者是否会继续解码。为避免潜在的风险，建议拷贝源数据后解码。 |

1. **对于受保护资源的访问，必须检查用户是否拥有访问该资源的权限，如果没有则拒绝访问并记录日志。**

说明：许多应用程序会检查用户是否有权使用一个特定的功能，但是没有检查用户是否被允许访问所请求的资源。例如，论坛可以检查用户是否允许回复以前的消息，但没有检查所回复的消息是在一个受保护的或隐藏的论坛或主题中；或网上银行应用程序可能会检查用户是否有权汇款，但是没有验证“转出账号”是否属于该用户。对于日志要求，请参见规则12.2。

1. **采用基于角色的访问控制机制，授权和用户角色数据必须存放在服务器端，不能存放在客户端，鉴权处理也必须在服务器端完成。**

说明：禁止将授权和角色数据存放在客户端中（比如cookie或隐藏域中），以防止被篡改。

1. **一个帐号只能拥有必需的角色和必需的权限。一个组只能拥有必需的角色和必需的权限。一个角色只能拥有必需的权限。**

说明：做到权限最小化，这样即使帐号被攻击者窃取，也能把安全损失控制在最小的限度。

1. **角色默认没有权限，也就是说，角色刚创建后没有任何权限。**

说明：基于最小权限的原则，角色刚创建时不应该具有任何权限，只有当根据需要、明确为其分配必需的权限后，角色才具有相应的权限。

1. **帐号默认没有角色和权限，也就是说，帐号刚创建后没有任何角色和权限。**

说明：基于最小权限的原则，帐号刚创建时不应该具有任何角色和权限，只有当根据需要、明确为其分配必需的角色和权限后，帐号才具有相应的角色和权限。

1. **对于运行应用程序的操作系统帐号，不应使用“root”、“administrator”、“supervisor”等特权帐号或高级别权限帐号，应该尽可能地使用低级别权限的操作系统帐号。**
2. **对于应用程序连接数据库服务器的数据库帐号，在满足业务需求的前提下，必须使用最低级别权限的数据库帐号。**

说明：根据业务系统要求，创建相应的数据库帐号，并授予必需的数据库权限。不能使用“sa”、“sysman”等管理帐号或高级别权限帐号。

1. **对于应用程序连接Web Server或者中间件的帐号，在满足业务需求的前提下，必须使用最低级别权限的帐号，禁止使用admin等超级帐号。**

说明：根据业务系统要求，创建相应的Web Server或者中间件的帐号，并授予业务必需的权限。禁止使用“admin”等管理帐号或高级别权限帐号。例如，应用程序通过调用MML命令来完成业务操作，调用MML所使用的帐号应该是根据需要分配必需权限的帐号，而不能是可以调用所有MML命令的超级用户，以减小系统安全风险。

1. **如果所使用的Web框架，已经有好的授权机制，则优先使用；如果Web框架提供的授权机制无法满足需要，需要产品自己开发集中的授权模块，应该完全覆盖受保护的资源和功能，且当授权发生异常时，强制用户退出。**

说明：某些Web框架有成熟的授权机制，例如， tomcat提供了管理控制台（console）的授权机制，可以在tomcat-users.xml文件中配置角色和用户信息，由tomcat来完成授权。然而，许多Web应用程序都包含自己定制的授权代码，这增加了程序的复杂性和发生错误的可能性。除非Web框架提供的授权机制无法满足需要（例如，需要通过界面提供灵活的权限分配），否则应该优先使用Web框架提供的成熟的授权机制。

1. **当授权变更、终止或失效时（例如，权限、角色、雇佣状态或业务流程等发生变化），应用程序应该支持禁用帐号和终止会话的能力。**

说明：当用户离职应该及时终止其对应的会话，并禁用或删除该用户；当用户的权限、角色或业务流程发生变更时，应该能够终止用户对应的会话，以及时应用新权限、新角色或新流程。

1. **限制单个用户或设备可以在一个给定的时间内执行的交易数量。**

说明：给定的时间内执行的交易数量可配置，且应高于实际业务需求，但足够低，以阻止自动攻击。例如，系统提供短信随机码，那么应该限制给定时间内，用户可以通过短信获取随机码的次数，以防止攻击者利用该功能对其他用户进行恶意短信骚扰。

# 会话管理

1. **使用Web开发框架（例如J2EE, ASP .NET and PHP）自身提供的会话管理功能。**

说明：使用Web开发框架（例如J2EE, ASP .NET and PHP）自身提供的会话管理功能，因为这些框架的会话管理功能是被广泛使用经受住安全考验的。对于J2EE来说，就是使用会话cookie来维持会话，当用户成功登录后，将用户名（或用户ID）保存到session对象中，以便在后继操作中明确当前会话对应的用户。

备注：对于嵌入式系统的Web，不适合本条规则，按“规则5.10”实施。

1. **会话cookie的属性要设置为HttpOnly。**

说明：HttpOnly属性，用以阻止客户端脚本访问Cookie，当支持HttpOnly的客户端浏览器检测到Cookie包括了HttpOnly标志时，浏览器返回空字符串给企图读取该cookie的脚本，这样cookie中的任何信息暴露给黑客或者恶意网站的几率将会大大降低。

实施指导：

|  |
| --- |
| 一、对于Tomcat 6.0.19和Tomcat 5.5.28及以上的版本（包括比它们更新的、比Tomcat7旧的版本）：  在$tomcat/conf/context.xml中设置context的参数useHttpOnly的值为true，例如  <Context useHttpOnly="true"> //对持久性cookie和会话cookie都生效。  备注：Tomcat7不需要设置，因为Tomcat7默认设置useHttpOnly参数值为true。  二、对于比Tomcat 6.0.19和Tomcat 5.5.28旧的版本，或者其他Web容器：  String sessionid = request.getSession().getId();  response.setHeader(“SET-COOKIE”,“JSESSIONID=” + sessionid + “;HttpOnly”); |

1. **用户名和口令认证通过后，必须更换会话标识。**

说明：用户认证通过后更换会话标识，以防止会话固定（session fixation）漏洞。

实施指导：

|  |
| --- |
| 场景一：对于从HTTP转到HTTPS再转到HTTP（也就是仅在认证过程采用HTTPS，认证成功后又转到HTTP）的情况，在用户名和口令认证通过后增加以下行代码：  request.getSession(false).invalidate();  HttpSession newSession=request.getSession(true);  Cookie cookie = new Cookie(“JSESSIONID”,newSession.getId());//这里设置setcookie的属性。  cookie.setMaxAge(-1);  cookie.setSecure(false);  cookie.setPath(request.getContextPath());  response.addCookie(cookie);  场景二：对于全程采用HTTPS协议，或者全程采用HTTP协议的，在用户名和密码认证通过后增加以下行代码：  request.getSession(false).invalidate();  request.getSession(true); |

1. **任何重新认证或二次认证都需要生成新的会话标识。**

说明：重要的交易/事务前，需要重新认证或二次认证，并且生成新的会话标识、使原来的会话标识失效，这样，即使重新认证或二次认证前的会话被劫持了，也可以在重新生成会话标识后终止会话劫持，减小会话劫持给用户带来损失。

实施指导：

|  |
| --- |
| request.getSession(false).invalidate();  request.getSession(true); |

1. **会话过程中不允许修改的信息，必须作为会话状态的一部分在服务器端存储和维护。**

说明：会话过程中不允许修改的信息，例如，当用户通过认证后，其用户标识在整个会话过程中不能被篡改；又如，用户网上购物时的商品价格也是不允许被篡改。这些信息是禁止通过隐藏域或URL重写等不安全的方式存储和维护。对JSP语言，可以通过session对象进行存储和维护，或者直接查询数据库获取。

1. **必须设置会话超时机制，在超时过后必须清除该会话信息。**

说明：设置会话超时时间，有利于减少会话劫持的时间窗。建议默认会话超时时间为10分钟（备注：对于嵌入式系统中的Web，建议默认超时时间为5分钟，以减少系统资源占用）。如果没有特殊需求，禁止使用自动发起请求的机制来阻止session超时。

1. **所有登录后才能访问的页面都必须有明显的“注销（或退出）”的按钮或菜单，如果该按钮或菜单被点击，则必须使对应的会话立即失效。**

说明：这样做是为了让用户能够方便地、安全地注销或退出，减小会话劫持的风险，减少服务器端内存占用。

1. **在服务器端对业务流程进行必要的流程安全控制，保证流程衔接正确，防止关键鉴别步骤被绕过、重复、乱序**。

说明：客户端流程控制很容易被旁路（绕过），因此流程控制必须在服务器端实现。

实施指导：

|  |
| --- |
| 可以通过在session对象中创建一个表示流程当前状态的标识位，用0、1、2、3、…、N分别表示不同的处理步骤，标识位的初始值为0，当接收到步骤N的处理请求时，判断该标识位是否为N-1，如果不为N-1，则表示步骤被绕过（或重复或乱序），拒绝受理，否则受理，受理完成后更改标识位为N。 |

1. **当Web应用跟踪到非法会话，则必须记录日志、清除会话并返回到认证界面。**

说明： 非法会话的概念就是通过一系列的服务端合法性检测（包括访问未授权资源，缺少必要参数等情况），最终发现的不是正常请求产生的会话。对于日志要求，请参见规则12.2。

1. **如果产品（如嵌入式系统）无法使用通用的Web容器，只能自己实现Web服务，那么必须自己实现会话管理，并满足以下要求：**

* 采用会话cookie维持会话。
* 生成会话标识（session ID）要保证足够的随机、离散，以便不能被猜测、枚举，不能根据客户端提交的信息来生成会话标识，要求sessionID长度必须至少160bits（例如，同时出现大写字母、小写字母、数字，那么长度至少是26个字符）
* 生成会话标识所使用到的随机数必须是密码学意义上的安全随机数：
  + OpenSSL库的RAND\_bytes( )；
  + 中软iPSI组件的CRYPT\_random( )；
  + JDK的java.security.SecureRandom( )；
  + 类Unix平台的/dev/random文件；
  + Windows平台的RtlGenRandom( )；
  + VxWorks平台CCI组件的cciRand( )函数。
* 会话标识应该使用所有可用的字符集，并且大小写敏感。
* 服务端必须对客户端提交的session ID的有效性进行校验。
* 会话标识的属性要设置为HttpOnly。

说明：在嵌入式系统中部署Web应用，由于软硬件资源所限，往往无法使用通用的Web容器及容器的会话管理功能，只能自己实现。另外，为了节省内存，嵌入式Webserver进程往往是动态启动，为了使Session更快的超时，建议增加心跳机制，对客户端浏览器是否关闭进行探测，5s一个心跳，30s没有心跳则Session超时，关闭该Session。

1. **为包含会话标识的cookie设置适当限制的domain和path属性值。**

说明： Domain（域），指定关联的WEB服务器或域，。，值是域名。，。比如huawei.com。如果希望dev.huawei.com 能够访问bbs.huawei.com设置的cookies，只能由该域的页面读取，那么应该把domain属性设置成”bbs.huawei.com”，并把path属性设置成相应应用的根路径。Path （路径）用于设置可以读取一个cookie的最顶层的目录。如果要限定只有/service/test/目录及其子目录下的页面可以访问该cookie，要把cookies的path属性设置成”/service/test/”。

实施指导：

|  |
| --- |
| 例如：设置cookie只能被生成bss.huawei.com域访问，而且能被该域的/service/test目录及其子目录下的页面访问：  cookie.setDomain ("bbs.huawei.com");  cookie.setPath("/service/test/"); |

1. **当服务端检测到用户的IP、UserAgent等信息发生了变化，应该强制销毁当前的会话，并要求用户重新登录。**

说明：当服务端检测到用户的IP、UserAgent等信息发生了变化，说明会话很可能已经被劫持，应该强制注销当前的会话，并要求用户重新登录，以终止当前可能存在的会话劫持攻击。

实施指导：

|  |
| --- |
| 步骤1：用户认证成功后，将客户端IP地址和UserAgent信息进行MD5摘要，并保存到session对象中，参考代码如下：  String message = request.getRemoteAddr() + request.getHeader("USER-AGENT");  MessageDigest md = MessageDigest.getInstance("MD5");  byte[] b = md.digest(message.getBytes());  message = byteToHexString(b);  private static String byteToHexString(byte[] tmp) {  String s;  char str[] = new char[16 \* 2];  int k = 0;  for (int i = 0; i < 16; i++) {  byte byte0 = tmp[i];  str[k++] = hexDigits[byte0 >>> 4 & 0xf];  str[k++] = hexDigits[byte0 & 0xf];  }  s = new String(str);  return s;  }  步骤2：利用过滤器，拦截登录后的每次请求，同样将客户端IP地址和UserAgent信息进行MD5摘要，然后与原先保存到session对象中的值进行对比。参考代码如下：  String message = request.getRemoteAddr() + request.getHeader("USER-AGENT");  MessageDigest md = MessageDigest.getInstance("MD5");  byte[] b = md.digest(message.getBytes());  message = byteToHexString(b);  if (message.equals(request.getSession().getAttribute("message"))  {  //合法请求  }  else{  //会话很可能已经被劫持，强制注销会话  request.getSession(false).invalidate();  request.getSession(true);  } |

1. **防止并发登录。**

说明：防止并发登录，也就是说，每个用户在同一时间只能有一个会话。

实施指导：

|  |
| --- |
| 防止并发登录功能应该做成可配置的，而且发现并发登录后的以下两种应对措施也应该成可配置的（也就是说管理员可以配置使用其中一种）：   1. 当用户名口令验证通过后，检查该用户是否已经有对应的会话，如果有则提示当前用户“该用户已经从其他地方登录，是否将其踢出”，如果用户选择是，则终止前一个会话。 2. 当用户名口令验证通过后，检查该用户是否已经有对应的会话，如果有则提示该用户已经登录，不能够重复登录。 |

1. **为cookie设置secure标志。**

说明：cookie的secure标志是应用服务器发送新cookie给客户端时的一个可选设置项，设置cookie的secure标志，用于指示浏览器只有在https（加密协议）下才能发送该cookie，禁止在http（明文协议）下发送该cookie，以防止cookie在http（明文协议）下被嗅探。

实施指导：

|  |
| --- |
| 1、对于Java EE 6（Servlet 3.0）及以上版本，在web.xml中配置：  <session-config>  <cookie-config>  <secure>true</secure>  </cookie-config>  </session-config>  2、对于早期版本，在http header中重写JSESSIONID的值：  String sessionid = request.getSession().getId();  response.setHeader("SET-COOKIE", "JSESSIONID=" + sessionid + "; secure"); |

# 输入校验

输入校验指的是一组验证确保所有输入数据符合应用程序所预期的类型、长度、范围、允许的字符集，以及不包含已知危险字符的处理过程。

很多常见的web应用安全漏洞都是因为未对来自客户端或者环境的输入做有效的校验所导致，例如各种类型的解释器注入、文件系统攻击以及缓冲区溢出等。为了保证系统的健壮性，永远不要信任那些来自客户端、第三方系统等外部实体的数据，在使用这些数据之前须进行输入校验以确保其是可用的且不会对系统造成危害。

1. **对所有来自不可信数据源的数据进行校验，拒绝任何没有通过校验的数据。**

说明：非系统本身直接可控组件生成的数据是不可信的，如来自客户端、第三方系统、外部接口的数据。这些数据可能是恶意的，如果不进行校验，可能导致注入、XSS等多种攻击。来自客户端的数据包括text、password、textareas、file表单域、hidden fields、selection boxes、check boxes、radio buttons、cookies、HTTP headers、localStorage、sessionStorage、Web SQL database、Indexed database、热点链接包含的URL参数的数据等。

1. **通过集中的输入校验程序，对输入进行校验。**

说明：分析产品中存在的各种输入参数及其校验规则，然后开发实现集中的输入校验程序，当需要进行输入校验时，就调用该程序。例如，多个页面都需要对输入的手机号码进行输入校验，对手机号码的校验代码只需要在集中的输入校验程序中写一次，在多个需要做输入校验的地方调用。这样，对于同一输入参数的校验规则一致，而且有利于代码维护，如果发现任何错误，可以一次性修复并处处生效。

1. **禁止将HTTP标题头中的未加密信息作为安全决策依据。**

说明：HTTP 标题头是在 HTTP 请求和 HTTP 响应的开始阶段发送的。Web 应用程序必须确保不以 HTTP 标题头中的未加密信息作为安全决策依据，因为攻击者要操作这一标题头是很容易的。例如，标题头中的 referer 字段包含来自请求源端的 Web 页面的 URL。不要根据 referer 字段的值做出任何安全决策（如检查请求是否来源于 Web 应用程序生成的页面），因为该字段是很容易被伪造的。

1. **不能依赖于客户端校验，必须使用服务端代码对输入数据进行最终校验。**

说明：客户端的输入限制或者校验可能会被攻击者绕过。例如，攻击者可以通过禁用浏览器的JavaScript来使客户端代码失效，或者直接采用代理软件拦截并修改输入参数名称和值。客户端的校验只能作为辅助手段，可以减少客户端和服务端的信息交互次数，提高响应速度。

1. **对于在客户端已经做了输入校验，在服务器端再次以相同的规则进行校验时，一旦数据不合法，必须使会话失效，并记录告警日志。**

说明：对于在客户端已经做了输入校验，若在服务器端再进行校验时发现数据不合法，则说明存在绕过客户端输入校验的攻击行为。

1. **处理Web请求与响应的编码方式须统一。**

说明：统一处理Web请求与响应的编码方式既是防止出现乱码问题的要求，也是实施输入校验、输出编码等安全管控措施的基础。建议统一采用UTF-8字符编码。

实施指导：

|  |
| --- |
| 下面以Tomcat为例，说明如何统一请求和响应的编码方式为UTF-8：  1. 编辑${tomcat} \conf\server.xml，设置<connector>的URIEncoding属性为”UTF-8”，使得Tomcat在处理Get请求参数(http request uri)的时使用UTF-8编码(默认为ISO-8859-1):  <Connector ... URIEncoding="UTF-8">  2．使用一个过滤器来设置处理POST请求参数(http request body)的编码方式:  public class EncodingFilter implements Filter {  private String encoding = "utf-8";  public void doFilter(ServletRequest request,  ServletResponse response, FilterChain filterChain) throws IOException, ServletException {  request.setCharacterEncoding(encoding);  filterChain.doFilter(request, response);  }  public void init(FilterConfig filterConfig) throws ServletException {  String encodingParam = filterConfig.getInitParameter("encoding");  if (encodingParam != null) {  encoding = encodingParam;  }  }  public void destroy() {  // nothing todo  }  }  在应用的web.xml文件中配置该过滤器，:  <filter>  <filter-name>EncodingFilter</filter-name>  <filter-class>  net.einwaller.filters.EncodingFilter  </filter-class>  <init-param>  <param-name>encoding</param-name>  <param-value>UTF-8</param-value>  </init-param>  </filter>  <filter-mapping>  <filter-name>EncodingFilter</filter-name>  <url-pattern>/\*</url-pattern>  </filter-mapping>  一般需要将此过滤器设置为最前端的过滤器，因为必须保证该过滤器在任何请求数据读取操作之前被调用。  3.为每个JSP页面加入page指令，设置响应页面的编码方式为UTF-8：  <%@ page contentType="text/html; charset=UTF-8" %>  或者直接在代码中设置响应的编码方式：  response.setCharacterEncoding("UTF-8")  浏览器将使用此编码方式解析响应页面，并且后续从该响应页面发起的请求也将使用该编码方式。 |

1. **对于具有相同含义却存在多种描述方式的外部输入数据，必须先进行标准化再进行输入校验。**

说明：相同含义的数据可能存在多种描述方式。标准化则是选取其中一种表达方式（一般是最简形式）作为标准表达方式，而将其他表达方式转换成此标准表达方式的过程。在校验之前先对输入数据进行标准化，并在校验时使用标准化的形式作为比较标准，以防止恶意输入通过非标准化的输入绕过校验。例如，同一个磁盘文件既可以通过绝对路径也可以通过相对路径来引用，路径中还能包括“.”、“..”、别名、快捷方式等，因此同一个文件可以通过多种形式的路径来描述和引用。在验证路径时需要对路径进行标准化，使得路径表达标准化后进行无歧义的比较。如C:\WINDOWS\system.ini和C:\Program Files\..\windows\system.ini是同一文件的两种表达方式，通常前面一种文件路径表方式被认为是标准的，在做校验之前，需要将后者转换为前面一种标准的形式再做比较

实施指导：

|  |
| --- |
| 下面以Java语言对文件路径进行标准化为例进行说明。  String   filePath = request.getParameter(“filePath”);  File f = new File(filePath);   String canonicalPath = f.getCanonicalPath();  if (!isInSecureDir(Paths.get(canonicalPath))) {       throw new IllegalArgumentException();  }  if (!validate(canonicalPath)) {  // Validation       throw new IllegalArgumentException();  } |

1. **校验输入数据的类型或格式。**

说明：这里的类型包括基本的数据类型（整型、浮点型、字符型等），同时也包括复杂的构造数据类型，例如，email地址、ip地址、日期或者是自定义的数据格式等。

实施指导：使用正则表达式验证输入数据的类型或格式

|  |
| --- |
| 1. 验证数值类型的输入：   String price = request.getParameter("price");  String pattern = "\\d+\\.?\\d\* "; //价格正则表达式  if (!price.matches(pattern))  {  out.println (“Invalid Price”);  }   1. email地址校验的方法：   String emailAddress = request.getParameter("emailAddress");  String characterPattern = "^([a-z0-9A-Z]+[\_-]?)+[a-z0-9A-Z]@(([a-z0-9A-Z]+[\_-]?)+(-[a-z0-9A-Z]+)?\\.)+[a-zA-Z]{2,4}$"; //email正则表达式  if (!emailAddress.matches(characterPattern))  {  out.println (“Invalid Email Address”);  }   1. 自定义的数据格式的验证：   String text = request.getParameter(“text”);  String characterPattern = "^[A-Za-z]\*$"; //自行定义字符规则(方括号内的字符集)  if (!text.matches (characterPattern))  {  out.println (“Invalid Input”);  } |

1. **校验输入数据的长度。**

说明：必须校验输入数据的长度是否符合要求，长度校验会加大攻击者实施攻击的难度。

1. **校验输入数据的范围。**

说明：这里的范围可以是数值范围或者是集合范围。如果输入数据是数值，必须校验数值的范围是否正确，如年龄应该为0～150之间的正整数；如果输入数据是在某个特定集合范围内，必须校验实际输入是否在集合内，如性别应该是男、女。

1. **确保输入数据只包含允许的字符集，不包含不合法和危险的字符，尽可能采取“白名单”的方式进行输入校验。**

说明： “白名单”的方式只允许输入中包含已知的合法字符。而“黑名单”的方式拒绝输入中包含已知的非法字符。“白名单”的校验方式比“黑名单”的方式更加安全和可靠。例如对于用户名只允许其中包含字符、数字和下划线，可以采取正则表达对输入做“白名单”校验：^[0-9A-Za-z\_]+$。对于个别输入参数（例如：备注），确实无法采用白名单校验，就是用黑名单校验，以确保不包含已知危险字符。

下面列举了一些常见的有风险的特殊字符：

• 空字节 %00

• 换行符-ANSI chr(10) "\r"

• 回车符-ANSI chr(13) "\n"

• 回车换行符- "\n\r"

• 回车符 - EBCDIC 0x0f

• 引号 " '

• 逗号、斜杠空格、制表符和其他空白- 用在CSV，制表符分隔的输出，和其他特殊格式

• <> -XML和HTML标签标记，重定向字符

• ; & - Unix 和 NT 文件系统连接符

• @ - 用于邮件地址

• 0xff

1. **禁止采用未经校验的输入参数直接串联来构造可执行 SQL 语句。**

说明：例如，string sql = "select status from Users where UserName='" + txtUserName.Text + "'";这样很容易被SQL注入攻击。对于java/JSP语言，使用预编译语句PreparedStatement代替直接的语句执行Statement。使用预编译语句PreparedStatement，类型化 SQL 参数将检查输入的类型，确保输入值在数据库中当作字符串、数字、日期或boolean等值而不是可执行代码进行处理，从而防止SQL注入攻击。而且，由于 PreparedStatement 对象已预编译过，所以其执行速度要快于 Statement 对象。因此，多次执行的 SQL 语句经常创建为 PreparedStatement 对象，还可以提高效率。

实施指导：

|  |
| --- |
| 参考如下代码：  String inssql = "insert into buy(empid, name, age, birthday) values (?,?,?,?)";  PreparedStatement stmt = null;  stmt = conn.prepareStatement(inssql);  stmt.setString(1, empid);  stmt.setString(2, name);  stmt.setInt(3, age);  stmt.setDate(4, birthday);  stmt.execute();  备注：使用like进行模糊查询时，如果直接用"select \* from table where comment like %?%"，程序会报错，必须采用如下方法：  String express = "select \* from table where comment like ?";  pstmt = con.prepareStatement(express);  String c="hello";  pstmt.setString(1, "%"+c+"%");  //参数自动添加单引号，最后的SQL语句为：select \* from table where comment like '%hello%'  pstmt.execute(); |

1. **禁止采用未经校验的输入参数来动态构建XPath语句。**

说明：和动态构建SQL一样，采用未经校验的输入参数来动态构建XPath语句也会导致注入漏洞（XPath注入）。动态构建XPath语句的例子：

public boolean doLogin(String loginID, String password){

......

XPathExpression expr = xpath.compile("//users/user[loginID/text()='"+loginID+"' and password/text()='"+password+"' ]/firstname/text()");

......

}

如果有必要采用用户输入数据来构建XPath，构建前，必须使用“白名单”方式（只允许输入中包含已知的合法字符或组合）对用户输入输入进行严格的校验。以防止攻击者通过构造包含( ) = ` [ ] : , \* / 空格等特殊字符的输入数据进行XPath注入攻击。

1. **如果服务端代码执行操作系统命令，必须对客户端输入的用于构造命令的参数进行严格的输入校验。**

说明：如果服务端代码中使用Runtime.getRuntime().exec(cmd)或ProcessBuilder等执行操作系统命令，那么禁止从客户端获取命令；而且最好不要从客户端获取命令的参数，如果必须从客户获取命令的参数，那么必须采用正则表达式对命令参数进行严格的校验，以防止命令注入（因为，一旦从客户端获取命令或参数，通过;&|<>符号，非常容易构造命令注入，危害系统）。

1. **对客户端提交的表单请求进行合法性校验。**

说明：如果客户端提交的表单中所有的参数和值都是可以事先构造的（也就是说，缺少随机信息），Web应用容易遭受跨站请求伪造攻击。跨站请求伪造（CSRF）是一种挟制终端用户在当前已登录的Web应用程序上执行非本意的操作的攻击方法。攻击者可以迫使用户去执行攻击者预先设置的操作，例如，如果用户登录网络银行去查看其存款余额，他没有退出网络银行系统就去浏览自己喜欢的论坛，如果攻击者在论坛中精心构造了一个恶意的链接并诱使该用户点击了该链接，那么该用户在网络银行账户中的资金就有可能被转移到攻击者指定的账号中。当CSRF针对普通用户发动攻击时，将对终端用户的数据和操作指令构成严重的威胁；当受攻击的终端用户具有管理员帐号的时候，CSRF攻击将危及整个Web应用程序。

实施指导：

方法一：为每个session创建唯一的随机字符串，并在受理请求时验证

<form action="/transfer.do" method="post">

<input type="hidden" name="randomStr" value=<%=request.getSession().getAttribute("randomStr")%>>

......

</form>

//判断客户端提交的随机字符串是否正确

String randomStr = (String)request.getParameter("randomStr");

if(randomStr == null) randomStr="";

if(randomStr.equals(request.getSession().getAttribute("randomStr")))

{//处理请求}

else{

//跨站请求攻击，注销会话

}

方法二：受理重要操作请求时，在相应的表单页面增加图片验证码，用户提交操作请求的同时提交验证码，在服务器端先判断用户提交的验证码是否正确，验证码正确再受理操作请求。

方法三：向电信软件与核心网网络安全工程部申请WAF CBB，并部署到应用中，启用AntiCSRF功能，具体方法参考WAF CBB的用户手册。

1. **对于产品自身开发实现Web容器的情况下，避免由于编码不当引入缓冲区溢出漏洞。**

说明：对于嵌入式系统（如ADSL Modem、硬件防火墙）中的Web应用，由于其特殊性（CPU、内存、磁盘容量有限），没有成熟的Web容器，需要产品自己开发相应的Web容器。在开发过程中要避免由于内存管理不当带来的缓冲区溢出问题。缓冲区溢出缺陷可以导致拒绝服务攻击或者任意代码执行。拒绝服务攻击可以引起进程崩溃；任意代码执行可以更改程序的执行地址，从而运行攻击者的注入代码。

实施指导：

|  |
| --- |
| 1. 禁止使用未显式指明目标缓冲区大小的字符串操作函数，如：  * 字符串拷贝函数：strcpy, wcscpy * 字符串拼接函数：strcat, wcscat * 字符串格式化输出函数：sprintf, swprintf, vsprintf, vswprintf, * 字符串格式化输入函数：scanf, wscanf, sscanf, swscanf, fscanf, vfscanf, vscanf, vsscanf * stdin流输入函数：gets   最优选择ISO/IEC TR 24731-1定义的字符串操作函数的安全版本，如strcpy\_s, strcat\_s(), sprintf\_s(), scanf\_s(), gets\_s() 等。   1. 字符串操作过程中确保字符串有’\0’结束符，确保有足够的空间存储字符串的字符数据和’\0’结束符。 2. 把数据复制到固定长度的内存前必须检查边界，确保有足够的空间存储数据。 3. 必须对指定申请内存大小的整数值进行合法性校验，申请的内存使用完毕后应正确释放。 |

# 输出编码

1. **若输出到客户端或者解释器的数据来自不可信的数据源，则须对该数据进行相应的编码或转义。**

说明：输出编码和转义是指将输出数据中的一些特殊字符转换成安全的形式，使得目标解释器不会将其当作语法符号或指令，以防止原本预期的语义被更改，避免跨站脚本攻击与各种类型的注入攻击。

Web应用中常见其他的编码还有URL编码、JavaScript编码、CSS编码、以及对SQL、XML、LDAP的编码或转义等。实际应用中需根据不可信数据的使用方式采用不同的编码方式，如用作为HTML标签内容时需要进行HTML编码、用作页面中超链接的URL值时需要进行URL编码、用作SQL的条件参数时需要进行SQL转义等。下表列举了与防止跨站脚本(XSS)相关的关键输出编码机制(来自owasp)。

|  |  |
| --- | --- |
| 编码类型 | 编码机制 |
| HTML实体编码 | 转换 & 为 &amp; 转换 < 为 &lt; 转换 > 为 &gt; 转换 " 为 &quot; 转换 ' 为 16进制 &#x27; 或者10进制 &#39; 转换 / 为16进制&#x2F;或者10进制 &#47;  转换 ( 为10进制 &#40; 或者16进制 &#x28;  转换 ) 为10进制 &#41; 或者 16进制 &#x29; |
| HTML属性编码 | 除字母数字字符外，转义所有带有HTML实体 &#xHH 的字符；格式化，包括空格字符。（HH=十六进制值） |
| URL编码 | URL只能使用ASCII字符集的方式在Internet发送，由于URL通常包含ASCII字符集以外的字符，需要转换URL为有效的ASCII格式。URL编码通过使用%后面跟两位十六进制数的方式来替换不安全的ASCII字符，标准的编码可参考:  <http://www.w3schools.com/tags/ref_urlencode.asp> |
| JavaScript编码 | 除字母数字字符外，转义所有带有\uXXXX unicode转义格式的字符(X =整数)。 |
| CSS 十六进制编码 | CSS 转义支持\XX和\XXXXXX，如果紧接的下一字符也为转义序列时，使用两字符的转义可能会导致问题。有两个解决方案：（a）CSS转义之后增加一个空格（空格将被CSS解析器忽略）；（b）通过填补零的方式使用完整的CSS转义。 |

实施指导：

|  |
| --- |
| 常见的Web开发语言或框架都提供了专门的用于HTML编码的方法，如JSP中的jstl标签函数fn:escapeXml()、asp.net中的HTMLEncode、PHP中的htmlentities()和htmlspecialchars()但是，这些方法只提供了基本的HTML编码。对于可信输入，如果能够确定这些方法能够满足编码需求，则可以使用这些方法。而对于不可信输入，建议使用OWASP ESAPI中更严格和全面的HTML Encode进行编码，同时OWASP ESAPI中也提供了URL、CSS、SQL、LDAP等编码。  下面是一些示例：  String safe = ESAPI.encoder().encodeForHTML( request.getParameter( "input" ) );  String safe = ESAPI.encoder().encodeForHTMLAttribute( request.getParameter( "input" ) );  String safe = ESAPI.encoder().encodeForURL( request.getParameter( "input" ) );  String safe = ESAPI.encoder().encodeForCSS( request.getParameter( "input" ) );  String safe = ESAPI.encoder().encodeForSQL( request.getParameter( "input" ) );  String safe = ESAPI.encoder().encodeForLDAP( request.getParameter( "input" ) );  备注：  建议使用OWASP ESAPI提供的编码方法，如果产品自己实现输出编码，应该确保对同一类型的编码进行集中处理、确保编码机制一致，以防止不一致的编码方式导致安全隐患，同时这种做法也有利于代码维护。 |

# 文件管理

1. **必须在服务器端采用白名单方式对上传的文件类型进行严格的限制。**

说明：针对上传文件类型的检查，不能仅仅只通过文件的扩展名进行判断，而是需要通过检查文件的文件头来判断。限制Web 容器可以解析执行的文件类型（如：JSP、ASP、ASPX、PHP等）的上传。

1. **禁止以客户端提交的数据作为读/写/上传/下载文件的路径或文件名。**

说明：建议对写/上传文件的路径或文件名采用随机方式生成，或将写/上传文件放置在有适当访问许可的专门目录（Web内容目录之外），这些文件不应该具有可执行权限，且他们不应该能够覆盖其他可执行文件。

对读/下载文件采用映射表（例如，用户提交的读文件参数为1，则读取第1个文件file1，参数为2，则读取第2个文件file2）。防止恶意用户构造路径和文件名，实施目录跨越和不安全直接对象引用攻击。

1. **禁止将不属于Web内容目录的文件放置在Web内容目录下。禁止将敏感的静态资源文件存放在Web内容目录下。对于临时文件，必须及时删除。**

说明：将本不属于Web内容目录下的文件放置在Web内容目录下、或是将敏感的静态资源文件存放在Web内容目录下，容易被攻击者直接下载获取。Web内容目录指的是：通过Web可以直接浏览、访问的目录。静态资源文件指的是：如报表文件、日志文件、配置文件、数据库文件，或其他临时文件。

1. **禁止将文件绝对路径发送到客户端。**

说明：文件绝对路径发送到客户端会暴露服务端的目录结构信息，有助于攻击者了解系统，为攻击者攻击提供帮助。

**规则8.5 禁止存储并执行非可信来源的文件和代码。**

说明：一般来说，来自系统之外的文件和代码都是不可信任的，存储和执行非可信来源的文件或代码会带来重大安全隐患，必须禁止执行上传的非可信数据中的应用代码，任何上传的非可信来源的文件和代码都应放置在Web内容目录之外以防止这些文件被执行。这里所说的执行是指动态页面（如asp、jsp、php）的执行。

1. **对于安全性要求较高的产品，要在服务器上部署防病毒软件，在上传文件时，要调用防病毒软件API来对上传文件即时进行病毒和恶意软件扫描。若发现文件含有病毒或恶意软件，则应立即删除上传文件并记录日志。**
2. **在服务器端对上传的文件大小进行限制**。

说明：根据产品的具体情况，对上传文件的大小进行限制，避免文件过大占用系统存储空间。

# 敏感数据保护

常见的敏感数据有:口令、密钥、数据库连接字符串、证书、会话标识、License、隐私数据（如短消息内容）、授权凭据、个人数据（如姓名、住址、电话等）等。敏感数据的具体范围取决于产品具体的应用场景以及产品的安全策略。

## 敏感数据存储

1. **禁止在代码中存储敏感数据。**

说明：禁止在代码中存储如数据库连接字符串、口令和密钥之类的敏感数据，这样容易导致泄密。

1. **禁止密钥或帐号的口令以明文形式存储在数据库或者文件中。**

说明：密钥或帐号的口令必须经过加密存储。例外情况，如果Web容器的配置文件中只能以明文方式配置连接数据库的用户名和口令，那么就不用强制遵循该规则，将该配置文件的属性改为只有属主可读写。

1. **禁止在 cookie 中以明文形式存储敏感数据。**

说明：cookie信息容易被窃取，尽量不要在cookie中存储敏感数据；如果条件限制必须使用cookie存储敏感信息时，必须先对敏感信息加密再存储到cookie。会话cookie中的SessionID除外。

1. **禁止在隐藏域中存放明文形式的敏感数据。**

说明：隐藏域中明文敏感信息，可以通过查看页面源码来获取。

1. **禁止在日志中记录明文的敏感数据。**

说明：禁止在日志中记录明文的敏感数据（如口令、会话标识等）， 防止敏感信息泄漏。

1. **禁止带有敏感数据的Web页面缓存。**

说明：带有敏感数据的Web页面都应该禁止缓存，以防止敏感信息泄漏或通过代理服务器上网的用户数据互窜问题。特定条件下，即便指定了”Cache-Control: no-cache”头域，浏览器仍会执行缓存动作。建议应考虑使用”no-store”指令。参考网址：http://www.w3.org/Protocols/rfc2616/rfc2616-sec14.html#sec14.9.1

实施指导：

|  |
| --- |
| 在HTML页面的<HEAD>标签内加入如下代码：  <HEAD>  <META HTTP-EQUIV="Expires" CONTENT="0">  <META HTTP-EQUIV="Pragma" CONTENT="no-cache"><META HTTP-EQUIV="Cache-control" CONTENT= "no-cache, no-store, must-revalidate"><META HTTP-EQUIV="Cache" CONTENT="no-cache">  </HEAD>  在JSP页面的最前面加入如下代码：  <%  response.setHeader("Cache-Control","no-cache, no-store, must-revalidate");  response.setHeader("Pragma","no-cache");  response.setDateHeader("Expires",0);  %>  注意：代理服务器默认是不缓存的，如果代理服务器采用强制缓存策略，以上代码是不生效的，这种情况下要防止代理服务器缓存页面，可以在链接后加入一个随机数pageid,此时链接变成：http://localhost:8080/query.do?a=2&pageid=2245562, 其中2245562数字是随机生成的，每次请求此页面时，随机数都不同，浏览器始终认为此为一个新请求，服务器生成新的响应页面。 |

1. **防止存储在服务器端的敏感数据的缓存或临时拷贝被未授权访问，一旦这些临时文件不再需要，必须立即删除。**

说明：如果没有访问控制或使用后没有立即删除，容易导致敏感信息泄露。需要将含有敏感数据的缓存或临时文件放置于无法通用Web直接访问的目录，并确保文件权限只有属主可读写，使用后立即删除。

1. **对存储在服务器上的敏感数据实施访问权限控制。**

说明：基于操作系统和数据库的访问控制机制，对服务器上存储的敏感数据实施严格的访问权限保护，即对于敏感数据文件只有属主才能够访问，对于存储在数据库中的数据，只有已授权的用户可以访问。

1. **禁用敏感数据的Autocomplete功能**

说明：浏览器会缓存用户输入，在用户重新进行输入时提供数据自动补齐功能。为保证敏感数据的机密性，须禁用敏感数据的Autocomplete特性。这里定义的敏感数据包括但不限于信用卡号、验证码、一次性密钥等。

实施指导：

|  |
| --- |
| 设置form的autocomplete属性值为off： |
| <form action="creditcardcreate.jsp" name=createcard method=post autocomplete="off"> |
| 设置input的autocomplete属性值为off： |
| <input type="text" name="creditcardnum" autocomplete="off"> |

## 敏感数据传输

1. **带有敏感数据的表单必须使用 HTTP-POST 方法提交。**

说明：禁止使用 HTTP-GET 方法提交带有敏感数据的表单（form）。如果是使用servlet处理提交的表单数据，那么不在doGet方法中处理，只在doPost方法处理。通过HTTP-POST提交带有敏感数据的表单可以有效阻止跨站请求伪造攻击，并且可以避免带有敏感数据的URL被记录于服务端日志、代理日志、浏览器历史而造成的信息泄露。

实施指导：

|  |
| --- |
| 1. 对于JSP页面，将表单的属性method赋值为"post"，如下  <form name="form1" method="post" action="switch.jsp">  2. 如果是使用servlet处理提交的表单数据，那么只在doPost方法中处理，参考代码如下  public class ValidationServlet extends HttpServlet  {  public void doPost(HttpServletRequest request, HttpServletResponse response)  throws IOException, ServletException  {  //对提交的表单数据进行校验  }  } |

1. **在客户端和服务器间传递敏感数据时，必须保证数据的机密性。**

说明：如果在客户端和服务器间传递如帐号、口令等敏感数据，必须保证数据的机密性，推荐使用带服务器端证书的SSL。由于SSL对服务端的CPU资源消耗很大，实施时必须考虑服务器的承受能力。

实施指导：

|  |
| --- |
| 1. SSL的配置请参考《附件1 Tomcat配置SSL指导》。  2. Web应用中，从https切换到http过程中会丢失session，无法保持会话的连续。解决的办法就是用http-https-http过程代替https-http过程，保证会话的连续性。原因：当https请求转为http请求的时候，因为原先的session的secure属性值是true，无法再http协议中传输，因此，系统生成新的session，且新的session没有继承旧session的属性和值，因此，无法保持会话连续。而http-https-http这个过程，session始终不变，因此，可以保持会话连续。 |

1. **禁止在URL中携带会话标识。**

说明：由于浏览器会保存URL历史记录，Web服务器和代理服务器的日志也都可能保存URL信息，如果URL中携带会话标识（如jsessionid），则容易造成会话标识泄露，一旦该会话标识还在其生命有效期，则恶意用户可以冒充受害用户访问Web应用系统。

实施指导：

|  |
| --- |
| 使用会话cookie来维持会话状态，参见规则5.1。 |

1. **禁止将对用户保密的信息传送到客户端。**

说明：这些信息一旦传送到客户端，那么用户也就可以获取到，容易引起敏感信息泄露。例如，使用JSON进行数据交互时，服务器上有一些对用户保密的信息，在返回客户端时没有从JSON对象中剔除这些数据，这样即使客户端javascript没有解析和呈现这些数据（也就是说在页面中看不到），用户还是可以通过代理软件（如WebScarab或Fiddler）拦截获取这些保密信息。

# 加密

对于加密相关的技术要求，请参考《密码算法应用规范》http://w3.huawei.com/dominoapp/ipd/criterion/standardlibrary.nsf/0/28E407A6996716C148257C68000B3804?opendocument#。

# 异常处理

1. **向客户端返回的异常消息中不能暴露不必要的信息，只能返回一般性的错误提示消息。**

说明：出现异常时，禁止将数据库版本、数据库结构、操作系统版本、堆栈跟踪、文件名和路径信息、SQL 查询字符串等对攻击者有用的信息返回给客户端，这些信息可被攻击者利用来发起进一步的攻击。建议重定向到一个统一、默认的错误提示页面，进行信息过滤。

1. **应用程序捕获异常，并在日志中记录详细的错误信息。**

说明：记录详细的错误消息，可供入侵检测及问题定位。敏感数据不应当记录，参见规则9.1.5

1. **发生异常时需要释放已申请的文件句柄、数据库连接、内存等资源。**

说明：若发生异常时相应的资源未释放，会引起资源占用异常，可能导致系统不可用。

# 日志

本节的日志主要针对Web业务应用，不包括操作系统、Web容器的日志。

1. **应用服务器必须对安全事件及操作事件进行日志记录。**

说明：安全事件包括登录、注销、添加、删除、修改用户、授权、取消权限、鉴权、修改用户口令等；操作事件包括对业务系统配置参数的修改，对重要业务数据的创建、删除、修改、查询等；对于上述事件的结果，不管是成功还是失败，都需要记录日志。

1. **日志必须包括但不限于如下内容：事件发生的时间、事件类型、客户端IP、客户端机器名、当前用户的标识、受影响的个体（数据、资源）、成功或失败标识、启动该事件的进程标识以及对该事件的详细描述。**
2. **严格限制对日志的访问。**

说明：只有Web应用程序的管理员才能查询数据库表形式或文件形式的日志；除数据库超级管理员外，只有应用程序连接数据库的帐号可以查询（select）及插入（insert）日志表；除操作系统超级管理员外，只有应用程序的运行帐号才能读、写文件形式的日志（但不允许删除）。确保日志的安全，限制对日志的访问，这加大了攻击者篡改日志文件以掩饰其攻击行为的难度。

1. **对日志模块占用资源必须有相应的限制机制。**

说明：限制日志模块占用的资源，以防止如自动的恶意登陆尝试导致的资源枯竭类DOS攻击；比如限制日志记录占用的磁盘空间。

1. **禁止日志文件和操作系统存储在同一个分区中，同时，应使用转储、滚动、轮循机制，来防止存储日志的分区写满。**

说明：所需空间和具体业务、局点容量、日志保存周期相关，要根据实际情况估算。建议使用集中的日志服务器来存储日志，参见建议12.2.

1. **发布的产品代码只有在调试模式下才能输出调试日志。调试模式只能通过登录服务器手动开启。**

说明：调试日志对系统性能、日志存储空间影响加大，同时调试日志记录的信息量大，可能会导致信息泄露。因此，应禁止通过远程接口或界面来开启调试模式。只有在进行问题定位时，通过登录服务器手动开启调试模式。

1. **日志应该有备份及清理机制。**

说明：备份及清理机制包括定期备份及清理日志和监控用于存放日志的磁盘空间的使用情况。可以配置定期备份及清理的时间，可以配置以用于存放日志的磁盘空间使用率达到多少时进行备份及清理。

1. **通过集中日志服务器保存日志。**

说明：将日志保存到集中的日志服务器以减少对日志文件的篡改，删除和非法访问的风险。

1. **避免在日志中记录不受信任的信息，或者对不受信任的信息进行适当的转义。**

说明：如果日志记录了不受信任的信息，会带来安全隐患。例如，攻击者构造了带有script的信息被记录到日志中，那么当管理员查看日志时，就容易遭受跨站脚本攻击；另外，攻击者构造了带有回车换行的信息被记录到日志中，就容易伪造日志。因此，应该避免在日志中存在记录不受信任的信息，或者做对不受信任的信息进行适当的转义。

**建议12.4 建议程序记录识别到的安全攻击事件。**

说明： 安全攻击事件包括CSRF、SQL注入、命令注入、XSS等。

# Web Service

1. **使用SSL服务器端证书，对Web Service提供方进行身份验证。**

说明：使用SSL服务器端证书，对Web Service提供方进行身份验证，防止攻击者冒充Web Service提供方。Web Service调用方应验证颁发的服务器证书是一个值得信赖的供应商，且证书未过期、没有被撤销、和域名匹配，并且服务端已经证明它拥有和公钥证书相关的私钥（通过签名或对使用公钥加密的数据进行正确解密）。

实施指导：

|  |
| --- |
| 请参考《附件2 Web Service 安全接入开发指导》。 |

1. **使用SSL客户端证书，对Web Service调用方进行认证。**

说明：使用SSL客户端证书，对Web Service调用方进行认证，防止Web Service接口被滥用。

实施指导：

|  |
| --- |
| 请参考《附件2 Web Service 安全接入开发指导》。 |

1. **如果调用者的权限各不相同，那么必须对Web Service接口的调用进行鉴权。**

说明：鉴权就是判断调用者是否有权限调用该Web Service接口，只有授权用户可以调用已经被授权的Web Service接口，防止越权调用。

实施指导：

|  |
| --- |
| 如果使用Axis2（实现Web Service的一种技术框架），可以通过Axis2的handler对调用进行鉴权。 |

1. **保障Web Service接口传递SOAP消息的机密性和完整性。**

说明：保障Web Service接口传递SOAP消息的机密性和完整性，以防止消息被嗅探或者篡改。

实施指导：

|  |
| --- |
| 方案1：如果使用Axis2（实现Web Service的一种技术框架），可以采用Apache Rampart，快速实现SOAP消息的签名和加解密，具体请参考《附件2 Web Service 安全接入开发指导》。  备注：  Apache Rampart是Axis2的安全模块，它根据WS-Security规范来确保SOAP消息的安全性。Rampart贯彻了以下规范：   * WS - Security 1.0 * WS - Security 1.1 * WS - Secure Conversation - February 2005 * WS - Security Policy - 1.1 - July 2005 * WS - Security Policy - 1.2 * WS - Trust - February 2005 * WS - Trust - WS-SX spec - EXPERIMENTAL   方案2：采用https安全协议。 |

1. **如果Web Service只对特定的IP开放，那么必须对调用Web Service接口的客户端IP进行鉴权，只有在IP地址白名单中的客户端才允许调用，IP地址白名单可配置。**

实施指导：

|  |
| --- |
| 请参考《附件3客户端IP鉴权实施指导》。 |

1. **在Web Service的客户端和服务器之间使用相同的编码。**

说明：Web Service客户端和服务器间使用相同的编码方式，既是防止出现乱码问题的要求，也是实施输入校验的基础。建议统一采用UTF-8字符编码。

1. **Web Service必须根据XML schema定义（XSD）来验证SOAP消息。**

说明：Web Service必须根据XML schema定义（XSD）来验证SOAP消息，XSD至少必须为允许流入和流出Web Service的每一个参数定义最大长度和字符集；对于所有具有固定格式的参数（如：邮政编码，电话号码，列表值等），要定义强的校验模式，最理想的方式就是白名单校验模式。XML Schema 支持数据类型，可更容易地定义数据约束，可更容易地验证数据的正确性，可更容易地描述允许的文档内容。

实施指导：

|  |
| --- |
| 请参考：http://www.w3school.com.cn/schema/schema\_example.asp |

1. **必须对Web Service提交的参数进行输入校验。**

说明：使用Web Service提交的参数前，必须先进行输入校验，具体输入校验部分请查看“[6输入校验](#_输入校验)”。

1. **对Web Service接口调用进行日志记录。**

说明：日志内容包括但不限于如下内容：调用时间、操作类型、调用接口名称、详细的接口参数、客户端IP、客户端机器名、调用者的用户标识、受影响的个体（数据、资源）、成功或失败标识。

1. **根据实际业务需要，限制SOAP消息的大小为适当的值。**

说明：就像Web应用程序，Web Service也成为拒绝服务攻击的目标，可以通过自动发送成千上万的大的SOAP消息，使应用无法响应合法的消息或者彻底瘫痪，从而导致Web Service拒绝服务。如果限制值太大（或根本没有限制），就会增加拒绝服务攻击成功的机会。

1. **禁用XML外部实体处理。**

说明：允许对包含用户提供数据的XML外部实体进行处理，可能导致敏感信息暴露，以及拒绝服务攻击。使用XML库的Java应用通常都会被这类漏洞影响，因为许多Java的XML解析器默认会处理外部实体。

危险因素：

A、XML文档的应用分析。

B、脏数据允许存在于系统解析的实体文档类型定义（DTD）中。

C、XML分析器配置为生效，并且处理文档类型定义（DTD）。

D、XML分析器配置为支持解析文档类型定义（DTD）中的外部实体。

例如：XML外部实体处理引起的XML注入漏洞。如果XML解析器试图以/ dev/random文件的内容替代的实体，该案例可能导致Web服务器崩溃（在UNIX系统中）。

<?xml version="1.0" encoding="ISO-8859-1"?>

<!DOCTYPE foo [

<!ELEMENT foo ANY >

<!ENTITY xxe SYSTEM "file:///dev/random" >]><foo>&xxe;</foo>

该案例可能泄露 /etc/passwd或者其他目标文件。

<?xml version="1.0" encoding="ISO-8859-1"?>

<!DOCTYPE foo [

<!ELEMENT foo ANY >

<!ENTITY xxe SYSTEM "file:///etc/passwd" >]><foo>&xxe;</foo>

<?xml version="1.0" encoding="ISO-8859-1"?>

<!DOCTYPE foo [

<!ELEMENT foo ANY >

<!ENTITY xxe SYSTEM "file:///etc/shadow" >]><foo>&xxe;</foo>

<?xml version="1.0" encoding="ISO-8859-1"?>

<!DOCTYPE foo [

<!ELEMENT foo ANY >

<!ENTITY xxe SYSTEM "file:///c:/boot.ini" >]><foo>&xxe;</foo>

<?xml version="1.0" encoding="ISO-8859-1"?>

<!DOCTYPE foo [

<!ELEMENT foo ANY >

<!ENTITY xxe SYSTEM "http://www.attacker.com/text.txt" >]><foo>&xxe;</foo>

更多信息，请参考：https://www.owasp.org/index.php/XML\_External\_Entity\_(XXE)\_Processing**：**

1. **Web Service接口需要防御重放攻击。**

说明：如果攻击者抓取整个SOAP消息，并多次向服务器重发该消息，则可能导致服务器重复多次处理该请求（例如：多次充值）。

实施指导：

|  |
| --- |
| 通过时间戳或流水号的机制防止对Web Service接口的重放攻击。采用时间戳机制时，必须同时确保客户端和服务器间的时间同步。 |

# DWR

DWR（Direct Web Remoting）是一种Java 和JavaScript 相结合的开源框架，可以帮助开发人员更容易地完成应用Ajax 技术的Web 应用程序，让浏览器上的JavaScript 方法调用运行在Web 服务器上的Java 方法。

1. **关闭DWR 调试功能。**

说明：如果开启了DWR调试功能，那么攻击者可以轻易查看和调用系统提供的所有DWR方法，所以，版本发布时，一定要关闭DWR调试功能。

实施指导：

|  |
| --- |
| 修改对应的web.xml文件中的debug参数值为false：  <servlet>  <servlet-name>dwr-invoker</servlet-name>  <servlet-class>org.directwebremoting.servlet.DwrServlet</servlet-class>  <init-param>  <param-name>debug</param-name>  <param-value>false</param-value>  </init-param>  ...... |

1. **对DWR方法的调用必须进行认证。**

说明：认证就是确定谁在调用DWR方法，并且证实调用者身份。

实施指导：

|  |
| --- |
| 对于DWR方法的认证直接沿用3.2的认证机制，不用单独再做认证。 |

1. **对DWR方法的调用必须进行鉴权。**

说明：鉴权就是判断调用者是否有权限调用该DWR方法。

实施指导：

|  |
| --- |
| DWR的请求和普通的Web请求一样，都可以通过过滤器来鉴权，对于DWR方法的鉴权直接沿用规则“**规则41**”的鉴权机制，具体实现参照“**规则4.1**”的实施指导。 |

1. **必须对DWR提交的参数进行输入校验。**

说明：使用DWR提交的参数前，必须先进行输入校验，具体输入校验部分请查看“[6输入校验](#_输入校验)”。

# 防范DoS

要确保应用程序能尽可能的防范拒绝服务攻击，比如要避免CPU、内存被大量占用、磁盘I/O消耗过高、网络I/O消耗过高等造成系统不可用。资源管理不当也会造成DOS攻击，需要合理管理资源。

1. **使用配额和限制，避免过多的CPU、内存、存储空间、磁盘I/O和网络I/O的消耗。**

说明：报告生成、静态分析等业务功能常常会占用大量的CPU资源。上传功能可能上传恶意超大文件占满存储空间。数据库查询、大图片处理等业务功能会导致磁盘I/O消耗过高。如果一个页面存在20倍的输出输入比（比如请求大小为1kb，而服务器返回20kb的页面或者图片），则可能网络I/O的大量消耗。

因此，需要识别Web应用中哪些业务功能可能会造成这些资源的大量消耗，应只允许通过身份验证和授权的特定用户才能提交对资源有大量消耗的请求。另外资源使用限定在一个合理的范围，长时间运行的查询等操作限定在一个合理的周期内，避免资源的无限制使用和占用。

1. **监控资源使用，超出一定阈值进行告警并处理。**

说明：当任何资源即将耗尽，或到达一个较高的高度时，进行告警并进行处理，如cpu占用率达到80%时对新业务请求进行限制和告警。

1. **避免用户帐号锁定机制的滥用。**

说明：Web应用通常会有用户锁定机制，当实施用户锁定机制时，攻击者可以恶意利用锁定机制不断尝试用户口令，造成该用户被锁定、无法登陆访问系统，造成拒绝服务。因此，需要记录用户锁定请求，如果在短时间内（例如30秒）来自同一IP地址的请求造成多个用户帐号被锁定，则锁定该IP地址。帐号锁定机制要保证一定时间（可配置，建议15分钟）后自动解锁帐号。

# 防范钓鱼攻击

1. **对于重定向目标URL的输入参数，必须严格限定其所能重定向的目标URL，并确保其不包含回车和换行字符。**

说明：如果不严格限定重定向的目标URL，容易导致钓鱼攻击；如果允许其包含回车和换行字符，容易导致HTTP响应拆分攻击。因此，如果重定向的目标是本域，则使用正则表达式校验该参数值是否是本域，如果允许其重定向的目标URL在开发阶段无法确定，则需要提供重定向目标URL的配置，以便程序能够根据现网的配置进行校验。通过白名单的正则表达式进行校验，可以同时确保其不包含回车和换行字符。

实施指导：

|  |
| --- |
| 例如，重定向的目标URL为http://www.example.com/abc.jsp?parm1=test1，那么，可以采用以下代码进行校验：  String redirectURL = request.getParameter("redirectURL");  String characterPattern = "^(http|https)\\://www.example.com/([a-zA-Z0-9-\_.]+)\\?\\w+\\=\\w+$";  if (!redirectURL.matches(characterPattern))  {  System.*out*.println ("Invalid Redirect URL");  } |

1. **保持地址栏、URL信息对用户可见。**

说明：保持地址栏、URL信息可见（默认地址栏、URL为可见），便于用户检查当前访问的是否为合法网站。

1. **对于面向互联网的Web应用，使用权威证书颁发机构颁发的SSL证书。**

说明：浏览器能够验证证书的合法性，因此使用权威证书颁发机构颁发的SSL服务器端证书，且证书未过期、没有被撤销、和域名匹配，能够帮助用户确认当前所访问的网站是否合法。备注：由于开发阶段往往无法确认部署时的域名和有效期，所以只能使用开发人员临时生成SSL证书，需要在用户资料中要求客户从权威证书颁发机构购买正式的SSL证书，替换临时SSL证书，并提供相应的实施指导。

1. **提供用户自定义欢迎词功能。**

说明：用户可以自定义欢迎词，用户成功登录后，系统给用户显示其设置的欢迎词。假冒网站难获取用户自定义的欢迎词，当用户访问到假冒网站时，可以与自己设定的欢迎词进行对比，以检查是否访问到了仿冒网站。

1. **监控异常的帐号活动。**

说明：结合业务特点对帐号的异常活动进行监控。例如，针对在线购物Web应用，可以根据一定规则来检查用户的活动是否为异常活动，比如多个帐号订购了被送到相同送货地址的商品，或从同一个IP地址发起了大量相同的订单。

1. **避免使用弹出窗口（pop-ups）的方式。**

说明：弹出窗口经常被攻击者用来欺骗用户，让用户认为此弹出框是来源于用户正在访问的正常网站。告知用户该Web应用不会使用弹出窗口的方式（例如当用户注册时进行提示，或者在用户资料中进行说明），让用户谨慎访问弹出窗口。

1. **防止网页被框架。**

说明：点击劫持（ClickJacking）和框架盗链都利用到框架技术，防范措施就是防止网页被框架。

实施指导：

|  |
| --- |
| 方法一：利用过滤器在每个页面响应中增加HTTP header“X-FRAME-OPTIONS”并配置其值为DENY或者SAMEORIGIN，其中DENY表示禁止页面内容被任何frame包含（也就是禁止使用frame），SAMEORIGIN表示仅允许页面内容被本网站的frame包含。参考代码如下：  package com.huawei.filters;  import javax.servlet.Filter;  import javax.servlet.FilterChain;  import javax.servlet.FilterConfig;  import javax.servlet.ServletRequest;  import javax.servlet.ServletResponse;  import javax.servlet.http.HttpServletRequest;  import javax.servlet.http.HttpServletResponse;  import javax.servlet.ServletException;  import java.io.IOException;  public class ResponseActionFilter  implements Filter  {  protected FilterConfig config;  private String WordsToReplace[] = null;  private String AntiCSRF = null;  private String AntiClickjackMode = null;  //private String SetSessionidAttribute = null;    public void init(FilterConfig config)  throws ServletException  {  ......  }    public void destroy()  {  config = null;  }    public void doFilter(ServletRequest request,  ServletResponse response,  FilterChain chain)  throws ServletException, IOException  {  HttpServletResponse httpResponse = (HttpServletResponse)response;  httpResponse.addHeader("X-FRAME-OPTIONS", "SAMEORIGIN");//或者httpResponse.addHeader("X-FRAME-OPTIONS", "DENY")  ......  }  }  方法二：  向电信软件与核心网网络安全工程部申请WAF CBB，并部署到应用中，启用AntiClickjackMode功能，具体方法参考WAF CBB的用户手册。  方法三：在每个网页上增加如下脚本来禁止iframe嵌套：  try{  　　top.location.hostname;  　　if (top.location.hostname != window.location.hostname) {  　　　　top.location.href =window.location.href;  　　}  }  catch(e){  　　top.location.href = window.location.href;  } |

# 代码注释

1. **在注释信息中禁止包含物理路径、数据库连接、SQL语句信息。**
2. **对于静态页面，在注释信息中禁止包含源代码信息。**
3. **对于动态页面不使用普通注释，只使用隐藏注释。**

说明：动态页面包括ASP、PHP、JSP、CGI等由动态语言生成的页面。通过浏览器查看源码的功能，能够查看动态页面中的普通注释信息，但看不到隐藏注释（隐藏注释不会发送给客户端）。因此，为了减少信息泄漏，建议只使用隐藏注释。

实施指导：

|  |
| --- |
| <form action=h.jsp>  <%--隐藏注释1--%>  <textarea name=a length=200></textarea>  <input type=submit value=test>  </form>  <%  //隐藏注释2  java.lang.String str=(String)request.getParameter("a");  /\*隐藏注释3\*/  str = str.replaceAll("<","&lt;");  out.println(str);  %> |

# 归档要求

1. **版本归档时，必须删除开发过程（包括现场定制）中的临时文件、备份文件、无用目录等。**

说明：恶意用户可以通过URL请求诸如.bak之类的文件，Web服务器会将这些文件以文本方式呈现给恶意用户，造成代码的泄漏，严重威胁Web应用的安全。

实施指导：

|  |
| --- |
| 在web应用的根目录下执行以下命令：  find ./ -name "\*.old" -o -name "\*.OLD" -o -name "\*.bak" -o -name "\*.BAK" -o -name "\*.temp" -o -name "\*.tmp" -o -name "\*.save" -o -name "\*.backup" -o -name "\*.orig" -o -name "\*.000" -o -name "\*~" -o -name "\*~1" -o -name "\*.dwt" -o -name "\*.tpl" -o -name "\*.zip" -o -name "\*.7z" -o -name "\*.rar" -o -name "\*.gz" -o -name "\*.tgz" -o -name "\*.tar" -o -name "\*.bz2"  分析查找到的文件是否临时文件、备份文件、无用文件，如果是则删除。 |

1. **归档的页面程序文件的扩展名必须使用小写字母。**

说明：很多Web server对大小写是敏感的，但对后缀的大小写映像并没有做正确的处理。攻击者只要在URL中将JSP文件后缀从小写变成大写，Web服务器就不能正确处理这个文件后缀，而将其当作纯文本显示。攻击者可以通过查看源码获得这些程序的源代码。因此，归档的页面程序文件的扩展名必须使用小写字母，如jsp、html、htm、asp等页面程序文件的扩展名分别为jsp、html、htm、asp。

1. **归档的程序文件中禁止保留调试用的代码。**

说明：这里的“调试用的代码”是指开发过程中进行临时调试所用的、在Web应用运行过程中不需要使用到的Web页面代码或servlet代码。例如：在代码开发过程中为了测试一个添加帐号的功能，开发人员临时编写了一个JSP页面进行测试，那么在归档时，该JSP页面必须删除，以免被攻击者利用。

# 部署与配置管理

1. **若Web应用对 Internet 开放，Web服务器应当置于DMZ区，在Web服务器与Internet之间、Web服务器与内网之间应当有防火墙隔离，并设置合理的策略。**
2. **若 Web 应用对 Internet 开放，Web服务器应该部署在其专用的服务器上，应避免将数据库或其他核心应用与Web服务器部署在同一台主机上。**

说明：Web服务器容易被攻击，如果数据库或核心应用与Web服务器部署在同一台主机，一旦Web服务器被攻陷，那么数据库和核心应用也就被攻击者掌控了。

1. **Web站点的根目录必须安装在非系统卷中。**

说明：Web站点根目录安装在非系统卷，如单独创建一个目录/home/Web作为Web站点根目录，能够防止攻击者利用目录遍历攻击访问系统工具和可执行文件。

1. **Web容器及应用的文件和目录权限最小化设置。**

说明：Web容器及应用的文件和目录权限最小化（目录权限设置为仅允许属主读、写、执行，bin目录下的可执行文件权限设置为仅允许属主读、执行，其他文件权限设置为仅允许属主读），防止其他用户获取或篡改Web文件。

1. **对于所使用的Web容器，必须进行安全配置。**

说明：Web容器的默认配置主要是基于通用性、易用性考虑，默认启用了一些在生产环境中不必要的功能、端口，未开启相应的安全防护，其安全状态不是最佳的，存在一定的安全隐患。因此，在使用Web容器时，必须对Web容器进行安全配置，使其达到最佳安全状态。

实施指导：

|  |
| --- |
| 公司已经开发常用Web容器的安全配置规范：《Apache 安全配置规范》、《Tomcat 安全配置规范》、《JBoss 安全配置规范》，产品根据所选用的Web容器，按照相应的配置规范进行安全配置。 |

1. **最终用户Portal和管理Portal分离。**

说明：最终用户（End-user）Portal和管理Portal分离，防止相互影响，防止来自用户面的攻击影响管理面。

实施指导：

|  |
| --- |
| 将最终用户Portal和管理Portal分别部署在不同的物理服务器；如果为了考虑成本而合设（部署在同一台物理服务器上），那么，必须做到端口分离（通过不同的端口提供Web服务），一般的Web容器（如Tomcat）支持为不同的Web应用创建不同的端口。 |

1. **对于面向互联网开放的Web站点，防止robots.txt对外暴露不想公开的目录结构。**

说明：目前为了防止搜索引擎搜索不适合对外开放的资源,一种做法是将不向对外开放的目录放在robots.txt里面进行声明，但是这种做法本身不安全，会暴露Web站点的目录结构。因此，禁止将不适合公众索引或者不是所有用户可见的目录或文件，列在robots.txt文件中。可以使用一个特别的HTML <META>标签，用以告诉搜索引擎(爬虫)不要检索这些页面内容，也不扫描它跟随的链接。

实施指导：

|  |
| --- |
| 禁止将不适合公众索引或者不是所有用户可见的目录或文件，列在robots.txt文件中。对不适合公众索引或者不是所有用户可见的目录或文件，通过过滤器进行访问控制，只允许具有权限的用户访问这些目录和文件。  告诉搜索引擎(爬虫)不要检索这些页面内容，并且/或不要扫描它跟随的链接。类似其它任何<META>标签，<META>必须被放置在HTML页面的HEAD标记内 (如示例所示) 。由于搜索引擎(爬虫)可对站点的任何页面做深层抓取，因此应在站点的每个页面放置这段代码。  代码举例：  <html>  <head>  <title>...</title>  <META NAME="ROBOTS" CONTENT="NOINDEX, NOFOLLOW">  </head> |

1. **Web服务器与应用服务器需物理分离（即安装在不同的主机上），以提高应用的安全性。**
2. **如果Web应用系统存在不同的访问等级，那么应该通过不同的Web服务器来处理来自不同访问等级（如最终用户，第三方，管理）的请求，而且Web应用应该鉴别请求是否来自正确的Web服务器。**

说明：这样便于通过防火墙的访问控制策略和Web应用来控制不同访问等级的访问，比如通过防火墙策略控制，只允许内网访问管理Portal。

1. **对于管理Portal或安全性较高的Web应用，需要全程采用HTTPS方式。**

说明：对于管理Portal或安全性较高的Web应用需要加强安全防护机制，全程采用HTTPS以保证会话的机密性和完整性。

1. **对于 “管理”类的访问，除进行常规的用户名和口令认证外，还应该增加额外的访问限制。**

说明：

额外的访问限制，可以限制请求来自企业内网，或采用IP地址白名单的方式对客户端的IP地址进行过滤判。

实施指导：

|  |
| --- |
| 实施参考《附件3客户端IP鉴权实施指导》。 |

1. **部署Web应用防火墙来保护Web应用**。

说明：Web应用防火墙提供的常见功能包括异常协议检测、输入验证、状态管理以及基于异常的保护等，在Web服务器与浏览器之间部署Web应用防火墙，降低外部异常请求、注入攻击、暴力攻击、异常行为等对Web应用的影响，增强Web应用系统安全防护。

1. **对于所有使用的软件，保持已知漏洞、补丁的更新，以及配置的最佳实践。**

# 防范CSRF

跨站请求伪造（CSRF）是一种挟制终端用户在当前已登录的Web应用程序上执行非本意的操作的攻击方法。攻击者可以迫使用户去执行攻击者预先设置的操作，例如，如果用户登录网络银行去查看其存款余额，他没有退出网络银行系统就去浏览自己喜欢的论坛，如果攻击者在论坛中精心构造了一个恶意的链接并诱使该用户点击了该链接，那么该用户在网络银行账户中的资金就有可能被转移到攻击者指定的账号中。当CSRF针对普通用户发动攻击时，将对终端用户的数据和操作指令构成严重的威胁；当受攻击的终端用户具有管理员帐号的时候，CSRF攻击将危及整个Web应用程序。

**规则20.1 使用Token对敏感或关键的操作进行校验， Token必须使用安全随机数算法生成、有效长度不低于24个字符，请求认证随机字符串的生命周期要小于等于会话周期。**

说明：

Token是服务器为确认客户端请求的有效性，防止跨站请求伪造攻击（跨站请求伪造攻击是攻击者诱骗用户去执行攻击者预先设置的操作）而随机生成一段字符串。客户端发起的敏感或关键的操作（如：支付操作、修改密码操作、添加修改管理员操作、重启设备操作等）必需使用Token验证请求的有效性。Token通常与sessionid一起使用，来验证用户身份，以确保客户端提交的请求是用户主动发起，而非攻击者伪造的请求。Token的有效长度不低于24个字符、必需使用安全随机数算法生成。

Token参数值禁止从Cookie中获取（浏览器会直接将Cookie值在HTTP头中携带，导致CSRF防范失效）。

使用动态令牌、随机短信、验证码进行CSRF防范，只要保证长度不小于4即可。

说明：在Web服务中认证随机字符串生命周期分为三种

1. **请求级别**

如果产品使用请求生命周期的随机字符串进行验证（每一次请求生成新的随机字符串），需要考虑用户的适用性。

1. 后退的按钮行为，用户喜欢用后退按钮有可能导致请求生命周期的字符串校验失效
2. 多个Tab访问，有些用户喜欢用多个tab访问相同的网站，如果在不同的Tab里切换提交请求，有可能会导致请求生命周期的字符串校验失败
3. **会话级别**

建议使用以会话级别作为认证字符的生命周期，也就是说在单个会话周期内，只生成唯一认证字符串，在同一会话有效期内多个页面都可以使用同一认证字符串进行认证。

1. **全局级别**

所有会话和页面使用相同的认证随机字符串，如果字符串一旦被泄露，攻击者可以攻击整个web站点，禁止产品使用该策略。

实施指导：

|  |
| --- |
| 方法一：使用安全能力中心提供的HWSF安全CBB的防CSRF特性，部署到应用中，使用方式请参考: http://3ms.huawei.com/hi/group/2034125/blog\_1959803.html?mapId=3051997&for\_statistic\_from=all\_group\_blog  方法二：Token在页面中建议的存放方式  <form name="testform" action="/xxx"> <input type="hidden" name="token " value="ByOK3vjFD75aPnrF7C2HmdnV6QZcEbzWoWiBYEnLerjQ99zWpBng"/> <input type="text"/> </form>  //后台判断客户端提交的Token值与会话上记录的值是否一样  String randomToken = (String)request.getParameter(‘tokenName)’;  if(randomToken.equals(request.getSession().getAttribute(tokenName))){  //处理请求，将randomToken失效}  else{  //跨站请求攻击，注销会话}  方法三：向电信软件与核心网网络安全工程部申请WAF CBB，并部署到应用中，启用AntiCSRF功能，具体方法参考WAF CBB的用户手册。 |

**规则20.2 禁止仅仅依靠验证HTTP头中的Referer字段作为唯一手段来防范CSRF攻击。**

说明：在 HTTP 头中有一个字段叫 Referer，用于记录 HTTP 请求的来源地址。如果仅仅依赖验证Referer字段作为防范CSRF攻击手段，存在以下缺陷：

1. 依赖浏览器，有些低版本浏览器本身有缺陷可以篡改Referer值，导致Referer字段被绕过。
2. 高级浏览器可以设置发送时是否提供Referer，如果用户关闭，导致用户无法正常访问网站。

**建议20.3 防CSRF 攻击的Token不要暴露在URL中。**

说明：随机字符串传递可以通过HTTP协议中的头，或者通过表单提交，不建议通过请求URL 中传递。使用URL传递，常见于GET请求、组装URL，缺点容易被Referer头/浏览器历史记录/日志或者网络日志记录。

# HTML5

## CORS（跨源资源共享）

1. **仅在业务需要时，开启特定网页的跨源资源共享，并对来源/域进行限制。**

说明：如果不是业务需要，禁止开启跨源资源共享（CORS）；如果业务需要，开启特定网页的跨源资源共享，并对来源/域进行限制。注意：对于发往德电的版本必须禁用CORS，因为德电的标书中有明确的要求。

出于安全性的考虑，浏览器的同源策略，拒绝跨站点的访问请求，限制运行在用户代理的Web应用通过Ajax或者其他机制从另一个站点访问资源、获取数据。跨源资源共享（Cross-Origin Resource Sharing）提供一种机制，允许客户端（如浏览器）对非源站点的资源发出访问请求。跨源资源共享（CORS）通过使用自定义的HTTP响应头部（HTTP Response Header），通知浏览器资源可能被哪些跨源站点以何种HTTP方法获得。例如，浏览器在访问 http://example.com 站点的Web应用时，Web应用如果需要跨站访问另一站点的资源 http://hello-world.example，就需要使用CORS。http://hello-world.example 在HTTP的响应头部中定义 Access-Control-Allow-Origin: http://example.org，通知浏览器允许 http://example.org 跨源从 http://hello-world.example上获取资源。

如果不是业务需要，禁止开启跨源资源共享（CORS）；如果业务需要，开启特定网页的跨源资源共享，并对来源/域进行限制。

实施指导：

|  |
| --- |
| 如果业务需要，开启特定网页的跨源资源共享，并对来源/域进行限制，方法如下：  Java： Response.AddHeader("Access-Control-Allow-Origin", "http://www.1688hot.com:80");  html： <meta http-equiv="Access-Control-Allow-Origin" content="http://www.1688hot.com:80">  PHP： echo：header（"Access-Control-Allow-Origin: http://www.1688hot.com:80"）; |

1. **不信任未经身份验证的跨域请求。**

说明：由于HTTP头容易被伪造，所以不能信任未经身份验证的跨域请求。如果一些重要的功能需要暴露或者返回敏感信息，必须验证会话标识是否合法、用户是否已经被授权执行该操作。

1. **跨源资源共享的请求方，验证接收到的返回数据的有效性。**

说明：由于提供跨源资源共享的一方可能被攻击，导致其共享的数据无效或有害（例如包含恶意脚本），所以，请求方需要验证接收到的返回数据的有效性。

## Web Storage

1. **禁止在 localStorage 和sessionStorage中存储敏感数据。**

说明：localStorage和sessionStorage本身无防XSS的机制，数据容易被窃取，即使对敏感数据加密，一旦密钥泄露，也将导致敏感数据泄露。 客户端上有本地访问权限的操作系统用户或程序都能访问localStorage，容易泄露。

1. **如果数据仅需要临时存储在客户端，使用会话cookie或者sessionStorage而不是localStorage。**

说明：localStorage 是持久性（没有时间限制）的数据存储，数据永远不会过期的，除非主动删除数据，不应该用于存储临时数据，否则会导致数据长期存留，增加数据泄露的风险，同时，浪费客户端的磁盘空间。而存储于会话cookie或sessionStorage中的数据会被及时清除。

1. **如果在同一个源（origin）上部署多个应用，则禁止应用使用localStorage对象存储数据。**

说明：不像cookies的path属性可以限制只能被特定的路径访问，localStorage对象会被同源（同源是指，协议，域名，端口相同）的所有应用访问（读、写、删除）。应避免同一个源origin上部署多个应用（使用不同的子域代替），否则应禁止应用使用localStorage对象存储数据。

## Web SQL Database和Indexed Database

1. **访问Web SQL database数据库时，使用参数绑定SQL语句。**

说明：使用参数绑定SQL语句，以保证参数的输入符合设定的类型，防止SQL注入。

实施指导：

|  |
| --- |
| executeSql("SELECT name FROM stud WHERE id=?", [input\_id]); |

1. **禁止在 Web SQL database和Indexed database数据库中存储敏感数据。**

说明：Web SQL database和Indexed database存储的数据是明文的，客户端上有本地访问权限的操作系统用户都能访问，容易泄露。而且，利用XSS漏洞，攻击者可以构造脚本对Web SQL database和Indexed database数据库进行操纵，数据容易被窃取，即使对敏感数据加密，一旦密钥泄露，也将导致敏感数据泄露。因此，禁止在 Web SQL database和Indexed database数据库中存储敏感数据。

## WebSocket

1. **如果产品自己根据WebSocket协议实现客户端或服务器，必须使用最新的WebSocket协议版本。**

说明：主流浏览器和Java EE 7已经分别据WebSocket协议实现了客户端和服务器，产品一般无需自己实现，只要调用浏览器和Java EE提供的接口就可以了。如果产品需要自己实现，那么，必须使用最新的WebSocket协议版本（当前的最新版本是13 ，也就是RFC 6455），因为，早期的版本过期且不安全全。WebSocket协议当前的实现情况如下：

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Protocol** | **Draft date** | **IE** | **Firefox**  **(PC)** | **Firefox (Android)** | **Chrome** | **Safari** | **Opera (PC, Mobile)** | **Android Browser** |
| [**hixie-75**](http://tools.ietf.org/html/draft-hixie-thewebsocketprotocol-75) | 20100204 |  |  |  | 4 | 5.0.0 |  |  |
| [**hixie-76**](http://tools.ietf.org/html/draft-hixie-thewebsocketprotocol-76)[**hybi-00**](http://tools.ietf.org/html/draft-ietf-hybi-thewebsocketprotocol-00) | 20100523 |  | 4.0 (disabled) |  | 6 | 5.0.1 | 11.00 (disabled) |  |
| [**hybi-07**](http://tools.ietf.org/html/draft-ietf-hybi-thewebsocketprotocol-07) | 20110422 |  | 6 |  |  |  |  |  |
| [**hybi-10**](http://tools.ietf.org/html/draft-ietf-hybi-thewebsocketprotocol-10) | 20110711 |  | 7 | 7 | 14 |  |  |  |
| [**RFC 6455**](http://tools.ietf.org/html/rfc6455) | 20111215 | 10 | 11 | 11 | 16 | 6 | 12.10 | 4.4 |

实施指导：

|  |
| --- |
| 如果产品需要自己实现客户端，那么WebSocket握手时，必须指定最新的协议版本  Sec-WebSocket-Version: 13 |

1. **使用WebSocket传输敏感数据时，必须使用TLS（安全传输层协议）或者SSL（安全套接字层 ) 来确保 敏感数据的机密性。**

说明：使用TLS/SSL以确保WebSocket连接中传输的敏感数据数据的机密性。

实施指导：

|  |
| --- |
| 服务器端的配置请参考《附件1 Tomcat配置SSL指导》 ，客户端代码：  socket.connect('wss: //10.63.172.152:8443/examples/websocket/chat'); |

1. **服务器端接收到WebSocket握手时，检查请求消息头Origin，仅允许来自本域或指定的可信任的域发起的请求。**

说明：服务器必须检查origin（该消息头指明发起连接请求的来源网站），只有当Origin为本域或者服务器端指定的可信任的域时，才允许建立WebSocket连接。虽然，Origin头可能被在浏览器之外的程序伪造，但是，如果是通过浏览器执行脚本发起WebSocket连接，浏览器还是会为Origin头赋值为发起Websocket连接的真实来源网站，这种情况下Origin头是可信的。

1. **服务器端接收到来自WebSocket的数据时，必须进行输入校验，拒绝任何没有通过校验的数据。**

说明：来自WebSocket的数据可能被篡改，可能是恶意的，是不可信的，如果不进行校验，可能导致注入、XSS等多种攻击。

1. **禁止将WebSocket接收到的数据直接嵌入到DOM中或当做代码执行，如果服务器端的响应是JSON格式的数据，则使用安全函数JSON.parse()对其进行处理。**

说明：从WebSocket接收到的数据可能包含恶意数据，不能直接嵌入到DOM中或当做代码执行；如果服务器端的响应是JSON格式的数据，则使用安全函数JSON.parse()对其进行处理，禁止使用不安全的eval()函数。

1. **建立WebSocket连接前，进行认证和授权。**

说明：建立WebSocket连接前，服务器必须确定谁试图与服务器端建立WebSocket连接，证实连接者的身份，并且判断连接者是否已经被授予建立WebSocket连接的权限。

## Geolocation

1. **在获取用户地理位置信息之前，必须先获得用户许可。**

说明：出于对用户隐私的保护及PDA遵从要求，在获取用户地理位置信息之前，必须先获得用户许可。

1. **如果获取用户许可时声明了用户位置信息的使用范围，那么，实际使用不能超出声明的范围。**

说明：如果获取用户许可时，声明了用户位置信息的使用范围，例如：您的位置信息将仅用于获取周边商户信息，那么，实际使用不能超出声明的范围，不能将用户的位置信息提供给第三方（包括商户）。

1. **只有当业务需要的情况下才能保存用户的位置信息，而且必须加密保存。**

说明：如果业务不需要保存用户的位置信息，则不能保存；如果业务需要保存用户的位置信息，必须加密保存，以防止系统维护人员或攻击者获取、泄露用户的位置信息。

# 附录

附录1 Tomcat配置SSL指导
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附录2 Web Service 安全接入开发指导
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附录3 客户端IP鉴权实施指导
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附录4 Web权限管理设计规格说明书
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