Current configuration : 6892 bytes

!

! Last configuration change at 23:05:29 UTC Mon Mar 1 1993

!

version 15.0

no service pad

service timestamps debug datetime msec

service timestamps log datetime msec

no service password-encryption

!

hostname switch-innsbruck

!

boot-start-marker

boot-end-marker

!

!

no aaa new-model

system mtu routing 1500

!

!

no ip domain-lookup

!

!

crypto pki trustpoint TP-self-signed-410380160

enrollment selfsigned

subject-name cn=IOS-Self-Signed-Certificate-410380160

revocation-check none

rsakeypair TP-self-signed-410380160

!

!

crypto pki certificate chain TP-self-signed-410380160

certificate self-signed 01

30820229 30820192 A0030201 02020101 300D0609 2A864886 F70D0101 05050030

30312E30 2C060355 04031325 494F532D 53656C66 2D536967 6E65642D 43657274

69666963 6174652D 34313033 38303136 30301E17 0D393330 33303130 30303035

375A170D 32303031 30313030 30303030 5A303031 2E302C06 03550403 1325494F

532D5365 6C662D53 69676E65 642D4365 72746966 69636174 652D3431 30333830

31363030 819F300D 06092A86 4886F70D 01010105 0003818D 00308189 02818100

B3CB8BA3 7AFC997E 83D3397C 4E9D9A73 785F6BD3 8DC567D7 2C92A026 4A7BD122

07A771C2 2DE28340 4CDEE93F ACAEDB6C CD827BF6 CFD84E26 4F72AF19 02E704E0

745B442E 8221024E 69E526F9 00E9A54E 4C29B1B7 93EBEA64 19F307BA 6CBF7C93

91BB7EF8 40C863FF E51E5A05 C668DBB6 7CAD056C 7691BACB CDF512A7 68D5F4A1

02030100 01A35330 51300F06 03551D13 0101FF04 05300301 01FF301F 0603551D

23041830 16801454 12F5D6B6 C713A79E 6C260A53 8A3B9AD1 B0680730 1D060355

1D0E0416 04145412 F5D6B6C7 13A79E6C 260A538A 3B9AD1B0 6807300D 06092A86

4886F70D 01010505 00038181 004CE010 5CCF5152 B83C5095 11B1F803 D6EB3992

EDA12219 31E376BE 2D06F68D 0CEB8D59 1969717D 10746E53 9C208C95 E8E6439F

02D2E2F2 47F87ED4 C4C7D810 6F57C64C 8A9D3A95 6AC56BF0 23011858 5BC3E240

3A480FCD AB42476B F87D2609 78990A15 6F46D85B A3D715C2 8958AC0D 78489F84

4A6C0E9F 1F10BDB9 35094A82 DC

quit

!

!

!

!

!

spanning-tree mode pvst

spanning-tree extend system-id

!

vlan internal allocation policy ascending

lldp run

!

!

!

!

!

!

interface FastEthernet0/1

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/2

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/3

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/4

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/5

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/6

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/7

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/8

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/9

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/10

description \*\*client\*\*

switchport access vlan 30

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/11

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/12

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/13

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/14

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/15

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/16

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/17

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/18

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/19

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/20

description \*\*voice\*\*

switchport access vlan 20

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/21

description \*\*server\*\*

switchport access vlan 10

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/22

description \*\*server\*\*

switchport access vlan 10

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/23

description \*\*server\*\*

switchport access vlan 666

switchport mode access

spanning-tree portfast

!

interface FastEthernet0/24

description \*\*management\*\*

switchport access vlan 666

switchport mode access

spanning-tree portfast

!

interface GigabitEthernet0/1

switchport trunk allowed vlan 10,20,30,90,666

switchport mode trunk

!

interface GigabitEthernet0/2

switchport trunk allowed vlan 10,20,30,40,90,666

switchport mode trunk

!

interface Vlan1

no ip address

shutdown

!

interface Vlan666

ip address 192.168.5.2 255.255.255.0

!

ip http server

ip http secure-server

!

snmp-server community innsbruck RO

snmp-server enable traps snmp authentication linkdown linkup coldstart warmstart

snmp-server enable traps transceiver all

snmp-server enable traps call-home message-send-fail server-fail

snmp-server enable traps tty

snmp-server enable traps cluster

snmp-server enable traps entity

snmp-server enable traps cpu threshold

snmp-server enable traps vtp

snmp-server enable traps vlancreate

snmp-server enable traps vlandelete

snmp-server enable traps flash insertion removal

snmp-server enable traps port-security

snmp-server enable traps auth-framework sec-violation

snmp-server enable traps dot1x auth-fail-vlan guest-vlan no-auth-fail-vlan no-guest-vlan

snmp-server enable traps envmon fan shutdown supply temperature status

snmp-server enable traps power-ethernet police

snmp-server enable traps fru-ctrl

snmp-server enable traps config-copy

snmp-server enable traps config

snmp-server enable traps config-ctid

snmp-server enable traps energywise

snmp-server enable traps vstack

snmp-server enable traps bridge newroot topologychange

snmp-server enable traps stpx inconsistency root-inconsistency loop-inconsistency

snmp-server enable traps syslog

snmp-server enable traps mac-notification change move threshold

snmp-server enable traps vlan-membership

snmp-server enable traps errdisable

snmp-server host 192.168.5.4 version 2c innsbruck

!

!

line con 0

line vty 0 4

login

line vty 5 15

login

!

end