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What we implemented

In this phase of the project we were supposed to complete the server part of the project, meaning data model part, tests of one particular module and security of the application.

1. Data model

We implemented Spring Data JPA as a way to manage data in our project. Created Data Access Objects (DAOs), which are object representation of database content, modified services, so instead of returning fake data the methods actually perform their given tasks and changed the controllers. All the services are using corresponding repositories (which are implementing the spring data CRUD repository) to perform their tasks.

1. Tests

We decided to test the Grant Call part of our project (the service and the controller), because it’s quite extensive and allows us to check many other parts related to it.

1. Security

In the security part we implemented Security Policies using the Model-based access control model and the Spring Security module, so both authorization and authentication part (without token authentication). We had to load the spring security dependencies into our pom.xml file and create some additional files/classes to implement it. Some of them being config.SecurityConfig.kt (containing configuration of the security), config.CustomUserDetailsService.kt (managing user handling in security) and services.SecurityService class (containing security policies). We also had to add new DAO - UserDAO (and corresponding service, repository and DTO) that contains all the usernames, passwords and roles of users (compressing 3 types of users: Student, Reviewer and Sponsor into one), so that every time we create e.g. a new Student, a new User with student’s e-mail as username is automatically created.

What we haven’t implemented, but wish we did

dunno, any ideas?