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Who this deck is for

If you are: 

● A developer.
● New to Verifiable Credentials (VCs)
● Not thrilled about learning through reading specs or RFCs.
● Want to learn just enough about VCs in under 15 mins.

Then this is for you.



What is a VC

It’s a graph of information.

It may have some of the standard properties. Some of which are required.

The graph can be encoded using JSON + Proof Format

It’s defined as a W3C standard

https://www.w3.org/TR/vc-data-model/


What is a VC

A full graph like what’s 
on the right!



Examples of VCs

This is what’s referred to as 
a VC with an embedded 
proof.

It’s an information graph in 
JSON!



Examples of VCs

This is what’s referred to as a 
VC with an external proof.

Note that this is a string. It’s 
not even JSON. More 
accurately, it’s a JWT.

You can get JSON from it. 
Which looks similar to our 
previous example (but not the 
same!)

(PD: it’s also an information 
graph) 



Side by Side - diff



What can be done with a VC?

● Can be presented, similar to real world 
credentials like a passport, driver’s 
license, or a university degree.

● Can be issued, typically by an 
organization.

● Its status can be checked.
● … and much more! 



Issuance of Credentials using a Credential Manifest

1. Create a CredentialManifest. A good mental model is a Credential Template.
a. Credential manifests answer the questions: 

i. Who is the issuer of this credential? This is the `issuer` property.
ii. What information does the issuer need? This is the `presentation_definition` property.
iii. What information will the credential include? This is the `output_descriptors` property.
iv. What formats can this be issued in? This is the `format` property.

2. Issue according to the manifest.
3. Win.

Let’s focus on this!



What are the different formats?

● Remember: this is about sending information between two parties.
● Information is typically sent as claims. This is just a formal way of saying 

fields and values.
● The possible values are `jwt`, `jwt_vc`, `jwt_vp`, `ldp`, `ldp_vc`, and `ldp_vp`. 
● Can you guess what formats our examples have?



What’s this format?

● It’s a VC
● It has an embedded 

proof (aka linked data 
proof `ldp`)

● So it’s an `ldp_vc`!



… and this format?

● It’s also a VC
● It’s a JWT
● So the format is 

`jwt_vc`!



What about `jwt` and `ldp`?

● There is a subset relationship. Every `jwt_vc` is a `jwt`, but some `jwt` aren’t 
`jwt_vc`.

● So stick in a JWT anything that isn’t credential like, and that’s what that 
represents.

● Similar thing to `ldp`! I.e. any JSON that has a proof property, but is not a VC.



Mo’ formats

● Note that a format makes sense for incoming and outgoing data!
● For incoming:

○ credential_manifest.presentation_definition.format

● For outgoing:
○ credential_manifest.format



I want to learn MORE!

● https://www.youtube.com/watch?v=BxLSSH_EHjo

https://www.youtube.com/watch?v=BxLSSH_EHjo

