实验七 TCP/IP 协议的应用

【实验目的】

了解和掌握基于socket的网络编程技术，开发基于socket的网络应用。

【实验内容】

了解应用编程接口API，掌握基于socket的网络编程的原理，开发利用socket的TCP文件传输应用程序。该应用需要具备的功能以及实现的要点描述如下：

1. 该程序应该包括服务器应用程序以及客户应用程序。
2. 用户需要身份验证。即对于客户端来说，无论是上传文件，还是下载文件，首先需要做的事情是登陆服务器，得到服务器的验证。 若验证成功，即可与服务器之间开始传输文件。若验证失败，服务器则返回错误信息。错误信息包括，用户名错误，密码错误等。
3. 理解文件传输的原理。所谓文件传输，对于发送端来说，实质是将数据读入发送缓存再将其发送。对于接收端来说，实质是从接收缓存里读取数据并将其写入到指定的位置。
4. 请注意理解文件传输的含义。文件，指的是一切可以传输的信息，包括文本文件、图片文件、视频文件等。传输，指的是服务器和客户端都可以成为文件的发送者。从客户端的角度来说，客户端向服务器传送文件称为上传，服务器向客户端传送文件称为下载。

【实验步骤】

1. 阅读老师提供的示例程序，了解和掌握socket网络编程的原理
2. 根据实验要求，开发基于TCP的文件传输服务器端程序
3. 开发基于TCP的文件传输客户端程序
4. 编译程序、调试程序、运行程序
5. 写实验报告，>800字，提交设计程序

【实验准备知识】

大多数操作系统使用系统调用(system call)的机制在应用程序和操作系统之间传递控制权。对程序员来说，每一个系统调用和一般程序设计中的函数调用非常相似，只是系统调用是将控制权传递给了操作系统。

当某个应用进程启动系统调用时，控制权就从应用进程传递给了系统调用接口。此接口再将控制权传递给计算机的操作系统。操作系统将此调用转给某个内部过程，并执行所请求的操作。内部过程一旦执行完毕，控制权就又通过系统调用接口返回给应用进程。系统调用接口实际上就是应用进程的控制权和操作系统的控制权进行转换的一个接口，即应用编程接口 API。

当应用进程需要使用网络进行通信时就发出socket系统调用，请求操作系统为其创建“套接字”，以便把网络通信所需要的系统资源（存储器空间、CPU时间、网络带宽等）分配给该应用进程。操作系统为这些资源的总和用一个叫做套接字描述符的号码来表示，并把此号码返回给应用进程。应用进程所进行的网络操作都必须使用这个号码。通信完毕后，应用进程通过一个关闭套接字的系统调用通知操作系统回收与该“号码”相关的所有资源。

当套接字被创建后，它的端口号和 IP 地址都是空的，因此应用进程要调用 bind（绑定）来指明套接字的本地地址。在服务器端调用 bind 时就是把熟知端口号和本地IP地址填写到已创建的套接字中。这就叫做把本地地址绑定到套接字。服务器在调用 bind 后，还必须调用 listen（收听）把套接字设置为被动方式，以便随时接受客户的服务请求。UDP服务器由于只提供无连接服务，不使用 listen 系统调用。服务器紧接着就调用 accept（接受），以便把远地客户进程发来的连接请求提取出来。系统调用 accept 的一个变量就是要指明从哪一个套接字发起的连接。调用accept要完成的动作较多。这是因为一个服务器必须能够同时处理多个连接。同时处理多个连接的服务器称为并发方式工作的服务器。客户端在调用socket创建了套接字后，客户进程就调用connect，来和远地服务器建立连接。在connect系统调用中，客户必须指明远地端点（即远地服务器的IP地址和端口号）。客户和服务器都在TCP连接上使用send系统调用来传送数据，使用recv系统调用接收数据。调用send需要的变量:套接字描述符、要发送的数据的地址、数据的长度。调用recv需要的变量：套接字描述符、缓存地址、缓存空间的长度。一旦客户或者服务器结束使用套接字，就把套接字撤销。这时就调用close释放连接和撤销套接字。UDP服务器由于只提供无连接服务，因此，不使用listen和accept系统调用。系统调用的使用顺序如下图所示。
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