**SQL INJECTION**

1. We have to breakdown the PHP code of DVWA to JavaScript.
   1. Low level (pending)
   2. Medium level(not done)
   3. High level(not done)
   4. Impossible(not done)

**Reporting**

|  |  |  |  |
| --- | --- | --- | --- |
| **SL** | **Tanmoy** | **Shuva** | **Rishad** |
| 01. |  | Search.php uploaded with no security level. | Sql injection file with sir’s record (done)=> uploaded. |