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# **Tasks and activities**

## **Context**

This project aims to design and implement an IAM architecture that adheres to industry standards and integrates SSO and MFA. IAM is a framework for managing digital identities and controlling access to resources to ensure only authorized users can access specific data and applications (What Is IAM? - AWS Identity and Access Management, n.d.).

The client, Frank Haverkort, emphasizes the importance of delivering the correct information to the right users and managing access rights through role-based controls. SSO allows users to authenticate once and gain access to multiple applications without repeated logins, enhancing both security and usability (Wikipedia contributors, 2024). MFA adds an extra layer of security by requiring two or more verification methods, such as a password and a code sent to a mobile device (Making Accounts More Secure With Multi-factor Authentication, n.d.).

This project addresses the challenge of managing secure access across multiple applications and data sets within an organization. This will involve defining a Role-Based Access Control model, implementing SSO and MFA. The use of AWS, Azure, or Fontys NetLab will be explored to build and test the solution, selecting the best platform based on project requirements.

Regular feedback sessions are planned with Frank and Jeroen, the project coach, who will be involved in reviewing key project milestones.
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