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1. **引言**
   1. **编写目的**

编写本文档的目的是为实施工程和管理软件项目制定合理的计划，为实施和管理软件项目活动提供基础，并根据软件项目资源、约束条件和能力向软件项目的客户提出承诺。

* 1. **项目标识**

项目名称：入侵监测系统

* 1. **术语解释**

|  |  |  |
| --- | --- | --- |
| **序号** | **术语或缩写** | **定义** |
|  | 人脸识别 | 人脸识别，是基于人的脸部特征信息进行身份识别的一种生物识别技术。用摄像机或摄像头采集含有人脸的图像或视频流，并自动在图像中检测和跟踪人脸，进而对检测到的人脸进行识别的一系列相关技术，通常也叫做人像识别、面部识别。 |
|  | 入侵检测 | **系统判定人员是否入侵到监控区域，判定人员是否为未登记人员** |

1. **项目启动**
   1. **项目简介**

该项目旨在开发出功能较为完整的人员入侵检测系统，基于实时的视频流，利用图像识别功能，自动检测视频中的运动人员，检测是否为未登记人员，如是则留存记录且发出警报，管理员可增加和查看入侵记录。包括后端数据处理和前端web页面实时显示结果, 可以应用在小区入侵监测、智能家居的安防等领域。

* 1. **项目目的**

掌握前沿的软件项目管理方法和策略，对实际的软件工程问题进行较为准确的可行性分析与论证；学习将离散数学、数据结构、算法设计与分析等课程掌握的理论方法应用于实训项目，并按照工程化思维方式完成软件开发全部流程；了解软件工程职业道德及履行的社会责任、提高自身对实际问题的准确分析和理解能力；掌握软件测试相关理论，使用合适的测试方法和工具完成软件测试，并能分析评价软件产品周期中项目存在的隐患。进一步体会团队项目开发中担任的不同角色及承担相应工作和责任，包括分析、设计、实现、测试、文档、版本控制、项目负责人等，提升沟通和协作能力。学会清晰地陈述实际项目的需求分析、研发过程、实训结果或结论，准确表述软件相关技术，并进行技术交流。

* 1. **项目预期**

实现实时监控显示、人脸识别判断监控内人员是否为未登记人员、入侵警报、增加和查看入侵记录等入侵检测相关的基础需求；实现用户信息的管理、用户权限管理、用户登录注册等用户管理相关的需求。在以上基础上，尝试添加短信认证、入侵监测事件回放、任意形状入侵区域等其他功能。

1. **团队成员及分工**

项目组长：周芷平

项目成员：王俊铭，张业瑞，张钰杰、王地、付柏逢。

**任务分工：**

1. 张钰杰：后端开发
2. 张业瑞：前端开发、文档编写
3. 王地：监控端开发
4. 王俊铭：前端开发、文档编写
5. 付柏逢：后端开发
6. 周芷平：监控端开发
7. **项目计划表**

|  |  |  |  |
| --- | --- | --- | --- |
| 模块 | 子模块 | 工作量（占比） | 描述 |
| 实时监控 | 入侵判别 | 15% | 系统判定人员是否入侵到监控区域 |
| 入侵记录 |  | 10% | 系统将入侵图像或视频保存至服务器 |
| 人脸检测 |  | 10% | 系统对视频或图像提取人脸信息 |
| 信息采集 | 获取图像 | 10% | 系统获取人脸图像 |
| 建立模型 | 10% | 为每个人建立自己的特征模型 |
| 人脸识别 |  | 10% | 系统对不同的人脸图像进行区分识别 |
| 用户信息管理 |  | 5% | 管理用户信息 |
| 用户权限管理 |  | 5% | 为用户分配权限 |
| 身份信息管理 |  | 5% | 对入侵人员进行信息管理 |
| Web界面 |  | 15% | 用户的主要交互界面和实时监控的现实界面。 |
| 数据库设计 |  | 5% | 为系统存储信息提供 |

1. **风险评估**

技术风险，管理风险和其他风险。

* + 技术风险：部分成员对开发技术使用不熟练、三端开发代码合并不一定顺利。
  + 管理风险：计划不合理，可能不能按照计划执行。
  + 其他风险：丢失数据、不同成员编程逻辑冲突等。